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Abstract

Among the long list of electoral interference attempts in recent years, one case is especially important to study: the 2017 French presidential election, because it failed. It failed in the sense that the result of the election did not coincide with the aim of the attackers. There was a coordinated attempt to undermine Emmanuel Macron’s candidacy, with a disinformation campaign consisting of rumors, fake news, and even forged documents; a hack targeting the computers of his campaign staff; and, finally, a leak—15 gigabytes (GB) of stolen data, including 21,075 emails, released on Friday, May 5, 2017—just two days before the second and final round of the presidential election. This leak was promoted on Twitter by an army of trolls and fake accounts (bots), with the hashtag #MacronLeaks appearing in almost half a million tweets in twenty-four hours, and so the attack is now remembered as “the Macron Leaks.” However, the leak itself was only the pinnacle of a coordinated operation that started months before, with a disinformation campaign and a hack. Therefore, we should rather speak of a “Macron Leaks” operation, which did not sway French voters and change the result. Winning 66.1 percent of the vote, Macron defeated Marine Le Pen, the far-right candidate. The aim of this report is to provide the most detailed single account to date of the “Macron Leaks” operation. With the benefit of hindsight, it explores what happened, who (likely) orchestrated the affair, how it was successfully countered, and what lessons can be learned. In conclusion, it will also explain what France has accomplished since then in order to fight information manipulation and what is yet to be done.
Introduction

Foreign electoral intervention is nothing new. For as long as elections have existed, foreign powers have attempted to influence them, overtly or covertly, in order to help or hinder one candidate (partisan electoral intervention) or simply to weaken the democratic process itself, irrespective of who wins (process electoral intervention).¹ In recent years, however, foreign electoral intervention has been made easier by the exponential development of digital platforms and the correlative increased risk of information manipulation.² As analyst Ben Nimmo has written, “the spread of digital publishing technologies has made it easier to create false stories. The internet has made it easier to publish fake stories, and social media have made it easier to spread false stories.”³ Those facts, combined with structural factors (a crisis of confidence in institutions, rejection of the elites, polarization of identity, crisis of the press, etc.), partly explain the range of interference in democratic processes in the last years: the 2016 Dutch referendum on the association agreement between Ukraine and the European Union (EU), the 2016 United Kingdom’s referendum on membership in the European Union (which resulted in Brexit), the 2016 American presidential election, the 2017 French presidential election, the 2017 German federal elections, the 2018 Irish abortion referendum, and the 2018 Taiwanese local elections, among others.

Another part of the explanation is geopolitical. In most of these cases, Russia stands accused. Electoral interference appears to be one of Russia’s many tools to increase its influence on the world stage. Russia’s return to prominence has been gradual and multiformal since 2008, with its military intervention in Georgia, followed by a military modernization, the annexation of Crimea (2014), military interventions in Ukraine and Syria (since 2015), and a growing political, diplomatic, military, and economic footprint in the Middle East and Africa. President Vladimir Putin, who famously called the collapse of the Union of Soviet Socialist Republics (USSR) “the greatest geopolitical catastrophe of the 20th century,” makes no secret of his ambition to restore Russia’s grandeur. To that end, Moscow developed an offensive interpretation of soft power: in its 2013 Concept of Foreign Policy plan, it mentions the “risk” that soft power can be used “to exert political pressure on sovereign states, interfere in their internal affairs, destabilize their political situation, manipulate public opinion”—implying that the risk is to Russia. Moscow considers its actions to be defensive. It considers itself the victim of an information war waged by the West, especially by the United States. However, to “defend” itself, it developed a highly offensive interpretation of soft power. In 2009, the Russia Today TV channel was renamed RT and shifted its approach from promoting Russia, which was unsuccessful, to discrediting the adversary.⁴ Since the Ukrainian crisis in particular, the Kremlin has strengthened its information offensive toward states in its “near abroad” and the West. Since 2016, these techniques have grown more sophisticated with the adoption of a new information doctrine and, in 2017, a strategy for the development of the information society and the creation of “cyberbrigades,” as well as the extension of the National Guard’s jurisdiction over the informational and cyber fields.⁵

Russia is certainly not the only actor potentially involved in foreign electoral intervention: in the case

---


³ Written Representation 36, Singaporean Parliament, Select Committee on Deliberate Online Falsehoods–Causes, Consequences and Countermeasures (February 22, 2018) (testimony of Ben Nimmo, senior fellow for information defense, Atlantic Council Digital Forensic Research Lab).


of the 2018 Taiwanese election, for instance, China is suspected.\(^7\) And non-state actors are no less active: the American alt-right, for example, contributed to disinformation campaigns during the 2016 American presidential election, the 2017 French presidential election, and the 2017 German federal elections, at least. In March 2019, on the eve of European Parliament elections, the French newspaper *Le Monde* also revealed that American billionaires close to the right wing of the Republican Party were financing in Europe several “reinformation” websites and ad campaigns on digital platforms, spreading a radical and divisive ideology.\(^8\)

In this context, and among the long list of electoral interference attempts in recent years, one case is especially important to study: the 2017 French presidential election. Not only did it concern the election of the head of a powerful state—the only nuclear power and permanent member of the United Nations (UN) Security Council in Europe after Brexit—but also, and above all, it failed. It failed in the sense that the result of the election did not coincide with the aim of the attackers.

*There was a coordinated attempt to undermine Macron’s candidacy, through a classic 3-dimension information operation*  

The French president is elected every five years, on a Sunday, by direct popular vote in two rounds (except if a candidate wins an absolute majority in the first round, which has never happened). In 2017, the first round took place on April 23, selecting the top two candidates out of eleven: Emmanuel Macron, thirty-nine, a centrist, liberal, and pro-European former economy minister who created his independent movement, En Marche! (Onward!), and Marine Le Pen, forty-eight, president of the far-right nationalist and populist National Front party, previously led by her father, Jean-Marie Le Pen. For the first time in the history of the

---


Fifth Republic, the current system of government established in 1958 by Charles de Gaulle, both final candidates were outside the bipolar, mainstream left-right party system. The second round between them took place on May 7.

2017 was a busy year for French democracy. As Laurent Fabius, president of the Constitutional Council, recalled, “For the first time since 1958, the presidential, legislative, and senatorial elections were held the same year.” That coincidence did not go unnoticed: whoever was behind the attacks on the presidential election could have hoped to have a snowball effect on the other elections.

There was a coordinated attempt to undermine Macron’s candidacy, through a classic 3-dimension information operation: 1) a disinformation campaign consisting of rumors, fake news, and even forged documents; 2) a hack targeting the computers of his campaign staff; 3) a leak—15 GB of stolen data, including 21,075 emails, released on Friday, May 5, 2017—just two days before the second and final round of the presidential election. This leak was promoted on Twitter by an army of trolls and fake accounts (bots) with the hashtag #MacronLeaks—even though none of the leaked documents actually came from Macron, only various sources related to him. The hashtag was thus spread first by those disseminating the leak, then by those criticizing it, appearing in almost half a million tweets in twenty-four hours, and so the attack is now remembered as “the Macron Leaks.” However, the leak itself was only the pinnacle of a coordinated operation that started months before, with a disinformation campaign and a hack. Therefore, we should rather speak of a “Macron Leaks” operation.

This operation could not sway French voters and change the result. Winning 66.1 percent of the vote, Macron defeated Le Pen. On Twitter, European Council President Donald Tusk congratulated Macron and the French people “for choosing Liberty, Equality, and Fraternity over tyranny of fake news,” while Hillary Clinton wrote, “Victory for Macron, for France, the EU, & the world. Defeat to those interfering w/democracy.” Macron, France’s youngest-ever president, had never held elected office before and was not a member of any political party. That was indeed a political “revolution”—the title of his campaign book. The legislative elections that took place in June gave him a clear majority, with his En Marche! movement becoming a political party, La République en marche (LREM), that dominates the parliament.

The “Macron Leaks” operation provoked a lot of interesting analysis, most of it contemporaneous, but some of it even quite far in advance, before it actually happened. As early as February 2, 2017, a famous information security researcher known only as “The Grugq” predicted, “Based on my analysis and what I’ve heard, I’m expecting leaks against Macron in the French election.” He and others, like Nimmo, a leading expert on disinformation and how to fight it (“information defense”), produced invaluable analyses during the campaign and after the election. Many journalists, especially in France, also contributed greatly to our understanding of what was happening. The reader will find all these references in the footnotes. Two years later, this report does not pretend to reveal something new. Rather, its aim is to provide the most detailed single account to date of the “Macron Leaks” operation. With the benefit of hindsight, it will explore what happened, who (likely) orchestrated the affair, how it was successfully countered, and what lessons can be learned. In conclusion, it will also explain what France has accomplished since then and what is yet to be done.

---

10 Some sources say 15 GB, others 9.2 GB. Both are right: 9.2 GB is the size of the compressed archive that was initially uploaded, while 15 GB is the total size of its content once decompressed.
12 Hillary Clinton, “Victory for Macron, for France, the EU, & the world. Defeat to those interfering w/democracy.” (But the media says I can’t talk about that.) Twitter Account, May 7, 2017, 1:32 pm https://twitter.com/HillaryClinton/status/861317789537193988.
I- WHAT HAPPENED

1. THE DISINFORMATION CAMPAIGN

The campaign against Macron began with rumors and insinuations, intensifying in January and February 2017. The timing was no coincidence: this was the exact moment when Macron, who had ranked third in most of the polls, became a front-runner because his most serious rival, François Fillon from the Republicans, was weakened by a political-financial scandal. As Macron overtook him in the polls and appeared to have a viable shot at the presidency, he became the target of more aggressive and more organized attacks from two sources: the Kremlin media (RT and Sputnik) and the American alt-right.

a) By the Kremlin media

On February 3, 2017, in an article sensationally headlined, “Assange will throw oil on the fire of the presidential campaign in France,” the Russian newspaper Izvestia published an interview with Julian Assange in which the founder of WikiLeaks said, “We have interesting information about [Macron]. This data comes from the [hacked] personal correspondence of former US Secretary of State Hillary Clinton.”

Assange’s statement was all the more menacing given he had made similar ambiguous declarations before the 2016 American Democratic National Convention (DNC) leaks. His announcement was immediately spread by the French outlets of RT and Sputnik. “RT France and Sputnik have been since the very beginning of our campaign the first source of fake news about our candidate and campaign,” Mounir Mahjoubi—then the digital manager of Macron’s campaign team—said later. Here, it is worth recalling that Sputnik is the property of Rossiya Segodnya, which is the Russian government’s news agency and whose objective is to “secure the national interests of the Russian Federation in the informational sphere.”

Rossiya Segodnya and RT have the same chief editor, Margarita Simonyan, who once acknowledged that RT is needed “for about the same reason as why the country needs a Defense Ministry”. This quote, and others, seems to indicate, explains Nimmo, “that the station’s mission and philosophy are not journalistic but military, and it serves as an “information weapon”.”

In February 2017, the Atlantic Council’s Digital Forensic Research Lab analyzed Sputnik France’s coverage and found a distinct bias against Macron.

Only one day after Assange’s declaration, a Sputnik article presented Macron as a “US agent” backed by a “very wealthy gay lobby.” The “gay” card was nothing new: it
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first appeared in the summer of 2014 when Macron was nominated as minister of the economy. In May 2016 it spread across Twitter and has been regularly used by his political opponents ever since. At first, Macron ignored the comments but, at the beginning of his campaign, in early November 2016, he decided to confront them. However, that was not enough: the rumors became so insistent that on February 7, only three days after the Sputnik article, Macron humorously denied that he was having an extramarital gay relationship.

When confronted with this specific article, Rossiya Segodnya (Sputnik) and RT Editor-in-Chief Margarita Simonyan said that this information, like everything her outlets publish on France, was drawn directly from French news sources, claiming, “We have never published anything that has not already been published by the French media.” Knowing that they are under scrutiny, RT and Sputnik proceed cautiously and indirectly, preferring to quote others. They find the right people, make them talk about Macron, and then pick and choose the juiciest quotations.

In this instance, they had interviewed Nicolas Dhuicq, a pro-Russian, right-wing French member of parliament. Just a few weeks before, Dhuicq and his friend Thierry Mariani, another member of parliament (MP), were in Damascus. Since 2015, the two members of the French-Russian Dialogue, a pro-Russia lobby, have supported Moscow’s military intervention in Syria, against the official position of the French government. They visited Syria and met with President Bashar al-Assad several times. At the time, both were with Fillon’s Republicans. Since then, Dhuicq has joined Debout la France, a small nationalist, Euroskeptic party, and Mariani—who was also serving on the “ethics committee” of RT France—joined Marine Le Pen’s renamed party, the National Rally (formerly the National Front).

In early February, Fillon’s popularity was damaged by the so-called “Fillon affair,” or “Penelopegate” named for his wife. Photo credit: Wikimedia Commons https://fr.wikipedia.org/wiki/Fichier:2016-10-19_16-21-56_fillon-belfort.jpg

This is how RT and Sputnik operate. Rarely do they create strictly fake content—and this is another reason to reject the term “fake news” and to prefer the broader term “information manipulation” (see below). Most of the time, they rather express a strong bias, leaving important information out and/or hiding behind the quotations of others, often very partisan people. Quotations provide an illusion of truth and journalistic integrity.

Sputnik used the same method and the same defense a few days later, on February 9, when the outlet published an article claiming that French journalists in Moscow had been seen wearing En Marche! T-shirts—fueling rumors that the mainstream media were biased in Macron’s favor. These allegations were proved false: none of the three correspondents present at the En Marche! meeting was wearing a partisan T-shirt. When confronted on this fact, Simonyan used the same defense as before: the article was “based on quotations from the representative of the Republicans in Moscow.” Again, Sputnik chose its interviewee well: Alexis Tarrade, the representative of a political party

rival to Macron’s. Sputnik did use quotation marks, but it did not check the claim, nor did it interview a representative from En Marche! or a French journalist among those present that day. Sputnik just took the claim at face value, and to illustrate this point it even posted a photo of a group of people wearing En Marche! T-shirts. However, these people happened to be the En Marche! team in Moscow, not French press correspondents in Moscow. As Nimmo summed up, “Sputnik’s piece was therefore wholly unbalanced and rested on an unsubstantiated accusation by one of Macron’s political opponents, and a photo which was taken out of context, if not actively misrepresented.”

In early February, Fillon’s popularity was damaged by the so-called “Fillon affair,” or “Penelopegate” named for his wife, who was suspected of having received as much as €813,440 as a parliamentary assistant to her husband for very little or no actual work, and then €100,000 as a literary adviser to the author. Nimmo concluded, “Sputnik’s piece was therefore wholly unbalanced and rested on an unsubstantiated accusation by one of Macron’s political opponents, and a photo which was taken out of context, if not actively misrepresented.”

**b) By the American alt-right**

The Kremlin was not the only player involved. Some attacks against Macron came from the West. Journalist Josh Harkinson called these actors “Marine Le Pen’s ‘Foreign Legion’ of American Alt-Right Trolls.” These “trolls” were active on Reddit, 4chan’s political board, and other similar forums. “Using fake French identities and sock puppet social-media accounts, they’ve hijacked Twitter hashtags, social-media posts, and comments sections on news sites with memes portraying Macron as a stooge of Jewish financiers who will sell out the working class and capitulate to Muslim terrorists,” Harkinson wrote.

One notable example of disinformation based on the “Islam” narrative was a March 2 article designed to appear as if it came from the Belgian newspaper *Le Soir*, headlined “Emmanuel Macron, Saudi Arabia’s preferred candidate in the French presidential election.” The article appeared on a cloned website, imitating almost perfectly the design and layout of *Le Soir*, but using a different URL, lesoir.info instead of lesoir.be. It was circulated by Marion Maréchal-Le Pen, a parliamentarian and niece of Marine Le Pen, indignantly asking: “30% of the Macron campaign financed by Saudi Arabia? We demand transparency!” Her tweet was shared more than two hundred times in half an hour, including by presidential candidates Le Pen (her aunt) and Fillon.

---

27 Nimmo, “Frankly Unfair?”.
31 Ibid.
In January 2017, Buzzfeed News infiltrated a Discord-based gaming community private chatroom called “The Great Liberation of France,” “focused on social media and memetic actions in order to help Marine Le Pen’s campaign.” This rare access gave a glimpse at their strategy and tactics. Their main activity was to help users create fake Facebook and Twitter accounts. At the time Buzzfeed entered the chatroom, Le Pen’s rival, and therefore the main target of these alt-right trolls, was Fillon, the then-front-runner for the presidency. Pieces of advice shared in the chatroom included to “make leftist accounts and attack the shit out of him mercilessly” and “bring up that 10 years ago Fillon was for gay marriage and was pro-choice.” One of their leaders, going by the name @trumpwin2016, gave more general instructions, like creating fake accounts that are “ideally young, cute girl, gay, Jew, basically anyone who isn’t supposed to be pro-FN [Front National].” He adds, “It needs to be done by our French and Francophone users so it looks authentic, not just like Americans trying to

One notable example of disinformation based on the “Islam” narrative was a March 2 article designed to appear as if it came from the Belgian newspaper Le Soir, headlined “Emmanuel Macron, Saudi Arabia’s preferred candidate in the French presidential election.” Source: https://www.lemonde.fr/les-decodeurs/article/2017/03/02/macron-finance-par-l-arabie-saoudite-une-intox-massivement-relayee-par-l-extreme-droite_5089596_4355770.html

---
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This community shared a Google document titled “MEGA GENERAL,” MEGA for “Make Everything Great Again,” which starts with a clear ambition: “We have won our first major battle, now we have to rescue the rest of the world.” In order to do so, the document lists targets (Austrian election, Italian referendum, Dutch election, French election, and German election), acknowledges that “we need as much national operatives as possible,” and gives instructions: if you want the American alt-right to help promote your nationalist candidate in your local election, you have to “provide reconnaissance” first because they “don’t know shit about your internet segment.” They need to know what the popular vectors are in your country, digital platforms, journalists, etc. They also need info on the “dark past” of your candidate’s rivals, divisive issues in your country, etc. And, to those in the United States or elsewhere but outside the target state willing to help, they caution against failing “to disguise yourself as a national.” So they need to really “listen to what nationals say” and should not post content “in a foreign language without checking with a national operative. Better yet, create everything in English, post in the thread and ask a national to translate it.” As a matter of fact, the American community of “The Great Liberation of France” worked regularly with their French counterparts, a far-right Discord chatroom called “La Taverne des patriotes.”

Who were the people in “The Great Liberation of France” chatroom? Most of them were 4chan users. Not only American alt-right and French far-right but also more generally the international alt-right. One of the users interviewed by Buzzfeed also mentions “Russian neo-fascists like Alexander Dugin”: “The shared agenda is to get far right, pro-Russian politicians elected worldwide.”

Another interesting place is the pro-Trump subreddit “The_Donald.” On May 6, at the strategic moment between the leak (the day before) and the final vote (the day after), guidelines for the French willing to “save [their] country” were posted. On method, “First priority is to get Macron voters to stay home. There’s already a hashtag going on the left to not vote - fuel this by dissuading your friends from voting. They have to feel Macron is a bad choice. You do this publicly on your social media accounts (we have some memes you can use below). Use the known hashtag #SansMoiLe7mai - pretend you won’t vote (you will).” Another piece of advice is to “not blatantly yell at people to vote for Marine. We’re too close to the election for it to be about partisanship - it’s much easier to discourage people from voting than to overcome decades of media slander against Marine.” As for content, the recommendation is to focus on five narratives, “5 things Macron doesn’t want the French people to know”:

1. He plans to re-write history with Muslim countries to teach French children Islam was always part of France. This is cultural genocide.
2. He has secret accounts in the Cayman Islands.
3. He and his team have been rigging elections.
4. As always, the rules don’t apply to the elite - his team has been ordering illegal drugs including

---

35 The_Donald, “FRENCH MEDIA IS SHUT DOWN. WE’RE NOT. HERE ARE 5 THINGS MACRON DOES NOT WANT THE FRENCH PEOPLE TO KNOW,” Reddit, May 6, 2017, https://i.redd.it/r/The_Donald/comments/69nn5j/french_media_is_shut_down_were_not_here_ are_5/?limit=500
cocaine to the French parliament, further adding to the strong suspicion of Macron being the latest puppet to the banker elites that control French government.  

5. The French media has been deleting right-wing content and Facebook has been colluding to delete right-wing commentators for the past 72 hours.”

Such chatrooms (there are others) very professionally supply the means and methods of warfare. They are not interesting for themselves, as these pages are ephemeral and their users quite mobile. They seek to protect their confidentiality and are aware of the attention they attract not only from intelligence services but also from journalists, who sometimes manage to infiltrate and expose them. What is interesting is the fact that such communities, on Discord, Reddit or elsewhere, are intersections among several communities of interest. They are a venue where American alt-right, French far-right, and other pro-Kremlin actors can meet. And that tells us something on attribution, as these communities provide an alternative explanation for who is “behind” attacks like the “Macron Leaks” operation. It does not have to be someone in particular—it can be a common and decentralized effort by like-minded people, following user manuals like the ones above. This obviously makes attribution more difficult, but it is probably closer to reality.

2. THE APERITIF: #MACRONGATE

Last but not least came the “#MacronGate” rumor. Two hours before the final televised debate between Macron and Le Pen, on Wednesday, May 3, at 7:00 p.m., a user with a Latvian IP address posted two fake documents on 4chan. The documents suggested that Macron had a company registered in Nevis, a small Caribbean island, and a secret offshore bank account at the First Caribbean Bank, based in the Cayman Islands. Again, the rumor itself was not entirely new. Macron himself had seen it coming. More than two weeks earlier on TV he warned that this type of rumor was likely to appear: “This week, you will hear ‘Mr. Macron has a hidden account in a tax haven, he has money hidden at this or that place.’ This is totally false, I always paid all my taxes in France and I always had my accounts in France.”

What was new this time, however, was the release of two documents supposedly proving this

39 email@buckled.com, screen capture of message to fm.alaintourret@gmail.com, http://i.imgur.com/IQQXbrG.jpg
41 All timestamps in this report are presented in Central European Summer Time.
42 Emmanuel Macron interviewed by Jean-Jacques Bourdon on BFM-TV, April 17, 2017.
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In one instance, the Macron campaign team received an email apparently from Mahjoubi—the email address was almost identical to Mahjoubi’s, apart from one missing letter. Photo Credit: REUTERS/Charles Platiau

rumor.

The user who posted the two documents on 4chan did it purposefully on the evening of the final televised debate to attract more attention, and even suggested a French hashtag: “If we can get #MacronCacheCash trending in France for the debates tonight, it might discourage French voters from voting Macron” 43.

Then the rumor spread on Twitter. The 4chan link was first posted by Nathan Damigo, founder of the American neo-Nazi and white-supremacist group Identity Evropa, and was further circulated by William Craddick, founder of Disobedient Media and notorious for his contribution to the Pizzagate conspiracy theory that targeted the US Democratic Party during the 2016 American presidential campaign. The first real amplifier was Jack Posobiec—an American alt-right and pro-Trump activist with 111,000 followers at the time: his tweet was retweeted almost 3,000 times. Only after 10:00 p.m. did the rumor begin to spread in French, mostly through far-right accounts using the #MacronCacheCash hashtag. The first tweets in French seemed to have been automatically translated from English. 44

All this happened during the televised debate and, just before 11:00 p.m., Le Pen herself said on air, “I hope we will not find out, Mr. Macron, that you have an offshore account in the Bahamas.” The following morning, Macron’s campaign team denounced a “campaign of digital disinformation on a scale and with a level of professionalism that is troubling.” 45 Mahjoubi considered Le Pen’s insinuations as “an admission”: “She referred to a rumor that had not even started.” 46 Macron himself believed she did not work alone: this “fake news” was premeditated “with her allies. … There are people who spoke to each other and organized themselves.” 47 The rumor was quickly debunked as several researchers and reliable media sources decisively proved these documents to be fabricated. 48

However, this was only the beginning. The same user with the Latvian IP address who posted the fake documents on Wednesday announced on Friday morning that more were coming, promising, “We will soon have swiftnet logs going back months and will eventually decode Macron’s web of corruption.” 49 Those responsible for #MacronGate thereby provided evidence that they were the same people responsible for the #MacronLeaks that were released later that day.

3. THE HACK

The leak of stolen data was logically preceded by a hack. It started with a series of phishing attacks. Macron’s team confirmed that they had been targeted since December 2016. 50 Knowing that Macron’s team used Microsoft OneDrive for emails and storage, the attackers sent staff members official-looking emails.

---

44 As noted by Stephanie Lamy, who was one of the first to analyze the spread on Twitter: https://twitter.com/WCM_JustSocial/status/859930146102489089.
47 Emmanuel Macron on France Inter Radio, May 4, 2017.
48 “How we debunked rumours that Macron has an offshore account,” France 24–The Observers, May 5, 2017. See also Lecadre, Albertini, and Guiton, “’Compte aux Bahamas.’ ”
50 Dickey, “Fighting Back Against Putin’s Hackers.”
asking them to click on links with seemingly cloud data storage or webmail domains (onedrive-en-marche.fr, mail-en-marche.fr, portal-office.fr, and accounts-office.fr). If you speed read the URL, you can’t make the distinction Mahjoubi said, while the decoy sign-in page was “pixel perfect,” convincing enough for someone to enter their login credentials.

Other techniques included tabnabbing or email spoofing. In one instance, the Macron campaign team received an email apparently from Mahjoubi—the email address was almost identical to Mahjoubi’s, apart from one missing letter (mounir.mahjobi@... instead of mounir.mahjoubi@...). Titled “Recommendations against cyberattacks,” it read as follows: “Due to numerous cyberattack attempts, please be vigilant. Our experts have implemented detailed recommendations against piracy. You will find the document attached.” In another instance, campaign staffers received an email apparently from the head of press relations providing “some recommendations when [talking] to the press” and inviting them to “download the attached file containing talking points.”

In total, the professional and personal email accounts of at least five of Macron’s close colleagues were hacked: the Gmail accounts of Quentin Lafay (speechwriter), Anne-Christine Lang (Socialist Party MP for the department of Paris), Alain Tourret (Radical Party of the Left and Socialist Party MP for the department of Calvados), Pierre Person (co-founder and president of “The Young With Macron” movement), along with his Google Drive, and the en-marche.fr account of Cédric O (En Marche! treasurer). The stolen emails range from March 20, 2009, to April 24, 2017, indicating that at least one of the successful attacks had occurred that day.

4. THE LEAK

Leaking as an informational technique has been used by
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53 “The target gets an email supposedly coming from a website he might be interested in—maybe from a conference he is likely to visit or a news site he has subscribed to. The email has a link to a URL that looks very legitimate. When the target reads his email and clicks on the link, it will open in a new tab. This new tab will show the legitimate website of a conference or news provider after being redirected from a site under the attackers’ control. The target is likely to spend some time browsing this legitimate site. Distracted, he probably did not notice that just before the redirection, a simple script was run, changing the original webmail tab to a phishing site. When the target has finished reading the news article or conference information on the legitimate site, he returns to the tab of his webmail. He is informed that his session has expired and the site needs his credentials again. He is then likely to reenter his password and give his credentials away to the attackers.” (Feike Hacquebord, Two Years of Pawn Storm: Examining an Increasingly Relevant Threat, A Trend Micro Research Paper, April 25, 2017, 14 https://tinyurl.com/yy4hsym8). Mahjoubi acknowledged that the En Marche! movement “has been hit by it.” (Dickey, “Fighting Back Against Putin’s Hackers.”)
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genuine whistleblowers as well as by ill-intentioned foreign powers—the obvious precedent for the latter being the 2016 DNC email leak during the US presidential campaign. Leaks are enticing because they “appear to provide an unfiltered peek at people speaking privately. Like an intercepted conversation, they [make us] feel closer to the ‘truth,’ and may indeed reveal unscripted truths about people and institutions.”

The hackers waited until the very last moment to leak the documents: Friday, May 5, 2017, hours before official campaigning stopped for the period of “election silence,” a forty-four-hour media blackout ahead of the closing of the polls. Between midnight on Friday and 8:00 p.m. on Sunday, when the last polls close, candidates are prohibited by law from making public statements or giving interviews. The leak was so timed to leave Macron and his party powerless to defend themselves, to block the mainstream media from analyzing the documents and their release, and to make social media, especially Twitter, “the primary space where the content could be discussed.”

In other words, “Twitter was used as a communication back-channel to talk about an event where conventional media sources were prohibited from participating.”

Craddick (Disobedient Media) was the first to act (or react). At 7:37 p.m., he tweeted, “Prepare for a major leak on Emmanuel Macron and his close associates. This is very big, folks.” The fact itself that Craddick knew about the leak before it was shared is sufficient to conclude, as analyst Kris Shaffer does, that “Disobedient Media is a source worth a closer investigation.”

“It was WikiLeaks that internationalized the spread”

The files were initially posted on Archive.org, an online library site, supposedly in the morning (the time of first release on the website cannot be determined, as these original threads have since been deleted). At 7:59 p.m., the links to the threads were posted on PasteBin, a file-sharing site, under the name “EMLEAKS.” At 8:35 p.m., they were shared on 4chan. Then came their appearance on Twitter: Craddick was again the first to share the link to the PasteBin dump at 8:47 p.m., quickly followed by Jack Posobiec at 8:49 p.m., who provided a link to the 4chan thread with, for the first time, the hashtag #MacronLeaks.

Contrary to
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what would later become a widespread misconception, Posobiec was not the first to tweet, Craddick was. However, Posobiec was the first to use the hashtag that would lend its name to the entire operation, hence the confusion. Posobiec’s tweet and hashtag was retweeted eighty-seven times within five minutes. He later said he had been alerted to the incoming dump by the user with a Latvian IP address who had posted the #MacronGate fake documents two days prior: “The same poster of the financial documents said to stay tuned tomorrow for a bigger story—so I pretty much spent the next 24 hours hitting refresh on the site.”

So far, this conversation was exclusively Anglophone. This makes it clear that the hashtag #MacronLeaks was launched and spread in the United States, by the American alt-right. It was WikiLeaks that internationalized the spread, at 9:31 p.m., by tweeting: “#MacronLeaks: A significant leak. It is not economically feasible to fabricate the whole. We are now checking parts,” with a link to the files on PasteBin. Only then came the first French amplifiers, who happened to be Le Pen supporters. Only two of them made it into the ten most-popular tweets, though: Florian Philippot, vice president of the National Front Party (his 11:40 p.m. tweet was, until the following morning, “the tweet which received the most replies” and a National Front activist calling himself Samuel (account @Messsmer), one of the leaders of the self-proclaimed “patriosphere” who had been an active contributor to the online campaign against Macron since early 2017 (with #DemasquonsMacron, #LePionMacron, #LeVraiMacron, etc.). Another French catalyst account was @KimJongUnique, “one of the most influential of the Russosphere [the French-speaking, pro-Russian online community].”

A study of the French pro-Russian Twittersphere shows that it is “not homogeneous, either based on the profile of individuals which compose it or based on their political leanings. On the contrary, it is a very diverse galaxy which could largely exist without any kind of action from Russia. We can see however that the ‘central’ accounts, being politicians or Russian media, are important to create connections and coherence within the galaxy.” In their database of 23,036 accounts involved in the #MacronLeaks Twitter conversation, the authors found that only 1.5 percent “can be considered as potential active supporters of Russian informational activities. Yet ... if they are not numerous, these accounts made ‘a lot of noise,’ and took an important part in the virality of the keyword. ... [They] proved to be approximately twice as active as the others.”

Overall, the hashtag “#MacronLeaks reached forty-seven thousand tweets in just three and a half hours after the initial tweet.” On Friday night, the Twitter
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The conversation using #MacronLeaks was dominated by the anti-Macron voices but a shift happened overnight, which coincided with a shift in language: at the same time the conversation became more French (on Saturday morning, seven of the ten top tweets were in French), it also became more critical of the leak. The same day (Saturday), Nimmo, who was one of the first to analyze what was happening, observed that “the share of alt-right and anti-Macron messaging, which dominated the conversation initially, was progressively reduced by counter-messaging, either mocking the leaks and leakers or linking them to Russia.” Therefore, the performance of the hashtag #MacronLeaks (almost half a million tweets in twenty-four hours) does not reflect the adherence of the users. As a matter of fact, as Nimmo guessed before the vote, this widespread campaign on Twitter failed to reshape the French political landscape.

The leaked documents were mostly drawn from the hacked email accounts, but they also included two additional folders. One contained thirty-two Excel bookkeeping spreadsheets from Cédric O, the campaign treasurer. The other, named “Macron_201705” as if it contained fresh data on Macron (201705 being May 2017), contains instead old data on something else: documents dating from 2002 related to Gemplus, the world’s largest manufacturer of SIM cards, and to Ziad Takieddine, an outspoken Lebanese-French businessman. At that time Macron was a twenty-five-year-old student and had nothing to do with either Gemplus or Takieddine. This unrelated folder, with an intentionally misleading title, was enough to trigger fanciful rumors, such as one claiming that, through Takieddine, Macron was actually working with the Islamic State of Iraq and the Levant (ISIS)! One tweet, retweeted almost two thousand times, read: “#MacronLeaks Macron_201705 files show #Macron emails w/ Ziad Takieddine a Lebanese Arms Dealer. Could Macron be arming ISIS in #France?”

Because nothing incriminating was found in the original files, which were therefore unlikely to harm Macron, the hackers had altered some of them in an attempt to discredit his campaign. The Macron leaks therefore fall into the category of “tainted leaks,” where (at least some of) the documents obtained are manipulated before being released. The fake messages insinuated that Macron used cocaine (“don’t forget to buy c. for the boss”) and was on the mailing list of “Vestaire Gay,” a gay underwear brand.

5. IN SUMMARY, A CLASSIC “HACK AND LEAK” INFORMATION OPERATION

A French cybersecurity researcher going by the name of “x0rz” summarized the information operation cycle as follows: “disinformation (media coverage) → Acquiring secret information via HUMINT or SIGINT (hacking) → Building a narrative around that information (optional: mix with fake/decoy information) → Releasing parts to social networks and press” (the last step feeding the first in a cycle). The Macron Leaks operation is a classic illustration of such a cycle.

The last step can be detailed in the following pattern: first, the content was dumped onto the political discussion board of 4chan (/pol/). Second, it was brought to mainstream social networks like Twitter. Third, it was spread through political communities, notably the US alt-right and French far-right, with catalyst accounts, or “gurus”, and finally the content was retweeted by both real people (“sect followers”) and bots.

“...the hashtag's persistence has not hurt the Macron administration, which has even sometimes turned it to its advantage.”

It was obvious that bots were in use, as some accounts posted almost one hundred-fifty tweets per hour. Nimmo identified fifty accounts that produced some

---
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3,801 tweets in the first three hours, which certainly seems to be bot amplification. Overall, data scientist Emilio Ferrara identified nearly eighteen thousand bot accounts involved. According to his analysis:

Many bot accounts that supported alt-right narrative in the context of #MacronLeaks were originally created shortly prior to the 2016 US presidential election and used to support the same views in the context of American politics. The accounts went dark after November 8, 2016, only to re-emerge at the beginning of May 2017 to push #MacronLeaks, attack Macron, and support the far-right candidate Marine Le Pen. This corroborates a recent hypothesis about the existence of black markets for reusable political botnets.!

A few months later, on July 31, 2017, WikiLeaks published “a searchable archive” of 21,075 “verified” leaked emails on a dedicated webpage (“Macron Campaign Emails”)—something that the American far-right political activist Charles C. Johnson did as early as the day after the dump: “Chuck Johnson has developed a search engine for #MacronLeaks. Contact editor@gotnews.com for access” tweeted Posobiec on May 6.

Three months later, when WikiLeaks launched its own search engine, Sputnik and RT preceded the usual American alt-right amplifiers in retweeting the “urgent” and “breaking news.” Posobiec reacted a few hours later, using the hashtag he originally introduced in May: “#MacronLeaks is back.”

The role of WikiLeaks in the entire sequence is difficult to characterize. On the one hand, a study has shown that “three of the most retweeted tweets derived from WikiLeaks, and the WikiLeaks account was highly influential overall in covering the affair. ... WikiLeaks ranked as the number one most influential user.” Since the DNC leaks, WikiLeaks has been accused of being aligned with Russian intelligence. In his first speech as Central Intelligence Agency (CIA) director, on April 13, 2017, Mike Pompeo said, “It’s time to call out WikiLeaks for what it really is: a nonstate hostile intelligence service often abetted by state actors like Russia.” During the presidential campaign, he said “Russian military intelligence, the G.R.U., had used WikiLeaks to release data of US victims that the G.R.U. had obtained through cyberoperations against the Democratic National Committee.” On the other hand, WikiLeaks’ role in the Macron leaks was more ambivalent and less catalytic than it had been in the United States. It helped both to spread the leak and to generate public skepticism by tweeting comments like, “This massive leak is too late to shift the election. The intent behind the timing is curious.”

6. EPILOGUE: ONE AND TWO YEARS LATER

One year later, on May 5, 2018, Belgian researcher Nicolas Vanderbiest uncovered that, of the 1,654 actors most involved at the time in the circulation of the Macron leaks on Twitter, 1,263 (76 percent) were not French, and 428 (26 percent) disappeared after the incident. Some of these accounts were deactivated as early as one week after the election: one hundred seventy accounts were suspended by Twitter, and 249 were self-deleted or renamed by the user.

However, even today, two years after its introduction, the hashtag #MacronLeaks is still in use as a rallying flag by the political opposition. It is regularly used either to comment on some specific information found in the emails, most notably regarding the campaign’s financing, or as a general tag to attack Macron, his government, and his political party, La République en marche (LREM).

Interestingly, the hashtag’s persistence has not hurt the Macron administration, which has even sometimes turned it to its advantage. After all, by revealing more than
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twenty-one thousand emails of Macron’s campaign team, the leak subjected his candidacy to a level of transparency that none of his rivals had to endure—yet nothing incriminating was found on Macron, while some of his rivals, including Le Pen, were and still are facing legal problems. As early as May 6, 2017, half a day after the leak was released, an En Marche! activist tweeted, “#MacronLeaks The National Front and the Russians have achieved a magnificent exploit: confirming Macron’s honesty. Thanks for your cooperation.”

Exactly one year after, on May 6, 2018, Marlène Schiappa, the secretary of gender equality, tweeted, “Our campaign accounts have been scrutinized and certified. With the #MacronLeaks even our personal emails have been made public: we are the only ones to have reached this level of transparency! Everything is clear and has been validated by the authorities.”
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II- WHO DID IT?

There were three distinct dimensions to the operation: the disinformation campaign (composed of rumors, fake news, and forged documents), the hack, and, finally, the leak. Even though they seem to be coordinated, these are “different acts and not a composite act.” They should therefore not be presumed to have one single actor behind them.

1. THE DISINFORMATION CAMPAIGN

Attributing the disinformation campaign is the easiest part as it was conducted overtly: as seen in the previous pages, the anti-Macron propaganda came mostly from two sources, RT and Sputnik on the one hand, and the American alt-right on the other.

It is then no surprise that, as early as February 2017, the En Marche! team attributed the orchestrated campaign against their candidate to the Kremlin. On February 13 on national television, Richard Ferrand, secretary-general of En Marche!, accused Russia, stating, “Two major media outlets, Russia Today and Sputnik, which belong to the Russian state, operate by the dissemination of fake news. Then, this news is spread, quoted, and assumes a role in the life of our democracy.” He also denounced “hundreds, even thousands, of attacks on our digital system, on our database, on our sites. And coincidentally these come from within Russian borders.”

A few minutes later on another public media outlet, En Marche! spokesman Benjamin Griveaux blamed RT and Sputnik again, saying, “The[se] two sites, for the last several weeks, have slandered candidates, including Emmanuel Macron, and bolstered Marine Le Pen. Russia had a role in the US presidential campaign by supporting Donald Trump, Brexit, and the campaign in Britain. It is now interfering in the French presidential campaign and it is not normal.”

On February 14, in an editorial in the Le Monde newspaper titled “Do not let Russia destabilize the presidential elections in France,” Ferrand was once again clear as to whom he held responsible for the attacks:

A new and worrying phenomenon is underway at the heart of the French presidential election: the interference of a foreign state determined to destabilize one of the candidates likely to win this election, Emmanuel Macron. ... The website of the movement En Marche! and its infrastructure is subject to several thousand monthly attacks that come in various forms. The goal is to infiltrate our databases and our mailboxes in order to hack them. ... Almost half of these attacks come from Ukraine.

What is certain about the nature of these attacks is that they are organized and coordinated by a structured group, not by solitary hackers. ... For several weeks now, Russia Today and Sputnik News have been busy spreading the most libelous rumors about Emmanuel Macron. One day, he is financed by “the rich gay lobby,” another, he is an “American agent at the service of the banking lobby.” These two sites are the preferred medium for all attacks suffered by Emmanuel Macron, including threats by Julian Assange. ... Cyberattacks, threats made by a hacker protected by a foreign power, attempts to undermine and defame made by news sites funded by this same foreign power, the coordinated relay of this false information on social networks: we are in the presence of an orchestrated attempt to destabilize a presidential candidate by a foreign power.

The following day, February 15, Foreign Minister Jean-Marc Ayrault was more measured, telling parliament that France would not tolerate any interference in its electoral process, “no more from Russia than from any other state.”
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As a matter of fact, the disinformation campaign was also coming from the US alt-right, as clearly demonstrated in the first part of this report. That was particularly clear on digital platforms. A research unit analyzed a corpus of four hundred-thousand tweets unambiguously attacking Macron, posted between February 1 and May 6. Time zone analysis indicates that most of them came from abroad, in particular North America. As for the fake LeSoir.info website, it has been registered by a “Donald Thomas” providing a fake address (Apple street instead of Orange street) in Wilmington, Delaware. The same address has been used to register three other cloned websites: independent.co, alryiadh.com, and bloomberg.com. People used to register three other cloned websites: independent.co, alryiadh.com, and bloomberg.com. People citing those domains seem to be systematically pro-Trump, pro-Putin, pro-Assad, pro-Brexit, and anti-EU.

As for the #MacronGate rumor, the Bulgarian investigative website Bivol, which analyzed the metadata of the two fake PDFs, showed they were last modified at 10:27 a.m. on May 3 (the day they were dumped). They further showed that these documents were scanned using two professional Canon machines, costing $29,999 and over $100,000 respectively. Bivol concluded that “the masterminds of the discrediting claim have access to high-end equipment that is used by large companies or institutions. … In addition, metadata may be manipulated, which is impossible to prove, but such manipulation would also be a sign of high professionalism, not an amateur forgery concocted by Macron’s opponents and Le Pen’s fans.”

The internet user responsible for the #MacronGate rumor, which occurred two days before the leak, may in fact be an American neo-Nazi hacker. Shortly after posting the fake documents on 4chan that supposedly showed that Macron had a hidden offshore bank account, the user with a Latvian IP address wrote the following message: “If Macron wins we’re gonna have to organize and make things happen. The French scene will be at nouveaumartel.com later.” Nouveau Martel (New Martel) refers to Charles Martel, an eighth-century Frankish ruler (grandfather of Charlemagne) famous for having defeated the Arabs near Poitiers in 732, and therefore hailed by some as having saved Christian Europe from a Muslim invasion. For this reason, Martel is commonly invoked by the French far-right movements. At the time this leak posted the link, the nouveaumartel.com website was empty – and remains so. However, an investigation showed that it shared the technical infrastructure of The Daily Stormer, one of the main American neo-Nazi websites. The tech administrator of nouveaumartel.com was “weev,” a nickname used by Andrew Auernheimer, a white-supremacist, anti-Semitic American hacker who gained notoriety three years earlier when a US appeals court vacated his conviction for computer fraud. On May 5 on 4chan, only minutes after the publication of the high-definition version of one of the #MacronGate fake documents, two comments were posted to congratulate “weev.” The day before, in an article published on his website, he wrote that “The prophet of the white sharia Nathan Damigo is about to release the frogs from pederasty”, which can be interpreted as an announcement “that Damigo was about to publish anti-Macron material.” Indeed, Damigo will be the first person to spread the #MacronGate rumor on Twitter. As Le Monde concludes, “a cluster of concordant indices shows that members of Anglophone neo-Nazi circles are probably at the origin of the publication of false documents accusing Emmanuel Macron of holding an offshore account,” i.e. the #MacronGate episode.

2. THE HACK

The disinformation campaign was easy to attribute. However, it is much more difficult to determine responsibility for the hack itself, which resulted in the theft of gigabytes of data. In any cyberattack, attribution is a complex and sensitive issue.

Take, for instance, the fake domains used for (at least some of) the phishing attacks (onedrive-en-marche.fr, mail-en-marche.fr, portal-office.fr, and accounts-office.fr). We know that they were registered between March...
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In early February, the famous information security researcher “The Grugq,” who predicted the leaks against Macron, wrote, “For months I’ve been hearing from credible sources that Russian cyber crews (Sofacy, APT28, etc.) have been collecting aggressively in France. … They have been conducting stepped up cyber espionage against the French since last year.”

In April, Trend Micro, the Japanese cybersecurity firm that identified the March 15 phishing attack, attributed it to APT28 (also known as Fancy Bear or Pawn Storm), a cyberespionage group linked to the Russian military intelligence agency GRU. It would not be the first time that APT28 attacked a French institution. In 2015, the American cybersecurity firm FireEye attributed responsibility for the cyberattack against TV5Mondé to them. In that false-flag operation, the attackers took the channel off the air and tried to frame the so-called Islamic State for it by displaying “Cyber Caliphate” banners on the channel’s websites.

In 2017, Trend Micro identified “the same actors as in the DNC breach” and “similar techniques” to those used to target Angela Merkel’s political party, the Christian Democratic Union (CDU), in 2016. “There are several things which suggest that the group behind the Macron hacking was also responsible for the DNC breach, for example. We found similarities in the IP addresses and malware used in the attacks. … We
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The cybersecurity experts of the ThreatConnect research team established that the four spoofed domains were registered using the email address johnpinch@mail.com—an email domain that Fancy Bear has previously used in similar operations. “While not definitive of a Fancy Bear association, it is a notable consistency with their previous tactics.”

Another clue is that they were all registered on dedicated servers, a practice that is costlier but gives more control. At least one of these domains was hosted at the IP 194.187.249.135, an address that was already identified in the 2016 US Department of Homeland Security Grizzly Steppe report on Russian malicious cyber activity. ThreatConnect found that the address was previously a Tor exit node and identified other consistencies “with Fancy Bear registration and hosting tactics”.

However, a method indeed but not solely employed by Fancy Bear does not give any certainty regarding attribution. ThreatConnect concludes that they “cannot currently definitively confirm Trend Micro’s assessment that Fancy Bear aka Pawn Storm is behind this activity.” For the same reasons, France did not officially attribute the hacking. “The modus operandi is very similar [to APT28], but we cannot exclude that a very competent group can try to imitate them,” said Guillaume Poupard, the head of the French National Cybersecurity Agency (ANSSI).

The Macron campaign staff reacted to the publication of the Trend Micro report between the two rounds of the presidential election, on April 25, 2017. Spokesman Griveaux said that “2,000 to 3,000 attempts have been made to hack the campaign, including denial-of-service attacks that briefly shut down Macron’s website and more sophisticated efforts to burrow into email accounts of individual campaign workers. He was not sure whether Macron had been targeted personally and said the main target of the phishing appears to have been the campaign’s mid-level management.”

Earlier in February, Mahjoubi observed, “Half of the attacks that target us come from IP addresses based in Ukraine, a relay country for many cyberattacks.” Reacting to the Trend Micro report, he confirmed that “these attacks are constant and of all variety, including phishing attacks, since December, January. … [We have counted] several thousand connections that can be tied to these attacks each month. We were unable to attribute them and that is what this report does, it confirms the intuition we have had since February. But let us not be naïve either: in terms of cyberattacks, a group of hackers can also act on behalf of a larger group or in others’ interests. The only way to know

 cannot say for sure whether this was directed by the Russian government, but the group behind the attacks certainly appears to pursue Russian interests,” said Rik Ferguson, vice president of Trend Micro’s security research program. Trend Micro warned that Fancy Bear “is known to let time pass before leaking stolen documents” and that is indeed what happened.

Cassandra Fairbanks, a famous pro-Trump political activist, Sputnik contributor, and “troll,” posted on Twitter a picture of Jack Posobiec celebrating (apparently with her and his wife). Photo Credit: Twitter
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would be to investigate, and a presidential campaign is not the time for that."  

Another source of evidence is Facebook. During a briefing to a US congressman, Facebook officials reportedly said that they had identified about two dozen Facebook accounts created to conduct surveillance on Macron’s entourage during the campaign. Furthermore, they appeared to know that these accounts were run by “Russian agents posing as friends of friends of Macron associates and trying to glean personal information from them.” They also understood that the agents’ goal was “to get the targets to download malicious software or give away their login information.”

3. THE LEAK

In the days and weeks following the release of the hacked data, most experts pointed to the Kremlin, with good reason. First, the email address initially used to upload the files on Archive.org, frankmacher1@gmx.de, is registered with the same German webmail provider that was implicated in the 2016 cyberattack against the CDU, which incidentally was also attributed to APT28. Of course, this alone proves nothing, as GMX Mail has more than eleven million active users.

Second, according to Ryan Kalembier of information security firm Proofpoint, “Some of the metadata from this breach clearly indicates that certain documents, such as those with Macron’s ‘Bahamian bank accounts’, were edited on computers with Russian language operating systems.” The Excel bookkeeping spreadsheets that were leaked contained metadata in Cyrillic and indicate that the last person to have edited the files is “Рошка Георгиий Петрович” (Roshka Georgiy Petrovich), reportedly an employee of the St. Petersburg-based information technology company Evrika ZAO. Among the company’s clients are several government agencies, including the Federal Security Service of the Russian Federation (FSB). Moreover, the Russian independent newspaper The Insider found Roshka in the participants’ list for a 2016 conference where he was registered as “Military unit No. 26165, specialist,” also known as GRU 85 Main Special Service Center dedicated to cryptoanalysis. Their conclusion is that “the people involved in hacking Macron’s email were directly related to the Russian government: they were officers of the Main Intelligence Directorate of the Russian Armed Forces (GRU).”

“France did not officially attribute the hacking”

It is difficult, though, to infer anything certain from this connection. It could have been a false-flag operation intended to misdirect and falsely incriminate Moscow. Rob Graham, a cybersecurity consultant, notes, “Obviously if I’d done it, I’d go to the .xml files and set this up for people to find. ... We all believe it’s probably Russia, but this really isn’t evidence that it is Russia.”

Third, Kremlin propagandist Konstantin Rykov, sometimes nicknamed the “chief troll,” who boasted of his role in Trump’s election, also acknowledged failing with Macron. “We succeeded, Trump is president. Unfortunately, Marine did not become president. One thing worked, but not the other,” he mused. Such a confession is troubling but cannot be taken as sufficient evidence because “we” can refer to various groups, not all of them connected to the Kremlin.

Similarly, on the other side of the Atlantic on Saturday, May 6, the day after the dump and before the final round of the
presidential election, Cassandra Fairbanks, a famous pro-Trump political activist, Sputnik contributor, and “troll,” posted on Twitter a picture of Jack Posobiec celebrating (apparently with her and his wife) and quoted him as saying, “I just raped Marcon [sic] worse than when he was 15.” However, he could have been simply boasting of his role in contributing to the Macron leaks by retweeting and spreading them. Almost two years later, in a March 29, 2019, tweet, Posobiec boasts and laments at the same time: “#MacronLeaks is the biggest story I've ever broken ... Yet the media refuses to refer to me as ‘the MacronLeaks guy.’” He regrets that only two outlets have ever done so, The New Yorker and The Atlantic, “But since 2017, the media seems to have dropped the label. Whenever they write about me, they misleadingly OMIT the biggest story I have ever broken.” Comparing himself to a “comet” threatening the “legacy media dinosaurs,” he thinks that they are simply jealous that he, who is not an approved journalist, was able to leak a massive story and obtain protected information. In other words, that he can do “what they do; better, faster and cheaper.” Why? Because, he adds: “Spoiler alert: I'm a former intelligence officer trained in HUMINT. I know how to do this.”

His role in the “Macron Leaks” operation is a feat of arms that Posobiec likes to highlight. It is even part of his identity: during some time, he presented himself in his Twitter profile as “Catholic. National security conservative. Veteran Intel Officer. MacronLeaks.” As a matter of fact, this episode did contribute to increase his exposure. At the exact same time he was campaigning against Macron, he was given White House press accreditation, a temporary access in early April 2017, and he attended his first daily press briefing only a few days after he contributed to the “Macron Leaks” operation. Two years after, he more than quadrupled the number of followers he had at the time.

While being certainly an interesting character, Posobiec’s importance in the Macron Leaks operation should not be overestimated. He was indeed the first to use the hashtag #MacronLeaks but not the first to break the story. In the case of the MacronGate on May 3, Nathan Damigo and his neo-Nazi network were the first to break the story, then Craddick, and then only Posobiec who, with eleven times more followers, amplified it. As Stéphanie Lamy noticed, in the case of the MacronLeaks on May 5, the division of labor was similar: Craddick was the first to break the story, and Posobiec the first to amplify it. Therefore, Posobiec is interesting to the extent that he was the first amplifier.

“France is known to be fertile ground for Russian influence”

Craddick is even more interesting. Indeed, there are reasons to believe that Craddick was not only the first to break the story, but actually the one who posted the files on 4chan – or if not him personally, someone working with him. After he announced, at 7:37 pm, “Prepare for a major leak on Emmanuel Macron and his close associates”, someone asked him: “Are you going to post on T_D?” (the subreddit The_Donald). He answered at 8:32 pm: “T_D, /pol/, and of course all of our official and staff social media. You won’t have trouble finding it.” In other words, Craddick not only did not deny he was “going to post it”, but he even specified where. T_D was down at the time: “@thedonaldreddit is a no go. Servers are down ATM. Twitter links and /pol/ best place” observed another user. As a matter of fact, at 8:35 pm, three minutes after Craddick said he was going to post the links on /pol/, the links were indeed posted on /pol/. And, 15 minutes later, he was the first to tweet them. The IP address from where the files were posted on Twitter was not Latvian this time, but American and, in his message, the poster says the documents were “passed on” to him that day. Therefore, if Craddick is (only) the poster, which is likely (Lamy is “99% sure”), the question is: where did he get the files from?

Lamy also concludes, amplifying Posobiec’s role was probably not the smartest thing to do: focusing on Craddick would have been more relevant, and could
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even have had the secondary effect of “create some friction between them.”

4. CONCLUSION: A COMBINATION OF RUSSIAN INTELLIGENCE AND AMERICAN ALT-RIGHT

France has never officially attributed responsibility for the cyberattack. On June 1, 2017, Guillaume Poupard, the ANSSI director, declared that “the attack was so generic and simple that it could have been practically anyone. ... To say Macron Leaks was APT28, I’m absolutely incapable today of doing that. ... I have absolutely no element to say whether it’s true or false.” What can be safely assumed is whoever the perpetrators were they were at least linked to Russian interests. They also received help from both the American alt-right and the French fachosphère, both of whom are pro-Russian. As Boris Toucas explained, “A plausible pattern is that, just like during the US electoral campaign, a combination of state (most likely Russia) and nonstate interests colluded to generate a media buzz, then disseminated by opponents to Macron, especially far-right groups.”

None of the previous elements alone proves anything but, taken together, they do indeed suggest that Moscow was involved. “Any one of these data points in and of themselves doesn’t point us to APT28 or Russia. ... But I think when you look at all these data points together, that’s what led us to make that moderate confidence assessment that it was APT28,” said Tom Hoffmann, vice president of intelligence for the American cybersecurity firm Flashpoint. This can seem unsatisfying, but it is the nature of attribution. As Matt Tait, a cybersecurity fellow at the University of Texas at Austin, said, “Attribution is often a matter of iteratively establishing a model that best explains the available evidence. Thus far, the available evidence does lean conspicuously towards Moscow.”

These experts are right to insist that attribution is never a certitude. They acknowledge, however, that the available evidence in this case points toward Russia. This is no surprise. France is known to be fertile ground for Russian influence. It is considered “the most prominent example of Russia’s soft power in Western Europe, due not only to the long-lasting positive bilateral relations but also to the presence of an important Russian emigration since the 1920s that can act as a relay of influence.”

political parties across the spectrum, to journalists, businessmen, and cultural figures.136

“These two hypotheses—the Russian intelligence services and the American alt-right movements—are not mutually exclusive.”

In the 2017 presidential election, it was no secret that Macron’s opponent, Le Pen, was the Kremlin’s favored candidate. In 2014, her party, the National Front, received a loan of €9.4 million from the First Czech-Russian Bank in Moscow. One month before the election, Le Pen traveled to Moscow to meet with Putin. She claimed it was their first meeting but it was their third.137 This suggests that the Kremlin made a major “investment” in the National Front.138 In addition, Le Pen was very popular in Russia. There was a “Women for Marine” movement, headed by Maria Katasonova,139 a propagandist who became famous for a fake video of her on the Ukrainian front (in reality Katasonova was in a studio with simulated sounds of shelling explosions).140 An art group of which Katasonova is a member produced a Soviet-style triptych of Putin, Le Pen, and Trump that Katasonova used for her unsuccessful campaign for election to the Duma with the far-right Rodina Party in 2016. In April 2017, a few weeks before the French election, she traveled to Paris and offered her triptych to Le Pen, who hung it in her headquarters.141

136 Cécile Vaissié, Les Réseaux du Kremlin en France (Les petits matins, 2016); Nicolas Hénin, La France russe (Fayard, 2016); Olivier Schmitt, Pourquoi Poutine est notre allié? Anatomie d’une passion française (Hikari, 2016).
137 According to Pierre Malinowski, former adviser to Jean-Marie Le Pen, interviewed in the documentary La guerre de l’info.
138 Comment by Moreira, ibid.
140 Oli Smith, “Russia’s fake Ukraine war report exposed in Putin PR disaster,” StopFake.org, August 26, 2015.
In its official press release at 11:56 p.m. on Friday, May 5 (see below), the Macron campaign did not attribute the “massive and coordinated hacking operation” against them to any particular perpetrator. But that did not stop some in the Macron team from doing so. In an interview conducted on the same day, Aurélien Lechevallier, Macron’s foreign policy adviser, said, “We will have a doctrine of retaliation when it comes to Russian cyberattacks.”142 “Cyberhacks and info-ops would make you take a very dim view of the person governing Russia, even if you had no prejudices before you started campaigning,” added François Heisbourg, one of Macron’s defense advisers during the campaign. Similarly, Bruno Tertrais, another adviser to Macron’s campaign, argued that “the Russian attacks have backfired. … They have hardened him [Macron] … and they have hardened his views on Russia.”143

Even with all the circumstantial and contextual elements pointing to Russia, however, there are reasons to look West as well: as demonstrated in the previous pages, an important part of the disinformation campaign was conducted by the American alt-right. The person, or persons, behind the #MacronGate may be an American neo-Nazi, possibly Andrew Auernheimer, and William Craddick seems to be the 4chan poster of the leaks. Moreover, those leaks were amplified mostly from the US. A study of the online conversation in the days preceding the vote shows that “the three top sources of traffic [mentioning #MacronLeaks] were Reddit (36 percent of mentions), 4chan (34 percent of mentions), and 8chan (4 percent of mentions), all sites that are associated directly with the American alt-right. On the day of the #MacronLeaks spike, the amount of traffic coming out of the United States nearly equaled that from France (35.8 percent US-based and 39.5 percent French-based), suggesting that there was a concerted effort from US far-right and alt-right groups to influence the French election.”144

These two hypotheses—the Russian intelligence services and the American alt-right movements—are not mutually exclusive. The hacking and leaking could have been committed by two different people/organizations independently. Due to their convergence of interests, there may have been a de facto alliance between them.145 Such an alliance could be conscious or not: as in the disinformation campaign, several actors coming from both the United States and Russia could have worked for the same result without necessarily working together. However, an interesting lead to investigate, as it may be the link between those two sides, is where Craddick got the files from.

---
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III- WHY DID IT FAIL AND WHAT LESSONS CAN BE LEARNED?

In short, the leak did not significantly influence French voters, despite the efforts of the aforementioned actors. As also noted by Toucas, it didn’t have nearly as much influence on the election campaign as the traditional journalism of one well-known French media outlet, Le Canard Enchaîné, which published revelations that marred François Fillon’s campaign. A respected satirical newspaper founded in 1915, Le Canard Enchaîné publishes incriminating stories on any political party and proudly refuses advertisements to ensure its independence. The effect of its reporting, which depended on seasoned journalists carefully evaluating and analyzing inside information, was far greater than the impact of a massive, indiscriminate dump of unverified files by the hackers.\(^{146}\)

Why did the intrusion fail? How can this failure be explained? How did France withstand this election meddling? And, looking to the future, what lessons can be learned from this experience? As the following section will show, this success was due to a combination of structural factors, luck, and the effective anticipation and reaction of the Macron campaign staff, the government, and civil society, especially the mainstream media.

1. STRUCTURAL REASONS

Compared with other countries, France presented a less vulnerable political and media environment for a number of reasons. First, the length of the French presidential campaign is regulated: contrary to the United States, where presidential campaigns tend to become two-year marathons, in France the unofficial campaign starts one year before the first day of the month of the election (in this case, April 1, 2016), while the official campaign starts once the official list of candidates is established by the Constitutional Council (Conseil constitutionnel) only weeks before the vote (in this case, the list of the eleven qualified candidates was published on March 18). Moreover, the French election has two rounds, which creates an additional hurdle, as the meddler cannot be certain which candidates will be in the second round. This also permits voters to shift their support to another candidate and correct a wild-card result after the first round.

The media environment of the election is also more regulated in France than in the United States.\(^{147}\) Paid political advertising is forbidden: during the six months prior to the election, the Electoral Code prohibits “the use, for the purpose of election propaganda, of any commercial advertising in the press or any means of audiovisual communication” (Article L. 52-1). Paid advertisements cannot contain “references, verbal or visual, to candidates or election-related issues.” Official political ads, of equal duration, can be aired for free on national TV and radio stations during the official campaign period. Airtime allocated to politicians and political parties in broadcast media is also regulated: starting on February 1, 2017, the French media regulatory authority (CSA) began implementing the equal-time rule, counting the amount of speaking time and airtime allocated to each candidate to ensure fairness and equitable treatment. The law also requires media that publish opinion polls to explain how they were conducted. Publication of or commentary on any pre-election opinion poll is banned on Election Day and the day before. There is an election silence, i.e. a “media blackout,” starting at midnight the day before the election until the polls close, a period during which “the dissemination to the public, by electronic means, of any message that constitutes election propaganda is prohibited” (Article L. 49).

```
this success was due to a combination of structural factors, luck, and the effective anticipation and reaction
```

Second, the French media environment was (then) relatively robust. There is a strong tradition of serious journalism, the population consumes mostly mainstream media sources, social networks penetration is lower, and tabloid-style outlets and “alternative” websites are less popular than they are in the United States.

\(^{146}\) Ibid.

\(^{147}\) For a comparison with other OSCE countries, see Davor Glavaš, Political advertising and media campaign during the pre-election period: A Comparative Study, commissioned by the OSCE Mission to Montenegro, May/July 2017.
and the United Kingdom. In January 2017, when the
disinformation campaign started, the internet penetra-
tion rate was lower in France than in the United States,
Germany, Canada, or the United Kingdom.\textsuperscript{148} Social
media penetration was particularly low (56 percent
of the population, compared with 64 percent in the
United Kingdom and 66 percent in the United States),
as is time spent daily on social media (one hour and
twenty-three minutes on average in France, 1:48 in the
United Kingdom, and 2:06 in the United States). French
readers are also more critical: their overall trust in news
media is lower than in most countries (30 percent in
France, 38 percent in the United States, 43 percent in
the United Kingdom).\textsuperscript{149} They clearly do not trust social
networks as news sources: a survey showed that while
75 percent of the population trusts news from “tradi-
tional” media, only 25 percent trusts news found on
social networks.\textsuperscript{150}

An Oxford University study of more than eight hundred
thousand tweets found that while in the US election
“25.9 percent of all the links being shared led to profes-
sional news content and 3.4 percent of the links led to
content from traditional political parties, government
agencies, or other experts,” in the French election it
was 46.7 percent and 15.7 percent, respectively. The
study concluded that “French voters are sharing better
quality information than what many US voters shared,
and almost as much quality news and information as
German users share.”\textsuperscript{151} Another study based on the
eight hundred most-visited websites and almost eight
million links shared in the run-up to the presidential
election (November 2016–April 2017) showed that “tra-
ditional media and campaign sources make up 56% of
all shared links in the public discourse” and only “24% of
the shared citations come from sources which chal-
lenge traditional media narratives.”\textsuperscript{152} It must be said,
however, that what was true in 2017 may no longer be
ture, as the yellow vests (\textit{gilets jaunes}) movement both
revealed and boosted the growing role of “alternative”
and conspiratorial media in France.

Moreover, in the two years before 2017, two specific
episodes contributed to reinforce the robustness of the
French media and opinion. On the one hand, the 2015
TV5Monde cyberattack, which was pretty serious. “We
were a couple of hours from having the whole station
gone for good,” remembered Yves Bigot, the direc-
tor-general of TV5Monde.\textsuperscript{153} It served as a wake-up call
for most of the French media. On the other hand, the
online jihadist propaganda, especially as France suf-
furred regular terrorist attacks on its soil, marking for
many the end of innocence and the beginning of dis-
trust towards the digital platforms. Right after the 2015
terrorist attacks, the French government launched a
public campaign to fight jihadist propaganda (stop-dij-
hadisme.gouv.fr). Those two episodes contributed to
build a general awareness of risks of cyberattack and
information manipulation among the French media
and opinion in the 2015-2017 period, that proved useful
when came the “Macron Leaks” operation.

“French voters are sharing better quality information
than what many US voters shared”

Third, Cartesianism also plays a role. Rationality, critical
thinking, and healthy skepticism are parts of the French
DNA and are encouraged as early as primary school
and throughout professional life. Skepticism itself is a
double-edged sword, as it is also a quality encouraged
by the so-called “alternative” media, which rely pre-
cisely on their users’ habit to doubt “official” versions
of things. RT’s motto is “Question more.” Skepticism in
itself is of neutral value; it serves both information ma-
ipulation and information defense. In reference to RT’s
motto, the EU East StratCom Task Force’s motto is
“Don’t be deceived: question even more.” Skepticism
should never be an end in and of itself. According to
French philosopher René Descartes, the “hyperbolic
doubt” is only methodological, a means to reach
knowledge, and knowledge is based on reason. The
unhealthy skepticism on which disinformation relies,
especially in its conspiratorial extension, is a Pavlovian
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reflex to doubt anything “official.” The healthy skepticism that runs through the French education system is more a rationalist reflex to doubt anything not demonstrated. This played a role in the resistance of the French population to the “Macron Leaks” operation.

2. LUCK

In this story, as in any success story, luck played a role. The Macron team was lucky that the attackers were sloppy and made a number of mistakes. The attackers were emboldened by recent successes (the EU-Ukraine referendum in the Netherlands, Brexit, and the US elections). They also had reasons to believe that France was going to be an easy target: the popularity of the National Front, the fact that most of the main candidates were pro-Russia (of the four main contenders, Macron was the only one not in favor of lifting European sanctions), and terrorist attacks that had provoked Islamophobia and division. Furthermore, the attackers came unprepared, lacking sufficient knowledge of their target state. Consider a comparison to Germany: “the German battlespace has been studied much more by both the alt-right and the Kremlin for years now. It’s been much more carefully prepared.”

“The unhealthy skepticism on which disinformation relies, especially in its conspiratorial extension, is a Pavlovian reflex to doubt anything ‘official.’”

And, finally, like most people, the attackers simply did not anticipate that Macron would have a viable shot at the presidency. Until the end of January 2017, polls predicted that the second round would be Fillon against Le Pen—either way a win-win for the Russians, who just had to stand back and wait. Macron was not a front-runner until early February, when he became a last-minute target, but “the shorter schedule limited opportunities for hackers to infiltrate the campaign.” That is an important difference with the US case, where Hillary Clinton was a long-planned target. “Until [the relatively pro-Russia, center-right contender François] Fillon began to suffer as a candidate, the Kremlin disinformation machine in France was basically running in neutral … then there was this rush to try and discredit Macron,” Nimmo said. Not only did the attackers lack sufficient time to find dirt on him, but he was also “too young to be dirty”: his short track record meant that there was not much to dig up. “This is a nightmare scenario for an intelligence agency on a deadline. Caught off guard by a fast moving, clean politician with no time to locate any dark secrets or prepare a scandal.”

The attackers who tried for months to collect incriminating information on Macron must have been disappointed to find nothing in the emails and other documents they stole. They had to taint the leak, modifying the content to make it look more scandalous, but they did it so clumsily that it was unconvincing, as they probably realized. Their last chance was not the content, where there was nothing to find, but the package: not what was in the leak, but the fact that there was a leak. Hence the combination of timing (at the last moment, hours before the electoral silence) and size (the package was artificially inflated by the addition of unrelated material to make the total size bigger): the leak was too large to be analyzed thoroughly in the available time, i.e. before the vote. The bet was that people would think that there “must” be something and would be inclined to believe the trolls all over the digital platforms who pretended to have found really scandalous stories in the leak. That would have been, indeed, a “clever approach to creating something from nothing.”

Except that it did not work, due to a number of mistakes. First, the saboteurs overestimated their ability to shock and mobilize online communities, and they underestimated the resistance and the intelligence of the mainstream media. Above all, they did not expect the Macron campaign staff to react—let alone react so well. They also overestimated people’s interest in a leak that revealed nothing. As it became obvious that the thousands of emails were, at best, boring and, at worst, ludicrous, the public lost interest.

Second, launching the offensive just hours before the electoral-silence period was a double-edged sword.
The “Macron Leaks” Operation: A Post-Mortem

While it rendered Macron unable to defend himself and the mainstream media unable to cast a critical eye on the leaks, it also left provocateurs insufficient time to spread the information. Even Assange acknowledged that “the Macron leaks came too late to have an impact on the elections.” The timing also rendered the entire revelation highly suspicious.

Third, some of the fake documents were so absurd and clumsily drafted that the whole episode seemed amateurish. The “Macron Gate” documents were obviously forged and, in the words of Mahjoubi, “amateurish fake news.” Some of the leaked emails, like those mentioning masturbation or cocaine, were too exaggerated to be believable.

Fourth, the attack suffered from cultural clumsiness. That is best illustrated in the attempt to spread the rumor that Macron is gay, which may have been scandalous for a Russian or an American politician but hardly for a French one. Bertrand Delanoë, for example, revealed he was gay in 1998 and was elected mayor of Paris three years later, then reelected for a total stay of thirteen years in office. The French do not really care about the private lives of their leaders. Hollande, the incumbent president, had an affair with an actress; François Mitterrand, who was president between 1981 and 1995, even had a daughter with his mistress, whose existence was revealed at the end of his presidency without causing much indignation. Playing the “morality” card to hurt a French politician—even more so a liberal politician whose electorate is by definition progressive—by spreading rumors that he is gay and/or unfaithful is doomed to fail and only reveals the conservatism of the attackers.

Fifth, and more generally, cultural clumsiness in this operation was caused—and revealed—by the language itself. Most of the catalyst accounts (and bots) were in English because the leaks were first spread by the American alt-right community. However, this posed two kinds of problems. On the one hand, this was not an effective means of penetrating a foreign population known to have poor foreign-language skills. As noted by Emilio Ferrara, the key participants in the Macron leaks were mainly “in the English-speaking American user base.” These users’ prior interests included steadfast support for Trump and Republican views, as well as more extreme, alt-right narratives. This leads to one possible explanation for the limited success of the disinformation campaign: voters did not significantly engage with or discuss the leaked documents. After analyzing a dataset of seventeen million Twitter posts between April 27 and May 7, Ferrara concluded that “the reasons of scarce success of this campaign [are that] the users who engaged with MacronLeaks are mostly foreigners with preexisting interest in alt-right topics and alternative news media, rather than French users with diverse political views.”

On the other hand, English-language interference could have been counterproductive in a country where a significant part of the population is either hostile to or skeptical of American actions. “Two of the biggest characteristics of French nationalists are resistance to US dominance and resistance to English-language words being used in French,” Nimmo said. “So the effect of a hashtag campaign originating among right-wing American accounts—MacronLeaks and not even FuiteMacron—was horrendously ham-fisted.”

For all these reasons, France was fortunate in that smarter attackers under the same conditions could have had a much more severe impact. But some people make better use of their good luck than others. In this instance, the operation’s failure should also be attributed to preparation, swift reaction, and coordination by the Macron campaign staff, the government, and civil society.

3. ANTICIPATION

Lesson 1: Learn from others

France had the advantage of being targeted after cyberattacks and disinformation campaigns in the Netherlands, the United Kingdom, and the United States. All of these precedents, especially the American one, were useful in raising awareness. The 2016 US presidential campaign was a game-changer: before

“Paris benefited from the mistakes it witnessed during the American presidential campaign”
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Fifth, and more generally, cultural clumsiness in this operation was caused—and revealed—by the language itself. Most of the catalyst accounts (and bots) were in English because the leaks were first spread by the American alt-right community. However, this posed two kinds of problems. On the one hand, this was not an effective means of penetrating a foreign population known to have poor foreign-language skills. As noted by Emilio Ferrara, the key participants in the Macron leaks were mainly “in the English-speaking American user base.” These users’ prior interests included steadfast support for Trump and Republican views, as well as more extreme, alt-right narratives. This leads to one possible explanation for the limited success of the disinformation campaign: voters did not significantly engage with or discuss the leaked documents. After analyzing a dataset of seventeen million Twitter posts between April 27 and May 7, Ferrara concluded that “the reasons of scarce success of this campaign [are that] the users who engaged with MacronLeaks are mostly foreigners with preexisting interest in alt-right topics and alternative news media, rather than French users with diverse political views.”
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3. ANTICIPATION

Lesson 1: Learn from others

France had the advantage of being targeted after cyberattacks and disinformation campaigns in the Netherlands, the United Kingdom, and the United States. All of these precedents, especially the American one, were useful in raising awareness. The 2016 US presidential campaign was a game-changer: before
the election, awareness of disinformation was mostly limited to the Baltic and Central European states. Since then, large Western European states have learned that they are also vulnerable and should be concerned. In other words, the US case had an immunizing effect. Mika Aaltola compared election meddling in the US, French, and German elections and concluded that “the evidence points to a downstream effect whereby external meddling becomes less effective in subsequent elections when its tactics and impact are widely publicized after one notable case. As the immunity strengthens down the stream of a series of elections, the successful utilization of the same tactic can even lead to opposite and more detrimental strategic results from the perspective of the illicit actor.”

Paris benefited from the mistakes it witnessed during the American presidential campaign: the disdain and neglect for disinformation campaigns, a reluctance to address and frame the hacking of the DNC, and a delayed response by the government. It also benefited from operational cooperation with the US authorities. In January 2017, then-Defense Minister Jean-Yves Le Drian acknowledged that “our services have the necessary exchanges on this subject, if only to draw lessons for the future.” Also, during its presidential campaign, France was warned by the United States that it “had become aware of Russian activity.” Admiral Michael S. Rogers, the National Security Agency director, told Congress in May 2017, “If you take a look at the French election … we had become aware of Russian activity. We had talked to our French counterparts prior to the public announcements of the events publicly attributed this past weekend and gave them a heads-up: ‘Look, we’re watching the Russians, we’re seeing them penetrate some of your infrastructure.’”

---

Lesson 2: Use the right administrative tools

The Obama administration did not intervene in the electoral process even when the process was under siege because it did not want to give the impression of advantaging the Democratic candidate (and because it was confident that Clinton would win anyway). However, the French case shows that a government can intervene and take measures, provided that these measures are carried out by administrative, independent, non-political authorities. In France, these authorities provided technically sophisticated and politically neutral expertise in order to guarantee the integrity of the electoral process from start to finish.

Three bodies played a particularly crucial role. First, the Constitutional Council (Conseil constitutionnel) which, by law, remains the electoral judge and guarantor of the integrity of the vote: according to Article 58 of the constitution, it “shall ensure the proper conduct of the election of the President of the Republic.” It set up a dedicated website (presidentielle2017.conseil-constitutionnel.fr), which received 1.3 million visitors.  

Second, the National Commission for the Control of the Electoral Campaign for the Presidential Election (CNCCEP), a temporary body set up two months before the presidential election to serve as a campaign watchdog. Physically installed at the Council of State (Conseil d’Etat), its role is to ensure respect for the principles of equality (among the candidates) and neutrality (of public services) during the campaign.

Third, there is the National Cybersecurity Agency (ANSSI), within the Secretariat-General for National Defence and Security (SGDSN), an interministerial organ under the French Prime Minister. Its general role is “to foster a coordinated, ambitious, pro-active response to cybersecurity issues in France.” During the 2017 presidential election, the challenge was to “ensure the integrity and accessibility of the electoral process while remaining neutral with respect to it, ensure its transparency to maintain confidence in the election while ensuring the confidentiality of votes, and ensure security while maintaining the accessibility of systems.” The SGDSN tasked ANSSI with the online monitoring during the electoral campaign and asked the agency to report any suspicious activity to the CNCCEP and the Constitutional Council. ANSSI was also authorized to assist political parties by providing politically neutral, technical expertise. This was a new task for the agency.

Moreover, these bodies maintained open channels of communication with one another. The ministries and authorities involved in national security regularly met with the president within the Defense and National Security Council (Conseil de défense et de sécurité nationale) to exchange information, study the problem, and coordinate potential responses.

---
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Lesson 3: Raise awareness

At the end of the summer 2016, the SGDSN and ANSSI alerted the political parties and candidates of the risk of cyberattacks and disinformation during the presidential campaign. On October 26, 2016, ANSSI organized a workshop on cybersecurity, open to all political parties represented at the French and European parliaments. Its aim was to draw lessons from the 2016 American presidential election, to evaluate the risks in the context of the 2017 French presidential election, and to expose good practices. Every political party apart from the National Front participated. ANSSI also provided campaign staff with the tools to monitor and detect suspicious activity in candidates’ information systems (including denial-of-service, or DOS, attacks, unusual activity, and intrusions). With more sophisticated systems to monitor risk, campaign staff were able to better react to and anticipate attacks, as well as to develop adequate responses to security breaches.

During the campaign, in early February 2017, ANSSI visited the Macron campaign headquarters to warn them. “Officially, it was ANSSI. But behind them, it was obviously the DGSE [the French external intelligence agency]. They told us that we were being watched, that there was a risk of piracy and that we had to be careful with Telegram, which is a Russian app,” one of Macron’s close advisers recalled. After the meeting, the campaign staff switched from Telegram to WhatsApp. “We had the choice between the KGB and the NSA, we chose the NSA,” quipped Ismaël Emelien, Macron’s adviser on communication and strategic issues who later became special adviser to the president.

If ANSSI was instrumental in raising awareness, the role of civil society, in particular journalists themselves, should also be highlighted. One experiment was particularly interesting: CrossCheck, a collaborative journalism project powered by the First Draft coalition and supported by the Google News Lab. Over ten weeks, between February and May 2017, it gathered more than one-hundred journalists from thirty-seven French newsrooms in order to fact-check information during the presidential election.

Lesson 4: Show resolve and determination

In its 2015 French National Cyber Security Strategy, the prime minister’s office warned that disinformation and propaganda could be treated as an attack on French soil:

> Digital platforms, including social networks, can shape opinion more insidiously and are often vectors of values that are not those of the French Republic. In certain cases, they can be used for purposes of disinformation and spreading propaganda to French citizens, in particular the youngest ones. The opinions that are disseminated are therefore against France’s fundamental interests and are an attack on defense and national security which is sanctioned by law. From the start of the electoral campaign, the French government signaled—both publicly and through more discreet, diplomatic channel—its determination to prevent, detect, and, if necessary, respond to foreign interference. In an important speech on cyberdefense in December 2016, Jean-Yves Le Drian, the defense minister, announced the creation of a cyber command composed of 2,600 “cyber fighters. A few weeks later, he said in an interview that “by targeting the electoral process of a country, one undermines its democratic foundations, its sovereignty” and that “France reserves the right to retaliate by any means it deems appropriate. This could be through our cyber arsenal but also by conventional armed means.”

One month later, when En Marche! announced that it was the target of an orchestrated attack, the presidency said in a press release that Hollande had requested the Defense and National Security Council to present “the specific measures of vigilance and protection, including in the cyber domain, taken during the electoral campaign.” What is significant is not the news itself—these specific measures were not made public—but the signal sent by showing the will to say publicly that specific measures were requested.

The same day, the foreign minister told parliament, “France will not tolerate any interference in its electoral process, no more from Russia than from any other state. … [We must] make the limits clearly known to

---
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those who would be tempted to undermine this principle of non-interference and we must do so clearly, including by taking retaliatory measures where necessary, because no foreign state can influence the choice of the French people, no foreign state can choose the future president of the Republic.”

A similar message was conveyed privately by the minister to his Russian counterpart and by Hollande to Putin.

“Facebook suspended seventy thousand accounts. It had never before taken such a drastic measure”

Drawing clear red lines and showing the determination to respond when those lines are crossed helped France to discourage foreign disinformation campaigns and laid the groundwork for a swift and firm response. US Senate Democrats, drawing lessons from the French elections in their January 2018 report for the Foreign Relations Committee, concluded that “direct diplomatic engagement clearly pointing to malicious actors and the consequences of their actions can act as a deterrent.”

“Deterrent” may be too strong a word, as these precautions obviously were not enough to deter the attackers behind the Macron leaks, but, given the amateurism of the attack, it can safely be assumed that the foreign power behind it exercised restraint in the face of the hard stance taken by the French authorities. “That [the leaks] happened one hour before the end of the official campaign proves in a certain way that Putin did not want to destabilize the campaign. But he wanted us to know that he could have done it,” argued one of Macron’s collaborators.

Later, in February 2018, the Macron administration published The French Strategic Review of Cyber Defense, which affirmed France’s commitment to the work of the United Nations Group of Governmental Experts on Developments in the Field of Information and Telecommunications in the Context of International Security. It emphasized the obligation for other states to assist victim states, especially if an attack passes through their territory, irrespective of the source of the attack. This document is both an attempt to free France from the attribution dilemma and a demand for international solidarity, even before its investigation into the election interference has concluded.

Lesson 5: Take (technical) precautions

ANSSI heightened security at every step of the electoral process in order to ensure the integrity of the vote. This vigilance had durable effects on subsequent elections. For example, the head of ANSSI told parliament that he was “personally” opposed to voting machines and electronic voting. In France, electronic voting is permitted only for overseas voters and only in legislative and consular elections: it was not an issue for the presidential election per se. However, this vigilance during the presidential campaign had an indirect effect on the following legislative election (June 11 and 18, 2017): despite the unpopularity of the measure, the Foreign Ministry followed ANSSI’s recommendation. On March 6, 2017, the government announced the end of electronic voting for citizens abroad because of the “extremely high risk” of cyberattacks.

Lesson 6: Put pressure on digital platforms

Ten days before the vote, Facebook announced it “[had taken] action against over 30,000 fake accounts” in France. Company officials later revealed to congressional committee members and staff that the number of suspended Facebook accounts was actually seventy thousand. Facebook had never before taken such a drastic measure. The same day, Facebook published full-page ads in German newspapers in order to raise public awareness of the “fake news” issue. The weekend of the final vote in France, several accounts were suspended by Facebook and Twitter. Because most of them were in the “fachosphere,” the far-right online community, their activists denounced a major censorship operation.
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(#FacebookGate, #TwitterGate). However, not only the numbers were exaggerated in a classic victimization, to make it look like some kind of organized political censorship, but the digital platforms were simply implementing the “normal process” of moderating “false accounts”\(^{188}\) — and it was apparently the case that such false accounts were more numerous on the far-right side. These important steps are the result of growing pressure, by both states and the public, on digital platforms—the principal medium for the spread of disinformation.

4. REACTION

**Lesson 7: Make all hacking attempts public**

Throughout the campaign, the En Marche! team communicated openly and extensively about its vulnerability to hacking and, soon after, about the hacking itself, acknowledging that their computer systems had been hacked. They communicated internally to raise awareness among the Macron campaign. “Every week we send to the team screen captures of all the phishing addresses we have found during the week,” Mahjoubi explained.\(^{189}\) And they communicated externally by making all hacking attempts against them public, generating awareness among the population and the authorities.

When the Macron leaks occurred, En Marche! reacted in a matter of hours but was careful neither to overreact nor to violate the electoral silence. “Overreacting would have been inopportune and risky,” one of the movement’s lawyers explained. “Inopportune because it would have given exaggerated importance to a technique, certainly without precedent, but whose echo, outside of Twitter, remained weak. Risky because the candidate would have committed a violation of the electoral law. … In the small Parisian milieu addicted to Twitter, it was a huge thing, but elsewhere?”\(^{190}\)

At 11:56 p.m. on Friday, May 5, only hours after the documents were dumped online and four minutes before the electoral silence went into effect, the Macron campaign issued a press release stating:

The movement has been the victim of a massive and coordinated hacking operation giving rise tonight to the dissemination on social networks of internal information of various kinds (e-mails, accounting documents, contracts, etc.). The files, which are circulating, were obtained a few weeks ago from a hack of the professional and personal email accounts of several staff members of the movement. Those who circulate these documents have added many fake documents to the collection of authentic ones in order to sow doubt and disinformation. By intervening in the last hour of the official campaign, this operation is clearly a matter of democratic destabilization, as was already witnessed in the United States during the last presidential campaign.\(^{191}\)

**Lesson 8: Gain control over the leaked information**\(^{192}\)

Among the leaked data were real emails and forgeries. After a year of investigation, a journalist estimated that only around 80 percent of the dump was genuine.\(^{193}\) Some fake emails were so obvious that they actually helped the Macron team. “That allowed us to pass off real emails as fakes, such as one email, which was authentic, in which a manager writes, ‘We’ll have to lay off as many employees as we can after May 5,’” one of Macron’s colleagues later explained.\(^{194}\)

The campaign staff went even a step further: as the hacks could not be avoided, the team focused on slowing down the hackers by inundating them with false information and setting traps. “You can flood the emails of your employees with several passwords and log-ins, real, fake, so that the [hackers] spend a lot of time trying to understand them,” Mahjoubi explained.\(^{195}\) Therefore, the leak contained documents forged by the campaign team itself: “information that we ourselves had sent in counter-retaliation for phishing attempts!”\(^{196}\) This
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\(^{192}\) In previous publications, I titled “Beat hackers at their own game.” However, as Joel Harding noted, “This is not about beating hackers, it is about gaining a modicum of control over the information when it is leaked” (his blog toinformistoinfluence.com, June 25, 2018).
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The diversionary tactic, which involves creating fakes to confuse attackers with irrelevant and even deliberately ludicrous information, is called “cyber-“ or “digital blurring.” “We created false accounts, with false content, as traps. We did this massively, to create the obligation for them [the hackers] to verify, to determine whether it was a real account. ... During all their attacks we put in phony documents. And that forced them to waste time.”197

This diversionary tactic, which involves creating fakes to confuse attackers with irrelevant and even deliberately ludicrous information, is called “cyber-“ or “digital blurring.”

Some of the fakes looked real, others not: they were intentionally ridiculous, with even references to French popular culture that indicate they were made in-house. One obvious example was an email supposedly originating from Macron’s director of general affairs to a “David Teubey” and a “Greg Latache,” both with en-marche.fr email addresses, with “bill.trumendous@cia.gov” in cc, about a plan to scrap Airbus A400M military aircraft after the election to replace them with Boeing models. That was a honey-pot story for conspiracy theorists, who see the CIA everywhere and spread claims that Macron is an American puppet. However, “David Teubey” (last name is “stupid” in verlan, an argot inverting syllables) and “Greg Latache” (last name means “the stain,” a colloquial term for someone who is incompetent and useless) are characters invented by two French humorists more than a decade ago, and Bill Trumendous (Tremendous) is the CIA agent in the French spy comedy movie OSS 117: Lost in Rio. Therefore, this fake email appears to be the Macron team’s attempt to humorously trap the attackers, discrediting both them and the entire leak, and have fun in the process.

Another obviously fake email also allegedly written by the director of general affairs, included statements such as “sometimes I masturbate while listening to .wav of emptying sink noises,” “my love for Yaoi [Japanese gay manga] and progressive metal prevented me from seeing the truth,” and “fuck the people.”198

In reacting this way, the Macron team’s strategy was “to preemptively degrade the value that might be derived from leaked campaign documents”199 and to place the burden of proof back onto the attackers. The Macron campaign did not have to justify potentially compromising information contained in the leaks; rather, the hackers had to justify stealing and leaking information that seemed, at best, useless and, at worst, false or misleading. People hence doubted the authenticity of the leaks, and the hackers saw “the material that they assumed would be politically explosive for Mr. Macron’s electoral prospects explode in their own faces.”200

Lesson 9: Stay focused and strike back

The purpose of these attacks “is to unfocus us,” Mahjoubi said. “My role in this campaign is to make sure our message goes through.”201 In order to do so, the campaign adopted both positive and negative approaches: it continued hammering its political program home and responded to the disinformation efforts. The forceful presence of Macron’s young—most were under twenty-five years old—campaign staff on social media enabled them to systematically respond to posts or comments that mentioned the “Macron Leaks.”

Lesson 10: Use humor

In certain instances (such as those mentioned in lessons 8 and 9), the campaign’s injection of humor and irony into its responses boosted its visibility and popularity across different platforms.
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Lesson 11: Alert law enforcement

The leak being apparently in violation of the Electoral Code, the CNCCEP referred the case to the public prosecutor’s office in Paris within a few hours of the initial dump. The prosecutor’s office opened an investigation, which was entrusted to the Information Technology Fraud Investigation Brigade of the Paris police.202

Lesson 12: Undermine propaganda outlets

On April 24, the day after the first round of the presidential election, Macron’s campaign confirmed that it had denied accreditation to RT.203 Three days later, it said it had denied both RT and Sputnik accreditations to cover the rest of the campaign. The reason cited was their “systematic desire to issue fake news and false information” as well as their “spreading [of] lies methodically and systematically.”204 Even since the election, both outlets have sometimes been banned from press conferences at the Élysée Presidential Palace and Foreign Ministry.

This measure has been controversial. It fueled the Kremlin’s narrative that France is engaging in the exact activities for which it criticizes Russia, allowing Putin to lecture France on freedom of the press—which is ironic coming from a country ranked 148th in Reporters Without Borders’ 2018 World Press Freedom Index (versus 33rd for France).

However, the decision to ban RT and Sputnik from only certain events was justified on two grounds. First, they are not genuine press outlets but rather propaganda organs. This has been the position of the European Parliament since at least November 2016. In its resolution on EU strategic communication to counteract propaganda, the European Parliament described RT and Sputnik as “pseudo news agencies.”205 Macron expressed the same position during the campaign and most famously at a press conference with Putin at the Versailles palace, only weeks after his election. When asked why RT and Sputnik were banned from his headquarters at the end of the campaign, he responded:

> Russia Today and Sputnik were organs of influence during this campaign that repeatedly produced counterfeit truths about me and my campaign. ... And it’s worrying that foreign media outlets—under the influence of some other party, whomever that may be—interfered by spreading serious untruths in the midst of a democratic campaign. And to that [behavior] I will not concede anything, nothing. ... Russia Today and Sputnik have not behaved like members of the press or like journalists, but instead have behaved like organs of influence and deceitful propaganda, no more, no less.206

This statement made a powerful impression abroad. It signaled the determination of the new French president to tackle the disinformation issue head-on.

> “There were three levels of communication: the trivial and logistical by email, the confidential on the [encrypted] apps, and the sensitive in face-to-face...”

Second, attendance at these press conferences is by invitation only, so there is no need for French institutions to justify excluding these news outlets. As long as RT and Sputnik are allowed to operate in the country, which they are, their rights have not been infringed, a position shared by Ambassador Daniel Fried: “rather than ban RT, I think labeling them—as we have—as a foreign agent or doing what Macron did is the way to go. They ought—they can be anathematized without being banned.”207

Two years later, that position is unchanged: on February 15, 2019, the campaign manager of LREM confirmed
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Overall, and apart from the fundraising method, nothing interesting was found in the leaked documents at all. Numerama, a French news website specializing in digital life, analyzed the data and found it “utterly mundane ...” 209

Numerama, a French news website specializing in digital life, analyzed the data and found it “utterly mundane ...” 209

that they “will not accredit Russia Today or Sputnik to cover our campaign [for the European parliament election]. They are not press organs but propaganda in the service of the Kremlin. They should not be treated as media, which check or cross-reference information.” 208

Lesson 13: Trivialize the leaked content

The En Marche! press release said that the leaked documents “reveal the normal operation of a presidential campaign.” Several media outlets used them to tell the “secret story” behind how Macron’s campaign raised almost €13 million in record time without the help of a political party or public money. However, nothing illegal was found. 210

These mundanities worked in the Macron campaign’s favor: they proved that, even behind closed doors, the campaign was clean. The fact that there was nothing harmful in the leaks made the leaks themselves actually positive for Macron’s image. “It turned out to be very good in terms of communication, Emelien [Macron’s communication adviser] was happy,” one of the staff recalled. 211

Lesson 14: Compartmentalize communication

One reason there was nothing scandalous in the leaked emails is because Macron’s campaign staff was aware, from the beginning, of the intrinsic vulnerability of an email account. They understood that everything they wrote could one day be hacked and leaked. Therefore, a member of the team explained, “There were three levels of communication: the trivial and logistical by email, the confidential on the [encrypted] apps, and the sensitive in face-to-face. ... That’s why there were not so many problematic emails in the Macron leaks. Nothing that could offend, no joke about journalists and celebrities.” 212

Lesson 15: Call on the media to behave responsibly

At 10:00 p.m. the night of the dump, Macron’s team alerted the CSA, the French regulatory media authority. Reacting fast, at 11:30 p.m., the CSA emailed TV and radio correspondents asking them to abstain from
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disseminating any information on the election coming from the digital platforms. “The aim of this preventive action was to rapidly alert publishers against the dissemination of false news that could have an impact on the conduct of the electoral weekend,” the CSA later explained.214

Macron’s team also alerted the CNCCEP, the electoral commission, which issued a press release the following day. Titled “Recommendation to the media following the computer attack on Macron’s campaign team,” the press release drew “the attention of the media to what is expected of them, because the free expression of the electorate and the sincerity of the ballot are at stake.” The president of the CNCCEP asked “the media not to report on the content of this data, especially on their websites, reminding the media that the dissemination of false information is a breach of law, above all criminal law.”215 The CSA also forwarded this message to broadcast media.216

---

“the CNCCEP’s call “was crucial to mitigate the magnitude of the disinformation campaign.””

The majority of traditional media sources responded by agreeing to wait until the election was over before

---
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investigating and publishing the leaked documents. Several media outlets also noted the timing of the leaks and asked readers to exercise caution before responding to what might be an attempt to destabilize the presidential election. *Le Monde*’s reaction, for instance, was exemplary. It published a short article on May 6 to explain its position: “Whatever the origin of the hack, the publication of these documents only two days before the second round, in the blackout period prohibiting candidates and their supporters from expressing themselves, is clearly aimed at the disruption of the electoral process underway. … If these documents contain revelations, *Le Monde* will certainly publish them after having investigated them, thereby respecting our journalistic and deontological rules and without allowing ourselves to be manipulated by anonymous actors.”

David Martinon, France’s ambassador for cyberdiplomacy and the digital economy, said the CNCCEP’s call “was crucial to mitigate the magnitude of the disinformation campaign.”

This example recently inspired the Canadian government. Unveiling its plan to fight potential election meddling in February 2019, Karina Gould, the minister of democratic institutions, said the plan was “modeled on what France has in their Conseil d’État, their kind of State Council, that kind of weighs in in elections if they see something that they think needs to be alerted to the public. And they did, in fact, when Macron leaks happened. … they kind of weighed in and told the media not to report on it, right? Because it was, they believed, from foreign interference. And so, we tried to learn from successful examples of ways of being able to block foreign interference and say, ‘How can we apply that in the Canadian context?’”

5. STORYTELLING

The fifteen lessons in the previous pages are about the national reaction – in that case, the preparation and reaction of those involved in France. However, credit for defeating the attack goes beyond France. There was a collective and international effort to quickly analyze and publicize what was happening. Within hours after the initial dump, several analyses, for example from the UK’s Ben Nimmo, Belgium’s Nicolas Vanderbiest, and France’s Stéphanie Lamy, were able to show that the spread of #MacronLeaks was the work of the American alt-right. This proved extremely useful to orient the international media conversation, not only in the mainstream media but also on digital platforms. The main story was not about the leaked content and whether it could possibly harm Macron, but about the implication of the American alt-right in what was without a doubt some kind of influence operation against the French election. In other words, a handful of open-source researchers, by their reactivity and the quality of their analysis, helped to derail the attackers’ narrative.

Here, three additional lessons can be drawn. The first is about timing and preparedness: these analysts were able to redirect the narrative because they produced a detailed and convincing analysis in the very first few hours after the dump. And they were able to do so because they were watching these networks for months: when the names of Posobiec, Craddick, @Messsmer, and others came out, they recognized them and were able to situate them in political networks and previous information operations.

“The best way to kill a disinformation narrative is to “make a Whodunit”

The second lesson is that we need more analyses like these. What we need to defeat electoral interference is not only to create a national strategy, based on the 15 previous lessons and probably many others, but also to encourage and develop international civil society initiatives scanning the web on a permanent basis – and not just during election periods –, searching for trolls, bots, and disinformation actors, and expose their identities, methods, and networks.

Here, the Atlantic Council’s Digital Forensic Research Lab (DFRLab) is an example to follow. Their role is to identify, expose and explain deliberate falsehood online, and they excel at doing it. We need more DFRLabs, in several languages.


219 I myself had the opportunity to present the French experience to minister Karina Gould in June 2018 in Ottawa and then to the entire Canadian government, including PM Justin Trudeau, during their cabinet retreat in Nanaimo, B.C., at the end of August 2018.

The third lesson is that, as Ben Nimmo convincingly explains, the best way to kill a disinformation narrative is to “make a Whodunit”. Fact-checking is not enough. What we are facing is less information warfare than “narrative warfare”. In Nimmo words, “We have the facts,” but “they have the stories.” Then we need to push other stories, deconstructing theirs by showing the sources of disinformation, “share the how, take the reader on the journey.” Not only this is more attractive than boring fact checks, but it can “actually teach [readers] the skills in advance … then it is them who is being Sherlock Holmes.”
Conclusion: The Road Ahead

Finnish researcher Mika Aaltola, who used the 2016 US presidential election as a reference case, has identified five distinct stages of election meddling: “1) using disinformation to amplify suspicions and divisions … 2) stealing sensitive and leakable data … 3) leaking the stolen data via supposed ‘hacktivists’ … 4) whitewashing the leaked data through the professional media … 5) secret colluding [between a candidate and a foreign state] in order to synchronize election efforts.”221 The Macron leaks reached only stage three: there was a disinformation campaign, data hacking, and large-scale leaking of emails and text documents, but no whitewashing or mainstreaming. What was prevented was “information laundering,” the process by which the initial traces of meddling are “washed” from the information, stories, and narrative.222 According to Le Drian, the former defense minister, it is “the ‘laundering’ of this counterfeit online currency of invented news, disseminated and then relayed by authorities, [that] legitimizes them in the public’s eyes.”223 This was prevented thanks to the aforementioned countermeasures and the resilience of the French media environment. Overall, structural factors as well as an effective, responsive strategy allowed the French to mitigate the damage of the “Macron Leaks” operation. “While French security officials made admirable efforts to protect against interference, what is more remarkable are the significant preparations made at the party level, in particular by En Marche,” Erik Brattberg and Tim Maurer rightly observed.224

Such congratulations are well-deserved, but there are at least three reasons why France should not rest on its laurels. First, this is a case of election interference, a quite specific type of information manipulation. Some of the factors that helped France in this case, like the media blackout (electoral silence), the intervention of the electoral commission (CNCCEP), or even raising awareness for most, if not all, of the political parties, are specific to elections: they will be of no help in other situations. As well as being a staple of upcoming political campaigns


information manipulation is used between elections to sow mistrust and division within societies. We must insist that this is a daily threat, not one reemerging every two years or so. Focusing on elections, as governments usually do, is a good opportunity to interest politicians and the people because no one opposes protecting the integrity of the ballot. However, measures taken should certainly not be limited to electoral periods. Recent examples of disinformation campaigns, surfing on the yellow vest movement,225 the UN Migration Pact,226 the Aachen Treaty,227 or even the Notre Dame cathedral fire,228 are useful reminders that France’s adversaries would use any opportunity, anytime, to divide and spread doubt, confusion and conspiracies.

221 Aaltola, Democracy’s Eleventh Hour.
224 Brattberg and Maurer, Russian Election Interference, 8.
228 “Building Blocks of Disinformation: Case of Notre Dame”, EUvsDisinfo.eu, 18 April 2019.
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As a second caveat, it should never be forgotten that Macron was facing Le Pen, the far-right candidate, for whom most people are (still) not ready to vote. Macron consistently polled at twenty to twenty-five percentage points higher than she did\(^\text{229}\) and he logically won by a huge margin. That is not at all comparable to the 2016 American presidential election, which was quite a close race, with the winner losing the popular vote. Even with weaker preparation and response from the French authorities, Macron’s campaign staff, and French civil society, especially journalists, Macron would likely have still won, if by a smaller margin. But the French political landscape can evolve, and complacency would be a mistake. Already, the National Front has changed its name and is attempting to enter the mainstream, with some successes in attracting “normal” right-wing politicians. In the same situation in the 2022 presidential election, with a more socially acceptable far right and a better candidate, the margin could be much smaller—and an influence operation like this one could be decisive.

The third caveat is that the threat will grow, for several reasons. France’s adversaries will learn from their mistakes. They will adapt, improve, and professionalize their techniques. They have already reduced the language gap by launching an RT TV channel in French, which—while careful of the scrutiny in what it publishes—is progressively growing a network of like-minded, French-speaking, pro-Russian individuals from across the political spectrum. The pattern of 2016-2017—massive leaks preceded by an RT/Sputnik propaganda campaign—will probably not repeat itself, as it has become too obvious. Instead, saboteurs are likely to act more discreetly, under cover of legitimate viral movements (such as #MeToo), targeting specific individuals or infiltrating mainstream media outlets that are not (or, at least, are less obviously) linked to the Kremlin. In other words, meddlers will not launch the same disinformation campaign twice: they will tailor their approach to each situation. Their process, their form, and their targets will change. Western states will need to better adapt to and anticipate these information environments and become more resilient in the long term. They must remain flexible and not depend on rigid models. The challenge is to supplement institutional anticipation with a degree of creativity.

Another preoccupation is that because of technological developments and the rise of artificial intelligence, manipulations will become more sophisticated. Improvements in voice and video editing will make detecting misinformation all but impossible, eroding public trust.

Aware of these challenges, France is preparing itself. The remaining pages will explore several steps taken in recent months.

1. FRAMING THE DEBATE: THE CAPS-IRSEM REPORT

In September 2017, the Foreign Ministry’s Policy Planning Staff (Centre d’analyse, de prévision et de stratégie, CAPS) and the Defense Ministry’s Institute for Strategic Research (Institut de recherche stratégique de l’Ecole militaire, or IRSEM, of which I am the director), launched a joint working group. This work was not commissioned by the government, contrary to a rumor later spread by certain outlets—and even the Russian government itself—in the hope of discrediting our efforts. Rather, we acted on our own initiative. The idea was born in the summer of 2017. I had just published an article in the Revue Défense Nationale and the CAPS was studying the issue from the perspective of civil society. We were convinced of the importance of the subject and our approaches were complementary. Therefore, we decided to work together, which was formalized in a joint internal memo, dated September 1, 2017. This memo announced the launch of an investigation and the preparation of a report. This is how the administration and our ministers were informed of our work. They greeted it with interest and we kept them regularly informed of our progress in the following months. The report was expected, sometimes impatiently, but at no time did they ask us anything. To prepare the report, we visited twenty countries and conducted about one-hundred interviews with national authorities and civil societies. The main result is a 200-page report titled Information Manipulation: A Challenge to our Democracies, launched at the beginning of September 2018 and available online in French and English.

This report rejects the phrase “fake news” for being both vague and itself manipulated by populist leaders, who call all news they dislike “fake.” It prefers the term “information manipulation,” for which we have been
advocating in our internal memoranda since the begin-
ning of 2018. This term is more useful because most of
the time the problem is not that the information is fake
or false—just that it is exaggerated, biased, or sensa-
tionalized, tabloid-style. The manipulator does not care
what is true and what is false; they are simply trying to
produce an effect. It is no accident that in May 2018,
a bill on this subject that was pending in parliament
was renamed from “Against false information” (contre
les fausses informations) to a law “relating to the fight
against information manipulation” (relative à la lutte
contre la manipulation de l’information).

The report explores the causes and means of infor-
mation manipulation, the responses, and future chal-
 lenges. It concludes with fifty recommendations. There
is a focus on Russia, not because we are “russophobic”
but because in the interviews we conducted, as well
as in the academic literature, Russia is considered the
main threat. Most of the recent electoral interferences
seem tied, directly or indirectly, to Russia.

The report identifies recurring vulnerabilities: disaffected
national minorities (especially in the Baltic states); inter-
nal divisions (Poland’s political tensions, for example);
external divisions (tensions between neighboring coun-
tries, unresolved historical issues, for example); vulnera-
ble media ecosystems (tabloids in the United Kingdom,
conspiracy websites in the United States); contested in-
istitutions (in Ukraine or the Baltic states, which provide
fertile ground for the “failed state” narrative to take root).

Vulnerabilities are not enough. For manipulation to suc-
cceed, it requires the appropriate tools, of which Russia
has many: government bodies; fake non-governmental
organizations (NGOs); religious, political, or economic
relays abroad; and so-called useful idiots. They can use
white (overt), black (covert), or gray (in-between) pro-
paganda. For gray and black propaganda anonymity is
vital, particularly through fake media accounts.

Using these tools, Russia can create carefully calibrated
narratives: anti-EU, anti-NATO, or anti-US; exaggerating
immigration or crime; or exacerbating social and histor-
ical tensions. These narratives are often contradictory,
and there are dozens of contradictory explanations of
the Salisbury affair or the MH17 crash, for instance. Their
priority is to be not consistent, but effective. One pop-
ular tactic is pitting communities against each other,
supporting both sides of a social debate about, for ex-
ample, race relations, LGBT rights, or refugees. The only
objective is to divide and so weaken societies.

The CAPS/IRSEM report then considers responses. A
general question is whether to respond or ignore the
attack. Ignoring is a tempting option, given that refut-
ing a story involves repeating and thereby sustaining
it. “Strategic silence” may therefore be preferable in
some cases. Yet this risks allowing such false and po-
tentially dangerous ideas to sink into the minds of the
population unchallenged. A strategy of ignoring should
therefore be reserved for minor and inoffensive forms of
information manipulation.

“The traditional
compartmentalized approach is
no match for adversaries using
a full-spectrum or “hybrid”
strategy, which blurs the line
between war and peace.”

A key part of the report looks ahead to future chal-
lenges. We distinguish technological challenges (deep-
fakes, artificial intelligence) from geopolitical
challenges: the future trends in Russian information
warfare. The latter can be grouped into four categories:
(1) infrastructure—there is growing interest in the phys-
ical infrastructure of the internet, especially submarine
cables and satellites; (2) personalization—sending text
messages to Ukrainian soldiers to undermine their re-
silience and will to fight, or hiding personal attacks in
legitimate movements such as #me too; (3) going
mainstream—the Kremlin is likely to go beyond RT and
Sputnik and invest more in mainstream personalities,
journalists, and media outlets to legitimize its narra-
tives; and (4) using proxies—the use of other territo-
ries, most notably in Africa, where the population is
less educated and therefore easier to influence, highly
connected, and ripe with ethnic and religious tensions,
as well as postcolonial resentment, all of which can be
easily instrumentalized to hurt European values and
interests.

The report ends with fifty recommendations, including
twenty for states. These include:

◆ Avoiding heavy-handedness: Civil society (jour-
nalists, the media, online platforms, and NGOs)
must remain the first line of defense against
information manipulation in liberal, democratic
societies. The most important recommendation
for governments is to retain as light a footprint
as possible—for the sake of their values but also
out of a concern for effectiveness;
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- Creating a dedicated structure, inside the government, to detect and counter information manipulation;

- Increasing transparency: making registration compulsory for foreign media, following the American example; conducting parliamentary inquiries; holding platforms accountable (for example, by demanding that they publicize the sources of their advertising and requiring them to contribute to media literacy and quality journalism);

- Going international: states must increase their participation in existing initiatives such as the EU East StratCom Task Force, the European Centre of Excellence for Countering Hybrid Threats in Helsinki, the NATO Strategic Communications Centre of Excellence in Riga. They should also send experts to compare notes and experience in important annual meetings in Prague, Riga, Washington, DC, and Singapore, to name a few; and

- Media literacy and critical thinking should be taught to adults as well as children; states could also support research (increase funding) on this issue, etc.

2. ACTING: LEGISLATION, MEDIA LITERACY, AND INTERNAL ORGANIZATION

In January 2018, the president announced his intention to pass legislation by the end of the year to tackle “fake news.” The proposed bill stirred controversy and was rejected twice by the Senate. A “Law against the manipulation of information” was finally approved by the National Assembly on 20 November 2018. One month later, the Constitutional Council confirmed its legality. Under this law, information manipulation is defined as the “inexact or misleading allegation of a fact that could alter the sincerity of an upcoming vote and that is spread deliberately, artificially or automatically and massively to the online public through a communication service.”

Moreover, the law requires digital platforms to provide users with “information that is fair, clear and transparent” on how their personal data is being used, and to report any sponsored content by publishing the name of the author and the amount paid. A distinct decree, that came into force on April 15, 2019, specifies that this is applicable to platforms exceeding the threshold of five millions of unique visitors per month in France, and that transparency obligations start for amounts of remuneration over €100 before tax.

Another significant initiative concerns media literacy. In March 2018, the culture minister pledged to double her ministry’s budget for media and information literacy, from €3 million to €6 million. These funds will be used to support civil society actors (i.e. associations and journalists) working with schools and libraries to create a “civic service program” with the aim of mobilizing at least four-hundred young people to work on media literacy with libraries and media professionals throughout the country. It will also support public broadcasting companies in their educational role. Another part of the “media literacy plan” was the launch in June of a dedicated platform on the Franceinfo website. France is catching up, but much more needs to be done, as media education is still not part of the curriculum in too many French schools.

Last but not least, the government also started to change its internal organization, making it less

---

233 For a detailed analysis of the French law, see Marine Guillaume, Combating the manipulation of information - a French case, Strategic Analysis 2/2019, Hybrid CoE, Helsinki, 3 May 2019.
compartmentalized. As the CAPS/IRSEM report notes, there is an international consensus on the need for a more coordinated approach. France, too, is beginning to understand that it needs to adapt and to change its bureaucratic culture to fight against information manipulation. The traditional compartmentalized approach is no match for adversaries using a full-spectrum or “hybrid” strategy, which blurs the line between war and peace. To adapt to this fluid threat, agencies should cooperate and use new and unconventional methods that break down the traditional departmental divisions.

3. INTERNATIONALIZING: A CONCRETE PROPOSAL

The CAPS/IRSEM report recommended that states internationalize more, not only to learn from each other but also because we’re stronger together, in particular to obtain more cooperation from giants like Facebook or Twitter. In line with this, I would like to suggest that France and some of its like-minded allies from both sides of the Atlantic could further progress in the fight against information manipulation by launching a joint initiative.237

First, a joint declaration or op-ed by the heads of state or government would announce a common agenda to fight information manipulation, and more generally the digital threats against our democracies. It would recall the existing initiatives in larger formats, such as NATO, EU, and G7, while highlighting the need for a fresh impetus.

It would then list the common measures that these states recently took and/or are about to take. There are country-specific differences of course but are enough similarities to identify the common denominators and present a united front. These measures are about cybersecurity, preventing electoral interference, digital platforms (suppression of illegal content, ads transparency, detection and labelling of bots), media literacy (common programs), research (common funding), etc.

These states would then commit to have regular meetings to share threat perceptions and good practices, some of them in track 1.5 format, with a mix of officials and civil society analysts, to infuse out-of-the-box ideas.

237 Ben Scott (former coordinator of the Tech & Innovation Policy Advisory Group for Hillary Clinton during the 2016 presidential campaign) and I had this idea at the Canadian cabinet retreat in Nanaimo, BC, on 21-23 August 2018, where we were both invited to present the French and American experiences to the Canadian government. It was initially conceived as a French-Canadian initiative.
About the Author

Dr. Jean-Baptiste Jeangène Vilmer is director of the Institute for Strategic Research (IRSEM) at the French Ministry of the Armed Forces, and a nonresident senior fellow at the Atlantic Council. Trained in philosophy (bachelor, master, PhD), law (bachelor, LLM, post-doctorate), and political science (PhD), he served as policy officer on security and global affairs at the Policy Planning Staff (CAPS) of the French Ministry of Foreign Affairs (2013-2016) and has held positions at the faculty of law at McGill University, Canada (2011-2013), the department of war studies of King’s College, London (2010-2011), the MacMillan Center for International and Area Studies at Yale University (2008-2009), the French Embassy in Turkmenistan (2007-2008), and the University of Montreal (2005-2007). A member of the academic advisory board of the NATO Defense College and a lecturer at Sciences Po and the Ecole normale supérieure, Vilmer has authored some one hundred articles and nineteen books, and has received several awards (including the “Maréchal Foch” prize from the Académie française in 2013, and a nomination as a Munich Young Leader at the 2018 Munich Security Conference). He was the lead author of the French interministerial CAPS-IRSEM report, Information Manipulation: A Challenge for Our Democracies (2018).

The Institute for Strategic Research (Institut de recherche stratégique de l’École militaire), known as IRSEM, is the research institute of the French Ministry of the Armed Forces. Composed of forty five people, including both civilians and military personnel, the majority of whom hold doctoral degrees, IRSEM’s primary mission is to promote French research on defense and security issues. In addition to conducting research internally (for the benefit of the Ministry) and externally (for the wider strategic community), the IRSEM also encourages the emergence of a new generation of researchers, contributes to higher military education and engages in public debate on questions related to defense and security.
Atlantic Council Board of Directors

CHAIRMAN
*John F.W. Rogers

EXECUTIVE CHAIRMAN EMERITUS
*James L. Jones

CHAIRMAN EMERITUS
Brent Scowcroft

PRESIDENT AND CEO
*Frederick Kempe

EXECUTIVE VICE CHAIRS
*Adrienne Arsht
*Stephen J. Hadley

VICE CHAIRS
*Robert J. Abernethy
*Richard W. Edelman
*C. Boyden Gray
*Alexander V. Mirtchev
*Virginia A. Mulberger
*W. Devier Pierson
*John J. Studzinski

TREASURER
*George Lund

SECRETARY
*Walter B. Slocombe

DIRECTORS
Stéphane Abrial
Odeh Aburdene
*Peter Ackerman
Timothy D. Adams
Bertrand-Marc Allen
*Micheal Andersson
David D. Aufhauser
Matthew C. Bernstein
*Rafic A. Bizri
Dennis C. Blair
Thomas L. Blair
Philip M. Breedlove
Reuben E. Brigety II
Myron Brilliant
*Esther Brimmer
R. Nicholas Burns
*Richard R. Burt

Michael Calvey
James E. Cartwright
John E. Chapoton
Ahmed Charai
Melanie Chen
Michael Chertoff
*George Chopivsky
Wesley K. Clark
*Helima Croft
Ralph D. Crosby, Jr.
Nelson W. Cunningham
Ivo H. Daalder
*Ankit N. Desai
*Paula J. Dobriansky
Thomas J. Egan, Jr.
*Stuart E. Eizenstat
Thomas R. Eldridge
*Alan H. Fleischmann
Jendayi E. Frazer
Ronald M. Freeman
Courtney Geduldig
Robert S. Gelbard
Gianni Di Giovanni
Thomas H. Glocer
Murathan Gündüz
John B. Goodman
*Sherri W. Goodman
*Amir A. Handjani
Katie Harbath
John D. Harris, II
Frank Haun
Michael V. Hayden
Brian C. McKee
Henderson
Annette Heuser
Amos Hochstein
*Karl V. Hopkins
Robert D. Hormats
*Mary L. Howell
Ian Ihnatowycz
Wolfgang F. Ischinger
Deborah Lee James
Reuben Jeffery, III
Joia M. Johnson
Stephen R. Kappes
*Maria Pica Karp
Andre Kelleners
Sean Kevelighb
Henry A. Kissinger
*C. Jeffrey Knittel
Franklin D. Kramer
Laura Lane
Richard L. Lawson
Jan M. Lodal
Douglas Lute
Jane Holl Lute
William J. Lynn
Wendy W. Makins
Zaza Mamulaiashvili
Mian M. Mansha
Chris Marlin
Gerardo Mato
Timothy McBride
John M. McHugh
H.R. McMaster
Eric D.K. Melby
Franklin C. Miller
*Judith A. Miller
Susan Molinari
Michael J. Morell
Richard Morningstar
Edward J. Newberry
Thomas R. Nides
Franco Nuschese
Joseph S. Nye
Hilda Ochoa-Brillembourg
Ahmet M. Oren
Sally A. Painter
*Ana I. Palacio
Carlos Pascual
Alan Pellegrini
David H. Petraeus
Thomas R. Pickering
Daniel B. Poneman
Dina H. Powell
Robert Rangel
Thomas J. Ridge
Michael J. Rogers
Charles O. Rossotti
Robert O. Rowland
Harry Sachinis
Rajiv Shah
Stephen Shapiro
Wendy Sherman
Kris Singh
Christopher Smith
James G. Stavridis
Richard J.A. Steele
Paula Stern
Robert J. Stevens
Mary Streett
Ellen O. Tauscher
Nathan D. Tibbits
Frances M. Townsend
Clyde C. Tuggle
Mélanne Verveer
Charles F. Wald
Michael F. Walsh
Geir Westgaard
Maciej Witucki
Neal S. Wolin
Mary C. Yates
Dov S. Zakheim

HONORARY DIRECTORS
James A. Baker, III
Harold Brown
Ashton B. Carter
Robert M. Gates
Michael G. Mullen
Leon E. Panetta
William J. Perry
Colin L. Powell
Condoleezza Rice
George P. Shultz
Horst Teltchik
John W. Warner
William H. Webster

*Executive Committee Members
List as of January 1, 2019
Atlantic Council

The Atlantic Council is a nonpartisan organization that promotes constructive US leadership and engagement in international affairs based on the central role of the Atlantic community in meeting today’s global challenges.

© 2019 The Atlantic Council of the United States. All rights reserved. No part of this publication may be reproduced or transmitted in any form or by any means without permission in writing from the Atlantic Council, except in the case of brief quotations in news articles, critical articles, or reviews. Please direct inquiries to:

Atlantic Council
1030 15th Street, NW, 12th Floor,
Washington, DC 20005