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EXECUTIVE SUMMARY

The modern global economy is increasingly driven by digitalization. Digital technologies are transforming all economic sectors, from infrastructure to agriculture, and have already had a tremendous impact on traditional industries like manufacturing and transportation. The future growth of the US economy depends on the success of its digital economy.

Fortunately, the undisputed leader in this booming digital economy is the United States, home to Silicon Valley and the birthplace of many transformative technology companies. While the United States has been a trailblazer, the global leader in regulating the digital economy is the European Union (EU).

Only by working with Europe can the United States help ensure that its citizens and companies are part of an open and innovative digital economy in the future, one in which the United States and Europe remain global leaders.

A US-European Partnership

Engaging with Europe on a global digital agenda is in US interests for two reasons:

First, Europe is a digital economic powerhouse second only to the United States—and in some instances, such as quantum computing and telecommunications—it actually leads. Given its high level of digital activity, Europe is already the United States’ major partner in digital trade, accounting for almost half, and it serves as the primary market for many US tech firms.

Second, the European Union (EU) is a regulatory superpower in the digital world. In the borderless world of the internet, regulation by others has an immense impact on US companies and their business practices. For the United States, which usually seeks a less regulated, flexible economy (including in the digital arena) a lack of cooperation will make it more likely that Europe’s heavily regulated approach becomes a global norm and will leave the field open to other emerging powers in the digital world especially China and Russia.

Priorities for the US-EU Digital Agenda

Both the EU and the United States are still defining their approaches to the digital economy and the need for any specific regulatory regime, but over the past few years, the following issues have been the most prominent:

Privacy: Within the EU, the protection of personally identifiable information is viewed as a fundamental right, not primarily as a consumer protection issue, as it is in the United States.

Competition Policy: The EU has an extensive record in policing antitrust behavior, including in the digital sector. Some of the highest profile cases have been against US giants of the tech world, which some have interpreted as anti-American protectionism.

Taxation of Digital Enterprises: The taxation of digital enterprises in the EU and a growing focus on differing tax rates between member states has the potential to become an area of enormous transatlantic tension.

Data Flows: The cross-border flow of both personal and business-related data has emerged as a point of potential US-EU disagreement, especially given data’s increasing centrality to business profits and the EU’s ambitious approach to its regulation.

Copyright: Modernizing copyright protections to take digital technology into account has been a complicated issue, and the United States and EU will have to jointly grapple with the blossoming divide between different types of companies on how to handle it.

Anti-terrorism and Hate Speech: The United States and Europe have both experienced a growing online presence of terrorist recruitment material and other extremist and racist content. Given First Amendment protections, the United States has not sought to develop rules for online hate speech, while some European states desire a different approach.

Making America First—but Not Alone—in the Digital Economy

For the United States to continue as a leader in the digital economy, it must engage with Europe. Strong and early US engagement could help moderate European policy while ensuring greater compatibility across the Atlantic. That compatibility is essential if the United States and Europe are to succeed in fighting cyber-attacks, online terrorism, and criminal networks. It is also key to US and EU future economic success in the competitive global digital marketplace.
The future growth of the US economy will depend on the success of its digital economy. Already among the fastest growing areas of the economy, it is transforming all other sectors, from infrastructure to agriculture. Revitalizing American manufacturing will depend on integrating digital technologies on assembly lines, supply chains, and delivery mechanisms. The United States cannot achieve its economic success in a vacuum—it is part of an international process of digital transformation that is affecting companies and people worldwide. Although American firms and consumers have been trailblazers in this process, they are directly impacted by shifts in the digital economy elsewhere and by decisions made by other governments.

The global leader in regulating how the digital economy will work is Europe, specifically the European Union (EU). In regulating how digitalization affects its own citizens and economy, the EU has set rules that affect leading global companies, including many US firms. The EU’s market of some 500 million consumers—bigger than that of the United States—and its advocacy for other markets to adopt its rules makes it a regulatory superpower in the digital world. For the United States, which usually seeks a less regulated, flexible economy, including in the digital arena, engaging with the EU is essential.

Only by working with Europe can the United States help ensure that its citizens and companies are part of an open and innovative digital economy in the future, one in which the United States and Europe remain global leaders. Engaging with Europe can also help the United States achieve some key goals in the digital arena, including protecting the US government, industries, and citizens from cyberattacks; fighting the online influence of terrorists; and maintaining open markets for US companies.

The Growing Digital Economy

The global digital economy is growing at remarkable speed. In 2005, only 16 percent of people around the globe used the internet. By 2017, that share had nearly tripled to 48 percent, with 53 percent of users having internet access at home. Between 2005 and 2017, it is estimated that global data flows will grow from 5 terabits per second to 543 terabits per second, and this growth is expected to continue so that by 2021, global internet traffic will be equal to 127 times the volume of 2005. It is estimated that in 2014, global data flows added $2.8 trillion to global gross domestic product (GDP). If that total is compared to the GDP of major countries, global data flows rank seventh, behind the United States, China, Japan, Germany, the United Kingdom, and France. On a personal level, more than 914 million people have at least one foreign connection through social media, while 361 million have engaged in cross-border e-commerce.

were using sensors and automatic identification, with another 38 percent reporting that they expected to adopt the technology within five years.⁷ Artificial intelligence (AI), autonomous vehicles, big data analytics and cloud storage, custom manufacturing, the Internet of Things (IoT), and robots will have huge effects on industries ranging from automotive and chemical to energy and retail.⁸ Any revitalization of manufacturing in the United States will come through so-called smart factories that fully deploy these technologies. As costs fall dramatically for key technologies such as drones, the revolutionary impacts of digitization on the US economy are expected to continue.

Among the biggest beneficiaries of this transformation may be small- and medium-sized enterprises (SMEs). About 12 percent of global trade in goods is now conducted via e-commerce. SMEs can now broaden their customer base regionally and internationally, thanks to outlets such as Amazon and Facebook—the latter estimates that it hosts 50 million SMEs.⁹

The United States is the undisputed leader in this booming digital economy. It is the birthplace of many transformative companies, including Apple, Facebook, Google, Microsoft, and Uber, as well as multitudes of smaller firms. Silicon Valley continues to define the start-up culture. Although the digital economy is notoriously difficult to measure, estimates of the contribution of digitalization to US GDP range from 6 percent¹⁰ to 33 percent.¹¹ Whatever the precise number, it is clear that digitalization is adding to economic growth.

Among the biggest beneficiaries of this transformation may be small- and medium-sized enterprises (SMEs). About 12 percent of global trade in goods is now conducted via e-commerce. SMEs can now broaden their customer base regionally and internationally, thanks to outlets such as Amazon and Facebook—the latter estimates that it hosts 50 million SMEs.⁹

The digital economy is among the most internationally competitive elements of the US economy, with regular annual surpluses: exports of digitally enabled services have exceeded imports every year since 2007.¹² In 2015, the United States exported $398.7 billion in

---

digitally enabled services and imported $237.1 billion, for a surplus of $161.5 billion.\(^{13}\) Although this surplus did not compensate for the overall trade deficit of $500.4 billion, digitally enabled services (along with services generally) have seen a positive and growing balance. Indeed, while the United States in 2016 had a global deficit in trade in goods of $752.5 million, it had a global surplus of services of $247.7 million.\(^{14}\) In 2015, the United States had a total surplus in digitally enabled services of $161.5 million.\(^{15}\) At a time when US policy discussions often focus on revitalizing traditional manufacturing and encouraging merchandise exports, it is the digital economy, along with digital enhancement of traditional industries, that is the path to economic growth and a more balanced US current account.

Europe as a Digital Partner

As the United States grows its digital economy, the best partner for this effort is Europe—specifically the European Union. Engaging with Europe on a global digital agenda is in US interests for two reasons.

First, Europe is a digital economic powerhouse second only to the United States—and in some indicators, it leads. According to the Organisation for Economic Co-operation and Development (OECD), the United States is the leading player, based on patents, in the Internet of Things and data analytics, but the EU holds that title in quantum computing and telecommunications.\(^{16}\) Moreover, France, Germany, and the United Kingdom all lead the United States in percentage of individuals using the internet and with fixed broadband subscriptions.\(^{17}\) Europe is also the home of major technological and digital companies, such as BlaBlaCar, Markit, Rocket Internet, Rovio, SAP, Spotify, and others. Europe does face challenges: digitalization is very uneven from country to country, and even within industries, especially when compared with the United States.\(^{18}\) European start-ups have faced significant funding limitations, leading many to seek US-based investors or to be bought by US firms.

Given its high level of digital activity, Europe is already the major partner of the United States in digital trade. The EU accounts for almost half of all US digital trade, with a $71 billion surplus for the United States in 2015.\(^{19}\) Europe is the primary market for many US firms: for example, 17.3 percent of Facebook’s subscribers are in Europe and 13.3 percent in North America.\(^{20}\) Between 2010 and 2014, sales of information services by US-owned foreign affiliates in Europe (i.e., Amazon.co.uk or US law firms with offices in Europe) increased 50 percent, from $96.3 billion to $147.1 billion, and by 2014 accounted for 64 percent of information services supplied by US foreign affiliates globally.\(^{21}\) Europe continues to be the largest market for information services exports as more than half of US ICT exports went to

\[\text{“The digital economy is among the most internationally competitive elements of the US economy, with regular annual surpluses.”}\]


18 McKinsey Global Institute estimates that Europe has achieved only 12 percent of its digital potential (the United States is at 18 percent), and that overcoming these shortcomings could add 1 percent to GDP growth over the next decade. See Jacques Bughin, Eric Hazan, Eric Labaye, James Manyika, Peter Dahlström, Sree Ramaswamy, and Caroline Cochin de Billy, “Digital Europe: Pushing the Frontier, Capturing the Benefits,” McKinsey Global Institute, June 2016, https://www.mckinsey.com/search?q=Digital%20Europe%20Pushing%20the%20Frontier%20%2C%20Capturing%20the%20Benefits.

19 In 2015, the United States exported $180 billion in digitally enabled services to Europe and imported $109.1 billion. Hamilton, The Transatlantic Digital Economy 2017, viii.


Europe in 2016. Between 2014 and 2016, ICT services exports to Europe increased by 5.53 percent, from $27.012 billion to $27.565 billion. Second, Europe has become a regulatory superpower in the digital space. The United States has generally not sought to put new regulations on the emerging digital sector, and US President Donald J. Trump’s administration has even rolled back some regulation put in place by its predecessor, including on net neutrality. Europe has taken a different approach—rather than relying on existing rules to prevent abuses and protect consumers in this new age, European legislators and policymakers have often sought to create rules specifically designed for the digital economy. The EU has been particularly active in the areas of privacy and competition policy, but it has also adopted legislation on net neutrality, e-commerce, and telecoms consumer pricing (i.e., roaming charges), and proposed additional legislation on a wide array of digital policy.

In the borderless world of the internet, regulation by others has an immense impact on US companies and their business practices. For many US companies operating in Europe—especially the major IT companies—it is often easier to adopt EU regulation across all markets rather than run a business with different practices in different regions. These decisions are not about regulatory preferences, but about predictability and size of the market. In some cases, such as the international transfer of personal data, the impact of EU regulation is more direct: to permit the transfer of data on individual European citizens to the United States, the EU insists that the United States have a regulatory structure equivalent to that in the EU, as is now certified through the EU-US Privacy Shield Framework.

In May 2015, the European Commission launched a new phase of regulation by seeking to create a Digital Single Market (DSM) within the EU. The DSM is intended to unlock economic potential by creating a unified digital marketplace, replacing twenty-eight different national regulatory regimes with one European rule book. As part of the DSM, the European Commission proposed new regulations across a wide range of issues—copyright, e-commerce, competition policy, platforms, telecoms, privacy, data flows, cybersecurity, and others. The EU also created a new investment fund, which will be partly dedicated to building digital infrastructure, and launched a reform of capital markets that should allow more funds to be available for start-ups. Although it will be many years before the full impact of the DSM on the European economy is clear, it is already affecting US companies as they operate in Europe. It will also affect their operations in the United States. Some US companies, for example, will adopt new EU privacy rules throughout their operations around the world.

Aside from promulgating internal rules, the EU is active in promoting its approach to digital policy in international fora such as the Group of Seven (G7) and Group of Twenty (G20), and among its trading partners. In April 2017, the German government, while chairing the G20, convened the first ever G20 digital ministers meeting. The EU is currently negotiating several trade agreements—including with Japan, the South American trade bloc Mercosur, and Mexico—and has used those to push its partners to adopt its approach to digital regulation.

Simply ignoring this European digital activism will leave US companies more vulnerable and make it more likely that Europe’s heavily regulated approach becomes a global norm. Or a lack of cooperation between the United States and EU will leave the field open to other emerging powers in the digital world, especially China and Russia, with very different approaches to privacy, copyright, transparency, and many other digital issues. Only through engagement with Europe can the United States ensure that US interests are protected in this new digital world. The Trump administration should urgently examine where it might work with the EU, including on such top priorities as cybersecurity, law enforcement, and anti-radicalization. It should also identify those issues where some engagement with the EU might shift likely policy into a more flexible and open direction.

“Only through engagement with Europe can the United States ensure that US interests are protected in this new digital world.”

Past Priorities on the US-EU Digital Agenda

Any engagement must start by assessing the current state of US-EU relations on digital policy. Given the

---

importance of the EU market for US firms, and vice versa, it is hardly surprising that some contentious issues have arisen in the past. Moreover, both the EU and the United States are still defining their approaches to the digital economy and the need for any specific regulatory regime, so the rules change even as business moves forward. The sheer volume of transactions across the Atlantic almost guarantees that there will be disputes, but the United States and the EU should take care that these do not make it impossible for them to cooperate in maintaining an open global economy in this digital age. Over the past few years, the following issues have been the most prominent:

Privacy: Within the EU, the protection of personally identifiable information is viewed as a fundamental right, not primarily as a consumer protection issue, as in the United States. The 1995 Data Protection Directive, along with its successor, the General Data Protection Regulation (GDPR), which goes into effect in late May 2018, create probably the most stringent legislation in the world aimed at protecting personal information. An alternative is the Asia-Pacific Economic Cooperation Privacy Framework and Cross-Border Privacy Rules, which are far less stringent, especially in terms of breaches and handling of data by third-party processors. The United States and EU have clashed over privacy, struggling, for example, to reach agreements on Passenger Name Records (PNR) and the Terrorist Finance Tracking Program (TFTP) so that personal data could be transferred from Europe to the United States. After former US National Security Agency contractor Edward Snowden revealed the scope of US government surveillance of individuals (including German Chancellor Angela Merkel), the European Court of Justice (ECJ) ruled in 2015 that the US-EU Safe Harbor agreement was invalid because European personal data was not adequately protected in the United States. Safe Harbor had allowed the transfer of that data into the United

---

23 An alternative is the Asia-Pacific Economic Cooperation Privacy Framework and Cross-Border Privacy Rules, which are far less stringent, especially in terms of breaches and handling of data by third-party processors.
States by companies, and the consequences of a breakdown in that system would have been severe for transatlantic digital commerce.

In response, the United States and the EU negotiated the Privacy Shield, an upgraded system that allows companies to register and self-certify that they treat personal data according to European standards. Alongside the Privacy Shield, the United States and the EU negotiated an Umbrella Agreement establishing rules for the sharing of personal data by law enforcement, which was supplemented by the Judicial Redress Act of 2016, giving Europeans the ability to seek redress in US courts if their data are misused.

In July 2017, however, the ECJ disallowed the EU-Canada PNR agreement, casting doubt on the longevity of the US-EU accord. Late in 2017, the EU completed the first review of the Privacy Shield, concluding that it continued to provide adequate assurances, but identifying some areas of concern to be addressed.24 The Privacy Shield remains under legal challenge in the EU, and clearly, privacy will continue to be a key issue for individuals as well as businesses operating across the Atlantic.

**Competition Policy:** The EU has an extensive record in policing antitrust behavior, including in the tech sector. Some of the highest profile cases have been against US firms, including the giants of the tech world. In 2004, the European Commission determined that Microsoft had abused its dominant market position by bundling its Media Player with Windows and fined the company €497 million—a number that would be increased by €860 million in 2012, when the Commission determined that Microsoft had not complied with its earlier decision. In 2009, the Commission fined Intel €1.06 billion, alleging that the company had abused its dominant market position by providing payments

---

to computer manufacturers to use Intel chips. More recently, the Commission fined Google €2.42 billion in 2017 for abusing its search engine dominance in favor of its own comparison shopping network.

It has been easy for many to see anti-American protectionism in these actions; indeed, in 2017, then-President Barack Obama charged that EU actions on privacy and other matters were efforts to protect the tech sector from US dominance. However, the context is important.

US tech companies are certainly subject to antitrust and other reviews in Europe, as they are leaders in the marketplace. Indeed, many of the complainants in cases against US tech firms are other US companies who fear their access to the EU market may be affected. Statistics show that actions against US firms are a relatively small portion of the EU’s competition caseload. Between 2010 and 2016, the European Commission finalized eighty decisions in antitrust or cartel cases, involving 358 companies, of which forty-six were US-based. Statistics on merger and state aid cases also fail to show any targeting of US companies.

But the relationship between competition policy and the tech industry is much more complicated than statistics would indicate. Although Europe has an increasingly vibrant start-up sector, a few large US firms are seen as dominating the global tech sector, and there is concern that Europe has not produced firms in the same league as Amazon, Facebook, or Google. Ensuring an open technology market is a priority for EU competition authorities, but a key question is whether competition regulations designed for the traditional economy are appropriate for the digital age. Google does dominate search engines in Europe, but it is not at all clear that its promotion of ads from its shopping service has reduced competition from Amazon or other online retailers. Microsoft was dominant in software, but as the software and applications (app) markets have grown, that dominance has disappeared—and not just because Microsoft has unbundled Media Player from its browser.

Barriers to entry in the tech sector can also be low compared to manufacturing, where new entrants might have significant capital investment. When firms dominate a particular part of the tech sector, they may actually increase competition in formerly static markets, as BlaBlaCar and Uber have done in urban transportation, or Amazon in shopping, or as Skype, WhatsApp, and other “over the top” distribution companies have done in telecoms markets. The question is how to recognize when that dominance is stifling competition and in which market. Most recently, the Commission indicated that it will examine whether ownership of large amounts of customer data by companies should be considered in competition cases. In 2018, the Commission plans to examine the role of platforms and whether they stifle competition in the digital economy and should be subject to specific legislation.

Taxation of Digital Enterprises: The potential implications of EU tax policy for the digital industry burst onto the scene in October 2016 with the announcement by the Directorate-General for Competition (DG Competition) that Apple must pay €13 billion in taxes to Ireland, charging that the company’s previous tax arrangement with Ireland amounted to illegal state aid. This judgement reflected the growing focus in the European Union on differing tax rates between member states. Ireland has long had a corporate tax rate of 12.5 percent, among the lowest in the EU, and, according to the Commission, Apple had excluded revenues earned elsewhere in Europe from taxation, making an effective

---


27 Sun Microsystems was one of the complainants against Microsoft, for example.

28 Anti-trust, cartel, merger, and state aid are the four main areas of EU competition policy. Between 2010 and mid-2017, Directorate-General for Competition required remedies in 116 merger cases involving 260 companies, of which seventy-two were US-based. Over the last fifteen years, the Commission has required recovery of assets in about 150 cases of state aid, with only a handful being US companies. Directorate-General for Competition interviews and statistics.


31 This effort is complicated by much uncertainty about the specific definition of “platforms,” which are generally seen as enterprises that connect buyers to sellers (either consumers or businesses) or even users to other users, with no financial transaction involved. See Catherine Stupp, “Online Platforms Face EU Regulation on Transparency and Business Contracts,” Euractiv, May 10, 2017, https://www.euractiv.com/section/digital/news/online-platforms-face-eu-regulation-on-transparency-and-business-contracts/.
In September 2017, France, Germany, Italy, and Spain called for an EU proposal to tax digital companies on revenues and according to customer location, rather than on profits that can be ascribed to countries with the lowest tax rate. Estonia, during its EU presidency (July–December 2017), also launched a discussion on taxation of the digital economy, noting that without brick-and-mortar stores, it is harder for governments to ensure that they receive tax payments from revenues generated in their country. The taxation of digital enterprises has the potential to become an area of enormous transatlantic tension.

**Data Flows:** The cross-border flow of data, including both personal and business-related data, has emerged as a point of potential US-EU disagreement, especially given data’s increasing centrality to business and its profits. Within Europe, there are numerous restrictions on where government, financial, and personal data can be stored. One study estimates that eliminating such data localization restrictions would add €8 billion per year to the EU economy by ensuring that data is held in the most economically efficient and secure way. As part of the DSM strategy, in September 2017, the European Commission proposed legislation to reduce obstacles preventing the free flow of nonpersonal data within the EU, including data localization requirements. While the US government and the European Commission generally agree on the importance of the free flow of data, it is not clear that the Commission will succeed in excluding restrictions desired by some member states such as France and Germany.

Transatlantic differences over data are important not only in the US-EU marketplace but also in the development of global rules in this area. The Trans-Pacific Partnership contained perhaps the most open rules on data flows to date in a trade agreement. Cross-border data flows were generally unrestricted except for some exceptions for personal data, and data localization (defined as requiring data to be on specific servers) was excluded except for financial services. With the United States’ abandonment of this agreement, the future of these provisions is now unclear. When the EU and Japan finalized negotiations for a free trade agreement in December 2017, they did not include an extensive data flows regime, although one might be negotiated before the agreement is approved. A statement by the parties indicated that data flows—at least those containing personal data—were likely to be governed by a mutual recognition of adequacy of domestic rules, rather than a negotiated standard. In January 2018, the European Commission issued a proposal specifying limits on data localization to be included in any future trade agreements negotiated by the EU, but also indicating that an adequacy determination—such as the EU-US Privacy Shield—will be required for the transfer of European personal data. Clearly, the EU will continue to be an ambitious regulator in this area.

**Copyright:** Modernizing copyright protections to take digital technology into account has been a complicated issue in both the United States and EU. In this area, the divide has been less between the different sides of the Atlantic than between different types of companies, with those that serve as platforms for user-generated content often at odds with traditional media companies, from news outlets to movie and music giants. The main differences have focused on how companies should police their users for illegal use of copyrighted material, what liability the companies may have for the actions of those users, and how to balance the sharing of digital content with the rights of creators to be compensated. In the United States, the defeat of the Stop Online Piracy Act (SOPA) in 2012 marked a strong rejection of efforts to go beyond the 1998 Digital Millennium Copyright Act, which limited the liability of internet service providers and others in the case of copyright infringement by their users. In the European Union, the 2000 Electronic Commerce Directive contained provisions that limited the liability of internet service providers and others in the case of copyright infringement by their users.
Commerce Directive has also provided similar limits on liability for internet service providers and others, based on a system in which providers received notice of suspect content and then reviewed and removed illegal material. In 2012, the European Parliament rejected the Anti-Counterfeiting Trade Agreement (ACTA) following extensive demonstrations across the EU, with many critics arguing that the treaty was too vague and wide-ranging in its efforts to protect intellectual property.

As part of the DSM, the European Commission in 2016 issued a new proposal aimed at copyright protection in the digital age. The proposal is still working its way through the legislative process but has engendered controversy on several measures. First, it obliges platforms such as Instagram and YouTube that provide public access to user-uploaded content to ensure that any agreements with those holding rights to that content are upheld. Measures to that end may include automatic content filters. This has raised questions about the effectiveness of content filters, their impact on freedom of expression, and about whether start-ups and other new entrants to the market can comply with such requirements. Second, the Commission proposal includes stricter protections for news and magazine publishers—sometimes called ancillary copyright—if their material is used by others on the internet. For example, news aggregation sites would have to seek additional permissions from publishers, which might include licensing fees or other requirements, if they used a so-called snippet of material.

Similar laws were enacted in Spain in 2015 and in Germany in 2013, although in Spain the measure required that compensation be collected and there was no flexibility by the rightsholder, as exists in the Commission’s proposal. Both the Spanish and German laws have been widely criticized. In Spain, Google News was shut down, and there were fewer views of content on the publishers’ sites. The German and Spanish laws also led to concerns about competition, as new

Anti-terrorism and Hate Speech: Over the past few years, the United States and Europe have both experienced a growing online presence of terrorist recruitment material (including some extremely violent material) and other extremist, sometimes racist, content. While the United States has freedom of speech enshrined in the First Amendment to the Constitution, some European states have long restricted public speech in specific instances. France and the Netherlands, for example, criminalize speech that incites racial discrimination, or insults based on race, religion, etc. Germany criminalizes defamation of religions and denials of the Holocaust. In 2008, the EU made illegal hate speech designed to publicly incite violence or hatred directed against a group or individual defined by race, color, religion, descent, or national/ethnic origin. The 2000 Electronic Commerce Directive had already established a process of “notice and take down” for illegal online content, although the form of notice and the timing for taking such material offline was not clearly specified. The Electronic Commerce Directive also called on businesses and associations to develop codes of conduct that would help enforce those measures. In December 2015, the European Commission launched the EU Internet Forum, designed to develop public-private partnerships to address the issue of illegal online content.

Following the March 2016 terrorist attacks in Brussels, the EU and several leading online companies—Facebook, Microsoft, Twitter, and YouTube—working through the EU Internet Forum, developed a Code of Conduct on Countering Illegal Hate Speech Online. The companies pledged to establish clear processes to review notifications of seemingly illegal hate speech and, if appropriate, to remove such content within twenty-four hours. By mid-2017, the Commission reported a significant increase in removed content and a faster response time by the companies. Although the EU code of conduct was largely self-regulating, Germany passed a similar law on removing hate speech from social media that could lead to companies facing fines of up to €50 million, which came into full force in January 2018. The European Commission has since also issued guidelines for taking down illegal content, in particular calling on companies to make greater use of automatic detection technologies. More European legislation in this area is very possible.

Given its First Amendment protections, the United States has generally not sought to develop equivalent rules for online hate speech. However, the revelations about Russian influence on the 2016 US elections—and particularly the placement of inciteful political advertising and so-called fake news reports on major social media networks—may cause the United States to reconsider what has been a largely hands-off approach. To date, US companies such as Facebook have focused on providing greater transparency regarding political advertising on their sites, rather than any removal of content.
Making America First in the Digital Economy: The Case for Engaging Europe

THE NEXT STEPS FOR US-EU DIGITAL COOPERATION

The broad scope of EU regulatory activism in the digital arena makes US engagement imperative, if for no other reason than to ensure that the interests of US companies are respected, especially regarding any requirements that may affect how they operate in the United States. Some may ask whether engaging with the EU on its active regulatory agenda is appropriate or useful for those seeking a more open, deregulated environment. The reality, however, is that regulation at the EU level often simplifies the hodgepodge of differing regulations adopted by the twenty-eight member states, creating a relatively more open European market. Moreover, EU efforts to regulate the digital economy are not going to disappear, no matter what the United States' reaction. Thus, it is important for the United States to engage early with the EU on these issues. Once the EU has reached an internal agreement, complicated internal politics mean that further changes are unlikely.

To build better habits of cooperation between the United States and EU on these digital issues, officials should focus on a few key issues where positions are not yet fully established and where existing legislation does not have to be overturned. Issues such as cybersecurity and anti-terrorism that are priorities on both sides of the Atlantic might provide a catalyst for a stronger consensus in other areas of digital policy. Over the next several years, the following efforts might foster such cooperation:

- **Boosting Cybersecurity Standards to Protect the Internet of Things**: Whether linking electrical grids to control and distribution mechanisms, home appliances and entertainment systems to cell phones, or intrusive medical devices to monitoring equipment, the internet will increasingly become the highway connecting a full range of smart devices and related information. That highway will also be vulnerable to those seeking to disrupt society or steal important data. Both the United States and the EU aim to establish standards for cybersecurity protections for the IoT, from critical infrastructure to personal networks. Given that many of the devices and their components are marketed on both sides of the Atlantic, it makes sense that these standards be compatible, if not identical. This could be achieved by building on the increasing engagement between the US National Institute of Standards and Technology, and the EU Agency for Network and Information Security, especially given the new EU Directive on Network and Information System Security, which must be transposed into national legislation by mid-2018. Greater cooperation in this area would help keep both the United States and EU safer from disruption by criminal and terrorist attacks.

- **Reducing Terrorist and Criminal Exploitation of the Internet**: In both the United States and Europe, intelligence services and law enforcement seek to restrict terrorist and criminal activities online, from posting content aimed at radicalizing people or fomenting violence, to illegal financial dealings. There is already significant information sharing across the Atlantic on these matters, but gathering digital evidence (electronic or e-evidence) in a timely way that will stand up in a court of law has proven much more complicated. Relying on existing


mechanisms to move e-evidence from the United States (or US-based companies) to Europe through mutual legal assistance treaties (MLATs) has proven cumbersome. Government efforts to force tech companies to turn over relevant data to law enforcement have run into legal obstacles. In early 2018, the European Commission is expected to propose legislation intended to reduce obstacles to cross-border collection of e-evidence among EU member states. The proposal should be consistent with GDPR, which goes into effect in May 2018, and the Commission has already suggested that the legislation could be the basis of a new US-EU agreement providing law enforcement access to data across the Atlantic. Some tech companies have offered support for the idea that governments could request access to appropriate data directly from the companies—rather than going through the intergovernmental MLAT process—if that arrangement adhered to strong privacy and rule-of-law standards.48 Along with law enforcement access to data, US-EU cooperation in this area would also benefit from a full discussion of how to best to monitor and eliminate terrorist content and reduce online radicalization.

Coordinating Regulatory Approaches to Blockchain: Blockchain is the leading emerging technology for tracking transactions. Although known first as the basis for the digital currency Bitcoin, it has also been used to record real estate and other transactions, including in countries where security and transparency are vital as an antidote to corruption. Blockchain could also be used to register nonfinancial records, such as patents and intellectual property rights, supply chains, and even votes. The Estonian government has used blockchain for a wide range of activities, from medical prescriptions and business registration for citizens to permits and contracts approval by government officials.49 Although some observers believe blockchain will disrupt existing institutions, it is also true that large banks are among


those putting the most research funds into this technology. One of blockchain’s attractions has been its freedom from regulation, but as the technology becomes more widespread, questions arise about issues such as consumer protection, jurisdiction in case of disputes, and the use of blockchain for illegal practices. Both the European Parliament and the European Commission have started to explore whether regulation might be needed, with the latter announcing plans for an EU Blockchain Observatory and Forum to identify potential uses of the technology but also possible regulatory actions. It is far too soon to know what regulation that might entail, but it is already clear that competing US and EU regulatory frameworks for a global technology like Bitcoin will not be productive.

Reaching an Agreement on E-commerce: In the United States and the EU, goods and services are increasingly bought online. This particularly benefits SMEs, which have greatly expanded their access to customers outside of their home market via the internet. In response, both the United States and the EU have sought to create rules governing e-commerce across national borders. The EU tabled a proposal for such rules during the Trade in Services Agreement (TISA) negotiations at the World Trade Organization and the United States has negotiated e-commerce chapters in several free trade agreements, including with Australia, Colombia, and South Korea. These efforts focus on measures such as trust authentication, electronic signatures, consumer protection, and electronic contracts. The EU had proposed an e-commerce text during the Transatlantic Trade and Investment Partnership (TTIP) negotiations, but it was not identified as one of the issues close to conclusion in the January 2017 report on TTIP’s progress. Given the key role of SMEs in growing both the US and European economies, there should be an incentive to agree on some fairly simple and technical rules that would smooth transatlantic e-commerce. This might happen bilaterally initially and then be folded into TISA, but this will take considerably more time given uncertainties about that negotiation.

Creating a Dialogue on Market Competitiveness in the Digital Age: Competition authorities in the United States and the EU have long shared data and general information about their approaches to antitrust and other anticompetitive behavior. There is significant agreement between them about the desire to benefit consumers and to protect competition, rather than to defend any specific competitor. But how these principles are applied to the digital economy is the key question for the future. It is time for a focused conversation between DG Competition and the US Justice Department about how the digital economy affects competition in markets as well as what constitutes anticompetitive behavior and what does not. How should convenience to the consumer be balanced with the dominating network effects created by linking email, cloud storage, social media, and other services? And does it matter that market entry is often much easier in the digital economy than in the traditional economy, where significant investments in factories and supply chains may be involved?

Establishing a US-EU Digital Council: There is a constant churn of new dilemmas and issues on the US-EU digital agenda, and many differences could be ameliorated by a more proactive and regular discussion of these matters as they emerge. Such discussions should be held at a high political level, with the US co-chair based at the White House and the EU co-chair working for the president of the European Commission. Only this structure would provide the necessary political clout to bring together the different departments and agencies with the relevant responsibilities. Even if this Digital Council does not become a decision-making body, it can identify concerns and clarify perspectives. Such a dialogue would be immensely useful in establishing a common approach to protecting networks from cyberattacks, finding a shared balance between fighting terrorism, and protecting citizens’ rights online. It could also help establish a common definition and understanding of platforms; examine the effectiveness of self-regulation by companies in some instances; and strategize about the impact of AI on these other issues.

Making America First—but Not Alone—in the Digital Economy

The global economy is increasingly driven by digitalization. Successful manufacturing now takes advantage of self-regulation by companies in some instances; and strategize about the impact of AI on these other issues.

of digital technology, from records management to robotization and even artificial intelligence. This plays to the competitive advantage of the United States with its talent for innovation and ability to bring new technologies into the business world. Services, especially digitally enabled services, are the growth areas of the US economy and the key to a prosperous future.

For the United States to continue as a leader in the digital economy, it must engage with Europe. Europe is the United States’ biggest digital market, and Europe is rapidly becoming the regulatory superpower of the digital economy worldwide. The EU has taken the lead on regulating content, privacy, competition policy, taxation, and other key issues in the digital economy. These efforts not only affect US companies operating in Europe but also how they operate in the United States and around the world. Stronger and earlier US engagement with the European Union in developing regulatory approaches toward the digital economy could help moderate the extremes of European policy while ensuring greater compatibility across the Atlantic. That compatibility is greatly needed if the United States and Europe are to succeed in fighting cyberattacks, online terrorism, and criminal networks. It is also key to US and EU future economic success as others move quickly to enter the global digital marketplace, and as some, such as China, begin to put forward their own alternative regulatory approach. Only if the United States reengages with Europe on an ambitious and comprehensive digital agenda will both sides safeguard their citizens’ safety and security, create jobs, drive economic growth, and retain their influence in the global economy.

“For the United States to continue as a leader in the digital economy, it must engage with Europe.”
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