Great Power Competition in a Cyber Era

Twenty-first century great power competition involves nuclear-armed states and regional powers engaged in high-stakes standoffs mixing military threats, diplomatic warnings, and economic coercion. In November 2015, Russia responded to Turkey shooting down a Russian jet with a mix of denial-of-service attacks and economic threats, not military force. In June 2019, the United States retaliated against Iranian aggression in the Persian Gulf, including Tehran shooting down a US drone and attacking international ships transiting the area, not with air-strikes or cruise missiles, but with a limited-objective cyber operation. That same month, the United States revealed it had implanted dangerous malware on Russian electrical grids as a deterrent to interfering in
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US interests. Modern crises bargaining involves a mix of overt and covert cross-domain signals states use to manage escalation and provide options that might help them advance their interests short of war.

Unlike the Cold War in the twentieth century, this competition involves a new domain: cyberspace. From the United States to Russia, China, Iran, and North Korea, states are using cyber operations to exert influence and control. Whether massive military and commercial espionage campaigns or international extortion rings and theft, the cyber domain offers an outlet for states to advance their interests. Does the resulting cyber competition create new escalation risks? Do cyber operations alter how states respond to international crises in a way that creates incentives for decision makers to cross the Rubicon and use military force to settle disputes? This question is central to current cyber strategy debates and the idea of persistent engagement and defending forward in cyberspace.

The answer is surprising: no. To date, cyber operations have tended to offer great powers escalatory offramps. They have provided signaling mechanisms that have let states shape an adversary’s behavior without engaging military forces and risking military escalation. Despite the uncertainty surrounding how states use new technologies for strategic ends, cyber operations tend to be stabilizing and provide options for avoiding costly, protracted conflicts.

This issue brief draws on new academic research, simulations, and survey experiments to study how cyber operations alter crisis decision-making during great power competition. Specifically, it analyzes escalation pathways and how the informed public and foreign policy actors conceptualize disruptive technologies and integrate them into larger competitive strategies. Based on the evidence, cyber operations offer a valuable escalatory offramp. Even states with more escalatory attitudes tend not to respond militarily to disputes when they have the option of imposing costs and signaling through cyberspace.

How states use cyber operations and the resulting escalation risk is a crucial area of policy-relevant research. Outside of Iran, the majority of cyber operations have been initiated by nuclear-armed states. Despite popular images of lone hackers in basements, cyber operations require an investment in networks, infrastructure, and human capital or sufficient sums of money to buy capability on the black market. These operations are complex instruments of statecraft that foreign policy actors integrate with other diplomatic, informa-
tion, military, and economic instruments of power. A combination of these instruments sends a clear signal to rival states. Cyber operations may, therefore, help stabilize great power competition in the twenty-first century.

**Escalation in Perspective**

When great powers compete in the twenty-first century, the competition often involves the risk of escalation. Nuclear-armed states and malign actors like Iran, with proxies and large inventories of ballistic missiles, face dangerous consequences if a political crisis spirals out of control. This risk puts a premium on finding ways to manage escalation.

The modern study of crisis escalation emerged during the Cold War with the examination of strategic competition as a bargaining process. Crises like the Berlin Airlift and the Cuban Missile Crisis involved high-stakes poker, with states signaling a willingness to assume risk as well as deny benefits to an adversary and impose costs. From this perspective, when a state makes a public threat, deploys an aircraft carrier, or mobilizes troops for a large training exercise short of war, it is sending a signal to other states. These signals allow states to calibrate their crisis strategy.

Earlier studies of international crises and militarized disputes found that most states prefer a strategy of reciprocation. That is, they prefer to proportionally respond to a threat to maximize their position short of escalation. These findings echo foundational game theory work and the benefits of a “tit-for-tat” strategy.

By studying crisis behavior, political scientists have identified conditions that make even stabilizing reciprocation strategies likely to escalate a crisis. States that are rivals are prone to arms races and place a value on gaining an advantage in a crisis leading to an increased likelihood of escalation. In addition to rivals, states with active territorial disputes and with a recent history of disputes are more prone to escalation. Furthermore, even outside of rivalry, signals can be misinterpreted and lead to episodes of inadvertent escalation. For example, new capabilities can alter the offense-defense balance and how decision makers weigh the cost and benefits of various foreign policy preferences.
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The question is how emerging capabilities like cyber operations affect crisis stability and escalation pathways. Some see a heightened security dilemma due to the uncertainty introduced by cyber weapons. In this security dilemma and spiral model of conflict more generally, actions a state takes to secure its interests, even when defensive, lead competitors to respond, increasing the risk of escalation. In cyberspace, states are likely to confuse intelligence collection with more dangerous, offensive intrusions in their networks. The security dilemma is further complicated by the widespread use of proxies in cyberspace. From this perspective, every action, including defensive measures and increasing intelligence operations, in cyberspace should produce insecurity that proves volatile to great power interactions.

Other scholars see less risk in great power interactions and argue that there is a new stability-instability paradox with respect to cyber capabilities. Cyber operations can be a tool for crisis management that prevents escalation if policy makers make a clear distinction between the physical and digital worlds, take advantage of the inherent defensive benefits afforded by cyberspace, and actively manage misperception. In fact, cyber capabilities are an instrument of political warfare optimized for sub-crisis maneuvering. They are as likely to be used to shape the initial stages of a crisis in a manner that produces bargaining benefits and crisis offramps as they are offensive strike packages to attack a rival state. Due to this process, the presence of cyber response options need not escalate a crisis.

This inference is based on a series of survey experiments and simulations conducted in 2018. Large, structured simulations offer a viable method for evaluating propositions on the nature of escalation under the context of cyber operations, and disruptive technology more generally. The emerging consensus that the cyber domain is made up of unique and unknown practices can be challenged by conducting simulations and survey experiments with diverse populations, including cyber operators. These interactive settings are a useful method for evaluating competing hypotheses, focusing data investigations, and delineating patterns otherwise unobserved.

Recently, scholars have started to apply these methods to study cyber dynamics. A 2016 report by the UC Berkeley Center for Long-Term Cybersecurity used simulations and survey experiments based on the results to analyze how decision makers integrated cyber operations. The study found that participants were reluctant to use high-end offensive cyber capabilities even during militarized disputes. Jacquelyn G. Schneider, a fellow at the Hoover Institution, used a longitudinal analysis of war games between 2011 and 2016 to study crisis dynamics and found that government officials were reluctant to escalate. Of note, Schneider found that participants only used offensive cyber capabilities after conventional military strikes and expressed concern that using offensive cyber capabilities would increase the risk of nuclear escalation.

Measuring Attitudes Toward Escalation

This issue brief explores public attitudes toward great power competition and the potential for cyber operations to increase the risk of escalation through a cross-national simulation and survey experiments. To analyze cross-national perspectives, the research team at the Atlantic Council worked with YouGov to survey...
citizens from the United States, Russia, and Israel between December 2018 and January 2019. One thousand adults were surveyed from each country and asked to participate in an international crisis simulation involving two fake countries, Green and Purple.

What the survey respondents did not know was that half of them were randomly assigned to four different treatment groups that had conditions based on 1) whether or not the triggering scenario involved a cyber incident and 2) whether or not they had cyber response options. Given the scenario treatments and their flexible response options, survey respondents outlined a proposed strategy.

The base scenario and different treatments capture the range of dynamics discussed above. First, the base scenario is escalation-prone. The states are rivals, engaged in a territorial dispute and a series of recent crises. The scenarios also assumed the two states were nuclear powers with balanced military capabilities at the regional level. The purpose of this scenario specification was to capture that cyber conflict is still the domain of powerful states, likely owing to the costs and organizational capacity required to generate cyber effects. It is a misnomer to call all cyber operations weapons of the weak.

The purpose of the cross-national surveys was to understand baseline escalation risks and determine if there were key cross-national differences in how different countries approached contemporary international crises involving cyber operations. The data also allows for an analysis of general strategic posture in terms of how states employ different instruments of power to de-escalate, respond proportionally, or escalate in a crisis. The scenario involved fake states, Green and Purple, in order to remove respondents from contemporary events as much as possible.

Table 1 displays each scenario treatment in relation to how respondents from different countries recommended responding to the crisis. The sample involved 2,993 responses after removing missing values. The results demonstrate statistically significant differences in respondent recommendations across the treatments. Where the cells show a number with a “+” and have blue shading or a “−” and have orange shading, it indicates where the response count is more (+) or less (-) than the expected value, and the difference is statistically significant.

---
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Looking across the scenarios, there are different national preferences associated with strategic posture. US respondents opted to de-escalate less than expected. In fact, most US respondents opted for a proportional response. Alternatively, Russian respondents escalated more than expected and de-escalated less than expected. They appear to have taken either an aggressive or passive approach, avoiding proportional responses more than expected across the scenario treatments.

Generally, the Russian respondents tended to take maximalist or minimalist approaches. Though the majority wanted to de-escalate the crises, more respondents

<table>
<thead>
<tr>
<th>Table 1 Cross-National Responses by Scenario</th>
</tr>
</thead>
<tbody>
<tr>
<td>US Survey Respondents</td>
</tr>
<tr>
<td>De-Escalate</td>
</tr>
<tr>
<td>-------------</td>
</tr>
<tr>
<td>(1) Cyber Crisis Trigger &amp; Cyber Options</td>
</tr>
<tr>
<td>(2) Cyber Crisis Trigger No Cyber Response Options</td>
</tr>
<tr>
<td>(3) No Cyber Crisis Trigger Cyber Response Options</td>
</tr>
<tr>
<td>(4) No Cyber Crisis Trigger No Cyber Response Options</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Russian Survey Respondents</th>
</tr>
</thead>
<tbody>
<tr>
<td>De-Escalate</td>
</tr>
<tr>
<td>-------------</td>
</tr>
<tr>
<td>(1) Cyber Crisis Trigger &amp; Cyber Options</td>
</tr>
<tr>
<td>(2) Cyber Crisis Trigger No Cyber Response Options</td>
</tr>
<tr>
<td>(3) No Cyber Crisis Trigger Cyber Response Options</td>
</tr>
<tr>
<td>(4) No Cyber Crisis Trigger No Cyber Response Options</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Israeli Survey Respondants</th>
</tr>
</thead>
<tbody>
<tr>
<td>De-Escalate</td>
</tr>
<tr>
<td>-------------</td>
</tr>
<tr>
<td>(1) Cyber Crisis Trigger &amp; Cyber Options</td>
</tr>
<tr>
<td>(2) Cyber Crisis Trigger No Cyber Response Options</td>
</tr>
<tr>
<td>(3) No Cyber Crisis Trigger Cyber Response Options</td>
</tr>
<tr>
<td>(4) No Cyber Crisis Trigger No Cyber Response Options</td>
</tr>
</tbody>
</table>

N=2993
p < .01 Chi Square 108.629 (minimum expected is 103.28); no cells have a count less than five
+ = count more than expected where critical value is +/- 1.96 (adjusted residual)
- = count less than expected where critical value is +/- 1.96 (adjusted residual)
Chart: Jensen & Valeriano
wanted to escalate than we would expect by chance. This finding reflects public attitudes shaping an approach to foreign policy that either accepts risk and escalates to de-escalate, making a dangerous opening move, or seeks to avoid confrontation all together. Russian responses tended toward the extremes. While contradictory on the surface, this posture potentially suggests a nuanced approach to escalation that mimics a strategic decision-making calculus of selecting options that represent the best chance of success at any possible time.32

Of note, escalatory responses were the least frequently occurring posture across each country. As seen in Table 2, even Russian respondents, the most escalatory, opted to escalate (158, 15.8%) less than other response postures (i.e., de-escalate and proportional). Across the scenarios, Israeli respondents (55, 5.5%) were the least escalatory and the results are statistically significant. US respondents (387, 39%) opted to de-escalate less than expected, while Russian respondents (510, 51%) opted to de-escalate more than expected.

Looking across all countries, the presence of cyber triggering events and cyber response options did not seem to alter escalation preferences outside of Russia.

Revisiting Table 1, the presence of cyber response options (i.e., Treatments 1 and 3) saw Russian respondents de-escalating more frequently than expected. In other words, when Russian respondents had cyber response options it increased their preference for de-escalation. Israeli respondents, meanwhile, escalated less than expected when there was no cyber triggering event associated with the crisis.

The findings in Table 1 are critical as they cast doubt on perspectives that see the cyber domain as inherently escalatory.33 While there is an internal logic to ideas such as the cyber security dilemma, survey results cast doubt on the inherent instability of cyber competition.34 Cyber operations appear less as instruments of escalation and more as signaling mechanisms that provide crisis offramps and help states shape adversary behavior short of armed conflict.35

Table 3 breaks down de-escalatory options and shows the variance between how different nationals replied when cyber options were available. When respondents chose to de-escalate the crisis, there were key cross-national differences.

### Table 2 Recommended Strategic Posture

<table>
<thead>
<tr>
<th>US Survey Respondants</th>
<th>United States</th>
<th>Russia</th>
<th>Israel</th>
</tr>
</thead>
<tbody>
<tr>
<td>De-Escalate</td>
<td>387- (39.0%)</td>
<td>510+ (51.0%)</td>
<td>471 (47.1%)</td>
</tr>
<tr>
<td>Proportional</td>
<td>508+ (51.2%)</td>
<td>332- (33.2%)</td>
<td>474 (47.4%)</td>
</tr>
<tr>
<td>Escalate</td>
<td>98 (9.9%)</td>
<td>158+ (15.8%)</td>
<td>55- (5.5%)</td>
</tr>
</tbody>
</table>

N=2993
p < .01 Chi Square 108.629 (minimum expected is 103.28); no cells have a count less than five
+ = count more than expected where critical value is +/- 1.96 (adjusted residual)
- = count less than expected where critical value is +/- 1.96 (adjusted residual)
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First, Russian respondents (220, 32.4%) opted to seek diplomatic talks more than expected, while fewer Israelis did (192, 28.2%). While the most frequent US response across cyber and non-cyber option treatments was to publicly call for diplomatic talks, the response that occurred more than expected compared to other countries across non-cyber (91, 13.4%) and cyber (75, 10.9%) was a military pullback accompanied with increased intelligence collection. Russian respondents, on the other hand, selected a military pullback in both cyber (46, 6.7%) and non-cyber (53, 7.8%) less than expected. The opposite was true for public press conferences. What does this mean? Cyber operations may not have a clear, direct effect on Russian military posture or lead to increased diplomacy.

Table 4 looks at the cyber options survey respondents used to de-escalate the crisis. When survey respondents had cyber response options (i.e., Treatments 1 and 3) they could use to de-escalate the crisis, two dynamics manifested. As seen in Table 4, despite concerns over the 2016 US election, US respondents showed no additional interest in working with social media firms to remove propaganda compared with their Russian counterparts. Russians opted to work with social media firms to remove propaganda more than expected (69, 10%). Israelis opted to counter propaganda less than expected (25, 3.6%). It is likely that US respondents either did not see social media as a viable threat, despite evidence that the use of targeted ads and content is corrosive, or had no confidence in the corpora-

tions taking action at the behest of the government. Alternatively, and indicative of growing digital authoritarianism and the intersection of business and political interests, Russian respondents may have greater confidence that social media companies will purge divisive content when ordered by the government.

Second, both US and Russian respondents did not seek out key public-private partnerships and work with industry to harden networks as a means of limiting targets, signaling defensive capabilities and resilience, and de-escalating the crisis. US (37, 5.4%) and Russian (60, 8.7%) respondents hardened networks less than expected. On the other hand, Israeli (88, 12.8%) respondents hardened networks more than expected. This fits with the broader cooperation between the Israeli government and cybersecurity firms, and represents a point of risk in both Russia and the United States.37

Returning to Table 3, the primary US survey respondent mechanism for de-escalating a crisis was diplomatic talks (142, 20.6%) when cyber options were available, but a military pullback occurred higher than expected (75, 10.9%). Similar to the failure to harden networks against future cyber attacks, US respondents (25, 3.6%) opted to reach out to rival states through Track III diplomacy less than expected, compared to Russians and Israelis. In fact, Russian respondents appeared interested in Track I (220, 34.2%) and Track III (96, 14.1%) diplomacy more than expected when no cyber options were available.

US respondents seemed to draw a divide between government responses and private sector responses. This divide is a policy issue. The networks that connect the modern world are predominantly private networks, owned and operated by businesses. Defending these networks presents a collective action problem and challenges traditional notions of security.

### Proportional Response Dynamics

Table 5 breaks down proportional response options and shows the differences between how different nationals replied when cyber options were available. There are key differences across countries and based on the availability of cyber response options. US respondents (110, 16.6%) opted to conduct a show of military force more than expected when they lacked cyber response options (i.e., Treatments 2 and 4). The findings echo recent speculation that cyber options gave the United States a means of sending a signal to Iran short of using armed force in the summer of 2019 crisis in the Strait of Hormuz.38 While this usage suggests a capability of cyber operations to signal short...
of war and lends credence to the idea of defending forward, the utility of cyber operations to stop military retaliation and threats is limited. In fact, regardless of whether they had cyber options available, Russian respondents used military shows of force as a proportional response more than expected. Cyber response options offer a means of signaling escalation risk, but with limited deterrent value. They are weak instruments of coercion.

Two additional dynamics are on display in Table 5. Russian respondents, regardless of treatment, were not interested in using backchannels to signal a rival state during a crisis. Israeli respondents showed a preference, regardless of treatment, to use black and gray propaganda to discredit their rival more than expected. These results are intriguing given the preference Russia has shown for active disinformation campaigns. There appears to be a difference between public attitudes and government responses in Russia.

Last, Israeli respondents (32, 4.9%) opted to use individual sanctions less than expected when they had cyber options available. Cyber options offer a means of signaling escalation risk short of reverting to more traditional coercive instruments like economic sanctions. Of note, Israeli respondents appear to have taken advantage of this dynamic, increasing their use of backchannel diplomatic warnings (158, 24.3%) more than expected when cyber response options were available.
Table 6 looks at the cyber options survey respondents used to respond proportionally to the crisis. When survey respondents had cyber response options (i.e., Treatments 1 and 3), two dynamics manifested. First, the US respondents opted to manipulate social media (14, 2.2%) and signal the risk of cyber-enabled economic warfare (74, 11.4%) less than expected. This finding could signal a public preference in the United States for preserving an open, free set of digital connections free of state manipulation in either the information or economic sphere. Second, Israeli respondents (117, 18.0%) selected to threaten cyber-enabled economic warfare more than expected. These findings show Israeli respondents seeing a viable role for threatening cross-domain coercion and cyber-enabled economic warfare, illustrating how cyber operations can spill over into other domains.

**Escalation Response Dynamics**

Table 7 analyzes escalatory response options and shows the variance between how different national respondents replied when cyber options were available. There are key differences across countries and based on the availability of cyber response options. First, it is important to note that responses favoring escalation were rare across all three countries, likely owing either to the presence of nuclear weapons and/or the fact that the survey was the first time the participants were introduced to the crisis. Of note, US respondents (19, 12.3%) used limited military strikes to escalate more than expected when they lacked cyber response options. When cyber options were present, US respondents (10, 6.4%) used diplomatic expulsions less than expected. In other words, cyber options gave US respondents more flexibility to respond to a crisis.

Israeli respondents altered their escalatory responses based on the presence of cyber options. Unlike the US respondents, Israelis (9, 5.8%) opted for limited military strikes more than expected when cyber options were available. When they lacked cyber options, Israelis opted for economic embargoes (8, 5.2%) and diplomatic expulsions less than expected. Returning to Table 2, Israel had less escalatory responses than expected (55, 5.5%). This low incidence has to be taken into account when analyzing how Israeli respondents opted to escalate and the revealed preference for using military force even when viable cyber options are present.

Table 8 looks at the cyber options survey respondents used to signal escalation in the crisis. The findings are limited. While the distribution of responses is different, and the difference is statistically significant, the major divergence is that US respondents (8, 5.1%) opted to attack nuclear command-and-control infrastructure less than expected. Of note, this response option was the preferred method of Russian cyber response (24, 15.4%), but the findings are not statistically significant and reflect an even distribution across the available options. Though not statistically significant, the findings also show a preference across countries for not using espionage to reveal sensitive political secrets, which on the surface would be less escalatory than launching limited attacks against critical infrastructure and key economic networks like the financial markets. When examined in relation to Table 7, all three states preferred cyber activities targeting the economy to full economic embargoes. This finding implies a need to develop strategies to protect critical commercial networks as a means of denying options to rival states in a crisis.
Cyber operations are not inherently escalatory. They offer states indirect methods for responding to crises short of war, an approach the military strategist Herman Kahn in his classic study of escalation called sub-crisis maneuvering.\textsuperscript{39} Based on the survey results, it appears that cyber operations did not alter the offense-defense balance or exacerbate the security dilemma. Respondents preferred de-escalation more than escalation even when they had cyber options with which to respond. Escalation was not the norm.

Important differences in cyber strategy emerge at the national level. This issue brief demonstrates that countries have different ways of responding to crises when cyber options are available. Of note, US respondents conducted a show of force less when cyber options were available. Russian respondents used traditional diplomatic methods like public talks and Track III engagements when they did not have viable cyber options to send a signal to a rival state. Tellingly, Russians also showed an interest in working to limit the ability of rival states to use social media to shape public discourse during a crisis. Though the state that showed the lowest incidence of escalation, when Israelis did ramp up pressure, respondents showed a willingness to combine force with cyber operations and threaten economic targeting via cyberspace more than either Russian or US respondents.

These findings, though preliminary, have important policy implications. First, policy makers should treat cyber operations less like escalatory weapons of war and more like espionage and long-term shaping activities. Such operations have historically been means of gaining valuable intelligence, sabotaging adversary networks, and signaling capabilities in crises.\textsuperscript{40} This issue brief shows that public attitudes approach cyber operations in a similar manner.

Second, a connected global economy and citizens whose personal and political lives rely on networks necessitate new ways of thinking about grand strategy in the twenty-first century. The findings in this issue brief illustrate an informed public grappling with different ways of integrating cyber operations into coercive diplomacy. While escalation was rare, options such as active disinformation campaigns and cyber-enabled economic warfare illustrate where a relatively stable domain of covert action could pull decision makers to the precipice. There needs to be a framework for establishing new norms in cyberspace that clarifies key red lines, enables restraint, and ensures that tacit bargaining in the digital domain does not destroy our way of life.

Establishing such a framework requires a strategic dialogue within great powers like the United States that engages partners, allies, and the private sector. Bipartisan initiatives like the Cyberspace Solarium

---
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Commission show a path forward.\textsuperscript{41} Great power competition should not hijack or threaten the networks that enable life, liberty, and the pursuit of happiness in the twenty-first century. While states and other malign actors will leverage these networks for covert campaigns and criminal activity, their safety and integrity is a core interest for many countries.

<table>
<thead>
<tr>
<th></th>
<th>Cyber Degradation (Critical Infrastructure)</th>
<th>Cyber Espionage (Exposed Leadership Secrets)</th>
<th>Cyber Degradation (Nuclear C2)</th>
<th>Cyber Degradation (Economy)</th>
</tr>
</thead>
<tbody>
<tr>
<td>United States</td>
<td>11 (7.1%)</td>
<td>6 (3.8%)</td>
<td>8- (5.1%)</td>
<td>21 (13.5%)</td>
</tr>
<tr>
<td>Russia</td>
<td>17 (10/9%)</td>
<td>13 (8.3%)</td>
<td>24 (15.4%)</td>
<td>20 (12.8%)</td>
</tr>
<tr>
<td>Israel</td>
<td>8 (5.1%)</td>
<td>6 (3.8%)</td>
<td>10 (6.4%)</td>
<td>11 (7.1%)</td>
</tr>
</tbody>
</table>

N= 155 non-cyber treatments; 156 cyber treatments
\( p < .05 \)
\( + = \text{count more than expected where critical value is } +/- 1.96 \) (adjusted residual)
\( - = \text{count less than expected where critical value is } +/- 1.96 \) (adjusted residual)
\( a = \text{cell counts less than 5 cannot be used to factor chi square tests} \)
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