
Decision Document – NSC Brief (Team Gig ‘Em) 
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• Quickly communicate across 

electric sector and election 

infrastructure as well as between 

private and public 

 

• Investigate the vulnerability and 

take advantage of CRISP; 

collaborate with fusion centers for 

law enforcement capabilities 

• Central, organized message 

is needed through a select 

number of spokesperson(s) 

• American public must be 

assured of the election 

process 

• Election officials must use own 

judgment on integrity of election 

while collaborating with related 

ISACS 

• Should have paper ballot 

backups  

Alternative Option – Escalate 

• DOJ, DHS, and IC spearhead the response as if malicious attack 

• Private entities and local and state government take subordinate role 

• Attribution is the main focus of resources with public warnings to prior actors 

like Russia, China, Iran, and North Korea 

• Investigation of the vulnerability and aggressive posturing happens 

simultaneously 

• Coordinate with foreign allies  

 


