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The China Plan: A Transatlantic Blueprint for Strategic Competition

Executive Summary and Principal Recommendations

China presents the United States and its partners with the most serious set of challenges they have faced since the Cold War. The scope of those challenges is global. Their potential impact is deep. Left unaddressed, they will harm the fundamental, vital interests of democratic nations everywhere. Collective action between the United States and its European partners, coordinated with like-minded nations in Asia, is needed to deflect these challenges, protect our vital interests, and seek a change in China’s policies. Several strategies have been offered to manage China. What is missing is a blueprint—a “China Plan”—to guide the United States and its partners in this endeavor. This study represents such a blueprint.

Conducted over the course of a year and drawing on the research and opinions of hundreds of experts, policy makers, and academics in the United States, Europe, and Asia, this study delves into three broad trends and analyzes five major areas in which Chinese actions threaten transatlantic interests: human rights, coercive diplomacy, predatory economic practices, technology competition, and security challenges.

In doing so, this study identifies areas of convergence, divergence, and asymmetry in transatlantic attitudes towards China, arguing forcibly that a transatlantic response is urgent and necessary to prevent China from remaking the rules-based order to its singular advantage. It concludes with ten recommended steps for minimizing divergences as a means to building a coordinated transatlantic blueprint for confronting, competing with, and, where possible, cooperating with China.

Three Defining Trends

Three major developing trends together provide both an opportunity and a requirement for transatlantic nations to make a concerted effort to promote and protect their interests in the face of a broad spectrum of assertive Chinese policies. China’s increased assertiveness in its international relations combined with bipartisan consensus about the threat China poses in the United States and growing discontent with harmful Chinese behavior in Europe create an environment ripe for closer collaboration among transatlantic nations. These three trends are discussed in Chapter I.

1. Xi’s China has become more authoritarian, outward-facing, and assertive in promoting Chinese interests.

Under Chinese President Xi Jinping, the Chinese Communist Party (CCP) has taken a more dominant position in governance in China, the economy has become more state-driven, and Western liberal values have been explicitly disavowed. Externally, Deng Xiaoping’s traditional admonition to “bide one’s time and hide one’s light,” lest the outside world gang up on a rising China, has been given up in favor of a more assertive, at times aggressively coercive, outward approach. China’s economic strengths give it a strong platform on which to base its international actions. But beyond economics and trade, the CCP’s domestic insecurities are now projected outward, be it in the form of bolstering the leadership of autocratic nations by exporting surveillance and control technologies, infiltrating the leadership structures of international organizations with party-state representatives, attempting to control public discourse within democratic countries where it relates to Chinese interests, or aligning China closer with Russia, Iran, and other powerful nondemocratic countries. Heightened military threats to Taiwan, India, Japan, Vietnam, and to virtually all the rival claimants in China’s maritime territorial disputes are yet another aspect of this shift in policy. As a result, the risk of open conflict in Asia involving China has increased during this past year.

2. Bipartisan consensus in the United States provides a strong foundation for policy.

In the United States, there is now bipartisan agreement that the best way to deal with China is to confront it in a unified manner with global partners. A recent Pew Research Center poll found that 73 percent of Americans expressed an unfavorable view of China. The Trump administration pursued erratic unilateral efforts with respect to challenging China until late in its tenure, leaving many European partners alienated and unwilling to pursue united actions in concert with Washington. US President Joseph R. Biden, Jr., has indicated he will challenge China similarly to the Trump administration, but with a different style and emphasis. Biden has said he will focus on international rules of the road and be extremely competitive, but seek to avoid
conflict. Members of his new administration have already criticized China's economic and human rights policies, and a representative of Taiwan was invited to Biden's inauguration. In his first phone call with Xi on February 10, Biden criticized China for its coercive and unfair economic practices, human rights abuses, and increasingly assertive actions in Asia. Biden has continued vigorous Freedom of Navigation Operations in the South China Sea and US Naval transits of the Taiwan Strait. At the same time, he has mentioned pursuing practical, results-oriented engagements with China when it is in US and allied interests. Coordinating policies with allies and partners is a centerpiece of Biden’s foreign policy agenda.

3. European leaders have grown more skeptical of China, paving the way for strengthened transatlantic cooperation.

Many European leaders have recently done an about face and become more concerned about Chinese policies, issuing unprecedented critical remarks including a call for greater unity among democratic nations to manage a rising China. European Union (EU) High Representative Josep Borrell believes that "the West was naive with regard to China," while NATO Secretary General Jens Stoltenberg has stated: "In a world of greater global competition, where we see China coming closer to us from the Arctic to cyber space, NATO needs a more global approach."2 Numerous national and EU leaders have voiced similar concerns. France and the United Kingdom in particular have indicated their strong opposition to China's human rights abuses and attempts to restrict the freedom of navigation. Germany has been less forceful, but it has consistently offered safe harbor to Chinese dissidents. Sweden has gone farthest in its efforts to curb authoritarian influences by terminating all Confucius Institutes and city partnership programs. Some countries that had previously joined China’s 17+1, such as Lithuania and the Czech Republic, have recently intensified their contacts with Taiwan, indicating a weakening of that framework. Several European nations are backing away from using Huawei 5G communications infrastructure while others such as Germany seem to be hedging their bets. On the other hand, many European countries still maintain strong ties to China, and some, like Greece and Hungary, have blocked statements by the EU condemning China’s human rights record. In general, however, European nations will be inclined to cooperate with the Biden administration.

In December 2020, the EU and China concluded in principle the EU-China Comprehensive Agreement on Investment (CAI), which is designed to level the investment playing field. As with the US Phase One trade agreement with China, the CAI was concluded without close transatlantic consultation. China may feel that reaching this agreement with the EU will undercut this building consensus for a comprehensive transatlantic approach to confronting China. The EU must now prove China wrong. This modest agreement should not serve as an excuse for European backpedaling on transatlantic cooperation.

Speed is thus important in developing a consolidated transatlantic strategy. The United States’ democratic partners want to stop China’s malign activities without starting another Cold War or severing all ties with China. They are increasingly ready to join forces to better define and defend their common interests with the United States. Success, however, requires working in a spirit of partnership that is not unilaterally dictated by Washington.

A Blueprint for Transatlantic Cooperation

This study provides the following blueprint for the Biden administration as it engages with its European and Asian partners in addressing China. It includes the following eight steps, each of which is elaborated below:

i. Create a new transatlantic coordinating mechanism on China.

ii. Develop a common transatlantic intelligence picture of Chinese strategic intentions.

iii. Design common transatlantic goals for addressing China.

iv. Based upon those goals, construct a common transatlantic strategic approach to China which combines rivalry, competition, and cooperation.

v. Design specific initiatives in areas of transatlantic convergence to counter aggressive Chinese behavior.

vi. Manage approaches to China in areas of transatlantic divergence and asymmetry, reducing differences wherever possible.

vii. Cooperate with China in areas of global common interest while verifying Chinese compliance.

viii. Coordinate each step with partners in Asia.

---

The China Plan: A Transatlantic Blueprint for Strategic Competition

**Five Areas of Transatlantic Convergence, Divergence, and Asymmetry**

A critical element of this blueprint is identifying areas of convergence of transatlantic interests, areas where transatlantic interests may diverge, and areas where asymmetric interests exist. By understanding areas of maximum convergence, transatlantic initiatives can be more easily developed. By identifying areas of divergence, transatlantic disputes can be avoided, and initiatives can still be designed. By understanding areas of asymmetric interest, priorities can be better understood and managed.

The areas of greatest potential transatlantic convergence, analyzed in Chapter II, deal primarily with values: Chinese human rights practices, the global competition over the means of governance, China’s coercive diplomatic practices, and China’s influence operations across the globe. These issues go to the heart of what transatlantic nations stand for. In these areas, there should be ample potential and opportunity for transatlantic partners to design common approaches to protect democratic institutions and human rights. Even so, China is able to intimidate many transatlantic nations, preventing them from acting on these values alone or even speaking out. Only with a more concerted and unified transatlantic approach can sanctions or shaming have any impact on Chinese behavior.

The areas of lesser convergence, discussed in Chapter III, include China’s economic practices and its efforts to dominate new technologies and set international technology standards. Divergence among transatlantic partners here was due initially to the fact that many nations had registered immediate benefits from their economic and technological ties with China while ignoring the longer-term and less obvious risks. Divergence has appeared in the handling of the Huawei 5G issue and is also demonstrated by the fact that both the United States and the EU have negotiated trade and investment pacts separately with China. Nonetheless, China has overplayed its hand in enough instances since the onset of the COVID-19 pandemic that transatlantic partners are increasingly finding common ground on these issues as well. A place to start is countering Chinese subsidies, leverage-seeking investments, supply dependencies, cyber espionage, and similar predatory practices that give China dangerous economic, political, and technical leverage over democratic nations.

Chapter IV addresses military and security challenges where transatlantic interests are seen as asymmetric. There is general agreement on the broad challenges presented by China’s military rise, but geography in many cases creates differing priorities and responsibilities. The United States is a Pacific as well as an Atlantic power with formal commitments to defend several Asian nations and informal obligations to protect the security of others in the region. It has sufficient military capabilities to deter and challenge China, and, if necessary, defend its interests in the Indo-Pacific. With the possible exception of France, Europe has neither similar security commitments nor the military capabilities to counter China. Its security priorities are generally not in Asia. The United States’ priorities in Asia are increasing as China emerges as a major global power.

Nonetheless, the security consequences for Europe of a Sino-US military conflict are much more severe than generally appreciated. With US forces engaged in Asia, fewer available US capabilities would be dedicated to European security, European trade with China would be seriously disrupted if not completely halted, global attacks on cyber and space systems would occur, and NATO’s Article 5 on collective defense could be triggered. Europe needs to strengthen its role in deterring conflict in Asia and carry a larger military load for deterring Russia in Europe should the United States need to divert more of its forces to Asia. There is significant transatlantic convergence with respect to the impact of Chinese strategic penetration in and near Europe, but there is, thus far, limited consensus in European capitals about how to respond.

While there are recommendations throughout this study for specific policy initiatives that transatlantic nations can develop, Chapter V considers ways in which Europe and the United States can better organize themselves to manage China.

**Principal Recommendations for a Transatlantic Approach**

With this analysis of convergence, divergence, and asymmetry in the transatlantic space as a cornerstone, the following ten principal recommendations emerge as a blueprint for a coordinated transatlantic strategy toward China.

1. To counter China’s divide and conquer policies, the transatlantic partners should develop an overall unified comprehensive policy toward China that combines confrontation where necessary and genuine, implemented cooperation where possible. Greater unity is needed to confront Chinese malign practices—transatlantic nations must work together to establish resilient capabilities to assure their economies, security, and values in the face of damaging Chinese activities. Policies can be designed based in large part on the degree of convergence that exists among the partners. Areas of cooperation with China may include climate change, global health, international peacekeeping, nuclear nonproliferation, and economic development; but in seeking cooperation, the transatlantic partners must not be naïve.
They must insist on verifiable Chinese actions rather than idle promises that go unfulfilled.

2. **To organize for this effort, the partners should create a “Transatlantic Coordinating Council on China”** as the central forum for discussion and coordination among relevant actors on the multiple issues that China presents. Such a forum would include the member nations of both the EU and NATO, as well as the EU and NATO as entities. The establishment of a “Transatlantic Coordinating Council on China” would allow decision making that takes into account the full scope of the issues that China presents, including when decisions in one arena have ramifications for another.

3. **To align transatlantic perspectives, the partners should develop a unified, comprehensive, and dynamic “common intelligence picture” of China’s strategic direction.** They should establish a consortium of national-level allied and partner intelligence services to cooperate on analytic and intelligence-gathering activities on China.

4. **To develop common transatlantic goals,** the partners should consider the following:
   i. minimizing transatlantic differences as nations design their policies toward China
   ii. protecting common transatlantic interests from the impact of malign Chinese economic, technological, and diplomatic practices
   iii. upholding democratic and human rights values
   iv. deterring Chinese military practices that could lead to armed conflict
   v. convincing China’s leadership that it is in their best interest to operate in the current liberal international order
   vi. cooperating with China where interests align in order to meet these goals

5. **To counter malign Chinese domestic human rights and autocratic practices,** the partners should
   i. organize a concerted effort, including using the proposed D-10 mechanism, to promote the value of democracy, human rights, and importance of good governance;
   ii. continue a staunch, multilateral push for independent investigation and fact-finding missions to China to investigate human rights violations, including through the EU and the United Nations Human Rights Council;
   iii. swiftly negate all extradition treaties with China or Hong Kong under the principle of non-refoulement. No other country should enter into further extradition agreements with China; and
   iv. enact stringent legislation limiting exports of European and US technology to China that could be used for mass surveillance purposes, establish a monitoring system to enhance transparency along supply chains and introduce in-depth assessments of human rights risks, and introduce liability legislation for companies that use supplies and suppliers where forced labor is a known risk.

6. **To counter coercive Chinese diplomacy, excessive intelligence gathering, and disinformation practices,** the partners should
   i. respond collectively to any case of diplomatic bullying of one partner with a “coercion against one is coercion against all” policy;
   ii. reengage in international organizations to limit Chinese power;
   iii. create transatlantic rapid-response mechanisms to offset Chinese disinformation; and
   iv. register Chinese “civil society” groups operating in the transatlantic space to limit intelligence gathering and influence peddling.

7. **To counter predatory Chinese economic policies,** the partners should
   i. exclude any Chinese products and services from supply chains vital to national security;
   ii. for non-strategic sectors unfairly affected by China’s state-directed economic practices, establish frameworks to have selective offsetting impact, including import restraints and tariffs. For other commercial products and services to commercial users, subject trade to the caveats that access to the US and European markets should depend on generally comparable access to China’s domestic market and that forced technology transfer should be barred;
   iii. work together to ensure that there are alternatives to China’s Huawei and ZTE by developing open-architecture 5G capabilities;
iv. create a resilience plan for all key critical infrastructure supply chains to avoid over-dependency on China, including having sufficient non-Chinese companies in critical infrastructure supply chains so that China does not have a dominant position;

v. develop a coordinated transatlantic approach to establishing resilient cybersecurity architectures to be utilized by businesses as a key element in providing protection against Chinese cyber espionage; and

vi. work together to provide investment and technical assistance in sectors related to climate change, environment, health, and water as alternatives to Chinese sponsored action.

8. To counter Chinese efforts to dominate global technology, the partners should

i. systematically educate industry and government stakeholders on the risks of covert technology transfers through regular business and research and development (R&D) exchanges with Chinese entities;

ii. bolster R&D in strategic sectors and protect industries from unfairly subsidized competition in domestic and global markets;

iii. enhance US and allied presence in technology standard-setting bodies; and

iv. block technology transfers to China that could further fuel China’s military buildup, even indirectly.

9. To counter China’s global and regional military challenges, the partners should

i. enhance Europe’s military capabilities so that Europe has effective defenses should conflict in Asia divert US attention and forces;

ii. enhance deterrence in Asia by clarifying to China that NATO allies would not stand by should China attack US forces in Asia;

iii. commit through NATO to defend freedoms in the global commons;

iv. prevent further Chinese strategic investments in NATO countries that would stall NATO decision making or mobilization during a crisis;

v. organize NATO to give it maximum capability to deal with the challenges from China; and

vi. form a “NATO-China Council” similar to the NATO-Russia Council to engage with China to discuss security issues.

10. These unified efforts need not be packaged in one set of comprehensive demands. The general transatlantic strategy toward China should be a coordinated effort to deter Chinese malign behavior where necessary and cooperate with China where possible, making sure that cooperation is implemented. These efforts are likely more manageable if approached in bite-sized chunks, allowing consensus among democratic nations to form around them. As specific transatlantic initiatives emerge, they need to be balanced to account for national priorities.
Introduction

By Christopher Skaluba and Hans Binnendijk

China’s increasingly ambitious global reach is animating debates about a new era of great-power competition and catapulting China to the top of the transatlantic and transpacific political agendas. Buoyed by rapid economic growth, rising nationalism, authoritarian governance, and a sense of national destiny, China is exhibiting growing confidence and influence on the global stage.

Through its provocative actions in the South China Sea, distortive economic policies, aggressive military and technological investments, efforts to expand commercial and political leverage through the Belt and Road Initiative (BRI), cyber espionage and intelligence operations skilled at appropriating intellectual property, and an ability to project both hard and soft power into every region of the world, China is seeking to reshape the existing liberal international order and the Western-based institutions that underpin it.

Understanding China’s grand strategy and transatlantic reactions to it is necessary to understand the implications for the rules-based international order so painstakingly built by the transatlantic community over the last seventy years. Beijing is both benefitting from and challenging this system, looking to remake it in a manner more accommodating to its authoritarian political philosophy. Beijing’s political worldview, of course, is at odds with the democratic ideals traditionally cherished by the Euro-Atlantic family and thus a source of tension between China on the one hand and the United States, Canada, and Europe on the other.

The United States has clearly prioritized China as an economic and security challenge and it is the rare policy issue to have achieved a degree of bipartisan consensus in Washington. Europe until recently has taken a more restrained approach, recognizing its dependence on Chinese markets and investments for the health of its economy, while unconcerned about China as a regional security challenger. Chinese investments in Europe in areas as diverse as transport, utilities, infrastructure, real estate, financial services, biotech, and the automotive sector are important for some European economies—an uncomfortable reality as European leaders awaken to the fact that Chinese investments have serious strategic implications and constitute political leverage over European governments and institutions.

While Europe on the whole still sees close partnership with the United States as paramount, it is occasionally caught between the United States and China on thorny issues. Recent debates regarding Huawei’s 5G technologies are illustrative as European governments struggle with the fact that access to China’s subsidized and advanced digital communications infrastructure comes with significant security risks to their own countries and are unacceptable to the United States. Even as Europe is awakening to the strategic implications of Chinese investments, the approach to China from governments across the Continent remains uneven.

As a result of these developments, the Atlantic Council has initiated a series of papers on China that have been published during the past year. This is the seventh paper in that series. The others include:


Several compatible themes emerge from these papers.

In Managed Competition, Kramer argues that the main elements of the United States’ China strategy should include enhancing US innovation, increasing resilience, particularly against Chinese cyber espionage, providing both assurance and deterrence, and establishing selective trade and economic limitations for strategic sectors vital to national security and sectors affected by China’s predatory economic practices, all undertaken in coordination with the United States’ close allies and partners. The long-term goals of this strategy should be to: i) ensure modernization...
for the United States and its close allies and partners, ii) constrain negative Chinese behavior, and iii) allow for cooperation on “one world” issues.

In Capitalizing on Transatlantic Concerns about China, the authors recognize that under Chinese President Xi Jinping, China has shifted to a harder brand of authoritarianism and a more aggressive foreign and defense policy. China has a well-thought-out strategy to meet its goals, while the United States and its partners have no compatible strategy to counter China. However, this shift in Chinese policies under Xi has resulted in a growing common concern among transatlantic partners about Chinese behavior. The study suggests that this convergence could form the basis for a new transatlantic strategy on China. By developing such a unified strategy and extending it to Asian partners, China would be dissuaded from implementing its often-successful divide and conquer policies.

In a Global Strategy for China, the authors expand upon these two earlier studies by focusing on three key elements of a US China strategy. Those elements include: i) strengthening like-minded allies and partners and the rules-based system for a new era of great-power competition, ii) defending against Chinese behavior that threatens to undermine core principles of the rules-based system, and iii) engaging China from a position of strength to cooperate on shared interests and, ultimately, incorporate China into a revitalized and adapted rules-based system.

In Priorities for a Transatlantic China Strategy, Kramer proposes the establishment of a Transatlantic Coordinating Council to provide a central forum for discussion and coordination on the multiple issues that China presents. Such a forum would include the member nations of both the European Union and the North Atlantic Treaty Organization as well as the EU and NATO as entities.

The Longer Telegram argues that US strategy and policy toward China must be laser-focused on the fault lines among Xi and his inner circle, aimed at changing their objectives and behavior and thus their strategic course. The anonymous author argues that Chinese Communist Party (CCP) elites are much more divided about Xi’s leadership and vast ambitions than is widely appreciated. The principal goal of US strategy, the paper argues, should be to cause China’s ruling elites to conclude that it is in China’s best interests to continue operating within the US-led liberal international order rather than building a rival order, and that it is in the CCP’s best interests to not attempt to expand China’s borders or export its political model beyond China’s shores.

This paper builds on the previous six. It assesses Chinese behavior in five key areas where China’s challenge has become more malignant and dangerous during the past year: human rights violations, coercive diplomatic practices, unfair trade and investment policies, technological entrapment, and aggressive security measures. In reviewing these five areas, the study analyzes elements of transatlantic convergence, divergence, and asymmetry that can be used to design unified transatlantic approaches to China.

Using this analysis, this paper presents a practical blueprint with specific actionable recommendations for the Biden administration and European policy makers. The blueprint is designed to align transatlantic policies, coordinate those policies with Asian partners, protect common interests, and meet common goals. Like the other papers, it envisions confronting China where necessary and cooperating with China where possible, provided that China implements its agreements. Combined, these actions will provide a resilient capability on the part of the transatlantic nations to achieve their economic, security, and values objectives even in the face of negative Chinese actions. Moreover, the combined effort might affect internal Chinese politics and ultimately lead to modifying some of China’s policies as The Longer Telegram envisions.

In developing this paper, a series of four major online conferences were held to gather views from the United States, Europe, and Asia. Perspectives from the dozens of participants in these four conferences have been incorporated into this paper. In addition, a core group of experts met with the principal authors on a biweekly basis to discuss issues, refine arguments, and craft recommendations. Six members of this team each drafted significant sections of this report.
Chapter I: Assessing the Problem

By Sarah Kirchberger, Hans Binnendijk, and Connor McPartland

Section A: China’s Strategic Goals and Policies

The overall strategic goals of the People’s Republic of China (PRC) are intimately related to the Chinese Communist Party (CCP) leadership’s survival interests and threat perceptions—both domestic and external. As the National Bureau of Asian Research’s Nadège Rolland pointedly explains:

“In the Chinese leadership’s eyes, shaping the world is essentially about making sure that the international system accommodates the CCP’s ambitions for power as well as its anxieties about survival. Beijing’s vision for a new international order is an outward extension of what the party wants to secure (its perpetual rule and unchallenged power) and what it rejects as existential threats (democratic ideals and universal values).”

Some of Beijing’s perceptions of threats are conditioned by geography. For instance, the heavy dependence of China’s national economy on maritime transport routes, as well as the proximity of US and allied military installations on the so-called First Island Chain, give rise to fears of containment. Others are defined by shifts in the external political environment, such as the US-initiated trade war. And yet others are triggered by military-technological advances that could upend the military-strategic balance with the United States—such as ballistic missile defense, hypersonic weapons, artificial intelligence (AI), or robotics.

1. Preserving the Party-State Under the Leadership of the CCP

Among all these, the political-ideological threat perception is paramount. There is a systemic rift between a Leninist party-state’s functional logic and the universal values embraced by liberal democracies around the world, including Taiwan. These are seen as an existential threat to the CCP’s legitimacy and survivability. Preserving the party-state is the top concern among China’s so-called core interests, a term Chinese officials use to signal a categorical unwillingness to compromise. In 2010, Dai Bingguo, at the time state councilor in charge of foreign policy, defined China’s “core interests” as follows:

“What are China’s core interests? My personal understanding is: First, China’s form of government and political system and stability, namely the leadership of the Communist Party of China, the socialist system and socialism with Chinese characteristics. Second, China’s sovereignty, territorial integrity and national unity. Third, the basic guarantee for sustainable economic and social development of China. These interests brook no violation.”

Systemic political-ideological confrontation is at the root of the great-power rivalry between China, the world’s most powerful autocratic state, and the United States, the most powerful champion of liberal democracy. It is further exacerbated by the fact that the United States is safeguarding Taiwan’s de facto independence from China and, thereby, stands in the way of fulfilling a key territorial “core interest” of China—unification—and by the fact that the United States is an ally of numerous countries in the Asia-Pacific region with which China has territorial disputes, including China’s prime World War II foe, Japan.

China’s leaders are acutely aware of the risks to the CCP’s continued hold on power and the danger of “chaos” due to traumatic historic experience with large-scale unrest, e.g., during the Cultural Revolution. The shocking effect that the Soviet Union’s collapse in 1991-1992 had on the Chinese
political elite can hardly be overstated, and a plethora of Chinese studies have dissected its causes and effects. Ever since, China’s leaders have interpreted Western support for political reform in China, whether expressed by state organs or by privately funded NGOs, as hostile subversion attempts instigated by “bourgeois liberalism” (i.e., Western liberal values). Foreigners’ attempts to promote democracy or human rights within China are thus interpreted as part of a Western strategy of “peaceful evolution” similar to the one that contributed to the USSR’s downfall. Numerous leaders’ speeches for internal constituencies warn specifically of this threat from “hostile Western forces.”

Though a constant feature of Chinese politics since 1949, Chinese President Xi Jinping’s rise to power in 2012 has raised the preoccupation with Western subversion to unprecedented levels. Ordinary citizens and even schoolchildren have been called upon to “be on their guard against (Western) agents attempting to ‘infiltrate, subvert, split or...
citizens are offered high financial rewards for “busting” spies.11 In his report to the 19th National Congress of the CCP in 2017, Xi explicitly pointed out that:

“We must rigorously protect against and take resolute measures to combat all acts of infiltration, subversion, and sabotage, as well as violent and terrorist activities, ethnic separatist activities, and religious extremist activities.”12

At the same time, the 2012 Bo Xilai affair and subsequent purge and incarceration of several high-profile political figures accused of plotting a coup against Xi, including former Politburo and Central Military Commission members, highlighted significant tensions within the Chinese leadership itself.13 In its wake, a massive “anti-corruption” campaign purged the CCP of cadres of military officers whose loyalty to Xi was suspect, while control mechanisms have been reinforced. Even foreign-funded private enterprises now have to allow the formation of CCP party cells, formally bringing them under the umbrella of the party-state.14

Just how much the CCP leadership distrusts the loyalty of Chinese citizens is evident from the extent to which surveillance is directed against ordinary people on a regular basis. The combined cost of all “internal security” measures has long surpassed the defense budget and seems bound to create a dystopian surveillance state that is unprecedented in human history.15 The impact of these dramatic measures on Chinese society at large is still hard to gauge; at the same time, the “Digital Silk Road” aims to make many of these technologies available to other authoritarian countries.

Given a disastrous track record of CCP rule during its first three decades (1949-1978) that saw the death of dozens of million Chinese citizens as collateral damage of Mao Zedong’s failed developmental policies,16 and in light of the violent suppression of peaceful anti-government protests in June 1989, the CCP aims to inhibit any public acknowledgment of these self-inflicted catastrophes and atrocities in order to safeguard the party’s public image.17 The CCP has no interest in debating its past mistakes18 and places great emphasis on shaping the public narrative on its track record, both within and outside China.19

Another aspect of the Chinese threat perception is related to China’s geostrategic and security situation of potentially facing Western containment. Chinese strategic thinkers point out that China, while heavily dependent upon its maritime sea lines of communication (SLOCs), is partly “encircled” through the close proximity of US and its allied militaries’ bases on the First Island Chain and around the South China Sea, and, in particular, by the US alliance with Japan.20 For China, gaining control over Taiwan would massively change the geostrategic situation in China’s favor and provide its People’s Liberation Army Navy (PLAN) with easier and less-contested access to the open Pacific.

Apart from censoring the public debate within China, China’s leaders employ a dual strategy of fanning Chinese nationalism and creating a positive vision for China’s future. To keep the populace from turning against the party, and to achieve a glorious “national rejuvenation” of the Chinese nation as promised in Xi’s vision of a “Chinese Dream,” Beijing has explicitly committed itself to an ambitious plan for developmental stages with demarcated milestones to be reached by 2021 and 2049. (These two points in time correspond to important anniversaries in China’s history:

2021 relates to the centenary of the CCP’s founding, and 2049 to the centenary of the people’s republic itself.) In service of this plan, China has published the Made in China 2025 strategy of achieving technological superiority and uses a variety of approaches—the Belt and Road Initiative

18 It is worth asking what China might have looked like in 1978 had Deng Xiaoping’s more rational economic policies been followed already since the 1950s, given that once the CCP’s restrictions on economic activity were gradually lifted from 1980 onward, the hard-working Chinese populace quickly created a widely-admired growth miracle that saw living standards in many parts of China rise sharply, while hundreds of millions were able to leave poverty behind.
19 Hybrid CoE, Trends, 22-23.
20 For example, cf. the works of Chinese military writers Zhang Wenmu, Dai Xu, and Ju Hailong. See Andrew S. Erickson and Joel Wuthnow, “Barriers, Springboards and Benchmarks: China Conceptualizes the Pacific ‘Island Chains,’” China Quarterly 225 (March 2016): 1-22.
(BRI), 17+1, and other types of “economic statecraft”—as tools of a mercantilist economic strategy to draw other countries into China's orbit, gain political influence, and find support for China's agenda abroad.\(^{21}\)

2. More Assertiveness Under Xi Jinping

Beginning with the 2008 financial crisis, but especially since 2012 under Xi, Deng Xiaoping's traditional admonition to “bide one’s time and hide one’s light” lost the outside world gang up on a rising China has been given up in favor of a more assertive, and at times aggressively coercive, outward presentation.\(^{22}\) As a consequence, the CCP's domestic insecurities are now projected outward, be it in the form of bolstering the leadership of autocratic nations by exporting surveillance and control technologies, infiltrating the leadership structures of international organizations with party-state representatives, attempting to control public discourse within democratic countries where it relates to Chinese interests, or aligning China closer with Russia, Iran, and other powerful non-democratic countries. Heightened military threats to Taiwan, India, Japan, and to virtually all the rival claimants in China's maritime territorial disputes are yet another aspect of this about-face. With China's economic power and influence at an all-time high, the world needs to contend with a regime that is attempting to secure its survival by altering the international system in its favor and using any means necessary to shape public perceptions abroad in order to weaken its detractors and divide, coerce, and block its critics.

If a grand strategy is understood to be an “all-encompassing game plan for survival in a turbulent world,”\(^{23}\) China's grand strategy encompasses the vision of the Chinese Dream's “national rejuvenation” combined with an “anti-containment strategy” in the form of the BRI that aims to secure access to trade and transport routes and generate political support for China abroad. However, multiple attempts over the past decade to coerce foreign governments economically by exploiting their trade or tourism dependencies on China have undermined the trust that China's leadership hopes to generate through its foreign trade and investment policies, and even when yielding occasional success, for instance in blocking Taiwan diplomatically, have mostly backfired.\(^{24}\)

Another aspect of China's grand strategy involves several interlocking “counter-intervention strategies” that aim to deter military opponents and, especially, a technologically superior power. These strategies include what has been termed an “anti-access/area denial” approach to securing China's homeland against outside attack, as well as the “three warfares” (political, information, and legal warfare) and asymmetric “system destruction warfare” that provide a non-kinetic framework for countering military threats,\(^{25}\) and, as a last resort, classic nuclear deterrence.

Depending on their geographic location and the nature of their relationship with China, democracies around the world increasingly feel the heat of these interlocking strategies to varying degrees, but none remain unaffected. Constructively engaging China against the backdrop of the US-China trade war, the COVID-19 pandemic, and rising military tensions has become much harder for European nations. More transatlantic coordination is urgently needed to effectively tackle the common challenges China poses, while finding better ways to engage China on issues of common concern, such as climate change.

Section B: US Policies and Approaches

Sino-US relations have undergone several sharp turns in the past seven decades. In each case there was a significant degree of bipartisan agreement on China policy in the United States. History suggests, and recent statements by his newly-minted administration show, that US President Joseph R. Biden, Jr., will continue to challenge China, although with a different style and with different areas of emphasis than his immediate predecessor.

1. Relative Bipartisanship Historically

The first turn in Sino-US relations resulted from the 1949 revolution that brought Mao to power. Kuomintang China had been a World War II ally of the United States and when Chiang Kai-shek was forced off the mainland to Taiwan, he did so with US support. Soon, China and the United States were at war in Korea. The United States formally committed to the defense of the Republic of China (ROC) in

\(^{21}\) Hybrid CoE, Trends, 17-18.
1955. By 1960, the defense of two small islands claimed by Taiwan became an issue during the US presidential campaign. In the late 1960s, China supported North Vietnam. While McCarthyism and the “China lobby” sometimes made for extreme positions, there was still a basic degree of consensus among most Americans that the China of the Great Leap Forward and the Cultural Revolution was a militarily weak but politically important adversary that, like the Soviet Union, needed to be contained.

In 1972, then-US Secretary of State Henry Kissinger saw a geostrategic opportunity to break up the communist world and engineered the second major turn in the Sino-US relationship. The Shanghai Communiqué was the cornerstone of then-US President Richard Nixon’s seven-day visit to China in 1972 and set up a normalization process that was completed by Nixon’s Democratic successor, Jimmy Carter, showcasing a relatively bipartisan US approach to China. The United States recognized the PRC in 1979, terminated the mutual defense treaty with the ROC in 1980, and rephrased its defense commitment under the Taiwan Relations Act. The China of Deng, Jiang Zemin, and Hu Jintao followed relatively moderate international policies with the notable exceptions of the Tiananmen Square crackdown and sustained intellectual property theft. The Taiwan Strait Crisis of 1995-1996 marked a difficult moment in the relationship, but then-US President Bill Clinton’s strong support for permanent normalization of trade relations with Beijing in the last days of his administration paved the way for China’s entry into the World Trade Organization (WTO) in 2001.

Sino-US relations under US President George W. Bush started under duress as a result of the April 1, 2001, “Hainan Island incident.” While the incident was resolved diplomatically, it raised concerns among China hardliners in Washington that Beijing was becoming more assertive in the region. However, the 9/11 terrorist attack forced the Bush administration to recalibrate its national security priorities. Bush sought allies and partners in the fight against al-Qaeda and cultivated Beijing as a partner on counterterrorism and counterproliferation issues. In short order, China went from being a “strategic competitor” to a “responsible stakeholder” and a key partner in maintaining global stability.

The next turn took place more slowly during Xi’s presidency, which began in 2013. At first, periodic strategic and economic consultation during the Obama administration proceeded normally until 2012 when China wrestled control over Scarborough Shoal from the Philippines, an early precursor of China’s increasingly coercive posturing in the South China Sea. By the middle of the decade, however, the Sino-US relationship began to change. China aggressively pursued its claims to the South and East China Seas by turning reefs into fortified islets and in the process threatening freedom of navigation in these waters. In 2016, the Democratic Progressive Party’s Tsai Ing-wen was elected president of Taiwan raising concerns in Beijing that Washington would support her agenda for eventual independence from mainland China. The Obama administration emphasized the “pivot” to Asia and began ramping up its military activities in the region to preserve its interests and those of its allies. By 2017, the US National Security Strategy began referring to major-power competition as the United States’ main challenge.

2. Trump and Biden Policies

Former US President Donald J. Trump began his term in office by praising his “very good relationship” with Xi and focused on a new trade pact. That agreement, consummated in 2020, was coerced by high US tariffs and a disruptive trade war that strained Sino-US relations. Trump’s relationship with Xi frayed rapidly as a result of the novel coronavirus pandemic. Trump’s insistence on calling COVID-19 the “China virus” as a means to deflect blame from his administration’s poor handling of the pandemic during his reelection effort made bilateral relations difficult. Criticizing China became a cornerstone of his campaign and he painted his Democratic opponent, Biden, as weak on China, a claim that did not square with the former US vice president’s record. Each candidate accused the other of financial improprieties with China.

Deteriorating relations also resulted from China’s accelerated military buildup, implementation of its Hong Kong national security law, treatment of its Uyghur minority in Xinjiang province, aggressive claims in the South and East China Seas, increased military pressure on Taiwan, and

---

26 This was initiated when Taiwan’s first democratically elected president, Lee Teng-hui, was granted permission to give a speech at his alma mater in the United States, Cornell University.

27 A Chinese People’s Liberation Army Navy (PLAN) fighter collided with a US Navy EP-3 reconnaissance plane forcing its crew of twenty-four to make an emergency landing on Hainan Island where they were detained for ten days.


31 The 2018 National Security Strategy referred to “strategic competition” with China.

“wolf warrior” diplomacy across the globe. US retaliatory sanctions and arms sales to Taiwan led to further deterioration in relations. Bilateral ties reached a low point at the end of the Trump administration, marked by the US Department of State’s decision to ease restrictions on meetings with Taiwanese officials. Much of the blame can be laid at Xi’s doorstep, but Trump’s erratic policies, while drawing increased international attention to the challenges posed by Beijing, accelerated the decline. At the same time, the Trump administration’s often-unilateral approach significantly reduced the effectiveness of US efforts by failing to bring allies on board.

While there is a consensus in the United States that China’s economic growth has not yielded the political and economic liberalization that some expected, there are differences about where to focus and what steps to take next.

In broad terms, Republicans have tended to stress China’s economic challenges, while Democrats have focused more on its human rights abuses. Trump started a trade war with China. Biden’s campaign accused China of “genocide” in Xinjiang, a point reiterated by Trump’s outgoing secretary of state, Michael R. Pompeo, on his last day in office and by Secretary of State Anthony Blinken during his confirmation hearings. Both Republicans and Democrats now grasp China’s military challenges. Michèle A. Flournoy, under secretary of defense for policy in the Obama administration, has suggested that the United States should have the capability “to sink all of China’s military vessels, submarines, and merchant ships in the South China Sea within 72 hours.”

While Trump administration officials tended to take a hard line, even they had differences of opinion. Former US Trade

---


34 Nichols, “Biden’s plan.”
Representative Robert E. Lighthizer took a strong stand on China’s economic practices but also resisted policies that might undercut the Phase One trade agreement with China. Pompeo focused on a broader list of security issues, for example, saying “the world will not allow Beijing to treat the South China Sea as its maritime empire.” And former US National Security Advisor Robert C. O’Brien stressed the ideological battle ahead, stating: “Chinese President Xi Jinping’s ambitions for control are not limited to the people of China. Across the globe, the CCP aims to spread propaganda, restrict speech, and exploit personal data to malign ends.” During 2020, Trump walked away from the World Health Organization (WHO) because of disputed accusations that it covered up China’s role in the pandemic, closed the Chinese consulate in Houston, took steps against Huawei Technologies Co., Ltd., and TikTok, sanctioned Hong Kong Chief Executive Carrie Lam, retained about $360 billion in tariffs on Chinese exports, and sought to remove Chinese companies from the New York Stock Exchange.

Democratic analysts tend to highlight both strategic competition and the need for cooperation in selected areas of common interest with China. Kurt M. Campbell, Biden’s “Indo-Pacific czar” and Jake Sullivan, Biden’s national security advisor, for example, wrote in Foreign Affairs in 2020 that US policy toward China should be one of coexistence. They argue that “Such coexistence would involve elements of competition and cooperation.” Even as China emerges as a more formidable competitor than the Soviet Union, it has also become an essential U.S. partner. Others, like Flournoy, raise the concern that China and the United States could stumble into a conflict because US deterrence has eroded. Tom Donilon, who served as national security advisor in the Obama administration, criticized Trump’s use of trade wars to coerce a trade agreement.

However, both Democrats and Republicans have now come to understand that the best way to deal with China is to confront it in a unified manner with global partners. Biden wrote in Foreign Affairs in March 2020 that “The United States does need to get tough with China … The most effective way to meet that challenge is to build a united front of U.S. allies and partners to confront China’s abusive behaviors and human rights violations, even as we seek to cooperate with Beijing on issues where our interests converge.”

The Trump administration, by contrast, spent much of its term acting unilaterally and often bullied European allies for not embracing US policies. Finally, late in the Trump administration, Pompeo sought to engage the European Union (EU) in a more constructive effort to develop coordinated policies toward China. In June 2020, he accepted EU High Representative for Foreign Affairs and Security Policy Josep Borrell’s proposal to create a US-EU dialogue on China, stressing China’s coronavirus coverup and its provocative military actions. This dialogue did not gain much traction, however, as Europe eyed the “post-Trump world.”

The Biden administration has an opportunity to capitalize on the relatively bipartisan consensus on China in the United States and the growing concerns about China in Europe.

**Section C: European Policies and Approaches**

Despite a long history of activity in Asia, Europe, as a whole, and the EU, in particular, have lacked the attributes of hard power as well as a common foreign and security policy, rendering Europe a “weak actor” in the perception of the region. Economic considerations, especially trade and investment, were always at the forefront of Europe’s interests in Asia. In the field of security, the European countries are, therefore, “largely free riders that rely on the US military posture in Asia-Pacific” for securing the global
The China Plan: A Transatlantic Blueprint for Strategic Competition

The EU-China relationship, while based mostly on trade, is complex and consists of more than fifty dialogues resting on three main pillars: a high-level economic and trade dialogue (since 2007), a strategic dialogue (since 2010), and a high-level people-to-people dialogue (since 2012). During 2019-2020, the relationship saw a steep deterioration as a result of several mutually reinforcing factors: “wolf warrior” diplomacy, the Hong Kong protests, human rights concerns over the treatment of the Uyghurs in Xinjiang, the Sino-US trade war, military tensions in the Taiwan Strait, and the COVID-19 pandemic. However, it received an unexpected boost in late 2020 when China and the EU concluded in principle an investment deal, the EU-China Comprehensive Agreement on Investment (CAI), which had been under negotiation for seven years.

1. Historical Context Since the 1970s

Since the establishment of diplomatic relations in the 1970s, Europe’s relationship with China has gone through several phases. Until the 1990s, Western European worldviews and foreign policy priorities were mainly defined by the transatlantic relationship, with the United States as Europe’s main trading partner and military security provider. A “rediscovery” of Asia during that decade and the economic rise of China led to a number of national and EU-level concept papers, but there was no coherent response, mainly due to inner-European complexities. Only in the area of trade was the EU able to establish a supranational policy. The reasons for this are primarily institutional since “the EU is, unlike a nation-state, an incomplete and evolving global political actor” beholden to the national interests of its twenty-seven member states. In spite of the establishment of the European External Action Service (EEAS) and a high representative for foreign affairs through the Lisbon Treaty in 2009, the EU’s internal structures continue to involve a complex set of actors. Critics note that these actors remain “characterized by a lack of leadership, lack of consistency, and inadequate allocation of resources.” Nonetheless, the EU’s normative and regulatory power makes it a potentially highly impactful actor in the transatlantic response to China, and the EU as an organization has indeed often been more aware and more critical of harmful Chinese behaviors than its individual member states.

In 2003, the EU established a “strategic partnership” with China (as well as Japan), followed in 2004 by a strategic partnership with India. By contrast, a partnership with the Association of Southeast Asian Nations (ASEAN), the EU-ASEAN Strategic Partnership, was only established in late 2020. In the wake of the strategic partnership with China, during 2004-2005, some EU countries went as far as to start an initiative to unilaterally lift an arms embargo against China—without prior consultation with the United States or any Asian stakeholders. The embargo had been placed in response to China’s crackdown on peaceful demonstrators in Tiananmen Square in 1989. The embargo remained in place as a result of massive US pressure. Increasing awareness of China as a new and strategic economic competitor led to two new European Commission (EC) documents on EU-China relations in 2006, and the EU issued its China Strategy Paper (2007-2013) in 2007. This document described the EU’s attitude toward China in supportive terms, pledging support for China’s domestic reform programs to be delivered through various sectoral dialogues; assistance for Chinese efforts to address environmental, energy, and climate change issues of global concern; and support in human resources development. However, the 10th EU-China summit in 2007 already showed signs of friction when no joint statement could be agreed on. Nonetheless, the EU launched a High-Level Economic and Trade Dialogue with China that year and began negotiations over a Partnership and Cooperation Agreement (PCA) which, as of 2020, had not yet been concluded.

2. Impact of Financial Crisis on the Sino-European Relationship

The 2008 financial crisis and EU sovereign debt crisis diminished Europe’s ability to act in a unified fashion toward China. European decision makers turned their focus inward, and the double shocks of the 2015 migrant crisis and the Brexit vote in 2016 further strengthened this inward orientation of the EU.

As a result of these crises, Chinese elites came to see the EU as a “power in relative decline” rather than a “rising power” as before and began to more forcefully pursue Chinese national interests at the expense of European interests. In particular, China used the opportunity to create
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leverage in Europe by supporting the euro and by multipling its investments in European countries. This support was then explicitly linked by then-Premier Wen Jiabao to Chinese demands regarding contentious issues, such as lifting the arms embargo and the question of granting China market economy status. The EU has, however, remained in line with the United States and a number of other countries in refusing to consider these demands. In 2008, China for the first time cancelled an EU-China summit because of then-French President Nicolas Sarkozy's meeting with the Dalai Lama. In 2010, a strategic EU dialogue with China was launched, while the EU's guidelines for foreign and security policy in East Asia from mid-2012 stressed the need for a deepened military balance in cross-strait relations and on the arms export question.

The “Pivot to Asia” proclaimed by then-US President Barack Obama in late 2011 led to a joint US-EU statement on developments in the Asia-Pacific by then-EU High Representative Catherine Ashton and then-US Secretary of State Hillary Clinton in 2012, while at the same time a High-Level People-to-People Dialogue with China was launched, and the 2007 EU guidelines were updated to aim for closer security relations with the Asian region and strengthening EU-China defense and security policy cooperation through training exchanges and regular dialogues, crisis management, and anti-piracy efforts. In the same year, the EU became China's largest trading partner and the largest provider of manufactured goods, while China became the EU's largest source of imports and the EU's second-largest trading partner behind the United States.

---

Compared with 2000, by 2019, the EU’s trade volume had increased almost eightfold to €560 billion.\textsuperscript{53} EU countries are major sources of foreign direct investment (FDI) in China, and Chinese investments in Europe have rapidly picked up since the 2008 financial crisis. This was a stark departure from the situation during the previous decade, when Europe had been “of little importance to China.”\textsuperscript{54}

\section*{3. Opening Rifts and the End of Naïveté}

The year 2013 marked the beginning of trade tensions with China over subsidized Chinese photovoltaic exports. The EU took anti-dumping measures, and China retaliated with sanctions on wine imports and successfully divided EU members by exploiting German fears over the automotive sector, which hindered a strong EU response.\textsuperscript{55} The CAI, which had been under negotiation since 2013 and which was a source of frustration for European counterparts because of China’s unwillingness to compromise, was finally agreed in December 2020 after China made unforeseen concessions. These concessions were most likely an effort by China to score a diplomatic victory before the inauguration of the new Biden administration in January 2021—a point noted by CAI critics within the European Parliament.\textsuperscript{56} This development has complicated transatlantic solidarity toward China.

Russia’s annexation of Crimea in 2014 marked the beginning of a heightened sense of security concerns in European policy circles, which at first necessarily focused on the threats from Russia. But from 2016, transatlantic tensions began to rise due to the Trump administration’s trade policies toward China and Europe, and Trump implicitly calling into question the future of NATO. These dynamics impacted Europe’s relationship with China. US pressure on NATO countries forced Europeans to take geopolitical and military-security aspects of the relationship with China more strongly into account, while Sino-Russian joint naval exercises in the Mediterranean and Baltic Seas did their part to heighten threat perceptions of China. Meanwhile, China’s strategic development goals, such as Made in China 2025, alerted high-tech producers in Europe (notably Germany) to the hidden dangers of Chinese investments to national economic growth.

In light of a stronger US military focus on Asia at the expense of the European theater, harsh US criticism of underperforming European NATO allies (in particular, Germany), and an unpredictable Russia, European concerns about the future viability of its industries and the security of critical infrastructures contributed to a sense that the European relationship with China needed recalibration. This turn toward China-skepticism in many European capitals was then massively accelerated by the COVID-19 pandemic.

The pandemic did not cause European distrust toward China, but it did catalyze and exacerbate it.\textsuperscript{57} In particular, China’s botched initial response and subsequent attempts to exploit the crisis diplomatically—through “mask diplomacy,” by “wolf warrior” diplomats’ divisive comments, and by trying to suppress the positive example of Taiwan’s comparatively more effective pandemic response—have dramatically reduced trust in the good intentions of the Chinese leadership across Europe and, in particular, within EU institutions. Tensions that had existed prior to the pandemic due to the ongoing Hong Kong protests were intensified, and the imposition of the Hong Kong national security law cemented that distrust, especially in the United Kingdom.\textsuperscript{58}

European leaders have since 2019 issued stark warnings and delivered unprecedented critical remarks calling for greater unity among democratic nations for managing a rising China. Borrell pointed out that “the West was naïve with regard to China,”\textsuperscript{59} while NATO Secretary General Jens Stoltenberg stated: “In a world of greater global competition, where we see China coming closer to us from the Arctic to cyber space, NATO needs a more global approach.”\textsuperscript{60} Numerous national and EU leaders have voiced similar concerns. Manfred Weber, the leader of the European Parliament’s largest party, the European People’s Party (EPP), said in November 2020 that “China is absolutely an enemy to the EU’s ideas about the European way of life, to how we define what our society should look like.”
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like, especially having the developments in Hong Kong in mind.” On trade, Weber remarked that “the EU-China trade relationship is full of conflict,” pointing out that “65 per cent of all trade defence measures from the EU are currently linked to China.” According to Weber, “China is our biggest problem in the EU’s goal to have fair and normal trade relationships.” His remarks reflected increasing European frustration at the time with the lack of progress on the long-envisioned investment agreement with China; he suggested that if China should fail to accommodate European concerns, Chinese companies should become ineligible to bid for projects within the EU’s vast public procurement sector “which accounts for 14 per cent of the bloc’s GDP.”

4. Varying Views in Europe

There has been a dramatic deterioration in European ties with China almost across the board in 2020. Differences of opinion between European countries regarding China continue to exist, but many countries are urgently revising their policies. The UK has switched from hoping for a close trade relationship with China after Brexit and allowing Huawei a role in British 5G to a highly critical stance due to China’s handling of the situation in Hong Kong, and has even gone so far as to offer British citizenship to a large proportion of Hong Kong residents. A recent report concluded that “the UK’s public and private spheres have moved from a position of relative indifference toward China to a much broader and deeper hostility.” Even smaller nations such as Estonia have become concerned about the risks of infrastructure cooperation with China. On July 31, 2020, Estonian Minister of Public Administration Jaak Aab announced the rejection of a Chinese-funded plan to link Estonia’s capital, Tallinn, with Finland’s capital, Helsinki, via a tunnel under the Baltic Sea, citing “security reasons.” The Swedish decision to suspend all Confucius Institutes, terminate all city partnerships with Chinese counterparts, and block Huawei from the nation’s 5G networks came as the culmination of a deepening rift after years of tensions that are reminiscent of a previous six-year diplomatic freeze between Norway and China over a human rights issue. The Czech Republic, meanwhile, recently made headlines when its Senate leader visited Taiwan with an eighty-nine-person-strong delegation in defiance of Chinese threats of retaliation.

Germany has long been seen as China’s most powerful supporter in Europe, not least due to its strong interest in maintaining a favorable climate for its automobile companies in China. Nonetheless, Germany in 2020 suspended its extradition treaty with Hong Kong, offered asylum to Hong Kong dissidents, and announced its intention to play a stronger security role in the Indo-Pacific, including naval deployments, by adopting Indo-Pacific policy guidelines that were conspicuously released on September 2, one day after Chinese Foreign Minister Wang Yi’s visit to Berlin. German Defense Minister Annegret Kramp-Karrenbauer in November 2020 affirmed this ambition in several high-profile discussions with Australian and Singaporean counterparts, notably stressing that China’s own actions, rather than the Trump administration’s pressure, were at the root of this notable change in Germany’s stance. Huawei’s participation in German 5G infrastructure, meanwhile, is still uncertain as the bureaucratic procedure envisaged for the certification of suppliers under a new draft IT law is complicated, and it remains unclear at this time of writing whether concerned stakeholders, such as the security services that have been vocally in favor of excluding Huawei, will be able to exercise a veto right against certain...
suppliers or not. Critics of China in the German government and opposition ranks include Foreign Minister Heiko Maas and Minister of State for Europe Michael Roth who stressed the need for China to uphold human rights and called for European autonomy with respect to 5G technology because “after all, the security of our citizens is at stake here”; as well as prominent members of the Christian Democratic Union (CDU), Free Democratic Party (FDP), Social Democratic Party (SPD), and Green Party, indicating a wide political consensus over the need for a less-accommodating China policy during the final months of Angela Merkel’s tenure as chancellor.

In the past, China was highly successful at dividing Europe into zones that were treated quite differently. As Valbona Zeneli of the George C. Marshall European Center for Security Studies has pointed out, in the high-technology producing countries of North and Western Europe (e.g., the UK, France, Germany, the Netherlands, and the Nordic countries) China aims to engage with strategic industries and R&D networks through investments and academic exchanges. The Southern European countries—in particular Italy, Greece, and Portugal, who despite being NATO members all joined the BRI—are geo-strategically important gateways for China’s port and infrastructure investments; while Eastern European post-communist countries were skillfully brought under an umbrella of “16+1” by China in 2012, which was later enlarged to “17+1” through the addition of Greece, so they could serve as a trans-Eurasian bridgehead and transport corridor to the EU market through trade, investment, cultural exchanges, and people-to-people connectivity. Through this “divide and rule” strategy, China managed to establish an effective veto power within the complicated machinery of European bureaucracies on several occasions. The EU, to counter this, has, meanwhile, launched its own “Connectivity Strategy” as an alternative to the BRI.

A number of recent Atlantic Council virtual conferences with US, European, and Asian experts and scholars have confirmed that a palpable shift is underway in Europe and that the era of strategic naïveté seems to be irrevocably over.

This might well translate into a renewed focus on transatlantic security cooperation, in particular through NATO, but could also lead to a greater ability of EU institutions to coordinate more effective and efficient policies for countering China’s harmful activities in the realms of diplomacy, technology, infrastructure, and trade in Europe, while taking a stronger stance abroad, including in the Indo-Pacific. In this regard, China’s success in November 2020 in concluding the China-Pacific free trade agreement, the Regional Comprehensive Economic Partnership (RCEP), which includes Japan and Australia and created the world’s largest free trade area, may serve as a catalyst for better transatlantic cooperation. Commenting on RCEP, the EPP’s Weber said, “We need a reunification of the so-called Western world, now with Joe Biden as a constructive partner, to face this challenge of China. It’s the key question for the upcoming decade.” He proceeded to call RCEP “a wake-up call to join forces.” In that light, the European Commission’s decision to move forward with the CAI shortly before the Biden administration’s inauguration has been widely criticized as sending mixed signals during a volatile period.

Analysts, meanwhile, point out that the degree of European economic dependence on China in terms of investments and trade is often overstated. According to MERICS’ Max J. Zenglein, when compared with the presence of US actors in Europe, “Chinese investments in Europe are still relatively minor,” while “economic dependence also cuts both ways: China has much to lose from deteriorating relations with the EU, which is one of the largest foreign investors — and job-creators — in the country, as well as an important market and source of know-how.”

Section D: Public Attitudes Toward China

Concerns about China’s rise and the impact it is having on the transatlantic community are not limited to elite policy making circles. Increasingly, popular opinion on both sides of the Atlantic is turning against China. Declining opinions of China have only been exacerbated by the COVID-19
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pandemic and the Chinese government’s largely botched attempts to hide the spread of the virus and deflect blame elsewhere. Despite the increasing convergence of the transatlantic public’s opinion there remain key divergences that have the potential to slow common measures if not handled properly.

1. Opinion in the United States

US opinions of China have been on a decline for several years with the COVID-19 pandemic only serving to accelerate this trend. According to polls by the Pew Research Center, Americans last expressed a majority favorable opinion of China in 2011, with 51 percent expressing favorable views. However, favorability toward China has not risen above 44 percent since the beginning of the Trump administration in 2017. Over the Trump administration’s first three years, from 2017 to 2019, unfavorable views of China increased from 47 percent to 60 percent, an all-time high up to that point. Even before the outbreak of the COVID-19 pandemic in late 2019-early 2020, unfavorable views of China were consistent across US society, with majorities of both Democrats and Republicans having a negative opinion of China. Younger respondents were the only demographic where less than a majority expressed negative views of China (49 percent negative to 34 percent positive).

Bellicose rhetoric around economic issues and the ongoing trade tensions between the United States and China were seen as likely culprits for the declining opinion of China in the United States during the Trump administration. However, other factors were also at play that drove opinions of China down among the US public. Although there is general concern about China’s impact on the US economy, in 2019, 50 percent of Americans still felt that China’s growing economy was a positive development for the United States. However, only 11 percent of Americans felt that China’s growing military power was a good thing. Relatedly, 24 percent of Americans listed China as the state most likely to be a threat to the United States in the future—equal with Russia and five percentage points higher than in 2014.

In 2020, opinion of China in the United States declined amid the COVID-19 pandemic. The Pew Research Center found that 73 percent of Americans expressed an unfavorable view of China in July 2020, with 78 percent of respondents placing at least some blame on the Chinese government for the widespread outbreak of the novel coronavirus. A Morning Consult and Politico poll found that by May 2020, 61 percent of Americans either viewed China as unfriendly or as an enemy, compared to 59 percent who felt the same about Russia.

Despite increasingly negative views of China in the United States, there is still mixed opinion on how tough a stance the United States should take. There is broad support for US sanctions in response to Chinese abuses against the Uyghurs, and 73 percent of Americans say that the US should work to promote human rights in China even at the expense of economic relations. Half of Americans also think that China should in some way be held accountable for the spread of COVID-19, again without regard to the economic effect. However, a bare majority of Americans (51 percent) would, in general, prefer building a strong economic relationship rather than “getting tough on China.” Indeed, a 2019 New York Times poll found that 58 percent of Americans believed that the Trump administration’s trade war with China would hurt the United States.

2. Opinion in Europe

As in the United States, public views of China have been trending more negative in Europe since the beginning of the COVID-19 pandemic. In several countries, negative opinions reached all-time highs, including 74 percent of Britons, 71 percent of Germans, 73 percent of Dutch, 63 percent of Spaniards, and 81 percent of Swedes. There is, however, more internal divergence within European opinion than in the United States. While European opinions of China generally worsened during the pandemic, notable swaths of Europeans, particularly in Southern and Eastern Europe, saw their opinion of China improve. Fourteen percent of Poles, 17 percent of Spaniards, 21 percent of Italians, and 22 percent of Bulgarians all said that their opinions of China changed.

77 Ibid.
78 Ibid.
79 Ibid.
80 Ibid.
83 Silver, Devlin, and Huang, Americans Fault China.
The China Plan: A Transatlantic Blueprint for Strategic Competition

This geographic divergence of opinion on China was present even before the pandemic. In 2019, countries in Western Europe were more likely to have unfavorable views of China than those in Eastern Europe. For example, 20 percent of Bulgarians, 34 percent of Poles, and 33 percent of Lithuanians had unfavorable views of China compared to 56 percent of Germans, 55 percent of Britons, and 70 percent of Swedes.88

While the COVID-19 pandemic has led to a worsening view of China in Europe, it has also contributed to declining favorability of the United States, reaching record lows in the UK, France, and Germany.89 More than 70 percent of Danes, along with 65 percent of Germans and 68 percent of French, say that their opinion of the United States has worsened since the pandemic.90 US leadership is also viewed unfavorably in Europe, with an average of only 13.7 percent of people polled across nine European countries expressing confidence in Trump compared to 23.2 expressing confidence in Russian President Vladimir Putin and 20.4 percent expressing confidence in Xi.91 Opinions of US presidents in Europe may have some partisan bias, with Obama tending to garner more confidence among Europeans than either George W. Bush or Trump,92 but Trump’s numbers among Europeans were substantially lower than either of his two predecessors. However, initial polling conducted after the 2020 US election was called for Biden indicates a bump in public support from Europeans, with views of the United States improving by an average of twenty-two percentage points across five European allies—France, Germany, Italy, Spain, and the UK.93 Despite these gains, the same polling indicated a plurality of Britons and majority of Germans still held unfavorable views of the United States. It may still take time for European views of the United States to recover completely, if at all.

3. Implications

The COVID-19 pandemic has accelerated a trend of worsening views of China on both sides of the Atlantic, opening room for policy makers to pursue tougher policies toward China. However, the variances between US and European opinion and the diversity of opinion within Europe could limit the range of possible actions taken by the transatlantic community as a whole. Furthermore, increasingly negative opinions of the United States under Trump could hamstring the willingness of European publics to work with the United States, not just on issues related to China, but potentially in other areas of the transatlantic relationship as well. Biden’s election will hopefully ameliorate this trend. Like-minded policy makers will need to carefully craft their initiatives and messaging to ensure that they retain buy-in from their respective publics.

Section E: Potential Outcomes

Whether transatlantic partners can successfully come together to cope with the challenges posed by a rising China within the next five years or not will define the shape of the international system during the coming decades. After all, China’s development trajectory and foreign policy choices are among the most influential factors impacting and changing that system.

1. Four Potential Futures for China

A recent RAND Corporation study identified four possible scenarios for China’s development until 2050, depending on internal and external factors: i) A “triumphant China” that has successfully supplanted the United States by 2050 as the new geopolitical center of the world and achieved across-the-board success in terms of its declared developmental goals, including a peaceful unification with Taiwan; ii) an “ascendant China” that has successfully supplanted the United States and changing that system.
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the United States, either militarily or in terms of global geopolitical influence, and still has not unified with Taiwan; iii) a “stagnant China” that sees a reversal in terms of its growth and development after the 2020s and struggles to catch up from then onward; and iv) an “imploding China” that sees catastrophic failure and is torn by unresolved internal contradictions, remaining in a perpetual state of crisis. 94

RAND rates the “triumphant” and the “imploding China” scenarios as almost equally unlikely, with spectacular failure slightly more likely than overwhelming success; conversely, the “ascendant” scenario is rated as a “probable” and the “stagnant China” scenario as a “possible” outcome.

In light of the emerging backlash to Chinese malign behaviors during 2020, which was accelerated by the COVID-19 pandemic, it seems today unlikely that China could achieve across-the-board success. However, the likelihood for such an—from a transatlantic perspective—undesirable scenario rises in proportion to the inability of transatlantic partners to come together and contain or reverse harmful Chinese actions. Having learned from experience that there is no unified backlash, China’s elite could become emboldened to further erode existing norms, while Russia might be drawn more fully into China’s orbit, potentially forming a military alliance with China (either officially or in all but name), using its superior nuclear deterrence capability as a bargaining chip. 95 China and Russia might even successfully woo former US allies into their extensive cooperation. This outcome would call into question the ability of Western industries to remain globally competitive, would expose Western societies to surveillance and penetration by the Chinese party-state, and create increasing economic dependencies of many smaller countries on China across-the-board success. However, the likelihood for such an—from a transatlantic perspective—undesirable scenario rises in proportion to the inability of transatlantic partners to come together and contain or reverse harmful Chinese actions. Having learned from experience that there is no unified backlash, China’s elite could become emboldened to further erode existing norms, while Russia might be drawn more fully into China’s orbit, potentially forming a military alliance with China (either officially or in all but name), using its superior nuclear deterrence capability as a bargaining chip. 95 China and Russia might even successfully woo former US allies into their extensive cooperation. This outcome would call into question the ability of Western industries to remain globally competitive, would expose Western societies to surveillance and penetration by the Chinese party-state, and create increasing economic dependencies of many smaller countries on China.


that would make it all but impossible for individual nations to stand up to intrusive or hegemonic behaviors by Beijing. Containing predatory Russian behaviors in Europe would become more difficult as well.

2. Moving China in the Right Direction

If transatlantic allies can act in a unified manner to check undesirable Chinese behaviors, ideally together with democratic nations in the Indo-Pacific, it is far less likely that China will be able to realize across-the-board success of its strategies as implied in scenario (i) of the RAND study. Reality is likely to be a mix of successes and challenges for China and that would be far more desirable. Both scenarios are far more desirable to allied nations than the “triumphant” scenario, not to mention less risky than the “imploding China” scenario—an outcome that would in any case imply little capacity on the part of China to cooperate constructively on key global issues such as climate change and would likely come with a heavy human toll.

By raising the cost of harmful CCP behaviors, allies can provide China’s leadership with important feedback on what the international community will tolerate from China and what will be rejected, demonstrating to Beijing the effects of strong international consensus. This, in turn, might then lead to Beijing revising its strategy for dealing with the outside world. The long-standing principles of the post-World War II international system—international law, peaceful resolution of conflict, universal human rights—would again stand a chance to survive into the next era, with China still trying to adapt the rules to its preferences, but having to accept the normative foundations of the system.
Chapter II: Areas of Greatest Potential Convergence

By Clementine G. Starling and Didi Kirsten Tatlow

The areas of greatest potential transatlantic convergence deal primarily with values both in China and globally: China’s formidably poor human rights record, global competition over the means of governance, China’s coercive diplomatic practices, and China’s influence operations across the globe. This range of behaviors is at work at home and around the world. A transatlantic strategy to deal with China should have these as key pillars, not only because a united response is critical to calling out China and taking action, but also because they provide common ground for agreement among transatlantic allies. These issues go to the heart of what transatlantic nations stand for.

Across the board, the United States and European nations typically align their rhetoric and responses to China’s human rights violations, tending to opt for multilateral statements, legislation, or action, often through the use of international fora like the United Nations (UN) and the European Union (EU). Consistently, in bilateral and multilateral settings, most North American and European countries opt to call out China’s human rights abuses against domestic dissenters, including citizen journalists; in Xinjiang, Hong Kong, and Tibet; and against religious practitioners, and to voice concerns about China’s information, surveillance, and coercive diplomacy apparatus, including its growing digital capabilities. In these areas, there should be ample potential and opportunities for transatlantic partners to design common approaches to protect democratic institutions and human rights. And yet China is routinely able to intimidate transatlantic nations from taking action on these values or even speaking out. The tactics and mechanisms of China’s influence and interference, while long neglected and often difficult for outsiders to grasp due to linguistic and political factors, are similar around the world, making collaboration on resisting and defeating them entirely possible if the transatlantic political will is present. Only with a more concerted and unified transatlantic approach can sanctions or shaming have any impact on Chinese behavior.

Section A: China’s Malign Governance and Human Rights Practices

1. The Challenges

a) The governance debate

One of the foremost challenges to the transatlantic community is how to deal with China’s governance practices that differ so widely from those of the United States and Europe. China sees the world through an ideological lens, where autocracy is in competition with democracy. Its autocratic practices today look different than in previous decades. Instead of directly countering democracy, domestically, the Chinese Communist Party (CCP) has twisted democratic structures into tools of oppression and state control. Ruling politicians are able to gain more power than ever, using domestic elections as justification to impose a regime’s will rather than as an opportunity for the minority to have its say.96

Internationally, China plays within existing international structures but seeks to undermine them by bending the 96 Griff Witte, “In our age of autocracy, leaders are turning democracy into a tool of oppression,” Independent, December 27, 2018, https://www.independent.co.uk/news/long-reads/new-autocrats-leaders-are-turning-democracy-tool-oppression-a8680161.html.

rules. For example, China’s conduct and mixed compliance within the World Trade Organization (WTO) has been described by some experts as challenging the WTO’s underlying norms and thus undermining organizational credibility. A 2020 US Senate report outlined China’s use of international systems to reshape norms and principles, including using these organizations to “institutionalize aspects of its agenda, erode human rights standards, and undermine a free and fair internet.”

China also seeks to alleviate domestic economic challenges “through overseas investment and the creation of markets” around the world for Chinese goods. If the CCP’s legitimacy depends on its economic strength, then its global ambitions are intrinsically tied to autocracy. The crux of Chinese domestic power is information dominance; accordingly, the CCP manipulates the information space as a way to increase its legitimacy, including by attempting to shape the developing world’s views on autocracy and China more generally. This also reinforces Chinese economic markets in the developing world. According to the director of the Federal Bureau of Investigation (FBI), Christopher Wray, the United States should view Chinese ambitions as “not just a whole-of-government threat but a whole-of-society threat,” reflecting a fear that CCP protections come at the cost of democracy and the US-led international order.

Further, China has deepened its authoritarianism. As a result, it is spending billions of dollars to shape global political perceptions to its advantage. Indeed, the CCP has more recently outlined the benefits and underpinnings of its socialist system to an external audience. In 2017, Yang Jiechi, at the time state councilor and currently director of the CCP’s Central Foreign Affairs Commission Office, said of China: “We should enhance confidence in the path, theories, system and culture of socialism with distinctive Chinese features, and share our governance experience with other countries.” The ideas have also been reflected in Chinese President Xi Jinping’s statements, including his address to the 19th National Congress of the CCP in October 2017. This is a significant and interesting development as the CCP looks to communicate the benefits and value of its system.

Over the next decade, democracies like the United States and European countries will need to decide which Chinese efforts are acceptable and which undermine democracy and international institutions, and thus must be collectively countered. Regardless of that decision, China’s global ambitions remain tied to its autocracy. Under Xi, Chinese governance at home is foundational to China’s rise as a world power.

b) Chinese human rights violations

Critical to China’s governance model is control of its power, people, and information. Alongside the challenge posed by China’s governance practices, arguably one of the largest concerns about China’s conduct is its record of human rights violations and undermining of other nations’ sovereignty. China not only exports abusive human rights practices abroad, the CCP’s largest violation is against the Chinese people. While the Universal Declaration of Human Rights states that all people possess “human rights and fundamental freedoms” that governments are bound to secure, in China, the CCP’s absolute and totalitarian rule systemically dispossesses Chinese citizens of their rights andcurtails widespread freedoms in order to retain power. People in China are subject to extreme scrutiny and surveillance. They are prohibited from practicing the “religion or belief of their choice,” expressing opinions, or forming “groups of their choosing without fear” of retribution or arrest, and members of minority groups are subject to mass detention, “political indoctrination, torture, forced abortions
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and sterilization, and state-sponsored forced labor.”

While specific cases of China’s human rights abuses do and should draw particular attention from the international community, the mass scale of curtailment of the Chinese people’s freedoms by the CCP should not be overlooked.

As the United States and European nations grapple with how to address the profound issues surrounding China’s human rights abuses, a complicating factor is the distinct differences in terminology and language used to describe this set of issues. Concepts of foreign policy vary greatly between China and the United States. The widening gap between conceptual perspectives makes building a common language more difficult, and dialogue harder. This was demonstrated at the 2019 Shangri-La Dialogue where terms like “rules-based international order” versus “a Community of Common Destiny” and “Indo-Pacific” versus “Asia-Pacific” were used differently by US and Chinese officials. These notable differences in language depict variant global visions and make it easier for these nations to talk past each other. Significantly, in this context, “democracy”—the defining feature of governance in Europe and North America, requiring rule by the people for the people through free and fair elections and respect for individual rights—was coopted by Xi in 2019 to describe “China’s people’s democracy [as] a type of whole-process democracy.”

As Xi and the CCP endeavor to bestow democracy with “Chinese characteristics” rather than besmirch the term democracy completely, the Chinese president’s description of a “socialist democracy” makes it harder for the United States and European nations to conduct forthright dialogue that addresses the shortcomings of China’s systemic oppression. These different meanings and applications of shared language should be considered when the United States and European nations conduct dialogue with China because misrepresentations may extend to the use of the words “rights” and “freedoms,” complicating the picture on human rights.

The Uyghurs in Xinjiang. In 2017, authorities in the Xinjiang region in northwest China enacted regulation enforcing “de-extremification,” which resulted in up to one million Uyghurs, Kazakhs, and other ethnic minorities being sent to internment camps. “Many religious figures, intellectuals, and academics were detained in Xinjiang … for exercising their rights to freedom of religion and expression.”

This extreme crackdown on the rights and freedoms of minority Chinese people was preceded by terror attacks in China that the Chinese government attributed to Uyghur extremists. In 2009, ethnic rioting caused two hundred deaths in Xinjiang, while a train station attack in Kunming killed at least twenty-nine people and injured 143 people in 2014. The Chinese government has used such incidents to justify the rampant impingement on all Uyghurs’ rights. Following the 9/11 attacks on the United States, Beijing claimed that some Uyghur groups turned to terrorism, most notably the separatist East Turkestan Islamic Movement (ETIM) which calls for Xinjiang’s separation as “Eastern Turkestan.” The CCP considers these individuals to be “part of a network of Islamic terror, with funding from the Middle East.” Nonetheless, longstanding skepticism exists about Beijing’s characterization of the extent of the terrorist threat. In fact, in July 2020, the US Government removed ETIM from the US terror list, stating that “there’s no clear evidence that ETIM continues to exist” or pose a risk.

Despite the Chinese government’s claim that it will eventually phase out “transformation-through-education” detention centers in Xinjiang, reports show continued detention of predominantly Muslim ethnic groups. Outside of Xinjiang’s detention facilities, Chinese authorities subject Turkic Muslims in Xinjiang to extraordinary restrictions on personal life. Authorities have recalled passports throughout the region and created checkpoints between towns. “They are subjected to persistent political indoctrination, including compulsory flag-raising ceremonies and political
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or denunciation meetings. With unprecedented levels of control over religious practices, authorities have effectively outlawed the practice of Islam in the region.\footnote{123}

The people of Xinjiang are also subject to pervasive state surveillance.\footnote{124} According to the US Department of State, recorded human rights abuses include “coercive population control methods [forced sterilization and abortion, detention, etc.], forced labor, arbitrary detention in internment camps, torture, physical and sexual abuse, mass surveillance, family separation, and repression of cultural and religious expression.” Many, if not all, of these practices are currently being conducted and mandated by the Chinese state in Xinjiang. Indeed, in January 2021, then-US Secretary of State Michael R. Pompeo declared that China is committing genocide against the Uyghurs and other minorities in Xinjiang, tantamount to crimes against humanity.\footnote{125} The statement followed US President Joseph R. Biden Jr.’s then-campaign describing China’s activities in Xinjiang as “genocide” in August 2020.\footnote{126} US Secretary of State Antony Blinken reaffirmed this view at his confirmation hearing before the Senate Foreign Relations Committee on January 19.\footnote{127} To date, these statements by both the Trump and Biden administrations are the strongest denunciation by any government of China’s actions against the Uyghurs. The term “genocide” has yet to be used by other transatlantic governments.

**Hong Kong.** An article in the Basic Law of Hong Kong’s “mini-constitution,” Article 23, stipulates that the city must enact its own national security law. In 2003, this stipulation prompted mass protests due to concerns about the “loss of freedom of speech and other civil liberties. Under this clause, national security laws must ban seven types of activity: treason, secession, sedition, subversion against the central government, theft of state secrets, the hosting of political activities by foreign political organizations or bodies, and the establishment of ties between local and foreign political organizations.”\footnote{129}

Chinese suppression of “free expression, association, and political participation in Hong Kong worsened considerably in 2018.”\footnote{130} In June 2019, peaceful protests began in Hong Kong against the government’s plans to allow the extradition of people to mainland China, a bill that would undermine judicial independence and endanger dissidents. Protests turned violent, with police firing live bullets into crowds and more than seven thousand people arrested.

On June 30, 2020, China imposed a wide-ranging national security law on Hong Kong that defines four new crimes: separatism, subversion, terrorism, and collusion with external powers. Significantly, this means that anyone who protests against China will be accused of collaborating with foreign governments, putting protesters in Hong Kong at risk of arrest and life imprisonment.\footnote{131} The law extends beyond Hong Kong itself; according to Article 38, it also applies to crimes committed outside of Hong Kong, and any foreigner can be accused of threatening Chinese national security.\footnote{132}

Under the “one country, two systems” arrangement, Hong Kong has its own judiciary and a separate legal system from mainland China, including the right to freedom of assembly and freedom of speech.\footnote{133} Yet, the harsh crackdown and disavowal of those freedoms to the people of Hong Kong has challenged the limited sovereignty of the state.

**Tibet.** In Tibet, religious freedom, free speech, freedom of movement, and freedom of assembly are extensively restricted by the authorities.\footnote{134} In one particular case in 2018, several hundred Tibetans traveling on Chinese passports to visit the Dalai Lama were threatened by officials in Tibetan areas, forcing them to return home for fear...
of retribution against them and their family members. Chinese officials view Tibetan Buddhism and belief in the Dalai Lama as a threat, and thus merely possessing images of the spiritual leader can result in imprisonment and torture. For the last five years, Freedom House has “ranked Tibet among the worst places in the world for the denial of freedom.” Perversely, Tibetans have been encouraged to denounce members of their own community to authorities.

An extreme system of public surveillance exists in the region, including extensive security cameras, police checkpoints, and the monitoring of public movements and activities by party officials. China has also “repeatedly violated UN conventions through extensive use of torture against Tibetan political prisoners.” Tibetans are imprisoned for small acts of expression, including “waving the Tibetan flag, calling for the return of the Dalai Lama, and sending information about events in Tibet abroad,” as well as on “unclear or unspecified charges.” In extreme cases, Tibetans may face the death penalty for charges related to “separatism,” described as “acts intended to divide or damage the Chinese state.”

c) Chinese surveillance tools and techniques

Technologies and tools. The Chinese government’s information control and grip on power is maintained by an intense system of mass surveillance, which is part of a deep-seated CCP belief in thought control. Under Xi, the Chinese government has invested heavily in technology that enables pervasive surveillance of its public, impairing on citizens’ privacy. It is estimated that the government has installed up to 2.7 billion cameras around the country—adding to an existing fifty million cameras with facial recognition—in order to reduce “blind spots” in populated and urban areas.

The CCP’s mass surveillance architecture is supported by private technology and Internet companies enabling the use of “facial recognition, real-name registration systems, and big data” analytics. China maintains its “Great Firewall,” which bans a range of platforms and systems developed in the United States and Europe, including Facebook and Twitter. Retaliation by authorities for public use of these platforms is severe. In 2019, Twitter users in China were reportedly threatened and detained for being active on the platform. China maintains its extensive control of cyberspace in the country by executing “malware and denial of service attacks against overseas servers, websites and messaging apps” considered hard to control. In addition, to maintain strict information flow, the Chinese government collects biometrics, such as DNA and voice samples, to deploy mass surveillance systems across the country. China uses “such biometrics for automated surveillance purposes,” developing “a nationwide reward and punishment system known as the ‘social credit system’” and developing and applying “big data’ policing programs aimed at preventing dissent. All of these systems are being deployed without effective privacy protections in law or in practice, and citizens are often unaware that their data is being gathered, or how it is used or stored.”

Not only is published content (in speeches, books, and online) monitored to ensure it remains in line with the CCP Central Committee, “[i]n combination with banking data, mobile payment apps, WeChat, Social Credit Score, third-generation national ID card, biometric information, Great Firewall, mobile phones, televisions, and other surveillance hardware and software” these technologies abolish privacy and enforce control. People so extensively monitored are unable to exercise their freedoms without fear of retribution.

Censorship apparatus. A “war on the truth” is central to the CCP’s survival. The CCP’s propaganda and censorship apparatus keeps its citizens from knowing the extent of its corruption and repression. The security apparatus is made up of at least seven agencies responsible for
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restricting information and regulating communications. Moreover, “there are two major Internet censorship programs: the ‘Great Firewall’ and the ‘Golden Shield’ program. Both rapidly censor content ... produced within ... China.” Internationally, China would like to assert “internet sovereignty” (giving countries the right to control domestic Internet space) and “data sovereignty” (data are subject to the laws of the country where they were collected).

Chinese censorship covers any content that is deemed to pose a risk to the survival of the CCP, including any coverage critical of the government, open religious practices, and content from the outside world or news sources that are deemed risky, among much else. The CCP cracks down on news stories deemed to “expose state secrets,” a policy that is loosely defined to enable the government to censor any information it considers harmful to party rule or image. Social media platforms are blocked and monitored to ensure group communication remains controllable, websites and publications are shut down, and journalists, dissidents, and activists are imprisoned for subverting authority.

One of the most notable cases of Chinese censorship is Google’s battle with the Chinese government over censoring the 2010 Nobel Peace Prize being awarded to imprisoned Chinese activist Liu Xiaobo. In a more recent case, the CCP has restricted China’s media to censor reporting on an antitrust probe into technology group Alibaba.
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reportedly directed media outlets to “strictly invoke” the official party line on the investigation into Alibaba and to “not make changes or engage in extended analysis without permission.”\(^\text{152}\) The severe directive went on to state “if any company announcements oppose the official stance, do not publish, do not re-post, do not quote foreign media.”\(^\text{153}\) This harsh crackdown is indicative of the sprawling nature of government censorship and the repercussions for any individual, company, or organization in China that goes against the party narrative. Information free of interference does not exist within the virtual walls of China’s “Golden Shield.”

**CCP legal rule.** In February 2019, Xi emphasized that the Chinese legal system should be under the CCP’s “absolute leadership.”\(^\text{154}\) China legalized arbitrary and secret detention, along with an extrajudicial system of detention (liuzhi), allowing for “prolonged incommunicado detention and increased risk of torture” for forced “confessions.”\(^\text{155}\) Between February and May 2019 alone, the United Nations Working Group on Enforced or Involuntary Disappearances investigated twenty cases of Chinese enforced disappearances.\(^\text{156}\) The new regulation “increased the powers of law enforcement and security agencies,”\(^\text{157}\) shielding police officers from legal responsibility for damages while carrying out their duties.\(^\text{158}\)

**Treatment of the media.** While the Chinese Constitution technically grants the country’s citizens freedom of speech and press, Chinese media regulations are unclear, allowing for crackdowns on news stories that meet the CCP’s vague definitions of “exposing state secrets.” Media outlets in China typically exercise their own monitoring systems to ensure content is compliant with what is politically acceptable. As part of the “Great Firewall,” websites that the CCP deems “potentially dangerous” to its control of information—like Wikipedia, Facebook, Twitter, YouTube, and select Google services—are completely “blocked or temporarily ‘blacked out’ during periods” of unrest.\(^\text{159}\) Such platforms pose a perceived threat to the CCP because they provide citizens with access to outside information, provide external people access to domestic information about China, and enable virtual congregation of citizens that is hard to monitor. The government ban extends beyond platforms to photos and videos viewed as threats to the state, as well as reports on issues “like official corruption, the economy, health and environmental scandals, certain religious groups, and ethnic strife, that officials deem could incite social unrest.”\(^\text{160}\)

China also has stringent rules in place that clamp down on press freedoms, including requiring foreign journalists to gain authorization before reporting in the country. These permissions are used to prevent journalists from reporting on topics undesirable to the CCP, including corruption, as well as economic and financial developments.\(^\text{161}\) In March 2020, China ordered US citizens from the *New York Times*, the *Wall Street Journal*, and the *Washington Post* “to return their press cards within ten days, prohibiting them from working in China, Hong Kong, and Macau.”\(^\text{162}\) This was the first time China had formally banned journalists from working in Hong Kong.\(^\text{163}\) “Chinese authorities also ordered five US media outlets to provide details about their personnel, operations, and assets in China.”\(^\text{164}\) These mechanisms, including visa denial and expulsion, are used to bar media groups for unfavorable coverage.\(^\text{165}\) As Laura Rosenberger and Lindsay Gorman pointedly note, the controlling and manipulating practices outlined above that fall under the category of “information warfare” not only “create asymmetries in the information domain” between democratic and autocratic countries—a key problem for democracies lies in the fact that “constraining information as a weapon or engaging in information warfare involving
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non-military targets risks undermining the very space democracies seek to protect.\textsuperscript{166}

2. Transatlantic Convergence and Divergence

China’s human rights abuses are a shared concern among European countries and the United States, even if approaches to addressing them can vary. Below are indications of key areas of opportunity for future coordination on this issue.

a) Areas of opportunity

\textbf{EU coordination.} Within Europe, existing coordination among EU member states is an indicator that there is widespread consensus on the need to mitigate human rights abuses and uphold international rights. The EU’s European Consensus on Development commits the EU and its member states to implement a rights-based approach (RBA) to development cooperation with other countries, encompassing all human rights.\textsuperscript{167} In November 2020, the EU released its Action Plan on Human Rights and Democracy 2020-2024 outlining its priorities and reaffirming its commitment to “further advancing universal values.”\textsuperscript{168} It is “the only instrument of its kind … promoting a values-based agenda on the world stage.”\textsuperscript{169} The action plan focuses on protecting and empowering individuals; building resilient, inclusive, and democratic societies; promoting a global system for human rights and democracy; harnessing new technologies to address challenges; and delivering by cooperation. The measures will be implemented at country, regional, and multilateral levels.\textsuperscript{170}

\textbf{Condemnation of the treatment of the Uyghurs.} In July 2019, twenty-two countries sent a letter to the president of the United Nations Human Rights Council (UNHRC) urging an investigation and demanding China end its arbitrary mass detentions and violence against the Uyghur population in Xinjiang. The United States was not a signatory.\textsuperscript{171} In September 2019, five “human rights organizations published a joint letter to the United Nations (UN) secretary-general urging the UN to step up pressure on China to end the mass detentions in Xinjiang.”\textsuperscript{172} And in October 2019, twenty-three countries, including the United States and many European countries—except Hungary, Italy, Poland, and Turkey—issued a joint statement to the UN at the Third Committee Dialogue of the Committee for the Elimination of Racial Discrimination.\textsuperscript{173} The statement called on China to “uphold its national laws and international obligations and commitments to respect human rights, including freedom of religion or belief, in Xinjiang and across China.”\textsuperscript{174}

In June 2020, fifty UNHRC current and former special procedures (independent human rights experts) issued an “indictment of China’s human rights record and call for urgent action.”\textsuperscript{175} They specifically referenced human rights abuses in Xinjiang, Tibet, and Hong Kong.\textsuperscript{176} They “called for a special session on China, creating a dedicated expert on China, and asked UN agencies and governments to press China to meet its human rights obligations.”\textsuperscript{177} It remains to be seen whether there will be a response.\textsuperscript{178} In September 2020, Chinese authorities attempted to rewrite norms to minimize scrutiny of Chinese misconduct. That same month, a coalition of more than three hundred civil society groups urged the UN in an open letter to “urgently create an independent international mechanism to address the Chinese government’s human rights violations.”\textsuperscript{179} The coalition included organizations from more than sixty countries, echoing the fifty human rights experts’ call for Chinese accountability
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in June. In December 2020, the European Parliament adopted a resolution strongly condemning the Chinese government’s system of forced labor and the exploitation of minority groups, including Uyghur, ethnic Kazakh and Kyrgyz, and other Muslim minority groups. The statement urged the Chinese government to “put an immediate end to the practice of arbitrary detention without charge, trial or conviction for criminal offences” of minority communities and called on China to “end the ‘mass incarceration’ of ethnic minorities in camps and detention centres and demand the immediate and unconditional release of those detained.” The resolution was not unanimous, revealing perennial divergences among EU nations.

And in January 2021, then-US Secretary of State Michael R. Pompeo accused Beijing of “committing genocide and crimes against humanity in Xinjiang, China, targeting Uyghur Muslims and members of other ethnic and religious minority groups.” Current US Secretary of State Antony Blinken has upheld this designation in statements made since his confirmation as well.

Hong Kong sanctions. In a July 2020 UNHRC session, fifty-three countries rallied behind China’s controversial Hong Kong national security law. The twenty-seven countries that opposed it included Australia, Austria, Belgium, Belize, Canada, Denmark, Estonia, Finland, France, Iceland, Ireland, Germany, Japan, Latvia, Liechtenstein, Lithuania, Luxembourg, Marshall Islands, Netherlands, New Zealand, Norway, Palau, Slovakia, Slovenia, Sweden, Switzerland, and the UK. Notably missing from the statement are Hungary, Italy, Poland, and Turkey who abstained from action, not signing onto a statement in support of China either. The United States did not participate as an
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opposing member to China’s law given it ended its membership of the UNHRC in 2018. However, the United States has made its opposition clear by unanimously enacting a law to impose sanctions on Chinese “officials responsible for instituting and enforcing” the “security law targeting Hong Kong’s autonomy.”

As members of the EU, France and Germany have led an effort to get the EU to impose measures on China in response to Hong Kong’s national security law. The Netherlands, Denmark, and Sweden all joined this EU-focused effort. In December 2020, the EU adopted a regulation to establish a “global human rights sanctions regime.” The framework will enable the body to “target individuals, entities and bodies — including state and non-state actors — responsible for, involved in or associated with serious human rights violations and abuses worldwide.” The measures will restrict individuals or entities through travel bans and the freezing of funds, and pertain to abuses such as genocide, crimes against humanity, and other serious human rights violations. This EU sanctions list will be updated as nations or the EU’s high representative propose individuals and entities for inclusion. Significantly, the regulation will give the European Commission oversight of member states’ travel bans, enabling the commission to take EU nations to the Court of Justice of the European Union if they fail to enforce the bans.

b) Nuances and potential challenges

**Private industry actors and regulation.** In September 2020, Amnesty International found three European companies—France’s Morpho, Sweden’s Axis Communications, and the Netherlands’ Noldus Information Technology—all sold digital surveillance systems to China that were found, in some cases, to have directly been used in China’s mass surveillance programs, “with the risk of being used against Uighurs and other predominantly Muslim ethnic groups” throughout China. Nevertheless, France and Sweden, among other EU member states’ governments, have resisted calls to bolster national export regulations to include safeguards for human rights, especially in relation to biometric surveillance technologies. European companies remain key players in the surveillance technology market and have willingly sold products “such as facial recognition technology and network cameras” to China. Amnesty International and other organizations have highlighted shortcomings in the EU’s existing Dual-Use Regulation export regulations. The European Commission met on this issue in September 2020, following a proposal to be firmer on surveillance technology exports earlier in 2020. However, it does not appear any changes have been enforced since the September 2020 meeting.

**US international withdrawal.** Prior to the Trump presidency, the United States was at the forefront of challenging Chinese human rights abuses internationally. In 2018, the United States withdrew from the UNHRC, claiming that it is ineffective. Despite this criticism, the UN human rights system has been at the forefront of discussions, investigations, and demands with regard to human rights offenders. A weak US position on Chinese human rights abuses makes united opposition and the prospect of making human rights a central pillar in a transatlantic strategy more challenging. Indeed, China attempted to flip the script in 2020, calling out the United States at the UNHRC. China’s ambassador to the UN referenced “the death of George Floyd and the shooting of Jacob Blake” as “incidents [that] show the long-standing and deep-seated racism, police brutality and social inequality [in the United States].” China has recently pointed to the civil unrest in the United States to question moral objectivity in relation to its own human rights abuses. In the absence of US leadership, European allies may be less likely to act in conjunction with the United States and in opposition to China.

**Chinese influence.** “China’s growing global power makes it an exporter of human rights violations,” and as China’s power grows, it makes it more politically challenging for other nations to push back. At the UN in 2018, China
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“sought to block participation of its critics.” In March 2018, China successfully put forward a UNHRC resolution on an approach touted as “win-win” or “mutually beneficial” cooperation. This approach draws directly from Chinese government propaganda and would require that states “not pursue accountability for serious human rights violations,” rather they would participate in “dialogue.” In China’s resolution, there would be no role for civil society actors in the human rights debate, only government participation, and a minor role for the UN itself.

Hungary and Italy. China is a large investor in Hungary and Italy, with Hungary even styling itself as “China’s gateway to Europe.” As a result, these countries have been reluctant to criticize China’s Hong Kong national security law, impose sanctions on Chinese officials, or condemn abuses in Xinjiang. In March 2017, when eleven embassies signed onto a joint letter criticizing China over “credible claims” that lawyers and human rights activists had been tortured while in detention, Hungary did not sign on. In fact, Hungary actually prevented the EU from signing on as a bloc and threatened to do so in the future as well. Hungarian Prime Minister Viktor Orbán has previously warned European leaders not to call out China over human rights, as Hungary seeks to promote future investment opportunities with China. Notably, the United States also abstained from signing on to the joint letter.

In 2019, Hungary was one of a few countries whose diplomats visited Xinjiang on tightly scripted trips to see “human” facilities. Such actions help feed into Chinese propaganda about the situation in Xinjiang and signal a lack of opposition by key European countries. In Italy, politicians outside of the government majority have been vocal in rejecting Chinese actions in Hong Kong and Xinjiang. However, the Italian government has been slow to act, not signing on to the joint statement delivered by the UK’s permanent representative to the UN on Xinjiang, and signing, only a whole year later, the joint statement to the UN at the Third Committee Dialogue for the Elimination of Racial Discrimination.

The Czech Republic and Poland. The Czech Republic has taken a strong stand against Chinese governance issues by actively engaging with Taiwan and Tibet, and breaking off a city partnership agreement with China over a stipulation in the One-China policy. However, the Czech stance on China is much weaker when it comes to human rights. In November 2018, a Chinese diplomat visited the Czech Republic to discuss potential trade opportunities. The Czech people have criticized their government in the past for not pressing China on human rights issues during such visits, so this visit included a verbal agreement to meet and discuss these issues at a later date.

Poland criticized China’s mass detention of the Uyghurs in Xinjiang at the UN in October 2020. However, this criticism came a year later than that by many other European countries, which condemned China’s actions in October 2019.

Extradition treaties with China and Hong Kong. China has pursued a global campaign to sign extradition agreements with other nations as part of extraterritorial legal and extra-legal arrangements to return Chinese-identified “ fugitives” found outside China’s jurisdiction to China for trial or punishment. China has extradition arrangements with fifty-nine countries, with thirty-nine of the agreements ratified by the other nation, a campaign that weakens international human rights norms. Notably, Belgium, Bulgaria,
Cyprus, France, Lithuania, Portugal, Romania, Spain, and most recently Turkey each have extradition agreements in place with China. In 2020, France said it would not ratify its 2017 extradition treaty.\(^{207}\) China has ratified its treaties with Belgium and Cyprus, but neither country has yet ratified on their end,\(^{208}\) while Bulgaria, Lithuania, Portugal, Romania, and Spain’s agreements remain in place.\(^{209}\) Spanish authorities, as recently as 2019, worked with Chinese authorities to extradite ninety-four Taiwanese living in Spain as part of China’s “Operation Great Wall.”\(^{210}\) Europe’s law enforcement and judicial cooperation with China, with regard to extradition, raises serious concerns about enabling China’s subversion of human rights norms. In January 2021, China ratified an extradition treaty with Turkey that Ankara has not yet ratified. If it does, the law could potentially put at risk thousands of Uyghurs living in Turkey.\(^{211}\)

**France, Germany, and the United Kingdom.** Of all the European nations, France, Germany, and the UK are the most vocal and consistent in their strong opposition to China’s human rights abuses and interference in the sovereignty of Hong Kong. All three nations have condemned, independently and at the UN, China’s egregious persecution of the Uyghurs and other minorities in Xinjiang. The UK, in part due to its historical ties to Hong Kong, has been more vocal about the impingement by China on the civil liberties of the Hong Kong people. In June 2020, in response to China’s imposition of its new national security law on Hong Kong, the UK government pledged to admit three million Hong Kongers with British ties.\(^{212}\) The UK is also putting in place a new mechanism for targeted human rights sanctions. In July 2020, the UK, France, and Germany called on China to allow meaningful and unfettered access or “free entry”\(^{213}\) to Xinjiang for independent observers, including the UN High Commissioner for Human Rights.\(^{214}\) This was supported by thirty-eight other countries in the UN. All of these actions show positive will to do more to mitigate Chinese human rights abuses, even while more coordinated action is required.

However, trade and investment incentives that European nations receive from China continue to stymie actions against China’s human rights practices. For instance, in January 2021, British Prime Minister Boris Johnson defeated a proposed amendment in the House of Commons that would have enabled London’s High Court to rule on claims of genocide against potential trading partners, including China. If the amendment had passed, the UK government would have had to consider pulling out of trade deals with the nations involved.\(^{215}\) This example shows the tension and trade-off European nations face between potential economic gains from China on the one hand and clear and repudiating criticism of China’s human rights practices on the other.

### 3. Possible Transatlantic Responses

**Setting objectives.** There is considerable convergence among European nations and the United States about the need to stand up to China and call out its abysmal human rights practices. To that end, the United States and Europe must first agree on a set of key objectives to grapple with China’s malign governance and human rights practices. To move from shared concern to collective action, countries must outline a shared understanding of redlines in terms of China’s international behavior related to human rights, as well as its efforts to alter rules within international institutions. Objectives with regard to minorities in Xinjiang and Tibet need to be expanded upon to consider what action may be taken to alter the CCP’s calculus, to name and shame China if it refuses to allow international scrutiny, and to provide long-term and more extensive support to persecuted peoples. With regard to Hong Kong, transatlantic nations need to increase their vocal support for civil and political freedoms, as well as orchestrate more transnational support, including providing safe haven for civil rights advocates within Hong Kong. Assuming agreement on objectives, a strategic framework must be developed that sets priorities and incorporates trade-offs.

---
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Condemning abuses in Xinjiang. In countless dialogues, both the EU and European nations have criticized China’s abuses in Xinjiang and record on freedom of belief and human rights, but have made little actual progress on changing behaviors. On the situation in Xinjiang in particular, the EU and its member states have taken only modest actions, including issuing statements condemning the detention centers and offering haven to a small number Uyghurs who are able to flee to Europe. However, it is clear that statements are not enough; they have, so far, done little to deter China’s actions or redress the dire situation in which the Uyghurs find themselves. In March 2019, a joint letter signed by a number of NGOs, including Amnesty International and Human Rights Watch, pushed the EU on the issue of China’s human rights violations and urged it to “press China to allow meaningful access to Xinjiang” for UN representatives, secure the release of jailed foreigners, have the European Union External Action Service (EEAS) publish a “frank assessment” of the aforementioned late-2020 human rights dialogue, identify specific human rights issues China must address, and more. Additionally, members of the European Parliament wrote to urge the EU to condemn China’s human rights violations at the EU-China summit in September 2020, but the EU failed to do so meaningfully.

Condemning behavior in Hong Kong. In comparison to an extraordinarily short EU declaration, the United States, Canada, Australia, and the UK released a joint statement on May 28, 2020, condemning China’s new national security law vis-à-vis Hong Kong. Such statements by nations help mitigate the shortcomings of organization-wide responses and should continue to be used to publicly shame China about its human rights record. Nevertheless, the EU, along with the United States and the UK, should endeavor to push for organizational statements that make clear a shared consensus among these nations that they will not stand for China’s human rights abuses.

Improving EU-China human rights dialogue. Introduced in 1995, the EU-China human rights dialogue in its current form provides a platform that has allowed the Chinese government to push its own agenda and undermine attempts to criticize its human rights violations publicly. Beijing has reduced the number of dialogues it will participate in and refuses to allow participation of third parties and NGOs critical of its government. The EU-China leaders’ summits, including the latest held in September 2020, have been insufficient in bringing about any real pressure on China with regard to human rights and have instead provided a platform for China to repeat propaganda. The EU has used such occasions to reiterate its “serious concerns about the treatment of ethnic and religious minorities, the situation of human rights defenders, as well as the limitations to freedom of expression and access to information.” However, the summit’s agenda was dominated by trade and investment concerns.

Delivering on ILO commitments. The most recent development is the negotiation of the EU-China Comprehensive Agreement on Investment (CAI), which is set to replace the twenty-six existing bilateral investment treaties between twenty-seven individual EU member states and China. This proposed legal framework for EU-China investment ties includes provisions on core environmental and labor standards for the two parties to meet. This is significant as more than one hundred thousand Uyghurs and other ethnic minorities in China are kept under the conditions of forced labor following detention in “re-education” camps. China has continued to come under scrutiny for its poor labor practices, denying citizens their basic rights. While, as part of the CAI, the EU announced that “for the first time, China has also agreed to ambitious provisions on sustainable development, including commitments on forced labor,” the details give far less reason for optimism that this agreement will bring about a sea change in Chinese labor practices. In reality, China has agreed to “undertak[e]
commitments in the areas of labour” and “China has also agreed to make continued and sustained efforts to ratify the ILO [International Labour Organisation] fundamental Conventions on forced labour.”226 Such a commitment is extremely vague and does not actually obligate China to meet labor standards.

Creating an EU sanctions regime. Unlike the United States’ Global Magnitsky Human Rights Accountability Act, the current EU regulation does not feature “corruption” as a criterion for sanctions. In addition, to date, no other transatlantic nation except the United States has declared that China’s treatment of the Uyghurs and other minorities in Xinjiang is “genocide.” Were they to do so it would be significant rhetorically and would have a knock-on effect on legislation and other engagements with China.227 As the EU implements its human rights sanctions regime, it is critical for targeted sanctions to be enacted in a timely fashion, and for the measures provided in the regulation, such as asset freezes and travel bans, to be put in place on individuals already identified by the United States, the UK, and others who have already implemented their own regulations. The EU should also consider recognizing corruption as a qualifying criterion in its regulation and should additionally use the full breadth of its financial powers to hold human rights abusers to account, including implementing regulations on businesses with potential supply chain exposures to Xinjiang.

Limiting surveillance technology and imports of forced labor products. The EU should also seriously consider drafting stringent legislation that limits exports to China of European technology that could be used for mass surveillance purposes. The EU might institute technology export legislation to place restrictions on private industry transfers and exports in relation to human rights. This legislation would help instill standards and rectify past mistakes made e.g., by Sweden and the Netherlands in the transfer of technology to China that has been used for mass surveillance. In addition, the EU should create a comprehensive list of the types of technology used by China in mass surveillance, including facial recognition technology and networked cameras, that should be used as the basis of a “ban list” on those specific sales to China. Alongside this, the United States and European nations should ban imports from China of key goods manufactured by forced labor. In 2020, the United States blocked cotton imports from Xinjiang after obtaining information about the use of forced and convict labor to produce it.228 The EU, the UK, and the United States should conduct similar assessments in other areas of the market and should apply economic pressure if supply chains involve such labor.

Reversing extradition procedures. Finally, China’s Operation Fox Hunt—a state-sanctioned campaign to repatriate Chinese dissidents living in countries like Australia, Canada, New Zealand, the UK, and the United States, which make up the Five Eyes intelligence-sharing alliance—should be carefully monitored by the United States and all European nations. The extradition of members of the Chinese diaspora—often to face criminal charges with opaque proceedings—relies on the cooperation of law enforcement agencies in the United States and Europe. A Swedish court in 2019 refused China’s request to extradite former government official Qiao Jianjun due to human rights concerns.229 And the US Department of Justice (DOJ) in 2020 charged eight Chinese agents with harassing, stalking, and coercing Chinese nationals living in the United States to return to China as part of Operation Fox Hunt.230 Continued resilience and monitoring of this operation by the United States and European nations is critical to upholding the human rights of Chinese fleeing retribution from the Chinese state.

4. Major Recommendations

i. All European nations and the United States should require human rights transparency clauses and a commitment to labor standards in trade, investment, and other economic agreements made with Chinese entities. The EU should also modify the CAI to require a binding commitment (and mechanisms for measuring compliance) from China to the International Labour Organization’s fundamental conventions on forced labor.

ii. Continue a staunch, multilateral push for independent investigation and fact-finding missions to China to investigate human rights violations, including through the EU and UNHRC.

iii. Countries with extradition treaties with China or Hong Kong – including, Belgium, Bulgaria, Cyprus, France,
Lithuania, Portugal, Romania, Spain, and Turkey—should swiftly negate their treaties under the principle of non-refoulement. No other country should enter into extradition agreements with China. Such agreements should not exist to any country where due process and fair trials are denied, and where torture and disappearances are rampant. The practice of European countries—for example, Spain—of extraditing Taiwanese nationals to mainland China should be immediately discontinued.

iv. Transatlantic nations should enact stringent legislation to limit exports of European and US technology to China that could be used for mass surveillance purposes. In addition, countries should ban imports from Xinjiang and other parts of China where forced labor is used. The EU should establish a monitoring system to enhance transparency along supply chains and introduce in-depth assessments of salient human rights risks to those working within these chains or affected by a company’s operations. Transatlantic nations should adopt mandatory due diligence legislation to establish civil and legal liability for companies that use material, imports, or work with suppliers where forced labor is a known risk.

Section B: Chinese Diplomacy and Interference Operations Abroad

1. The Challenges

a) Global governance

China’s goals. China seeks to reshape global governance to suit its interests. It phrases this desire in different ways, for example, as fixing “global deficits” in governance.231 On January 2, 2021, Chinese Foreign Minister Wang Yi gave an unusually clear indication of this intention, saying: “We will proactively engage in the reform of global governance.”232 Its first goal is to make the world “safe” for the CCP by negating challenges in order to preserve the party’s power at home. This is a defensive move, but with offensive consequences. The second goal is to achieve “the great rejuvenation of the Chinese people” or “national rejuvenation” or simply “the Chinese Dream” by 2049. This is an outward-focused vision of a rising power. In reality, internal and external security in China today is seamless. According to the 2015 State Security Law:

“On national security work, overall arrangements shall be made on internal security and external security; territorial security and citizen security; conventional security and unconventional security; and own security and common security.”233

The law continues, importantly, “In maintenance of national security, priority shall be given to prevention.” Since the CCP’s concept of state, or national, security is preemptive and global in nature, removing anticipated threats, not just reacting to existing or perceived ones, means the CCP “must” shape the global governance landscape.234

In addition, the open human rights and democracy-based vision of the UN world order is asymmetric to China’s system of “people’s democratic dictatorship,” which establishes a closed circle, in reality a hierarchy, of power, ruling out challenge a priori. Article 1 of the Chinese Constitution states:

“Leadership by the Communist Party of China is the defining feature of socialism with Chinese characteristics. It is prohibited for any organization or individual to damage the socialist system .... All power in the People’s Republic of China belongs to the people.”235

Such an arrangement cannot tolerate bottom-up challenges encapsulated, for example (and not coincidentally), by the mechanism of the UNHRC, which allows for citizens to independently review their governments’ human rights progress via the Universal Periodic Review. Cao Shunli, a Chinese lawyer and human rights activist who

tried to exercise this power, was barred from traveling from Beijing to Geneva in September 2013 and died in custody six months later.236

The CCP proposes alternatives to the UN-based order, such as a (poorly defined) concept of “community of human destiny,” to “improve and strengthen” global governance. In 2021, eight years after Xi first presented it at the Moscow State Institute of International Relations,237 this concept remains a vague vision rather than a set of legally defined, or even concrete, proposals. There have been further suggestions of what the vision should fix: “four deficits in global affairs”—governance, trust, peace, and development—as Xi said in Paris in 2019. In 2020, Wang, the Chinese foreign minister, presented five ideas, though they, too, lack specificity.238 One idea, for example, is to “practice the principle of joint consultation, construction and sharing.” Overall, this vagueness enables the CCP to control interpretations and pursue a strategy of flexible dominance based on hierarchical relationships.

China’s second goal of reshaping global governance, which is offensive in nature, dovetails with the “community of shared human destiny” and involves a multi-decade, civilizational project to revive the power and wealth of dynasties past such as the Tang (618-907) or Ming (1368-1644), but strengthened by twenty-first century economic and technological prowess. The civilizational-political centrality of this vision is shown by three permanent exhibitions at “the ancestral temple of Chinese culture,” the National Museum of China in Beijing’s Tiananmen Square.239 These are Ancient China, The Road of Rejuvenation, and The Road of Rejuvenation: New Era.240 The latter explores national rejuvenation in the doctrinal “New Era” of Xi.

This goal requires, and the CCP has access to, a cat’s cradle of measures, not just economic but also diplomatic, propagandistic, and psychological in nature. Key measures are examined below: the power of story, or narrative control; practical steps to build influence in international organizations; the exercise of diplomacy and coercive diplomacy; and last, but by no means least, political influence and interference, including via human actors, disinformation, and espionage. All these—at least partly intangible—factors are part of the CCP’s political warfare toolbox,241 a well-honed set of measures and skills long neglected in Western analysis of China, the aim of which is to “win without fighting.” The United States and Europe can do much together in response by defining, facing, and countering these measures on a societal, political, and economic level. However, it will take political will. Kinetic military power will not be enough to defend democracy in the world of the future. Ideas matter.242 Yet it is important to note that China is not neglecting military power. On January 1, 2021, the state updated its National Defense Law to include an innovation that appears to contradict the UN Charter provisions regarding the use of force. The new law inserted the phrase “development interests” four times, presenting the economic concept as grounds for military action.243 As a summary on the website of China’s Ministry of Defense says, “National Defense is the country’s survival and development security guarantee.” Article 2(4) of the UN Charter generally prohibits states from using force against other states when it is inconsistent with the purposes of the charter. The two big exceptions allowing the use of force, which are consistent with the charter’s purpose, are either (i) when the UN Security Council has authorized it or (2) when a state is subject to an “armed attack” and the right of self-defense is triggered. The negotiations for the charter deliberately ruled out economic coercion being able to trigger this right of self-defense.244

Tell the story. “Tell the China story well,” Xi’s exhortation at a National Propaganda and Ideology Work Conference
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in 2013, may sound like a command for parents to do a better job at children's bedtime. In reality, it is a global propaganda push to seize the narrative high ground, shape “hearts and minds,” persuade the world of the correctness of the CCP’s version of China, or its “story.” This story is contested by many people, including Chinese dissidents at home, exiles, the Uyghurs, Hong Kongers, Taiwanese, Tibetans, Mongolians, Christians, and Falungong and other spiritual or religious practitioners. The full quote from Xi, “Tell the China story well, broadcast well China’s voice,” echoes Mao Zedong in 1955: “Manage the world, make our voice heard everywhere on earth.” With its not-inconsiderable profile in European and US media and society, the CCP has done this well.

However, the COVID-19 pandemic hit China’s image hard in Europe and the United States, a fact recognized by Chinese leaders. In July 2020, Xi directly quoted Mao, saying, reportedly for the first time in official remarks at a Politburo meeting, that due to challenges caused by the coronavirus and pushback from around the world, China had entered a phase of “protracted war.” This is an ideological uptick in how the CCP views its international position. “Many of the challenges we have encountered are of a medium- to long-term nature. We must understand this from the perspective of protracted war,” Xi said.

**Protracted War** is the title of a 1938 essay by Mao in which he predicted Chinese soldiers could defeat the Imperial Japanese Army if they adopted a long-term view and a three-stage strategy: retreat and defend, build up to a stalemate, and go on the offensive and through to final victory. Tellingly, the well-known phrase has been mentioned for years together with “national rejuvenation,” the “Chinese Dream,” and Xi’s “New Era,” suggesting it is part of the CCP’s vision, and underlining a sense that the party does not see ideological or values convergence with democratic nations as a possibility. Instead, it suggests that like the struggle against Japan, China’s rise will entail the West’s decline.

**International organizations.** The CCP has worked hard to grow China’s influence within the international system and, especially, the UN. Technical agencies have been a key target. By 2020, Chinese officials headed or occupied senior management positions in thirty key organizations, including leading four of the UN’s fifteen specialized agencies. A bid for a fifth top job—director general of the World Intellectual Property Organization (WIPO)—was blocked in May 2020 by a vote of fifty-five to twenty-eight. An informal coalition of states was concerned that China, a country with well-known IP problems, including state policies aiding systematic, vast, global “grey zone” technology extraction, was an unsuitable candidate to lead the world’s IP agency. Had China succeeded, it would have been akin to “appointing the fox to guard the henhouse,” an experienced China commentator said. Chinese officials already lead standards-setting, strategically significant agencies such as the International Civil Aviation Organization (ICAO) and the International Telecommunication Union (ITU).

Central to the CCP’s effort to grow China’s influence is how China connects its Belt and Road Initiative (BRI), for which Europe is a geographic endpoint, to the UN’s flagship Sustainable Development Goals (SDGs). UN Secretary-General António Guterres has publicly supported this. At the Second Belt and Road Forum for International Cooperation in Beijing in 2019, Guterres pledged the support of UN country teams, including agencies, funds, and programs, for the BRI, saying “the pillars of the Belt and Road Initiative link to the SDGs.” With a few exceptions, transatlantic countries have declined to join the BRI, seeing it as a way for China to establish geo-economic and, ultimately, geopolitical and military dominance.

Some of the most public political struggles between China and the US-led transatlantic and democratic nations at the UN have been at the UNHRC and the World Health Organization (WHO). Amid the COVID-19 pandemic, the United States (which left the UNHRC in 2018) announced it was also withdrawing from the WHO, alleging excessive Chinese influence. In particular, the United States objected to the words and actions of WHO Director-General Tedros Adhanom Ghebreyesus, a former Ethiopian foreign minister. In 2017, the year “Dr. Tedros” took the top job, WHO
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signed a memorandum of understanding with Beijing to implement the BRI: “This agreement was the starting point for a new kind of WHO-China relationship focusing on global health,”252 it said in a press release, using CCP language for international relations, “a new kind of relationship.”

China has pushed to increase its influence at the WHO since at least 2006, not long after the end of the first SARS virus crisis, when Margaret Chan became director-general. An unpublished report for a German think tank detailed how Chan’s candidacy was supported by Beijing, which in this way monitored and, reportedly, influenced activities at the world body.253

A key goal for Beijing at the WHO is political, not health: keeping out Taiwan, which it regards as a target for takeover (or “reunification”) by force if necessary. Beijing has blocked Taiwan’s limited, observer-only participation at the World Health Assembly, the governing body of the WHO, since 2016, when a Taiwanese political party, the Democratic Progressive Party led by Taiwanese President Tsai Ing-wen, won national elections there.

The exclusion of Taiwan arguably had disastrous results during the pandemic. The WHO followed Beijing’s lead and—at least publicly—ignored warnings from Taiwanese officials in December 2019 about human-to-human transmission of the SARS-CoV-2 virus. In fact, the WHO did not address the issue until January 21, 2020, tweeting then that there was “at least some human-to-human transmission.” It also reportedly bowed to pressure from China not to declare a global pandemic until March 2020. Although the facts remain unclear, China may have known earlier that the virus was spreading between humans. Patients in the Chinese city of Wuhan were quarantined in December 2019, suggesting at least the suspicion that the disease was infectious; according to some Chinese-language media reports vaccine development began in China on January 4, 2020, suggesting the authorities may have known the disease was transmissible more than two weeks before they acknowledged it publicly.254

To this day, Taiwan, with twenty-four million people, has one of the best COVID-19 management records in the world precisely by not trusting the WHO and China. Perhaps uniquely, it has not suffered economic contraction in 2020. The episode vividly demonstrates the global risks created by China’s growing clout in international organizations.

Underlining its push to influence international organizations, China has established effective dominance, with allies such as Cuba and Venezuela, at the UNHRC, where it introduced language that seeks to change global rights protection by introducing vagueness in place of legal principles and replacing clarity with a woolly concept of “relationships” that is hierarchical in nature, according to human rights experts.255 In particular, it has sought to introduce the phrase “mutually beneficial cooperation.” One expert described this as an effort to “embed Xi Jinping’s ideas, discourse, and policy into the work and language of the Council.”256

The Trump administration’s decisions to abandon the UNHRC in 2018, and the WHO, were widely unpopular in Europe. Yet, these actions may also have focused minds. At the most recent UNHRC membership vote in 2020, support for China, which had grown since 2006, fell by forty-one votes, from a 2018 high. Germany has taken on a more active role, speaking out and helping shift votes, demonstrating what allies can achieve when they pull together.257 Biden has, meanwhile, reversed the Trump administration’s decision to leave the WHO.

b) Coercive diplomacy

Intimately tied to China’s growing clout in international organizations is the expansion of Chinese diplomacy as part of a bigger “foreign affairs system” that includes external propaganda (exoprop) and political interference activities.258 “Diplomatic work is a political struggle; you don’t engage in a war of weapons, you engage in a war of words,” Mao told China’s first diplomats,259 and recently that approach is increasingly visible as China sheds its traditional caution and moves center stage in the world.

253 One of the authors of this Atlantic Council paper attended a briefing. Unfortunately, the report was not published due to its sensitive content.
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Under Xi, the CCP practices what it calls “major country diplomacy with Chinese characteristics.” At a Foreign Affairs Work Conference in 2018, Xi said: “[D]iplomacy represents the will of the state, and the diplomatic power must stay with the CCP Central Committee.” By the end of 2019, China had the most diplomatic representations of any country in the world (276), overtaking the United States (273).

Speaking at the opening of the Xi Jinping Thought on Diplomacy Studies Centre in Beijing in July 2020, Wang, China’s foreign minister, described China’s diplomatic goals as bringing “a new international political and economic order to a new historical level, aiming at a community with a shared future for mankind, a new type of international relations, and reform of the global governance system.” The sentence may seem like sloganeering, but note its use of the word “new” three times, how it calls for a “new … order,” a “new type of international relations,” and “reform.” Stating the obvious perhaps, Wang added, “First, Xi Jinping Thought on Diplomacy is an integral component of Xi Jinping Thought on Socialism with Chinese Characteristics for a New Era.”

Chinese diplomacy says it implements good neighborliness, benevolence, and “win-win situations” alongside a practice-based Marxist-dialectical analysis of foreign affairs. It spurns what it calls the “traditional realist theory of international relations,” as well as “unilateralism, protectionism and bullying.”

And yet, demonstrably, “bullying” is increasingly practiced by Chinese diplomats. Also called “coercive diplomacy,” it is not ordinary diplomacy but an attempt to project power, including through the wide use of both real and inauthentic social media accounts, and online automated bot networks. Overall, countries and other targets, including individuals, have struggled to develop an effective toolkit to push back.

One report recorded 152 cases of coercive diplomacy by China affecting twenty-seven countries, as well as the EU, with a sharp escalation since 2018. Broadly divided into economic and non-economic measures, they are: trade sanctions, investment restrictions, tourism bans, popular boycotts, arbitrary detention (or hostage-taking), restrictions on official travel, and state-issued threats. The measures seek to “punish undesired behaviour and focus on issues including securing territorial claims, deploying Huawei’s 5G technology, suppressing minorities in Xinjiang, blocking the reception of the Dalai Lama and obscuring the handling of the Covid-19 pandemic,” the report said. Europe, North America, Australia, New Zealand, and East Asia recorded the most instances of coercive diplomacy over the last decade.

Examples in Europe are Sweden (over the detention of the Chinese-born Swede Gui Minhai and other issues including perceived trickery over the true purpose of a China-built scientific research station in Kiruna north of the Arctic Circle) and the Czech Republic (over a trip to Taiwan by the president of its Senate). Further afield and of special importance perhaps to the United States, two of its Five Eyes allies have been heavily targeted: Canada (over the detention of Meng Wanzhou, chief financial officer of Huawei Technologies Co., Ltd.) and Australia (for challenging CCP interference in Australia and “demanding an independent investigation into the origins of the COVID-19 pandemic”).

The focus on smaller countries is unlikely to be a coincidence. “Gather your best forces, annihilate the enemy one by one,” Mao wrote on how to defeat a powerful enemy: first eliminate the real enemy’s smaller allies to ensure a step-by-step victory.

In 2019, then-Chinese ambassador to Canada, Lu Shaye, described Canadians as “white supremacists” amid a triangular dispute involving the arrest in Canada, on a US warrant, of Meng, the daughter of the founder of Huawei,
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and subsequent retaliation by China which arrested two Canadian citizens, Michael Kovrig and Michael Spavor.268

In January 2020, China’s ambassador to Sweden, Gui Congyou, comparing the relationship between Swedish journalists and the Chinese government said, “It’s like a 48-kilogram lightweight boxer who provokes a feud with an 86-kilogram heavyweight boxer, who out of kindness and goodwill urges the (smaller) boxer to take care of himself.”269 In France, an anonymous article posted on the website of the Chinese Embassy in Paris in 2020 claimed carers in Western nursing homes abandoned their jobs and left residents to die of COVID-19.270 Despite public protests by French politicians the article was not taken down. After a visit by Czech Senate President Milos Vystrcil to Taiwan in August 2020, Wang, China’s foreign minister, said Vystrcil would “pay a high price for his shortsighted behaviour.”271

Chinese state media have called Australia “gum on China’s shoe” and Chinese diplomats have issued a list of fourteen grievances which included reining in Australia’s independent media and research.272 In November 2020, Zhao Lijian, a key “wolf warrior” diplomat, warned the Five Eyes countries not to meddle in China’s core interests “lest those eyes be poked out and blinded.”273

“Wolf warrior” diplomacy (named for its verbal and conceptual aggression, the term is taken from two eponymous, Chinese-made films) revives Cultural Revolution-style messaging, one expert said.274 Even in Germany, Chinese Ambassador Wu Ken, not considered a “wolf warrior,” has threatened the auto industry’s extensive business in China saying, “If the German government made a decision that led to the exclusion of Huawei from the German market, it will have consequences—the Chinese government will not stand idly by.”275

Today, key diplomats such as Chinese Ministry of Foreign Affairs spokespersons Zhao Lijian and Hua Chunying, 268 Mike Blanchfield, “‘White supremacy’ a factor in detainees cases, Chinese ambassador charges,” CBC, January 9, 2019, https://www.cbc.ca/news/politics/china-ambassador-white-supremacy-1.4971884.
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Zhao Lijian, deputy director of the Chinese Ministry of Foreign Affairs Information Department and a key “wolf warrior” diplomat.

English-language media such as the party’s Global Times and its editor Hu Xijin, and overseas state media reporters such as Chen Weihua regularly take to social media and other channels to lash out at criticism of China and accuse
non-Chinese critics of racism, in comments amplified by disinformative and propagandistic online behaviors. The mechanisms of CCP influence and interference around the world are slowly coming to light as researchers and journalists uncover this hitherto poorly understood area. Increasingly, analysts use the term “interference,” not “influence,” to characterize efforts that are in reality “covert, coercive and corrupting” in order to distinguish them from legitimate diplomacy practiced by all nations. However, in practice the line between influence and interference is often blurred.

So, while globally China has made substantial progress in building economic and diplomatic ties in the Middle East, including in Iraq and Iran, in Pakistan, across Africa, and in South America—some of these countries today are among China’s supporters in international fora—an upshot of the pandemic and coercive diplomacy is that China’s image in the world has deteriorated (see discussion in Chapter I), including in Europe where it was viewed more positively than in the United States. In June 2020, the EU High Representative for Foreign Affairs and Security Policy Josep Borrell said that Europe had been “too naïve” in its relations with China. “I said that several times. I think that we have to build a realistic relationship with China in order to defend our values and interests,” Borrell said at a press event. Despite that, in December 2020, the EU agreed on a potentially far-reaching business deal with China, the CAI, amid significant controversy.

c) Diplomatic interference

“Wolf warrior” diplomacy blends with other activities by the CCP, such as propaganda, disinformation, and interference work by the United Front Work Department (UFWD) and other parts of the party and security state, as well as more familiar, old-school economic and political espionage to create a wide spectrum of difficult-to-deal-with behaviors. The key here is the CCP’s United Front strategy, which is a whole-of-party strategy. The UFWD, a special department directly under the CCP’s Central Committee, formally carries out this work through many subsidiary organizations, such as the Overseas Chinese Affairs Office.

“The United Front Work Department (UFWD) is the organisation through which the Party reaches out to many key non-party groups within and outside China in order to achieve important political goals. It also monitors sensitive constituencies and selects representatives from them who they can then incorporate into the political system,” wrote Gery Groot, a foundational researcher of the United Front system.

In this “patriotic united front structure” the (nominally non-communist) Chinese People’s Political Consultative Conference, with more than six hundred thousand members nationwide, is also key. But these organizations do not cover the entire range of work. All CCP members, committees, and organizations are expected to support and carry out United Front work. “The united front is the business of the whole party, the united front is the work of the whole party, the whole party must view it with importance and everyone do it together,” the People’s Daily wrote in May 2015 when United Front regulations were updated.

278 See, for example, Jamil Anderlini, “China’s Middle East strategy comes at a cost to the US,” Financial Times, September 9, 2020, https://www.ft.com/content/e20ae4b9-bc22-4cb5-aaf6-b67c885c845c.
citing Xi.285 Emphasizing the importance of this, essentially conspirative, work for the party (conspirative as it reaches deep into Chinese, overseas Chinese, and non-Chinese society on behalf the party but under a non-party guise), in January 2021 the CCP updated those 2015 regulations to further “strengthen and improve” United Front work.286

Rooted in the early years of the party’s history, the United Front is a political concept imported from Europe, founded in the Soviet Union by Vladimir Lenin in 1921 and applied in Germany in the 1920s, to weaken and undermine opposition to communist influence. It was deepened by Mao and Zhou Enlai, and today remains a fundamental, overarching strategy of the CCP, as well as a tactic that aims to coopt non-communists through profit, pressure, or both, thereby reducing the number of “enemies” at home and abroad. It is political warfare. Increasingly, the party is working to Sinify United Front work by tying it to the traditional Chinese philosophical concept of Tianxia, or “all under heaven,” a dynastic vision of single authority, all-encompassing governance, creating an increasingly complex nexus of contemporary CCP politics and civilizational values.287

Uncovering United Front work, especially overseas, is delicate as it touches on business, social, and political; individual; and group interests built up over decades. The party expects overseas Chinese to remain loyal to the “motherland,” and overseas Chinese are a key (though not the only) target of UFWD work: “As long as the overseas Chinese are united they can play an irreplaceable role in realising the Chinese Dream of national rejuvenation as they are patriotic and rich in capital, talent, resources and business connections,” Xi said.288

Despite this, some observers in the transatlantic space continue to miss, or even question, the importance of United Front work; its activities and inroads into both local and elite power structures, often via business, are underestimated everywhere. In just one marker, the budget for UFWD organizations in China exceeded $2.6 billion in 2019, outstripping spending by China’s Ministry of Foreign Affairs.289 Nearly $600 million (23 percent) was set aside to influence foreigners and overseas Chinese communities, making it highly unlikely the effort is not of real significance to the CCP.290

Overall, the CCP’s United Front work, UFWD departments, and other parts of the party-state that follow similar goals such as the Chinese People’s Association for Friendship with Foreign Countries (CPAFFC), have helped establish or shape interest groups around the world, especially but not just those with ethnic ties to China. These include hometown associations, cultural groups, business chambers, professional associations, and student groups. Chinese diplomats and officials, including those belonging to organizations within the formal UFWD system (such as the Chinese Overseas Exchange Association or the Zhigong Party), liaise—directly or indirectly—with the groups, providing “guidance,” and sometimes organizational support, as well as business and professional opportunities. Some are active in lobbying, including at the EU.291 The United Front has built up an extensive Chinese-language media network among the Chinese diaspora in transatlantic countries, with a baseline count of nearly one hundred such online and traditional media outlets across Europe alone, strengthening the Party’s reach in ways that are mostly invisible to non-Chinese.292 These networks are extensive in all transatlantic countries. Many people who are part of these community groups are unaware of their political background, or interests are so merged with daily life that it is hard to say what is political and what is not.

In Germany alone, there are about two hundred and thirty such groups in total, a number made up of several different elements, including the Federation of Chinese Professional Associations in Europe (FCPAE) in Frankfurt, about eighty Chinese Student and Scholar Associations (CSSAs), a network of about three dozen German civil society groups under contract with the CPAFFC to jointly implement BRI projects, and at least ninety-seven of professional guilds for graduated Chinese students staying in Europe.293 These work to establish business and facilitate knowledge and
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The Netherlands delivered protective equipment and medical supplies from Beijing, China to Podgorica, Montenegro, in support to NATO efforts against the COVID-19 global pandemic. United Front actors mobilized to ship protective equipment to stricken European countries as part of China’s “Wolf Warrior” diplomacy. Source: NATO

technology extraction back to China, thus demonstrating a key, practical goal of political influence and interference: technology transfer.294

The situation in the United States is similar, suggesting a significant opportunity for transatlantic cooperation in this area. A recent count of groups, based on cross-membership of prominent individuals with formal UFWD organizations in China, high-level access to Chinese leaders that can only be won by “friendly organizations,” technology transfer activities coordinated with United Front groups as well as other factors295 produces a figure of about six hundred.296 This figure includes the 265 CSSAs in the United States. Students and scholars are a major target of United Front work.297

Overall, this system marginalizes non-CCP Chinese voices, spreading the party’s “China story” at the expense of other, independent and authentic voices, and lived realities. This not easily visible within host countries. An especially troubling issue is that many, if not most, members themselves may not be aware their membership may be used by the CCP, including by the Ministry of State Security (MSS). The MSS’s Twelfth Bureau (of eighteen identified bureaus) “handles MSS contributions to the CCP’s united front work system.”298 This difficult mixture of innocent and non-innocent manipulates the normal functioning of a democracy where ethnic and other identity politics flourish. Attempts to point out the challenges are typically met with accusations of “racism” within a liberal democratic political environment, rather than an attempt to address the problem itself or acknowledge its uniquely political nature. This is the case in all transatlantic societies, but especially so in the United States.

d) Disinformation campaigns

The COVID-19 pandemic resulted in a surge in disinformation by Chinese diplomats and state media online via social media and in person by “wolf warriors” (discussed above). This included claims that the coronavirus, which caused the pandemic, did not originate in China but in many other locations, from the United States to northern Italy to India.
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to Australia. After initially draining Europe and the United States of personal protective equipment (PPE), as the United Front system activated to ship PPE to China in January and February 2020, the Chinese economic state machinery then reversed that process and flooded stricken transatlantic nations with PPE, sometimes presented as aid. This behavior and the still-unresolved origins debate have alarmed some Europeans to the risks presented by the CCP. Overall, neither the United States nor the EU are on top of the situation. The EU’s East Stratcom Taskforce, set up in 2015 within the EEAS, tracks Chinese disinformation but is restricted in scope being originally set up to monitor Russian behavior. In 2020, Borrell, the EU’s high representative, and his US counterpart began a bilateral dialogue that involved foreign ministers of the EU countries, but it remains to be seen to what extent it will deal with urgent issues such as CCP disinformation, coercive diplomacy, United Front interference, and espionage. Europe remains behind the United States in mitigating the situation and China wants to keep it that way, hoping to separate Europe from the United States and to keep Europe internally divided. Unsurprisingly, an opinion piece published by CGTN, a Beijing-based English-language news channel operated by a state-controlled media organization, greeted the announcement of new EU-US dialogue on China in a downbeat fashion, labeling it as “dead on arrival.”

e) Espionage and trade secret theft

While United Front strategy remains extremely difficult to counter, involving as it does many innocent people, the US Department of Justice’s (DOJ’s) China Initiative, launched in November 2018, directly and openly addresses the issue of systemic economic espionage and trade secret theft by China against the United States. No parallel effort exists in Europe. The DOJ’s goals include, “increased focus on the investigation and prosecution of trade secret theft and economic espionage, to better countering threats posed by Chinese foreign investment and supply chain vulnerabilities.”

Associated with the administration of former US President Donald J. Trump, in reality the pushback began in 2014, during then-US President Barack Obama’s second term. That year the Federal Bureau of Investigation (FBI) issued a first “Wanted” notice against five China-based officers of Unit 61398 of the Third Department of the People’s Liberation Army (PLA) for computer hacking, economic espionage, and other offenses against five US companies and one US trade union. These were the first criminal charges to be filed against known state actors for hacking, according to the FBI. The judge in the case, brought in Western Pennsylvania, described it as “21st century burglary.” Many cases have followed, with FBI Director Christopher Wray saying the bureau opens a China-related case every ten hours.

One such case was charges brought against a New York policeman and US Army reservist in 2020 for acting as an illegal agent of China as well as committing wire fraud, making false statements, and obstructing an official proceeding. One of the man’s Chinese consulate-based handlers worked for the “China Association for Preservation and Development of Tibetan Culture,” a division of the UFWD, according to the charge. “This Department is responsible for, among other things, neutralizing potential opponents of the PRC and co-opting ethnic Chinese individuals living outside the PRC,” the charge read. In 2014, a Chinese citizen working for the same association was evicted from a UNHRC meeting in Geneva for intimidating a witness.
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In 2020, the US Department of State took the rare step of closing China’s consulate in Houston, Texas—one of China’s five consulates in the United States. According to China experts in the intelligence community, the Houston consulate was involved in a range of illicit behaviors that crossed a line in terms of what could be tolerated from a foreign diplomatic mission. Officials singled out a number of problematic activities by Chinese diplomats. These are worth listing in detail as they represent a typical range of behaviors the CCP engages in:

1. Involvement in espionage and trade secret theft;
2. Guiding military researchers who concealed their affiliation with the People’s Liberation Army (PLA) on visa applications and advising them on how to obstruct investigations into this fraud;
3. Aiding grant fraud by researchers at a Texas institution by guiding them on what information to collect;
4. Serving as a base for “Fox Hunt” teams—agents sent from China to coerce economic fugitives, meaning political rivals of Xi, CCP critics, and refugees—to return to China;
5. Enabling direct lobbying of state and local officials, and businesspeople, to favor Chinese interests—normal activity except when conducted in a coercive and covert fashion, and to be kept within bounds when carried out by a foreign government; and
6. Publicly criticizing Hong Kong pro-democracy activists and supporting nationalistic Chinese counter demonstrators.

Crucially, these actions do not target only people of Chinese ethnicity, but also top-level scientists, businesspeople, and politicians. All of the above patterns and activities are underway in Europe. In fact, the CCP may be using laxer controls in Europe to conduct espionage activities against the United States by meeting there with agents in order to avoid the FBI’s increasingly watchful gaze, according to US Assistant Attorney General for National Security John C. Demers.

One example is Xu Yanjun, also known as Qu Hui and Zhang Hui, a member of the Jiangsu province MSS, arrested in Brussels in 2018 before being extradited to the United States on charges of economic espionage and stealing trade secrets from US aviation and aerospace companies.

The China Initiative has certainly made progress in managing interference efforts in the United States, yet there is no such initiative in Europe. Arrests are rarely made, prosecutions are rarely launched, and when they are, they often fall apart—apparently for lack of evidence. This despite the fact that Germany’s counterintelligence organization, the Bundesamt für Verfassungsschutz, highlighted growing challenges from Chinese espionage and the UFWD. According to its 2019 report, published in 2020:

“The scale of identifiable political and economic espionage has significantly increased, without a reduction in efforts to extract information from military targets. In addition, intelligence agents control and direct overseas Chinese communities in Germany. Obedient behavior is secured and strengthened through close institutional ties between Chinese companies, student groups and cultural clubs and institutions, and the ... united front.”

2. Concrete Transatlantic Responses

a) Immediate and independent responses in Europe and the United States

i. Properly fund and prioritize research to assess the challenge. Investigate to what degree politics, civil society, and business have been penetrated by United Front actors and strategies and other forms of CCP interference.

ii. Publicize this information wherever possible to build democratic security via strategic communication. Clearly identify core values, and the challenges to these.

iii. Assess domestic resources, capabilities, and weaknesses. In Europe, the EU’s disinformation task force...
should be immediately expanded to include a full, language and ethnographically fluent team focused on China. This effort should be mirrored in every nation state. National bodies should compare findings and cooperate as many United Front activities are transnational.

iv. Following on from (i.), identify beneficial ownership of businesses to create clarity around proxies.316 Take measures to address this situation where it is duplicitous. Require falsely registered United Front groups to re-register as political actors.

v. Push the core message: without national security there is no economic security. This is especially important in Europe where threat perception is low.

vi. Take cybersecurity seriously. This is still not the case in many, if not most, places. This requires funding.

vii. Malign actors should be “named and shamed.”

b) Responses in the transatlantic space

i. Reengage across the board with international organizations to challenge and limit Chinese influence and interference. Nature abhors a vacuum—do not permit the CCP to fill it. Engage with allies in Asia, Africa, and elsewhere.

ii. Deepen and widen the Democratic Order Initiative,317 or “D-10” (Democracies 10) alliance, to strengthen political and economic partnerships and supply chains.

iii. Respond collectively to diplomatic bullying against any partner.

iv. Create transatlantic rapid response mechanisms to offset Chinese disinformation.

v. Adopt the Taiwan model whereby government departments have “one hour to respond.”318

vi. Require Chinese civil society groups tied to the United Front system to re-register as political actors, in order to ensure transparency. Where appropriate, criminalize and punish malign behaviors.319

vii. Scrutinize money flows in academia, politics, and think tanks to exclude influence and interference. In the United States, the Department of Education is enforcing reporting rules after years of neglect;320 in Europe this effort is controversial and underfunded, carried out by independent civil society actors. German universities may charge around $1,000 for a single inquiry over funding sources.321

viii. Civil society and governments should partner in active strategic messaging and public education, utilizing a full range of open-source and other information, to raise awareness and build democratic security.

3. Major recommendations

To counter coercive Chinese diplomacy, excessive intelligence gathering, and disinformation practices, the partners should:

i. Respond collectively to any case of diplomatic bullying of one partner with a “coercion against one is coercion against all” policy;

ii. Reengage in international organizations to limit Chinese power;

iii. Create transatlantic rapid-response mechanisms to offset Chinese disinformation; and

iv. Register Chinese “civil society” groups operating in the transatlantic space to limit intelligence gathering and influence peddling.

---
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Chapter III: Areas of Lesser Initial Convergence

By Franklin D. Kramer and Sarah Kirchberger

Areas of lesser transatlantic convergence include China’s trade and investment practices and its efforts to dominate new technologies and set international technology standards. Divergence among transatlantic partners here was due initially to the fact that many nations had registered immediate benefits from their economic and technological ties with China while ignoring the longer-term and less obvious risks. Divergence has appeared in the handling of the Huawei Technologies Co., Ltd. 5G issue and is also demonstrated by the fact that both the United States and the European Union (EU) have negotiated separately with China on trade and investment pacts. Nonetheless, China has overplayed its hand in enough instances since the onset of the COVID-19 pandemic that transatlantic partners are increasingly finding common ground on these areas of lesser convergence. A place to start is by countering Chinese subsidies, leverage-seeking investments, supply dependencies, and similar predatory practices that give China dangerous economic, political, and technical leverage over democratic nations.

Section A: Economic Challenges

1. The Challenges

China presents significant economic challenges to transatlantic nations that can usefully be divided in a first, and necessarily oversimplified, approximation into challenges arising within markets in the transatlantic nations, markets within China, and markets in the rest of the world. The most consequential challenges include those arising in the transatlantic markets—unfair competitive practice, resilience issues, cyber espionage, investments in sensitive industries—and in China, particularly issues of technology transfer and access to markets.

A related, but different, challenge is the ability of the United States and Europe, including especially the EU, to undertake complementary approaches in dealing with the economic issues raised by China.

a) Challenges within transatlantic markets

China presents five key challenges in transatlantic markets.

First is the issue of the impact on market competition from unfair practices undertaken by China’s state-driven economic model. For example, in a paper on “leveling the playing field as regards foreign subsidies,” the European Commission highlighted the problem of China’s use of “heavy subsidies to both state-owned and private sector companies.”

Reports by the United States Trade Representative (USTR) to Congress have thoroughly described Chinese unfair market practices, which can be summarized accordingly: “In an attempt to dominate critical global markets and manufacturing industries, China leverages policy tools such as low interest loans; subsidized utility rates; lax environmental, health, and safety standards; and dumping to boost its industry. China also uses counterfeiting and piracy, illegal export subsidies, and overcapacity to depress world prices and push rivals out of the global market. It has implemented these tactics to capture much of the world’s solar and steel industries and intends to extend its dominance to other industries such as automobiles and robotics.”

Second, China presents a series of resilience challenges for the transatlantic nations. Chinese companies are
pervasively present in supply chains.\textsuperscript{327} As one analysis described: “In addition to China dominating many material sectors at the upstream source of supply (e.g., mining), it is increasingly dominating downstream value-added materials processing and associated manufacturing supply chains, both in China and increasingly in other countries. Areas of concern ... include a growing number of widely used and specialized metals, alloys, and other materials, including rare earths and permanent magnets.”\textsuperscript{328} Moreover, “that pervasiveness raises the issue of whether China will remain a reliable supplier, particularly when there are political or other pressures such as can occur during a pandemic. Historically, in order to achieve its geopolitical goals, China has utilized economic pressure including restricting supply chains.”\textsuperscript{329}

One highly important resilience issue arises from China’s involvement in the information technology and communications supply chains. Those considerations are specifically presented by China’s role in 5G technology, in particular through Huawei, and raise the issues of system and component vulnerabilities, including the potential for the introduction of malware.\textsuperscript{330} Moreover, the recent, very significant SolarWinds intrusions into US government and private sector networks that were accomplished through compromised software supply chains\textsuperscript{331} underscore the degree of vulnerability that Chinese engagement in supply chains presents.\textsuperscript{332}

Third, China has used cyber espionage against the transatlantic nations for economic (and national security) advantage. A recent example has been Chinese espionage against companies working on the development of vaccines for the coronavirus. The seriousness of the problem was highlighted by the Department of Homeland Security and the Federal Bureau of Investigation (FBI) issuing a joint alert “warning ... of ... targeting and attempted network compromise by the People’s Republic of China ... [of] [h] healthcare, pharmaceutical, and research sectors working on the COVID-19 response.”\textsuperscript{333} This action by China is, of course, in complete disregard of its promise to the United States to halt commercial cyber espionage.\textsuperscript{334} China’s coronavirus espionage highlights the dangers faced on both sides of the Atlantic by firms seeking to develop and market emerging and advanced technologies. Companies, and especially small and medium-sized companies, cannot be expected to undertake effective cyber protection against the very significant cyber capabilities of China.

Fourth is the key issue of Chinese foreign direct investment (FDI) focused on Western companies with sensitive and/or security-related technologies.\textsuperscript{335} In Europe, China’s acquisition of the German robotics firm Kuka led to a heightened degree of focus on Chinese acquisitions throughout Europe. As a consequence, in 2019, the EU enacted a regulation “establishing a framework for the screening of foreign direct investments into the Union,”\textsuperscript{336} In the United States, analyses have comparably concluded, for example, that “High-tech industries such as artificial intelligence (AI), biotechnology, and virtual reality have been the primary targets of Chinese VC [venture capital] activity ... [One] study found that Chinese investors targeted sensitive technologies in 78 percent of all U.S. VC funding rounds involving a Chinese investor between 2000 and May 2018 ... These investments are not just lucrative business opportunities, they also enable Chinese firms to acquire valuable U.S. technology and IP.”\textsuperscript{337}

Fifth, China is directing substantial resources into innovation and advanced technologies.\textsuperscript{338} The Made in China 2025 program identifies ten areas in which China plans to be a world leader.\textsuperscript{339} More recently, Chinese President Xi Jinping has focused on AI, quantum computing, and other comparable arenas as exemplified by the “New Generation
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Artificial Intelligence Development Plan. These significant efforts have potential consequences for economic markets (and for national security) as advanced and emerging technologies will be the leading drivers of the global economy. The competition in innovation is entangled with the ability to have fair and efficient markets for transatlantic advanced and emerging technology companies in the face of China’s unfair market practices.

b) Challenges in markets within China

For markets within China, transatlantic companies face numerous nontariff barriers that restrict their ability to compete and must also contend with the forcible transfer of their technology to Chinese firms. Additionally, recently promulgated rules, approved by China’s State Council, could have a potentially significant impact on firms that are subject to US or European constraints on dealing with China, though the practical application of these rules is yet to be determined.

One analysis by the USTR enumerated multiple Chinese actions affecting transatlantic firms: “WTO-inconsistent activities pursued by China [include]: (1) local content requirements in the automobile sector; (2) discriminatory taxes in the integrated circuit sector; (3) hundreds of prohibited subsidies in a wide range of manufacturing sectors; (4) inadequate intellectual property rights (IPR) enforcement in the copyright area; (5) significant market access barriers in copyright-intensive industries; (6) severe restrictions on foreign suppliers of financial information services; (7) export restraints on numerous raw materials; (8) a denial of market access for foreign suppliers of electronic payment services; (9) repeated abusive use of trade remedies; (10) excessive domestic support for key agricultural commodities; (11) the opaque and protectionist administration of tariff-rate quotas for key agricultural commodities; and (12) discriminatory regulations on technology licensing.

Second, China uses several approaches that lead to the “forcible transfer of technology,” including, as described by USTR: “(1) pressuring the transfer of technology through the abuse of administrative processes and other means; (2) using discriminatory regulations to force non-market licensing outcomes for U.S. businesses; (3) leveraging state capital to acquire U.S. high-technology assets for transfer to Chinese companies in accordance with China’s industrial policy objectives; and (4) obtaining U.S. intellectual property and sensitive business information through cyber theft for the commercial benefit of Chinese industry.”

Third, China has determined to rely heavily on domestic capabilities, as exemplified in its “dual-circulation” policy. The recently concluded Fifth Plenum of the Central Committee of the Chinese Communist Party (CCP) reiterated the policy of dual circulation, with the communiqués stating that China would “accelerate the construction of a new development pattern with the domestic body and the domestic and international dual cycles mutually promoting each other.” While the precise impact is yet to be determined, China, for example, “ordered all government offices and public institutions to remove foreign computer equipment and software within three years.”

Fourth, as noted above, China has issued rules that “allow government officials to issue orders saying that companies do not have to comply with certain foreign restrictions. Chinese companies that incur losses because of another party’s compliance with those laws can sue for damages in Chinese courts, according to the Commerce Ministry’s notice.” The impact of the rules is yet to be determined: “It is unclear whether global companies would end up...”
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being punished in China for complying with U.S. sanctions. Under the rules ... companies could seek a waiver from the Commerce Ministry in order to comply with American restrictions.\footnote{Ibid.}

\section*{c) Challenges in markets worldwide}

China utilizes both economic pressure and investments to achieve its goals in worldwide markets.

Economic coercion is regularly practiced by China, including by “[p]unish[ing] countries that undermine its territorial claims and foreign policy goals with measures such as restricting trade, encouraging popular boycotts, and cutting off tourism.”\footnote{Peter Harrell, Elizabeth Rosenberg, and Edoardo Saravalle, \textit{China’s Use of Coercive Economic Measures}, Center for a New American Security, June 2018, 2, \url{https://s3.us-east-1.amazonaws.com/files.cnas.org/documents/China_Use_FINAL-1.pdf?ntime=20180604161240&focal=none}.} One listing of particular examples of economic coercion included: “(1) Chinese restrictions on rare earths exports and other measures directed at Japan after a collision between a Chinese fishing boat and a Japanese coast guard ship near the disputed Senkaku/Diaoyu islands in 2010; (2) Chinese restrictions on imports of Norwegian salmon after Liu [Xiaobo] won the Nobel Peace Prize in 2010; (3) Chinese reductions of imports of bananas and other agricultural goods from the Philippines as well as cuts in tourism from China after a dispute over the South China Sea from 2012 to 2016; (4) Chinese reductions in tourism and other measures against Taiwan in response to the election of Tsai [Ing-wen] in 2016; (5) Chinese tourism reductions and restrictions on certain trade with South Korea after Seoul agreed to deploy a US THAAD missile defense system in 2016; and (6) temporary Chinese restrictions on cross-border trade with Mongolia after it allowed the Dalai Lama’s visit in 2016.”\footnote{Ibid.}

China’s international economic investments are generally undertaken through its Belt and Road Initiative (BRI). The BRI has come to be more of a general approach than a highly specific initiative. The investment amounts are substantial though precise data are not easily available, distinctions are often not made between actual and planned investment, and the impact of the COVID-19 pandemic is also unclear. The World Bank had reported that, as of May 2018, “projects in all sectors that are already executed, in implementation or planned are estimated to amount to US$575 billion.”\footnote{World Bank, “Belt and Road Initiative,” March 28, 2018, \url{https://www.worldbank.org/en/topic/regional-integration/brief/belt-and-road-initiative}.} More recently, however:

“New data released by the American Enterprise Institute show that most countries of the Belt and Road Initiative (BRI) have experienced a decline in Chinese investments in the first half of 2020. Overall investments in the BRI were USD 23.4 billion in the first six months of 2020, dropping by about 50% from USD 46 billion invested during the first six months of 2019 (and dropping by 60% compared to the first six months of 2018). 2020 BRI investments were the slowest of any 6 months period since the BRI had been announced in 2013.”\footnote{Christoph Nedopil Wang, “Brief: Investments in the Chinese Belt and Road Initiative (BRI) in 2020 during the Covid-19 pandemic,” Green Belt and Road Initiative Center, July 31, 2020, \url{https://green-bri.org/investment-report-belt-and-road-initiative-bri-2020-covid19}.}

Another recent analysis, with a still different investment number, underscored the foreign policy and influence aims of the BRI:

“Five years down the road, China has invested more than 90 billion USD into BRI-related infrastructure projects, not counting projects still under construction or in the planning phase, which involve much larger investment volumes. It is clear by now that BRI is about much more than securing China’s trade routes and energy supplies as well as exporting its industrial over-capacities to far-away construction projects. The initiative is a key part of Xi Jinping’s grand foreign policy design to increase China’s influence in its regional neighborhood and beyond.”\footnote{MERICS, \textit{MERICS Belt and Road Tracker}, accessed November 10, 2020, \url{https://merics.org/en/bri-tracker}.}

\section*{2. Transatlantic Convergence and Divergence}

The transatlantic countries have generally similar analyses of the economic challenges presented by China. The more open issues arise as to what should be the actual responses, which are also affected by transatlantic differences in other areas such as antitrust, data, taxation, and transatlantic trade.

The discussion above set forth significant US concerns regarding the challenges presented by Chinese distortive market behaviors, including issues surrounding subsidies, supply chain dependencies and vulnerabilities, and investments into sensitive industries. Europe, including at both the EU and national levels, has reached broadly similar conclusions.

The European Commission’s trade policy of “open strategic autonomy” recognizes that this “commitment must go
hand in hand with efforts to ensure that our openness is not abused by unfair, hostile or uncompetitive trade practices.” Relatedly, the commission recently presented an “Action Plan on Critical Raw Materials” which, recognizing the issue of overdependency on single sources, includes a focus on China which “provides 98% of the EU’s supply of rare earth elements.” Further, as noted above, the European Commission highlighted the problem of China’s use of “heavy subsidies to both state-owned and private sector companies.” That concern, as well as the broader challenges of a state-driven economy, have been raised by the European private sector, including Germany’s Federation of German Industries (BDI).

Responding to such issues, the EU enacted a regulation “establishing a framework for the screening of foreign direct investments into the Union.” A number of European nations, including France, Germany, Italy, the Netherlands, and Spain, have enacted legislation consistent with the regulation, and the United Kingdom has also increased its FDI reviews. Those actions are broadly similar to the expansion in the United States of the jurisdiction of the Committee on Foreign Investment in the United States (CFIUS).

In March 2019, the “EU Heads of State or Governments called for a concerted approach to the security of 5G networks,” which led to the establishment in January 2020 of the “EU toolbox of risk mitigating measures” whose progress the European Commission continues to monitor. The “tool kit,” if adhered to, essentially limits the use of Huawei 5G capabilities, and an expanding number of nations, including the Czech Republic, Denmark, Estonia, France, Latvia, Poland, Romania, Slovenia, Sweden, and the UK have effectively determined not to utilize Huawei in their 5G networks. The United States has effectively restricted the use of Huawei in the United States (and elsewhere by others) through a variety of mechanisms, including inclusion on the Commerce Department’s entity list and limits on the use of US semiconductors in projects in which Huawei components are to be utilized.

The EU and the United States, along with Japan, have also had ongoing talks regarding reform of the World Trade Organization (WTO) in response to issues stemming from China’s actions.

Despite this general convergence, however, there is no coordinated transatlantic policy regarding how to address economic challenges posed by China, whether for transatlantic markets, for markets in China, or worldwide. The United States and the EU have engaged in separate trade negotiations with China. The United States struck a so-called Phase One deal that focused on reducing the US trade deficit with China, though currently available statistics indicate that its terms have not been met by China in 2020, for among other reasons, the issues raised by the pandemic.

The EU and China in December of 2020 agreed in principle to a Comprehensive Agreement on Investment (CAI), though the precise terms have yet to be established and
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the agreement will have to be ratified by the EU. The agreement in principle was concluded despite a statement by Jake Sullivan, at the time the Biden administration’s national security advisor-designate, encouraging US-EU consultations about China’s economic practices.

The timing of the CAI as well as some of its terms raise the question of whether the United States and the EU will have a cooperative approach to countering China’s malign economic actions, including distortive trade behavior and commercial espionage. Neither the Phase One agreement nor the CAI appear to answer this question. Among other points, it is worth first noting that neither is an initiating agreement—that is, there has been a great deal of both US and EU trade and investment with China in the absence of such agreements, so each agreement is intended to be more of a regulating arrangement than a new undertaking—though, of course, there are new terms. Second, there are provisions in each agreement, including terms seeking to limit forced technology transfers and provide greater market access, that demonstrate a commonality of objectives between the United States and the EU. On the other hand, the CAI calls on China to take certain steps—for example, with respect to labor standards—that many observers consider very unlikely, thus raising the prospect that the EU will accept promises rather than actions.

---


A bigger question is whether having signed the agreement the EU will continue to view China as a “systemic rival” and whether it maintains the view that stringent constraints on distortive Chinese economic behavior will still be needed particularly for the protection of transatlantic markets. China certainly intends that the answer be no. In a statement issued following a meeting between the Chinese foreign minister and his Cypriot counterpart shortly after the agreement in principle on the CAI, China’s Ministry of Foreign Affairs wrote, “Consensus between China and the EU outweigh differences, as the two sides are cooperative partners, rather than systemic rivals.” That would, of course, be a major policy shift after two years of the EU and its member states having adopted increasingly tougher positions vis-à-vis China, including on issues ranging from 5G technology to direct investment by China.

Despite increasingly common positions, the Trump administration utilized more aggressive rhetoric and took more restrictive actions with respect to China than has Europe. In addition to the limits on Huawei, the CFIUS process has been utilized to bar Chinese acquisitions of US firms. Additionally, the Trump administration issued two significant executive orders—one for the information and communications technology sector and the other for the bulk-power system—“establishing a framework to prohibit transactions in each of these arenas with a foreign adversary that poses significant risk.” China is the obvious target although the implementing regulations have yet to be established. Additionally, there have been US sanctions against Chinese companies over human rights violations, especially regarding the Uyghur minority; the New York Stock Exchange is faced with the issue of delisting Chinese state-run companies three major Chinese state-run companies; and there are limits on the use of US software and machines to make chips for Huawei.

There are, by contrast, no comparable European actions. Moreover, a number of European countries appear to be more focused on the benefits of Chinese investment rather than the dangers, as illustrated to some extent by the fact that eighteen EU member states have engaged with the BRI, and there is further engagement in the “17+1” initiative between China and seventeen EU and non-EU nations, even as some of these participants have begun to grow wary of China’s intentions.

There have been calls on both sides of the Atlantic for greater commonality of action with respect to China. The advent of a new US administration significantly increases the prospect of common transatlantic approaches to China, though it is far from clear precisely what the Biden administration will decide regarding the already significant actions that the United States has taken vis-à-vis China. Additionally, the differences over antitrust, data, taxation, and transatlantic trade that exist between the United States and the EU—while not directly China-related—may add to the difficulty of achieving common China policies. As the foregoing analysis suggests, consultations are clearly necessary and agreement on a coordinated approach to China’s most harmful actions would appear of high importance. The discussion in the next section proposes key elements of a coordinated transatlantic economic policy toward China.

### 3. Possible Transatlantic Responses

An effective transatlantic strategy to respond to China’s economic challenges would include common US and European approaches to protecting their own markets from Chinese depredation, coordinated efforts for access to markets in China, and common approaches with respect to economic policies worldwide. Generally, it will be most useful to seek an approach of strategic compatibility and coordination rather than a more formal approach that collective action would require, especially given calls for European “autonomy” and “sovereignty” as well as the multiplicity of bureaucratic structures that Europe presents. As has been described: “Europe now has the size, capabilities, inclinations, and bureaucratic structures that generate decision-making in many areas without requiring engagement with the United States. … Even when the broad strategy is in accord, such differences can require a degree of flexibility of approach in support of common objectives. The European Union is, of course, a main player. But, not
only is it not the simplest structural entity (for example, three EU presidents combined to give a press conference after a meeting with China), it is not the only European Indo-Pacific actor. Relevant competencies are also found at national levels ...”

Effective transatlantic coordination will, therefore, require multiple channels. As part of such efforts, dialogue between the United States and EU will be important, but a broader and more effective approach would be generated by the establishment of a “Transatlantic Coordinating Council on China” that would include Canada, Iceland, Norway, and the UK, important nations for trading and security issues that are not encompassed within the EU.

The proposed council would provide a central forum for discussion and coordination among relevant players on the multiple issues that China presents. Such a forum would include the member nations of both the EU and NATO as well as the EU and NATO as entities. Establishment of a “Transatlantic Coordinating Council on China” would allow decision making that takes account of the full scope of the issues that China presents, including when decisions in one arena have ramifications for another. An expanded exchange of intelligence and diplomatic information, as well as including engagements with the private sector, would also be helpful in establishing a common perspective on which to base policy.

a) Policy for transatlantic markets

A commonly agreed approach to trade with China in transatlantic markets that includes a focus on resilience of supply chains could provide a basis for compatible transatlantic policies. Key elements would include limitations in transatlantic markets as a consequence of strategic or important equitable market competition considerations, enhancement of resilience for key critical infrastructures, and tying Chinese access to transatlantic markets to reciprocal access to Chinese markets. The United States and Europe could agree on the following:

**Trade.** For strategic sectors vital to national security or other critical national objectives, Chinese products, components, and services should be excluded from the supply chain unless their use is specifically approved by the government in question. Comparable limitations should be placed on Chinese investments in strategic sectors whether through financial, licensing, or other transactions. Those limitations would necessarily include the defense and intelligence sectors, and perhaps others, such as advanced and emerging technologies.

For sectors not designated strategic for national security reasons, the question of China’s exclusion from the supply chains or investments in transatlantic markets should nonetheless be evaluated at a more granular level, and a particular attention should be given to key critical infrastructures. Those key critical infrastructures would include energy (electric grid and pipelines), food, finance, health, information and communications technology, transportation, and water.

Supply chain issues will be of greatest concern in the context of software. Software frequently includes flaws, creating vulnerabilities that can be exploited, and supply chains are mechanisms for inserting maliciously intended flaws. The United States and Europe should prohibit the use of Chinese software in elements of the supply chain for key critical infrastructures that could lead to exploitation posing significant risks.

For non-strategic sectors unfairly affected by China’s state-directed economic practices—particularly for emerging technologies like those identified in China’s Made in China 2025 initiative—the United States and Europe should develop frameworks that will have selective, but effective, offsetting impact, including import restraints and/or selective focused tariffs so as to ensure a level playing field for US and European firms.

For other sectors, the United States and Europe should seek to establish generally open trade for commercial products and services to commercial users, but subject to the caveat that access to the US and European markets should depend on generally comparable access to China’s domestic market. However, it will also be important for the United States and Europe to have common approaches to new Chinese rules regarding responses to limits on
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trade with China, as described above. Those Chinese rules are so new as of this writing that the most that can be said of them is that their potential impact should be a key element of transatlantic consultation.

**Enhancing Resilience.** Effective resilience will best be achieved by the transatlantic nations working together. First, it should be made clear that North America and Europe will be considered reliable elements in the supply chains for one another.

Second, investments will be required to obviate reliance on certain Chinese capabilities, for example, both the rare earth sector and 5G technologies. A coordinated transatlantic approach could support both innovation and investment efficiency in such cases.

Third, the United States and Europe should additionally agree that key critical infrastructures should have a resilience plan that would avoid overdependency on China for their supply chains. A resilience plan mandate should require key critical infrastructure companies to have at a minimum non-Chinese companies in their supply chains—a “China-plus one” approach—to a sufficient extent so that China does not have an exclusive or predominant position affecting such critical infrastructures. Moreover, the creation of new suppliers will be more economically efficient if markets exist on both sides of the Atlantic. Providing economic incentives for the establishment of such new capabilities could be important, and transatlantic cooperation on common incentives would be valuable. Finally, as noted above, both sides of the Atlantic should agree that China should be excluded from the strategic supply chains of defense and intelligence activities, areas where the transatlantic nations work extremely closely together in the context of NATO and otherwise.

Fourth, as discussed above, Chinese capabilities should not be included in information technology and communications networks. Since transatlantic companies are targets of Chinese cyber espionage, a coordinated transatlantic approach to establishing resilient cybersecurity architectures to be utilized by businesses, but run on their behalf by expert cybersecurity providers, could be a key element in providing protection and an important component of an effective transatlantic China strategy. Additionally, an “International Cyber Stability Board,” comprised of like-minded nations, could undertake campaigns designed to protect against Chinese cyber espionage and other disruptive cyber actions.

Fifth, the United States and Europe should each enact policies to enhance innovation, including the provision of significant resources for research and development and the use of governmental programs and policies to support key initiatives—with particular attention to small and medium-sized enterprises. With substantial governmental funds available to businesses as a result of COVID-19, utilizing some of these resources to spur innovation would be desirable.

**b) Policy for markets in China**

The key issues related to Chinese markets are protection against forced technology transfers and equitable market access.

Where US or European firms export to China or operate via subsidiaries, joint ventures, or other such arrangements in China, the United States and Europe should limit the transfer of technology, including emerging technologies and research into advanced technologies, unless approved by national governments. Each side of the Atlantic should adopt an enhanced review mechanism, which by requiring automatic review will provide support to companies as the government will be engaged in the decision making.

The United States and Europe could agree on those categories of technology that would be generally limited and those generally authorized for transfer, thereby limiting restrictions to important arenas. At a minimum, this would require prohibition of support to Chinese military and security agencies. The United States and Europe would likewise need to come to agreement on rules for advanced and emerging technologies as well as to determine how to deal with China’s military-civil fusion (MCF) policy.

Otherwise, as noted above, the United States and Europe should seek generally open trade for commercial products and services to commercial end users, but subject to the very important caveat that Chinese access to US and European markets should depend on generally
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comparable US/European access to China’s domestic market. Achieving actual reciprocity and obtaining such access to Chinese markets will, however, face significant difficulties, especially given China’s focus on building up its domestic capabilities as its recently announced “dual-circulation” policy states. The United States and Europe have each taken steps through the Phase One agreement and the CAI, respectively. Despite these agreements, there is essentially no likelihood that there will be any fundamental change in China’s approach to its own internal markets. That means that, despite language in the agreements, the United States and the EU should prepare for China to favor its own companies and not be transparent with respect to the support that the government provides to markets.

The United States and the EU, therefore, should plan to squarely face such obstacles and undertake to support the transatlantic private sector through a two-part US-European effort: first, establishing a common platform for reporting to and review by governments of requests for technology transfer with the intent of limiting pressure on companies to transfer technology in order to obtain market access, and, second, as has been done with the Phase One and CAI agreements, utilizing direct government negotiations to ensure market access, including by establishing agreements—such as the use of targets—for sectors. An approach that achieves effective access through direct actions, including bargaining on a continuing basis by governments, is necessary since it is unlikely that any...
rules-based mechanism in and of itself will be effective in removing the many non-tariff barriers in Chinese markets (many of which operate at the provincial and local levels) that effectively restrict reciprocal access.\textsuperscript{397} The need for continuing bargaining and enforcement of the terms of the agreements by governments will be a critical factor to support transatlantic companies that operate in China’s domestic markets. Those companies, no matter how large, do not have the capacity to withstand Chinese governmental pressures and it will be up to the transatlantic governments to support their companies. A common transatlantic approach in this regard will be far more effective than separate efforts by the United States and Europe.

c) Policies for markets worldwide

Significant issues for the transatlantic nations with respect to China and worldwide markets include the future of the WTO, establishing secure 5G networks utilizing open architectures as an alternative to Huawei, and coordination of international economic activities.

For the WTO, challenges include resolving issues surrounding the dispute settlement mechanism, which is not specifically China-related but a necessary predicate to a common transatlantic WTO approach, and determining how China’s state-driven economy should fit into the framework of WTO rules. Each of these is worthy of, and has been the subject of, extensive discussion. A common transatlantic perspective, as may be more likely with the new US administration, will be essential for a resolution that meets the economic objectives of the transatlantic nations. However, it is not likely that China will acquiesce to change its state-driven economic system under its current leadership. Accordingly, transatlantic nations must determine how to work together, including how to recalibrate their approach to the WTO in light of this circumstance.

5G networks will be important components of future personal, business, and government activities. The transatlantic nations should work together to ensure that there are alternatives to China’s Huawei by developing open-architecture 5G capabilities. Open architectures would allow multiple companies to provide capabilities and components to the networks and, thereby, increase competitiveness, promote innovation, and eliminate reliance on untrustworthy vendors.\textsuperscript{398} Global markets present significant challenges for a coordinated transatlantic approach. Transatlantic firms are in competition with one another in many arenas, even as China will be a significant competitor, especially as its state-driven approach will allow it to undercut pricing of transatlantic firms. Governments can, however, provide useful support.

By way of example, each side of the Atlantic has undertaken actions to support the nations of the Indo-Pacific. The United States has its Indo-Pacific strategy, the EU its Connecting Europe and Asia strategy, and some nations, including France and Germany, have established their own Indo-Pacific policies. As part of these efforts, governments have provided support, including resources, to infrastructure, energy, and information technology efforts, and have developed standards and increased transparency on Chinese activities through, for example, the US Blue Dot Network.\textsuperscript{399} These efforts are broadly in alignment, but diplomatic coordination could enhance their impact.

Moreover, additional common efforts could have significant added value, and it might even be possible to have some coordinated funding. For instance, establishing a multilateral “Blue-Green Initiative” that “focuses on climate change, environment, water, and health would be of high value.”\textsuperscript{400} The United States and the EU—along with other partners such as Canada and Japan—“could undertake a coordinated approach to providing investment and technical assistance in each of these areas.”\textsuperscript{401} As one example, a significant effort will be needed to provide vaccines and therapeutics for the coronavirus, and a common transatlantic approach would be highly valuable. Such activities would be valuable in and of themselves, and would also act as a counterpoint to the BRI.

4. Major Recommendations

i. A “Transatlantic Coordinating Council on China” should be established to provide a central forum for discussion and coordination on the multiple issues that China presents. Such a forum would include the member nations of both the EU and NATO as well as the EU and NATO as entities.

ii. For strategic sectors vital to national security or other critical national objectives, Chinese products, components, and services should be excluded from the
supply chain unless their use is specifically approved by the government in question. For non-strategic sectors unfairly affected by China’s state-directed economic practices, the United States and Europe should develop frameworks that will have selective, but effective, offsetting impact, including import restraints and/or selective focused tariffs so as to ensure a level playing field for US and European firms. For other sectors, the United States and Europe should seek to establish generally open trade for commercial products and services to commercial users, but subject to the caveats that access to the US and European markets should depend on generally comparable access to China’s domestic market and that forced technology transfer should be barred.

iii. The transatlantic nations should work together to ensure that there are alternatives to China’s Huawei by developing open-architecture 5G capabilities. Open architectures would allow multiple companies to provide capabilities and components to the networks and, thereby, increase competitiveness, promote innovation, and eliminate reliance on untrustworthy vendors.

iv. The United States and Europe should agree that key critical infrastructures should have a resilience plan that would avoid overdependency on China for their supply chains. A resilience plan mandate should require key critical infrastructure companies to have at a minimum non-Chinese companies in their supply chains—a “China-plus one” approach—to a sufficient extent so that China does not have an exclusive or predominant position affecting such critical infrastructures.

v. Since transatlantic companies are targets of Chinese cyber espionage, a coordinated transatlantic approach to establishing resilient cybersecurity architectures to be utilized by businesses, but run on their behalf by expert cybersecurity providers, could be a key element in providing protection and an important component of an effective transatlantic China strategy.

vi. The United States and the EU—along with select Asian allies—should work more closely together to provide investment and technical assistance in sectors related to climate change, environment, health, and water as alternatives to Chinese sponsored action.

Section B:
Technology and Cyber Competition

Allied nations need to consider the trade, investment, military/security, as well as human rights challenges associated with China’s rise as a technology and cyber superpower. The relative importance of these concerns is evaluated unevenly among transatlantic allies so far, with the United States and NATO being particularly concerned about the military and security implications of technology and cyber competition. Meanwhile, European allies and the EU tend to worry more about reciprocal market access, investment screening, risks to their industrial base, and data privacy protection. This may be shortsighted: Recent reports about alleged Chinese cyberattacks against India’s electricity grid during the border tensions of 2020 suggest that critical infrastructures protection should be a key concern for all allies.402

Since technology and cyber issues intersect with several other topics that are covered in this study, the human rights-related problems of Chinese surveillance technologies and the trade, investment, and infrastructure-related challenges of technology and cyber competition with China have already been discussed in previous sections of this report. Accordingly, this section will primarily focus on the security-related aspects of technology and cyber competition with China.

Leadership on issues of high-technology and cyber innovation plays a key role for nearly all of China’s strategic goals. The CCP defines progress not just in terms of the country’s overall economic development but aims for ambitious technological milestones to be reached by 2049 that are to prove to the world at large, and especially to the Chinese public, the realization of the “Chinese Dream” and of the “rejuvenation of the Chinese nation.” To this end, technological breakthroughs, no matter in which field, feature heavily in Chinese state propaganda. Technology-specific goals of the Made in China 2025 strategy include “70 per cent self-sufficiency in high technology industries by 2025 and global market dominance by 2049.”403 A further goal is to build a “strong military that can fight and win wars.” By leapfrogging the United States and Europe, China aims to become a “science and technology superpower” and close the gap with the West in areas such as robotics, artificial intelligence, unmanned and fully automated warfighting...
systems, quantum computing, space technology and hypersonic weapons." Technological innovations, such as surveillance technologies, further serve as key enablers of domestic control and are also exported, thus becoming instruments of outreach for strengthening China’s political and economic relations with like-minded countries.

Since 2013, China officially pursued a strategy of "civil-military integration" (CMI) that was elevated to the level of a national strategy in 2015 under a slightly changed moniker, Military-Civil Fusion (MCF), which indicated a strengthening of the concept. It was bolstered in 2017 through the establishment of a Central Commission for Integrated Military and Civilian Development led by Xi himself that includes four CCP Politburo Standing Committee members in its ranks, indicating its exalted role within the Chinese government system. The goal of CMI or MCF has been described as “a comprehensive promotion of the integration of the military and civilian society in a variety of areas such as economic, science and technology, education, and human resource development.”

So far, this strategy has been successful: since Xi’s ascent to power in 2012, a variety of technological breakthroughs have been achieved in highly prestigious fields such as moon landing, space docking, supercomputers, and quantum computing. In arms innovation, China has developed advanced aircraft prototypes and unmanned aerial and maritime systems, is constructing its second indigenously developed aircraft carrier, and has achieved an astounding overall naval fleet modernization within record time.

1. The Challenges

The security challenge faced by the United States and its allies from China’s envisaged rise as a “tech superpower” is threefold: in the economic sphere, there is a need for allies to protect domestic technology industries against unfair competition and intellectual property theft; in the military-security sphere, there is a need to inhibit technology transfers to China that could further fuel China’s military buildup and, thereby, exacerbate the existing security dilemma in the Indo-Pacific; and, last, there is a need to ensure the survivability and resilience of allies’ critical infrastructures against interference, sabotage, or espionage.

a) Chinese state subsidies and the creation of a military-industrial-financial complex

To achieve the goal of becoming a science and technology superpower, China has extensively invested in research and development of emerging technologies. This was supported by a top-down industrial policy approach—a state-led and -financed effort to create a vast military-industrial-financial complex under the umbrella of large state-owned conglomerates which began in the mid-1990s under the leadership of Jiang Zemin. External shocks such as the Western arms embargo imposed on China after its massacre of pro-democracy protesters in Tiananmen Square in June 1989, the military-technological superiority demonstrated by US forces during the 1991 Gulf War, and the 1995-1996 standoff in the Taiwan Strait prompted Jiang to reconsider China’s previous economic strategy that had been focused primarily on economic growth rather than military technology innovation.

Even though the lure of Chinese market access had already prompted many foreign firms to accept technology transfers within forced joint ventures, Jiang now urged China’s science and technology elite to realize that “some of the world’s most advanced technology is not for sale,” implying it needed to be obtained by other means. An indigenous innovation drive began that was funded generously by state-owned banks and, especially from the 2008 financial crisis onward, enabled Chinese companies to go on an investment spree in crisis-ridden technology sectors abroad.

At the same time, China’s leaders used their control of the state-owned banking sector to flood the defense-industrial base with a veritable avalanche of cash. The 12th Five-Year Plan (2011-2015) announced the government’s intent to


405 According to Audrey Fritz, “MCF can be defined as a strategy that strives to reinforce the PRC’s ability to build the country into an economic, technological, and military superpower by fusing the country’s military and civilian industrial and S&T resources. The strategy is aimed at promoting the sharing of resources and collaboration in research and applications, which ensures the mutually beneficial coordination of economic and national defense construction. MCF evolved from the former, more limited approach of CMI, which emphasized combining the military and civilian sectors. What distinguishes MCF from CMI is an increased level of coordination of military and civilian relations, a more balanced emphasis between military and civilian developments, and an institutional upgrade from simple combination to comprehensive integration.” See Audrey Fritz, “China’s Evolving Conception of Civil-Military Collaboration,” Trustee China Hand, August 2, 2019, https://www.csis.org/blogs/trustee-china-hand/chinas-evolving-conception-civil-military-collaboration.
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pour $600 billion into strategic sectors within that timeframe; an IHS Jane’s analysis of the publicly announced state bank loan deals to state-owned aerospace companies between 2007 and 2017 alone amounted to at least $87 billion. Individual companies, such as the shipbuilding conglomerates China State Shipbuilding Corporation (CSSC) and China Shipbuilding Industry Corporation (CSIC) or the aviation holding Aviation Industry Corporation of China (AVIC), have received loans from state-owned banks in the order of dozens of billions of dollars within a single year. A non-state-owned (although founded by former military officers) company like Huawei, a rare example of a nominally private company acting as a trusted supplier of critical communications infrastructure to the People’s Liberation Army (PLA), was given access to huge credit lines from state banks. In December 2019, an investigation by the Wall Street Journal concluded that Huawei had over the years received state aid, including tax breaks, financing, and access to cheap resources, amounting to a staggering $75 billion.

By listing their subsidiaries on foreign stock exchanges to raise foreign capital, and through the creation of cross-shareholdings between Chinese defense industries and large state-owned banks, the vast financial resources available to the Chinese technology and defense-industrial base through subsidies and tax breaks have been further supplemented. This state-capitalist approach to research and development (R&D) was further complemented by covert and illicit technology acquisition strategies.

China is focusing its R&D efforts especially on emerging technologies in dual-use fields such as artificial intelligence (AI), robotics, unmanned systems, and space that have potential military uses. Many emerging technologies are inherently dual-use and directly or indirectly contribute to China’s military modernization, while also enhancing the CCP’s capacity to control its population. Even civilian AI firms (e.g., Baidu, Alibaba, Tencent, or iFlytek) are directly engaged in the development of dual-use technologies and have established dedicated research facilities for it.

Furthermore, Chinese companies’ market access abroad, for example, along the BRI, is bolstered through political support and state subsidies for exports, while foreign companies do not enjoy reciprocal market access in China. Western enterprises thus operate on an uneven playing field when competing with Chinese technology entities. This circumstance, when combined with a multitude of covert and illicit methods to acquire foreign technology that range from traditional espionage to cyber espionage to seemingly innocent academic exchanges, poses grave dangers to the long-term security of the industrial bases of Western high-tech countries.

**b) Surveillance technologies and ‘digital authoritarianism’**

Domestically, to secure the CCP’s power, China’s leaders have created a dystopian surveillance state—a high-tech dictatorship of a previously unknown type. In addition to featuring the world’s most extensive system of internet control, the “Great Firewall,” in its latest form the Chinese surveillance state employs a wide range of automated, AI-supported recognition technologies. These include a pervasive use of automated facial recognition in the public sphere, even public toilets; “smart glasses” worn by police officers; and even “robotic birds”—unmanned aerial vehicles in bird shape that use gait recognition for surveilling individuals from the air. These technologies are used in service of a “Social Credit System” that aims to make the individual Chinese citizen fully transparent to the state and incentivize “good” behavior while discouraging unwanted actions through a variety of punitive consequences inflicted upon individuals with a negative overall score.

This approach also extends to foreigners and foreign entities in the form of the “Social Credit System for Foreign Companies.” Western companies have, perhaps in some cases, considered the risks to their businesses and reputation.

---
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cases unwittingly, contributed key technologies to this vast surveillance and Internet control effort. The speed and scope of this development has been staggering. While the surveillance capacity in Xinjiang province is so far the most extensive, China’s Ministry of Public Security has funneled billions of dollars into the “Skynet” and “Sharp Eyes” projects to enable comprehensive surveillance of the entire Chinese population, with the aid of an additional four hundred million cameras and advanced facial recognition technology. The combined cost of all “internal security” measures in China has long surpassed the defense budget.

c) Exporting ‘digital authoritarianism’

By exporting surveillance technologies to other BRI countries within the framework of a “Digital Silk Road,” China popularizes its governance approaches and technical standards while building political leverage within countries to spread its political narratives abroad, in addition to potentially opening the door for surveillance and sabotage of critical infrastructures in BRI countries. In Europe, Serbia has been at the forefront of utilizing Chinese surveillance technologies, but individual localities in the EU have also opted for “smart city” projects with Chinese partners, including Duisburg and Gelsenkirchen in Germany and Valenciennes in France. As the Australian think tank ASPI’s database of worldwide Chinese technology investments shows, the twenty-three largest Chinese technology companies as of October 2020 had created a vast web of overseas infrastructure investments that consist, among other things, of terrestrial and undersea data cables, research centers, R&D labs, manufacturing facilities, satellite calibration centers, 5G networks, and smart city-public security
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projects. Chinese surveillance technical solutions have been exported to at least ninety-six countries, while Chinese 5G network technology is used by at least forty-five countries, and, so far, at least 115 smart city-public security projects exist in seventy-one countries in Europe, Africa, Asia, and South America. In Europe, non-EU countries such as Serbia, Bosnia and Herzegovina, Moldova, and Turkey, but also EU member states such as Hungary, the Netherlands, France, Germany, the Czech Republic, and Italy, have smart city projects in partnership with Huawei.

**d) Cyber connectivity and defining global technology standards**

China’s cyber innovation and control strategy, according to Nigel Inkster, has “the potential to shape the future of the internet at a global level,” a fact that “has attracted little attention from the West’s top policymakers.” In a recent non-paper on EU cyber diplomacy, EU members Estonia, France, Germany, Poland, Portugal, and Slovenia warn against the danger of “major actors that are increasingly willing to shape the digital environment and the discussion surrounding it, meaning that the EU and its Member States have to assert themselves in international cyberspace norm-setting and technological standard-setting bodies.” Furthermore, the non-paper points out that: “States with an authoritarian outlook are increasingly trying to enforce their interests in cyberspace and in the technological realm and the EU and its Member States have to react by promoting their values and interests, which include human rights, prosperity, security and Europe’s digital sovereignty.”

China’s cyber strategy leverages the sheer size of the Chinese user community to force foreign companies active in China to “comply with Chinese restrictions and technical criteria,” concretized in a new Cybersecurity Law in 2017. China purposefully nurtures indigenous technology companies such as Huawei, ZTE, or Alibaba to become global giants, exports Chinese network technology to developing countries, creates “cyber-security partnerships” (e.g., with Russia in 2015), cooperates with Shanghai Cooperation Organisation countries within the United Nations to further an International Code of Conduct for Information Security, and promotes concepts such as “cyber sovereignty” and “information security” to defend its right to censor and control the Chinese Internet.

China is pursuing a top-down approach to invest heavily in supercomputing and quantum computing and is among the technological leaders in other quantum technologies, such as quantum cryptography and quantum radar, all of which have military applications.

A further aspect is China’s promotion abroad of its indigenous Global Navigation Satellite System (GNSS), BeiDou, within the context of the BRI Space Information Corridor. BeiDou, a system crucial to China’s military development that was purposefully developed into a dual-use infrastructure enabling a wide variety of civilian applications, reached full global coverage ahead of schedule and earlier than its European rival, Galileo, in mid-2020 and, according to a study, 85 percent of the world’s capital cities in 195 countries already have more frequent SatNav connectivity with BeiDou satellites than with US GPS satellites. BeiDou is further partnering with the Russian GNSS system GLONASS by using the same chipset system, which allows users to combine the signals of at least forty satellites, enhancing reach and resolution.

As European governments and the EU increasingly recognize, there is indeed a danger that through the Digital Silk Road and the BRI Space Information Corridor and by partnering with Russia and other authoritarian countries, China will define technical standards in vast stretches of the globe.

---
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e) Threats to allied critical infrastructures

Concern over the security of allies’ critical infrastructures, such as data cables, 5G networks, electricity grids, transport and logistics infrastructures, satellite systems, etc., has alarmed NATO sufficiently for its secretary general, Jens Stoltenberg, to comment in 2020 that “China is coming closer to us, we see that in the Arctic, we see they are heavily investing in critical infrastructure in Europe, and we see of course China also operating in cyberspace,” pointing out that NATO’s new approach to China “is not about deploying NATO into the South China Sea, but responding to the fact that China is coming closer to us.”

These remarks also reflect increasing concern regarding Chinese investments in ports in the Mediterranean and on European Atlantic coasts—not merely because of possible PLA Navy (PLAN) access, but also because of the potential for sabotage and surveillance of allied military vessels that routinely use these ports.

Further concerns exist regarding data cable security, e.g., a planned “Arctic Connect” data cable linking Asia and Europe through the Northern Sea Route along the Arctic Coast as part of the “Digital Silk Road.” Among the approximately 385 active undersea fiber-optic data cables that carry about 95 percent of global Internet traffic, Huawei Marine, a daughter company of Huawei, has already worked on ninety cable projects worldwide—potentially offering it the ability to “attach devices that divert or monitor data traffic—or, in a conflict, to sever links to entire nations.”

A particularly problematic infrastructure project in the European Arctic is the fully China-built and -operated China Remote Sensing Satellite North Pole Ground Station in Kiruna, Sweden, that was opened in 2016 and aims to bolster China’s military remote sensing satellite constellations—Yaogan and Gaofen—by enhancing the data download rate significantly and, thereby, according to Chinese experts quoted on the issue, significantly boosting China’s “capability for global data surveillance.” Sweden was apparently chosen because it is not a NATO member, and it seems the implications of this station for enhancing China’s military remote sensing capabilities were deliberately hidden from Swedish counterparts during the negotiations, as were the military affiliations of the Chinese project leaders.

Infrastructure security concerns in Europe have grown more acute due to an intensifying Sino-Russian military cooperation that encompasses increasingly sophisticated types of technological cooperation in strategic fields, ranging from cyber control and 5G to unmanned systems development, joint submarine development, the abovementioned GLOMANS-Beidou navigational satellite systems cooperation, and even ballistic missile early warning. Since Russian President Vladimir Putin no longer rules out the possibility of a full-fledged Sino-Russian military alliance, the United States and its allies need to consider the implications of increasing strategic technology and cyber coordination between China and Russia. They should especially consider its meaning for the security of critical infrastructures in Europe in the event of tensions with Russia, should they have been built with the help of Chinese technology partners such as Huawei that are subject to party-state control via embedded CCP party cells.

\subsection*{f) Dual-use high-tech exports aiding China’s military buildup}

A 2019 C4ADS report that analyzed import records and investment transactions of 1,655 companies linked to China’s defense-industrial base warns that there is “a clear risk that foreign strategic technologies and expertise could inadvertently contribute to China’s growing military capabilities,” thereby aggravating the existing security dilemma in the Indo-Pacific.\footnote{Marcel Angliviel, Benjamin Spevack, and Devin Thorne, \textit{Open Arms: Evaluating Global Exposure to China’s Defense-Industrial Base}, C4ADS Report, October 17, 2019, 3; https://www.c4ads.org/open-arms.}

In some cases, transfers have occurred legally through mergers and acquisitions (M&A). According to IHS Jane’s, at least a dozen Western commercial aerospace companies were taken over by Chinese counterparts between 2009 and 2014,\footnote{Tate Nurkin, “Catching Up: China’s Space Programme Marches On,” Jane’s Defence Weekly, July 30, 2015.} but an especially striking case of transferred dual-use technology with potentially grave repercussions was the 2008 takeover of the British firm Dynex Semiconductor by a Chinese railway company, the Hong Kong-listed Zhuzhou CSR Times Electric, which is a subsidiary of the large state-owned enterprise China South Rail (CSR). This takeover seems to have enabled the PLA to manufacture insulated-gate bipolar transistor (IGBT) semiconductors, a critical component in electromagnetic aircraft launch systems (EMALS) used on next-generation aircraft carriers as well as in railguns. This technology is subject to EU export controls and since 2009 was listed under Category III of the UK Strategic Export Control Lists as part of the EU Council Regulation 428/2009. Nevertheless, in 2008, the UK government did not block the takeover of Dynex Semiconductor.


\subsection*{g) Illicit and covert technology transfers}

laboratories, and commercial R&D labs is often not sufficiently well understood in Western countries, but form a key element of MCF. Searchable databases, such as ASPI’s China Defence Universities Tracker, are useful tools for gaining a better understanding of a research unit’s affiliation and the level of risk through exchanges with particular Chinese entities.443

2. Transatlantic Convergence and Divergence

Transatlantic allies have somewhat different perceptions of the Chinese technology and cyber challenge depending on their own role as either recipient or producer of technological innovations, their vulnerability toward China in a security sense, and their relative need for infrastructure investments and resulting openness to Chinese investment. No matter their orientation, it is important for allies to realize that Chinese attempts to shape and define technical standards of emerging technologies across the globe, and the willingness to use exports of technological solutions to bolster political aims, make clear that “technology is not an ethics-neutral domain, but instead is underpinned by subjective values that can be challenged.”444

From the US viewpoint, the technology and cyber challenges posed by China have both economic and military implications because China has emerged as a peer competitor whose actions threaten to upset the postwar balance of power in Asia. While the United States is at risk of becoming involved in a military conflict with China due to extensive security guarantees for China’s neighbors Japan, South Korea, the Philippines, and implicitly also Taiwan, the foundation of US supremacy—its economic and technological superiority—is being challenged by China’s aggressive technological development strategy, and, as a result, the military balance has begun to tilt.

European allies tend to be far less concerned with the military risks and more focused on economic security aspects of the challenge. With the publication of Made in China 2025, a strategy for turning China into a global innovation powerhouse within just a decade, Western high-tech producers finally woke up to the challenge posed by an aggressive, state-led growth strategy intent on leapfrogging over developmental stages and harvesting the fruit of innovation at the expense of other players. The effect of this was particularly noticeable in Germany where the industry elite became aware of the risk to German high-tech leadership, realizing that China was about to become Germany’s main technological rival.445 China subsequently dropped public references to this strategy after it became apparent how much irritation it had caused abroad, but its goals were not abandoned. Rather, the silence was a purely tactical move.446

Countering infringements on Western technology companies’ intellectual property rights is, therefore, a prime concern of European allies to be addressed with China, as is the problem of subsidized (or de facto subsidized) Chinese companies dominating markets worldwide, not just along the BRI, but within Europe itself, while China is not granting reciprocal access to foreign actors within its own market. How far such access will be improved through the CAI remains to be seen. However, a recent report by the European Court of Auditors on Chinese investments in Europe found that “it was difficult to obtain complete and timely data and thus to gain an overview of investments, which are part of the Chinese investment strategy in the EU,” noting that “no formalized comprehensive analysis of the risks and opportunities for the EU” could be found. The report recommends to “improve the setting, implementing, monitoring, reporting and evaluation of the EU-China strategy” and “to coordinate the response of the EU institutions and Member States, by promoting the exchange of information.”447

3. Possible Transatlantic Responses

The United States and its European allies share similar security concerns in terms of ensuring maximum resilience of critical infrastructures against foreign sabotage, and of maintaining the competitiveness of their own national industrial base in the face of Chinese competition.

They also share an interest in curbing Chinese state influence at the highest levels of leadership in international organizations that play a role in setting international technology and cyber standards, ranging from public health organizations such as the World Health Organization (WHO) to bodies like the International Civil Aviation Organization

(ICT), the UN Human Rights Council (UNHRC), Interpol, and the World Intellectual Property Organization (WIPO).

**a) Replace ‘empty negotiations’ with meaningful dialogue bolstered by enhanced capacity**

Allies need to realize clearly that state-subsidized technological innovation, “digital authoritarianism,” and Internet controls are instrumental for China’s aims of achieving “national rejuvenation” and are strategic priorities that will not be readily abandoned in the face of international pressure or censure. Accordingly, William C. Hannas and Huey-Meei Chang believe: “Weaning China away from ... predatory practices with platitudes about fairness and the respect of the world community, while hoping for the best, is more pipe dream than solution.” Further, they warn of complacency and point out that Western innovation superiority could prove transitory: “the West fails to appreciate that its storied penchant for breakthrough science matters little without the will, skills, and infrastructure to commercialize its abstract discoveries”—something China is poised to achieve. 448 To this end, China launched its program, China Standards 2035, in 2018, with details still to be published. According to a Federation of German Industries (BDI) analysis, this program is in line with, and effectively a technical upgrade of, Made in China 2025, aiming to enable Chinese industries to shape technical standards in the key industrial sectors identified by Made in China 2025: cybersecurity, autonomous driving, Industry 4.0, and robotics, and also energy. If Chinese industries achieve global leadership in such fields, this would effectively offer China the chance to define future technology standards. 449 Bolstering European and US domestic and joint R&D efforts, not least by vastly increased funding, is, therefore, a necessity if allies aim to strengthen their hand in negotiations with China and to effectively negotiate over standards and practices to make sure that Chinese technical standards will not become the global norm in fields that are projected to have a heavy impact on the future world economy.

**b) Provide alternatives for subsidized Chinese technology and bolster allies’ technology base**

This new awareness might stimulate new initiatives, such as governmental efforts to subsidize or otherwise protect Western technologies that compete with Chinese-subsidized firms, or “framework nation” concepts where more technologically advanced countries can be paired with less capable ones to work through the mechanics of technological independence from China. 450 A Western equivalent might be needed to counter the influence of the Digital Silk Road and BRI Space Information Corridor that could, if unchecked, lead to a Chinese domination of global technology standards, be it in Internet Protocols (“New IP”), blockchain, digital communication, or AI. 451 The new EU Connectivity Strategy could, perhaps, become part of such an allied approach. Subsidizing Western 5G infrastructure solutions and AI development to compete with Chinese subsidized firms might become a necessity. Meanwhile, a joint EU 5G Toolbox of Risk Mitigation Measures that was adopted by the EU in January 2020 seems to have achieved the goal of strengthening and streamlining member states’ evaluation processes of 5G network security, illustrating the EU’s norm-setting capabilities. 452 And in the fall of 2020, the EU announced a new regulation of trade in dual-use items as an update to its 2009 export control system to address the new challenges. 453 Non-EU NATO members should adopt similar approaches where necessary.

**c) Stop illicit military technology transfers**

Cases of past dual-use technology transfers that have directly benefitted China’s military buildup, and that were mentioned above, illustrate the difficulty of regulating this field. It can be difficult for businesses to understand the security-related implications of individual technologies—not just now, but in future applications. Evaluating the risk of such transfers is, however, an urgent concern. A recent C4ADS report points out that “the burden is on states, companies, and universities engaging with Chinese firms and institutions to proactively

---
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prevent misappropriation of their technology.” They need better guidance, and allies should find mechanisms for transnational and trans-sectoral cooperation that can increase awareness and help implement better controls. In particular, industry stakeholders should be educated on the scale and magnitude of Chinese industrial espionage and the ways in which CCP-controlled entities typically exercise influence over corporate boards, disguise party-state affiliations of individuals, and hide ties to state-owned enterprises or military-affiliated research facilities. A recent Foreign Policy report detailed how Chinese venture capital with connections to government entities is used as a vehicle to gain access to high-technology start-ups in Western countries, particularly in innovation hot spots such as Cambridge in the UK or Silicon Valley in California, in an undisclosed fashion.

Existing monitoring instruments that can help determine the risk of cooperation and transactions, such as the ASPI database on Chinese military research institutions, should be promoted and their use popularized. A recent C4ADS report contains a list of Risk Assessment Indicators (nine primary and five secondary) that point to an individual Chinese entity acting as a vehicle for the illicit transfer of sensitive technologies to China’s military which could be used to refine screening mechanisms. The aim should be for such screening mechanisms to enable all stakeholders to use publicly accessible data to understand Chinese technology acquisition strategies and make informed decisions on how to protect themselves and their assets. Allies should discuss and coordinate how relevant information and methods can best be gathered and made publicly available, and
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how regular exchanges between government and industry stakeholders within and across countries can be facilitated.

Learning processes based on past instances of accidental military technology transfers could be initiated among allies—this should include an honest reckoning of how Western technology has contributed to the Chinese surveillance state system.

Allies should dissect past cases and share the lessons learned regarding deceptive strategies employed by Chinese counterparts, such as hiding party-state influence, hiding military affiliations, or obfuscating the end user of a product. Such cases should be publicly exposed and scrutinized. Regular transnational and national-level consultations should be established between military-technological specialists and industry representatives to achieve a common picture of the problem and to give companies more reliable and effective guidance. Better investment screening and monitoring mechanisms for transfers of critical technologies need to be established across Europe and coordinated with the United States to inhibit harmful technology transfers. Likewise, the various arms embargos in place among allies against China should be reviewed and harmonized, and more effective export controls also covering non-lethal military technologies such as sensor systems and propulsion plants that have so far been exempt from the embargo in some countries should be implemented in a transnational approach.

d) Protect critical infrastructure

Though the risk associated with granting Huawei a role in European 5G networks was initially evaluated rather differently among allies, since the COVID-19 pandemic the positions have begun to tilt strongly toward the critical stance promoted by the former Trump administration. Many allied countries have either banned entirely or limited the role of Huawei, with only a few still undecided. On a subnational level, some individual telecommunication companies in undecided countries have preemptively declared their intention to avoid or phase out Huawei technology in their networks. Allies hesitant to ban Huawei technology from their 5G networks should be aware that China’s National Security Law of 2015 (Articles 11 and 77) compels all Chinese individuals, organizations, and enterprises to fully cooperate with Chinese authorities on all matters of “national security.” This, presumably, includes an obligation to transfer user data. Competitive pricing and supposedly higher quality are not very convincing arguments in Huawei’s favor given the vast amount of state subsidies Huawei has received and given that a recent breakdown of a 5G core station conducted in 2020 by the Japanese newspaper Nikkei revealed that Huawei still relies on US-supplied technology for nearly 30 percent of the components, while the main semiconductor actually came from Taiwan. National security interests should in any case outweigh pricing considerations, and European 5G champions Nokia and Ericsson should be strengthened to be better able to compete with Huawei in markets outside Europe and efforts to implement “Open Radio Access Networks” which will allow interoperability and multiple vendors should be supported.

4. Major Recommendations

i. Understanding the complex security implications of technological cooperation with China is a challenge too big for many individual stakeholders to tackle effectively, leading to many loopholes and unintended technology transfers. A concerted effort to educate Western political and industry stakeholders on risks, past failures, and commonly employed Chinese technology transfer practices should be initiated in national and transnational as well as EU and NATO settings.

ii. R&D in strategic sectors should be massively bolstered financially and effective measures should be employed to neutralize the disadvantages encountered by allied industries in competition with Chinese state-subsidized and de facto state-subsidized industries.

iii. A strong US and allied presence in technology standard-setting bodies is needed and has to be coordinated among allies and existing transatlantic differences bridged to effectively counter the Chinese presence in these bodies.

iv. Block technology transfers to China that could further fuel China’s military buildup, even indirectly.
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Chapter IV: Security as an Area of Asymmetric Interests

By Hans Binnendijk

Europe's overall interests in dealing with China's growing military power and security challenges are surprisingly congruent with those of the United States. Those common interests include:

i. Avoiding and deterring conflict with China over Taiwan or the South China Sea;

ii. Maintaining military forces that are not overmatched by China;

iii. Strengthening the security of Asian nations that share democratic, human rights, and open market values;

iv. Circumscribing a stronger Sino-Russian alliance;

v. Maintaining freedoms in the global commons;

vi. Limiting Chinese influence along Belt and Road Initiative (BRI) and Arctic approaches to Europe;

vii. Reducing China's ability to disrupt NATO decision making and operations;

viii. Restraining the growth of China's nuclear weapons;

ix. Limiting the effects of China's military activities in space; and

x. Guarding against China's disabling cyberattacks that target key critical infrastructure.

Most fundamentally, the common task for Europe and the United States is establishing a viable long-term relationship with China that provides context for competition without military confrontation. And yet it may be difficult to design unified transatlantic initiatives to protect many of the abovementioned common interests because of asymmetric priorities and responsibilities. The United States is a Pacific as well as an Atlantic power with various formal commitments to defend about half a dozen Asian states and informal interests to protect the independence of others. It has military capabilities to challenge China, if necessary, and to defend its interests. Europe has neither these commitments nor the capabilities. With the exception of France, which has sizable Pacific territories and regularly deploys thousands of troops in theater, European security priorities are not in Asia. The United States' priorities in Asia are increasingly important as China emerges as a major global power. Europe has a level of economic and technical dependence on China that tends to override some of the common security interests.

The following four sections explore elements of China's security challenges to the transatlantic partners. Two related elements are highly asymmetric: China's growing military prowess and the risk of conflict in Asia. The other two display converging interests: Sino-Russian entente and the challenge posed by China in the European neighborhood.

Section A: Growing Chinese Military Capabilities

1. The Challenges

China's growing military capabilities may present the area of greatest transatlantic asymmetry in security because the United States needs to maintain its military edge in order to protect its Asian allies and partners. Despite a limited British and French presence in the region, Europe has no similar obligations or intent. The burden of responding to China's military growth then falls primarily on the United States with support from its Indo-Pacific allies.

Chinese defense budgets, though not an accurate measure of military capability, have grown at an average rate of about 10 percent between 2000 and 2016.465 That growth has tapered a bit recently. In 2020, China announced a defense budget of $178.2 billion, an increase of about 6.6 percent over the previous year.466 While China's annual budget is about a quarter of the United States' annual

defense spending in dollar terms, the equation shifts when purchasing power parity, reporting structure, labor costs, research and development costs, and other factors are taken into account. For example, a Defense One analysis concluded that in 2017 China’s defense budget, measured using purchasing power parity, amounted to 87 percent of the United States’ defense budget that year.\textsuperscript{467} And China’s defense budget is focused primarily on regional capabilities in Asia, while the US budget is spent to defend US interests in three primary regions across the globe (Europe, the Middle East, and Asia). In addition, the US military is stressed by having to shift its orientation from two decades of counterinsurgency missions to interstate strategic competition.\textsuperscript{468}

The growth in Chinese defense spending has led the US Defense Intelligence Agency (DIA) to conclude that “China is building a robust, lethal force with capabilities spanning the air, maritime, space and information domains which will enable China to impose its will in the region,”\textsuperscript{469} China unquestionably seeks to transform its military, and particularly its navy, to be dominant over all regional fleets and a “near-peer” competitor like the US Navy. In particular, the anti-access and area denial (A2/AD) potential of China’s People’s Liberation Army (PLA) poses a real challenge to US naval operations, particularly within the First Island Chain.\textsuperscript{470} Dealing with this challenge is a top US Navy priority and focus of investment, both material and technological.

China’s military transformation has been encouraged by Chinese President Xi Jinping, who in October 2017 called on the PLA to “prepare for military struggle in all strategic directions.” In his speech to the 19th National Congress of the Communist Party of China, Xi stressed three goals for the PLA: i) to be a mechanized force with increased “in-for-matted” and strategic capabilities by 2020, ii) to be a fully modernized force by 2035, and iii) to be a world-class military by 2050.\textsuperscript{471}

In assessing the PLA’s progress, the International Institute for Strategic Studies (IISS) in London concludes: “Beijing’s efforts likely hinge on its capacity to introduce and exploit networked platforms, sensors and weapons that can support not only better and more integrated command-and-control (C2) systems but potentially also over-the-horizon targeting at extended ranges.”\textsuperscript{472} The impact, according to the RAND Corporation, is that the PLA’s “growing array of anti-access area denial (A2AD) capabilities will make future involvement of US forces in Asian conflicts more challenging.”\textsuperscript{473}

China’s naval buildup has been particularly critical to its strategy of becoming the dominant military actor in the South China Sea and coercing Taiwan. China is building warships at a record pace. An IISS study concluded that between 2014 and 2018, China had added naval vessels with a total tonnage equivalent to that of the entire Royal Navy to its fleet.\textsuperscript{474} China currently has two small aircraft carriers, with a third near completion and a fourth soon thereafter. It boasts fifty-nine mostly diesel-powered submarines, eighty-two principal surface combatants, and more than seven hundred coastal patrol craft, including the China Coast Guard, which are primarily for littoral engagements.\textsuperscript{475} It is expanding its shipyard which builds its nuclear-powered submarines.\textsuperscript{476} The US Department of Defense (DoD) estimates China has a higher number of surface combatants (one hundred and thirty) and concludes “the PRC has the largest navy in the world, with an overall battle force of approximately 350 ships and submarines ... in comparison, the U.S. Navy’s battle force is approximately 293 ships as of early 2020.”\textsuperscript{477} Given that any potential naval conflict with China would take place near its home waters, this is a substantial challenge for the US Navy. US ships are increasingly vulnerable to China’s growing missile threat. China is also developing a blue water navy with a global reach. It has established a critical overseas naval facility in Djibouti and is reportedly considering strengthening its port access in the


\textsuperscript{469} US Defense Intelligence Agency, China Military Power.

\textsuperscript{470} The First Island Chain is generally the outer boundary of the waters claimed by China. Various maps show slightly different configurations. In general, it extends from Japan, through the Ryuku Islands, includes Taiwan, the northern Philippines, and continues north of Borneo to Vietnam. The Second Island Chain extends from Japan to Guam.

\textsuperscript{471} US Defense Intelligence Agency, China Military Power. 6.


\textsuperscript{475} International Institute for Strategic Studies, Military Balance 2020. 259-268.


PLAN Aircraft and Helicopter Carrier Fleet — Type and Age Structure, 2021

Aircraft Carrier (CV / CVN)

- **Type 004 CVN**
  - 0 operational, 1 building, up to 4 planned
  - > 110,000t fl / >30kts
  - Nuclear propulsion / CATOBAR (EMALS)
  - Aircraft: 75-100 helis and fixed-wing...

- **Type 003 CV**
  - 0 operational, 2 building
  - > 85,000t fl / ca. 320m loa / >30kts
  - IEP propulsion / CATOBAR (EMALS)
  - Aircraft: 32x fighter aircraft
  - 8x 1st heli, 4x 2nd heli

- **Type 002 CV**
  - 1 operational
  - ca. 70,000t fl / ca. 315m loa / 31kts
  - Steam propulsion / STOBAR
  - Aircraft: 32x fighter aircraft
  - 8x 1st heli, 4x 2nd heli

- **Type 001 CV**
  - (Ex-Soviet Pr. 11435 Kuznetsov class)
  - 1 operational
  - ca. 67,500t fl / 364.5m loa / 32kts
  - Steam propulsion / STOBAR
  - Aircraft: 26x fighter aircraft, 8x 1st heli, 2x 2nd heli

Ambitibious Assault Ships (LPD / LHD)

- **Type 075 LHD**
  - “Yushan” 玉申舰
  - 1 operational, 7 building
  - ca. 40,000t fl / 237m loa / 25kts
  - CODAD propulsion
  - Aircraft carried: 36x attack heli

- **Type 071 LPD**
  - “Yuzhao” 玉洲舰
  - 8 operational, 8 building
  - ca. 25,000t fl / 210m loa / 25kts
  - CODAD propulsion
  - Aircraft carried: 4x 13t heli
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Eastern Mediterranean, including in Syria. While the size and quality of the US Navy, coupled with that of its regional allies, would probably still allow it to dominate the PLA Navy (PLAN) in a protracted conflict, the gap is narrowing.

The PLA Air Force (PLAAF) operates some two thousand five hundred combat-capable aircraft, most of which can operate over the likely combat area. The Pentagon further concludes that “the PRC has more than 1,250 ground-launched ballistic missiles (GLBMs) and ground-launched cruise missiles (GLCMs) with ranges between 500 and 5,500 kilometers. It also has one of the world’s largest forces of advanced long-range surface-to-air systems— including Russian-built S-400s, S-300s, and domestically produced systems—that constitute part of its robust and redundant integrated air defense system architecture.” China also has some ninety-eight nuclear-tipped intercontinental ballistic missiles (ICBMs) with ranges capable of striking Europe as well as four nuclear-powered, ballistic missile-carrying submarines, or SSBNs. And it has deployed its new dual-capable Intermediate-Range Nuclear Forces (INF) Treaty-range DF-26 launchers in Shandong Province, which could put US allies at greater risk. Overall, Chinese conventional military power exceeds that of any other regional state and has, at the very least, significantly narrowed the United States’ relative advantages. In particular, it challenges US naval and air potential inside the First Island Chain, thereby, at a minimum, making it harder for a rapid, effective response from the United States, which must operate at a great distance from the theater.

China’s nuclear doctrine has thus far been to “maintain a limited, survivable nuclear force that can guarantee a damaging retaliatory strike.” This has in the past included a “no first use doctrine.” To implement China’s minimal deterrent concept, it has a force of up to three hundred and twenty nuclear weapons that can be delivered primarily by missiles and submarines. This gives China a powerful “coercive” potential to discourage resistance to Chinese limited aggression. In addition, US commanders have warned that Beijing will “at least double” the size of its nuclear warhead stockpile over the next decade. This has led Pentagon officials to suggest that the United States will need to either find a way to limit China’s growth or reevaluate its own arsenal. That poses a dilemma since efforts to bring China into future strategic arms control agreements will be problematic. China has little incentive to freeze its arsenal at levels significantly lower than those of the United States and Russia. And US efforts to do so in formal trilateral negotiations could undercut future US-Russian arms control negotiations.

China is also actively developing its space and cyber programs for potential military use. The DIA concludes that “China continues to develop a variety of counter-space capabilities designed to limit or prevent an adversary’s use of space-based assets during crisis or conflict.” The IISS also reports that both China and Russia are continuing their anti-satellite (ASAT) testing and development programs. In the cyber domain, the PLA is organizing its Strategic Support Forces in order to maximize its ability to conduct multiple cyber operations, including cyber theft, cyber reconnaissance, cyberattacks on information systems, and cyber warfare.

2. Transatlantic Convergence and Divergence

China’s military buildup does create some areas of transatlantic convergence. For example, areas relating to the global commons, such as space, cyber, and freedom of the seas, point to common transatlantic interests with similar priorities. Many of these issues can be addressed through increased transatlantic efforts to enhance the resilience of space and cyber assets. There are two areas, however, in

479 International Institute for Strategic Studies, Military Balance, 259-268.
480 US Department of Defense, Military and Security Developments, ii.
481 International Institute for Strategic Studies, Military Balance, 260-261.
488 International Institute for Strategic Studies, Military Balance, 18.
489 US Defense Intelligence Agency, China Military Power, 45. Chinese strategic thinking now emphasizes the concept of “system destruction warfare,” which focuses on non-kinetic ways of disabling an opponent’s ability to wage war through information operations.
which transatlantic priorities may diverge: the requirement of the United States to address China’s capabilities in the conventional and nuclear realms.

As the United States modernizes its conventional forces to maintain its overall advantage and stay competitive in key technologies like artificial intelligence (AI), quantum computing, robotics, etc., Europe will benefit both directly through defense cooperation and indirectly through a sustained US commitment to the transatlantic alliance. However, once the COVID-19 shock to national budgets wears off, there will be renewed pressure to increase the US defense budget to precisely address China’s growing military competencies. This is unlikely to be true in Europe, however, despite NATO’s goal that member states spend at least 2 percent of their GDP on defense. In Washington, some analysts are already discussing the need for a broad “division of labor” in NATO, with the United States focusing primarily on the challenge from China and Europe focusing on Russia. While stimulating European defense spending is important, this division of labor concept could be detrimental to NATO if it results in a dramatic shift of US forces to Asia since NATO’s European members do not independently have adequate capabilities to defend themselves against a determined Russia unless they dramatically increase their defense spending. Finding the resources and the political will in Europe to compensate for a shift in the United States’ attention to Asia will be a challenge for European allies and partners.

The expected growth of China’s nuclear arsenal also raises two sets of potentially divisive questions for the transatlantic alliance. First, if NATO’s commitment to its own minimal deterrent posture (of dual-capable aircraft and B61 bombs) falters, and there are signs that it may, then the transatlantic partnership faces the political prospect of Chinese nuclear growth just as NATO wavers, though, of course, the French and UK deterrent forces are also part of the NATO nuclear deterrent. Second, calls for post-New START strategic arms control to include China raise the question of placing limits on French and British nuclear weapons as well. Those two nations may resist.

3. Possible Transatlantic Responses

Meeting the Chinese military challenge will be the primary responsibility of the United States. There is convergence on this point. But given the risk that transatlantic relations could be negatively affected as a result, there are two things the NATO allies should do.

First, Europe needs to understand that the push for greater burden sharing in the United States is bipartisan and growing. The reason for this is the United States’ increased need to shoulder responsibilities in Asia, not a lack of empathy for European budget constraints. Transatlantic nations should conduct a strategic war game focused on the overall impact of Sino-US military conflict in Asia as a means of assessing the impact on European security and Europe’s ability to deter Russia with limited American support. The results might stimulate European nations to recognize that it is in their own long-term security interest to boost their defense spending.

Second, NATO’s nuclear deterrent posture can’t be seen as collapsing while China’s expands. And arms control solutions that are acceptable to China, the United Kingdom, and France will need to be sought. One idea would be to negotiate a separate global limit on all nuclear-capable, intermediate-range, ground-launched missiles. Another suggestion would be a freeze on the number of Chinese, British, and French warheads deployed on intercontinental delivery vehicles as long as the United States and Russia continue to reduce their comparable warhead totals.

4. Major Recommendations

i. NATO should review the impact that a US military conflict with China would have on European security and design offsetting military measures, including greater burden sharing, to ensure lasting deterrence and defense in Europe.

ii. At the same time, US defense planners should not focus on potential conflict with China at the expense of commitments to defense and deterrence in Europe, especially in light of growing Sino-Russian cooperation.

iii. The United States and transatlantic Allies and partners should conduct a strategic war game or series of war-games assessing the impact on European security in case of a Sino-US conflict in the Indo-Pacific.

490 The Chinese View on Strategic Competition with the United States, US-China Economic and Security Review Commission, 116th Cong. (June 24, 2020) (testimony of Michele Flournoy co-founder of WestExec Advisors and former under secretary of defense for policy), https://www.uscc.gov/sites/default/files/2020-06/Flournoy_Testimony.pdf. Flournoy concludes: “The most important thing for the United States to do is to invest more substantially in the drivers of U.S. competitiveness here at home. This includes science and technology, research and development, using federal funding to incentivize private sector investment in key technology areas (e.g., AI, robotics/autonomy, quantum computing, biotech, etc.), STEM education, broader access to affordable higher education, and 21st century education, and infrastructure like 5G.”
Section B: Enhanced Sino-Russian Security Cooperation

1. The Challenges

Six decades after the Sino-Soviet split, which divided the communist world during the Cold War, close Sino-Russian cooperation is back. While it is a marriage of convenience rather than a formal alliance like NATO, it poses a significant security challenge for the transatlantic allies. 491 Russian President Vladimir Putin stresses “mutual interests” while Xi has referred to Putin as his “best friend.” The two leaders are said to get along well.

There is a long list of reasons why, in theory, this arrangement should not evolve into a formal military alliance. The memory of Soviet dominance of the relationship during the Cold War remains fresh in Chinese minds. Russia’s declining economy is a stark contrast to China’s, which may soon be the largest economy in the world. Russia fears Chinese encroachment in a nearly vacant Siberia. Neither wants to be dragged into a conflict with the United States by the other’s risky behavior. Russia is wary of Chinese technology theft. 492 China is wary of ethnic bias in Russia. Russia sells vast quantities of arms to China’s chief regional rival, India.

Nonetheless, in October 2020, Putin told a Valdai Discussion Club video conference that “we don’t need it (an alliance), but, theoretically, it’s quite possible to imagine it.” 493 A Chinese Foreign Ministry spokesman responded saying that Putin’s comments “demonstrate the high level and special nature of our bilateral ties.” 494 Today, multiple factors draw Russia and China together:

i. The ideological gap that drove them apart six decades ago is gone. Both are autocratic states with a new form of nationalism substituting for bygone ideologies;

ii. Both have common cause against the West over the nature of global and domestic governance;

iii. Both pursue initiatives designed to eliminate the rights of other nations to interfere in their internal affairs, including with respect to human rights violations;

iv. Long-standing border problems were for the most part settled in 2008;

v. Bilateral trade is growing dramatically, topping $110 billion in 2019. 495 Neither side is the other’s top trading partner, 496 but trade has become balanced in economic terms, benefiting both sides;

vi. China, as the second-largest global importer of petroleum products, relies on Russia for oil and fuel products to the tune of $42 billion annually. 497 China has invested heavily in Russian LNG operations, and the Power of Siberia gas pipeline supplying China’s northeast is now operational;

vii. Both find advantage in working together in international organizations. This was particularly evident at the United Nations General Assembly session in September 2020 when China and Russia united against then-US President Donald J. Trump; 498 and

viii. US political and economic pressures have driven Russia and China together. Both are subject to Western economic sanctions, stimulating greater bilateral economic interaction to compensate.

These growing ties have several security consequences for the transatlantic alliance. NATO no longer faces a major power that stands alone. Chinese support, in the United Nations Security Council or otherwise, prevents Moscow’s isolation on issues like Ukraine or Syria and emboldens Russian mischief making. The joint message that autocratic governance is more efficient and effective than Western democracy is proving attractive to nations across the
globe, especially when paired with Chinese investment. Over time, Sino-Russian defense cooperation will provide Russia with advanced information technologies otherwise unavailable to it.

Of immediate concern is the growing set of joint global military exercises conducted by Russia and China, many of them in and around Europe. Joint military training began in 2005 and accelerated beginning in 2012. These exercises provide joint operational experience while signaling to all competitors, like NATO, the ability of the two militaries to work cooperatively and project power.\footnote{See discussion of “geopolitical signaling” in Elina Sinkkonen, \textit{China-Russia security cooperation: geopolitical signaling with limits}, Finnish Institute of International Affairs, FIIA Briefing Paper 231, January 16, 2018, https://www.fiia.fi/en/publication/china-russia-security-cooperation.}

Moreover, Russia has sold advanced military equipment, like the S-400 surface-to-air missile and the Su-35 fighter jet, to China.\footnote{See Andrea Kendall-Taylor and Jeffrey Edmons, \textit{Addressing Deepening Russia-China Relations}, Center for a New American Security, August 31, 2020, https://www.cnas.org/publications/commentary/addressing-deepening-russia-china-relations.} While the value of Russian arms sales to China has declined since a peak in 2005, the sales now include more sophisticated weapons. This has helped enable China to create what the Pentagon sees as a considerable A2/AD problem. Chinese technological prowess in areas like 5G and AI complements Russia’s strong defense industry. Together they can produce better military platforms with more modern technology. Since 2015, the two nations have signed multiple agreements to cooperate on innovation, research, and development.\footnote{Sinkkonen, \textit{China-Russia}.} They are...
working together on the production of several systems, including a heavy lift helicopter, the quiet Lada-class submarine, and missile defense early warning systems for China’s use.\(^{504}\) The future of their defense cooperation may be less about one-way arms sales and more about greater defense coproduction.\(^{505}\) That would allow Russia to further improve its military capabilities, with consequences for European defense.

### 2. Transatlantic Convergence and Divergence

Despite its entente with Russia, China does not appear to constitute a direct military threat to Europe at this time. China is, however, a direct military threat to the United States’ Asian allies, and hence to the United States. As a result, transatlantic interests diverge on this fundamental point of immediate threat.

But Europe does share some risk. Article 9 of the 2001 Sino-Russian treaty of friendship has a security clause which states: “When a situation arises in which one of the contracting parties deems that peace is being threatened and undermined or its security interests are involved or when it is confronted with the threat of aggression, the contracting parties shall immediately hold contacts and consultations in order to eliminate such threats.”\(^{506}\) In 2019, China’s national defense white paper for the first time mentioned NATO, noting its continued enlargement, its deployments in Central and Eastern Europe, and its frequent military exercises.\(^{507}\) Some Chinese missiles can reach Europe. While China would probably not join in combat against NATO should the Alliance be engaged in military conflict with Russia, say over the Baltic states, it might well help Russia in other ways. For example, it could fulfill Article 9 of the 2001 treaty by providing Russia with military equipment or disruptive cyber operations in times of emergency or engage in disruptive cyber operations. China could also create military tensions in the Indo-Pacific region to draw US attention away from Europe. There is also an open question as to whether China would be willing to leverage its many investments in European infrastructure to aid Russia in a time of crisis, for example, by shuttering port operations or disabling communications. The economic consequences of doing so would be enormous but cannot be ruled out in a worst-case scenario.

As a result, China’s cooperative ties with Russia are more daunting for European nations than they appear on the surface. NATO recognized this state of affairs during its December 2019 Leaders Meeting in London and has since conducted a classified “China Review” to make a preliminary assessment of the problem. This was reinforced by NATO Secretary General Jens Stoltenberg in a June 2020 interview with Germany’s \textit{Welt am Sonntag} newspaper in which he said: “One thing is clear: China is coming ever closer to Europe’s doorstep .... NATO allies must face this challenge together.”\(^{508}\) How NATO will react to the growing Chinese security challenge remains to be seen, although the NATO 2030 report published in November of 2020 portrayed a seeming consensus among its authors that NATO must play a more active role in confronting China, not least because of Sino-Russian ties. A new NATO Strategic Concept, expected to be launched in 2021, will be forced to address this issue head on.

### 3. Possible Transatlantic Responses

The transatlantic allies can probably do little to dramatically reverse the increasing cooperation between their two major power rivals. Unlike 1972, when then-US President Richard M. Nixon was able to take advantage of the Sino-Soviet split, it may not be feasible to side with one nation against the other and divide them. But some useful steps can be taken. A starting point would be to assess the consequences of this cooperation within NATO and, in the process, to differentiate between these two potential adversaries. Russia, at least thus far, has been much more willing to use direct military force to change the international status quo than China has. China, by contrast, has generally used economic tools to influence others, though it also uses military exercises and deployments to coerce its neighbors. Both, however, are active and dedicated to using hybrid tactics to further political goals. Nevertheless, China’s ambitions are different from Russia’s—a fact that may offer insights on how to confront each.

An ad hoc approach might pay some dividends. Chinese dependence on trade with both the United States and the European Union (EU) might be leveraged to limit its more blatant cooperation with Russia. For example, China might usefully caution Russia to reduce tensions in areas like Ukraine, the Black Sea, and the Eastern Mediterranean if

---

\(^{504}\) Sinkkonen, China-Russia. Also see Christopher Weidacher Hsiung, \textit{Missile defense and early warning missile attack system cooperation: Enhancing the Sino-Russian defense partnership}, Norwegian Institute for Defence Studies, July 2020.

\(^{505}\) See comments by Mike Kofman on Center for a New America Security’s \textit{Brussels Sprouts} podcast, “The Russia-China Defense Relationship.”

\(^{506}\) Sinkkonen, China-Russia.


it understood that these tensions were affecting its bottom line. As for Russia, its interests in the Arctic and in freedom of navigation may conform a bit more with Western perspectives than with China’s.

4. Major Recommendation

NATO should, working where possible with the EU, assess the impact that the Sino-Russian entente is having on European security and consider policies to mitigate that impact.

Section C: Potential for Confrontation in the Indo-Pacific Region

1. The Challenges

China has developed increasingly aggressive policies along its periphery to reinforce what it sees as its sovereign rights. This is part of a grand strategy. With its border disputes with Russia generally resolved and its northern approaches secured by closer Sino-Russian ties, it has the opportunity to consolidate power internally and to pursue sovereign claims on its other borders. Internally, it has crushed dissent in Tibet, Hong Kong, Xinjiang, and elsewhere. Externally, it has doubled down on territorial claims in the South and East China Seas, in Taiwan, and along the border with India.

But China’s perception of sovereign rights encroaches upon competing maritime claims of its neighbors and increasingly upon the security of Taiwan. Meanwhile, an unstable North Korea could also escalate into a regional conflict. The United States has varying security commitments to Japan, South Korea, Australia, the Philippines, Thailand, and Taiwan. It also has close ties with India, Indonesia, Vietnam, Singapore, New Zealand, and Malaysia, among others.509

This delicate situation may have been made more unstable on New Year’s Day 2021 when China revised its National Defense Law, removing defense policy and decision making from the State Council and moving it to the Central Military Commission (CMC), headed by Xi, thus giving the PLA a greater voice in military decisions. The law also authorizes the CMC to mobilize civilian assets for defense purposes.510

There are at least six scenarios for possible military conflict in the Indo-Pacific region that could involve the United States and China, with significant consequences for the transatlantic partners.511 Xi told a PLA gathering in October to “put all (their) minds and energy on preparing for war.”512 Conflict between the United States and China over maritime claims would likely take place by accident or miscalculation. Conflict over Taiwan could be premeditated. Conflict over North Korea would be born of chaos. Conflict between China and India would be less likely to draw in the United States.

The first scenario involves a clash between China and a US partner over competing claims in the South China Sea. China claims a historic right to the waters contained within the “nine-dash line” that encompasses the South China Sea. That area includes the Paracel, Spratly, and Pratas Islands and Scarborough Shoal. To buttress its claims and coerce its neighbors, China added three thousand two hundred acres of land, turning reefs into islands. It also militarized many of the islands to include anti-ship and anti-air missiles. It currently maintains outposts on twenty islands in the Paracel Islands, seven on the Spratly Islands, and a constant coast guard presence near Scarborough Shoal.513 In 2016, the Permanent Court of Arbitration ruled in favor of the Philippines, deciding that the nine-dash line did not grant China rights to resources in the area. China and Taiwan both rejected this ruling.514 In July 2020, then-US Secretary of State Michael R. Pompeo declared that “Beijing’s claims to offshore resources across most of the South China Sea are completely unlawful, as is its campaign of bullying to control them.”515 Confrontations between China and its neighbors over these differing claims are frequent. Since January 2018, there have been nine recorded incidents, six with Vietnam, two with the Philippines, and one with Malaysia. While the risk of incidents remains high, the prospect for direct US involvement is probably low unless the incidents escalate dramatically.

511 Binnendijk, Friends, 97-122.
The second scenario involves disputes in the East China Sea between China and Japan over the Senkaku/Diaoyu Islands. Japan’s claim of sovereignty over the islands dates to 1895 and was not contested by China until 1971 when it resurrected its own claims dating to 1534. The area around the uninhabited islands has rich oil, gas, and fisheries resources. Japan and China periodically send fishing fleets and coast guard vessels to the area to reinforce their claims. They have overlapping Air Defense Identification Zones (ADIZs) over the islands. This confrontation escalated in 2020 when the Okinawa municipal council chose to alter the name and administrative status of the islands, prompting a strong response from China. But Japan has a strong military presence in the region and the US defense commitment to Japan extends to the Senkakus as result of the 1972 reversion of Okinawa from the United States to Japan. US President Joseph R. Biden, Jr., has reaffirmed previous American statements of commitment to the Senkakus. China is likely to be cautious as a result while continuing to reinforce its claims. The risk of a conflict that draws in the United States is, therefore, probably low.

The third related scenario involves a possible incident associated with US freedom of the seas and intelligence-gathering operations in the region. China has traditionally harassed US P-8 intelligence-gathering flights that take place well outside of China’s twelve-mile territorial limit. And US Freedom of Navigation Operations (FONOPs) designed to underline US innocent passage and transit rights have become more common. In 2019, for example, nine US FONOPs took place in the South China Sea, most of which encountered harassment from the PLAN. The

---
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PACIFIC OCEAN (Jan. 29, 2018) The Arleigh Burke-Class guided-missile destroyer USS Michael Murphy (DDG 112) and the French frigate FNS Vendemiaire are underway in formation during a passing exercise (PASSEX) in the Pacific Ocean. Michael Murphy is operating in the Pacific region as part of the Carl Vinson Carrier Strike Group. Source: U.S. Navy photo by Mass Communication Specialist 3rd Class Jasen MorenoGarcia/Released
US Navy conducted thirteen FONOPs in 2020 and the Biden administration has already conducted two in 2021.519 In 2001, a US Navy reconnaissance aircraft collided with a PLAN jet near Hainan Island. The incident, which resulted in an international dispute between the United States and China, illustrated the risk of escalation. A bilateral US-China “incidents at sea agreement” could help alleviate this risk.

The fourth scenario involves a Chinese military effort to gain control over Taiwan. It is likely the most dangerous of the six scenarios discussed. The status of the US commitment to Taiwan has been somewhat vague since the 1972 Shanghai Communiqué520 and the 1979 Taiwan Relations Act.521 US policy is “to consider any effort to determine the future of Taiwan by other than peaceful means ... of grave concern to the United States.” There is no longer a treaty committing the United States to defend Taiwan, but that has not stopped the United States from selling significant quantities of weapons to provide for the island’s self-defense. Moreover, US credibility in the region would be at stake in the event China attempted to invade Taiwan. China’s redline has consistently been that Taiwan should not declare its independence. However, Beijing’s recent aggressive actions in Hong Kong have catalyzed a major backlash in Taiwan over concerns about what “one country, two systems” means in practice.

In response to the reelection of Taiwanese President Tsai Ing-wen of the independence-leaning Democratic Progressive Party in January 2020, China is flying Su-30 fighters into Taiwan’s airspace522 and Chinese Premier Li Keqiang dropped the word “peaceful” while discussing reunification before the National People’s Congress in May of 2020.523 The former Trump administration late in its term agreed to a multibillion-dollar set of arms sales to Taiwan, prompting China to sanction three US arms manufacturers.524 In January 2021, Pompeo changed the US diplomatic protocol with regard to Taiwan and Taiwan reconfigured its passport cover in a way that seemed to disassociate Taiwanese citizens from those on the mainland. Both of these developments will be interpreted in Beijing as steps toward Taiwanese independence. Collectively, these developments have prompted a debate in the United States about whether greater “strategic clarity” is needed to avoid a Chinese miscalculation.525 A stronger US commitment to Taiwan seems plausible. Any stronger US commitment, however, should be contingent upon Taiwan adhering to its current status and not unilaterally declaring independence. European allies, meanwhile, should find ways to amplify that commitment by promising nonmilitary responses to threatening action from Beijing. Diplomatically, the United States should reaffirm its long-standing One China policy and its “abiding interest” in a “resolution of the dispute that is peaceful and acceptable to the people of Taiwan.”526

The fifth scenario relates to North Korea. This might occur either as a result of a political implosion in Pyongyang or cross-border conflict with South Korea. Three US-North Korean summits during the Trump administration have not reversed North Korea’s nuclear weapons program, now estimated at twenty or more warheads.527 An implosion in North Korea might result in efforts by both China and the United States to seize that country’s nuclear arsenal. North-South relations deteriorated in 2020, partly the consequence of the launch of South Korean propaganda balloons and punctuated by North Korea’s destruction of the joint liaison office near the border town of Kaesong. While the situation could spin out of control, neither China nor the United States has an interest in seeing a conflict between them triggered by events in Pyongyang.

Finally, there is the border conflict between India and China along the Line of Actual Control (LAC), a holdover from the 1962 war between the two. In the summer of 2020, Chinese and Indian troops clashed in the Galwan Valley. Around twenty Indian soldiers and an undisclosed number of Chinese troops were killed in hand-to-hand combat. Troops have since concentrated on both sides of the LAC.

---


520 US Department of State, The Joint US-China Communiqué, Shanghai, February 27, 1972, https://photos.state.gov/libraries/ait-taiwan/171414/ait-pages/shanghai_e.pdf. In the communique, the United States declares that “there is but one China and Taiwan is part of China.”


527 Ploughshares Fund, "World Nuclear Weapon Stockpile," updated March 9, 2020, https://ploughshares.org/world-nuclear-stockpile-report. According to other estimates, North Korea has as many as thirty nuclear weapons, with adequate fissile material being generated every year to add significantly to this total.
and Indian diplomats are seeking to defuse the situation, but nationalism is running high on both sides. Recently the New York Times reported that Indian electrical outages in Mumbai and elsewhere were the result of Chinese cyber-attacks intended to warn India not to press its claims too hard. The United States is unlikely to be involved directly in any major conflict between China and India, but it could well support India diplomatically and with materiel.

Given the number of plausible scenarios for conflict in the Indo-Pacific, including some in which direct conflict between the United States and China is possible, transatlantic allies need more routine discussions about the knock-on effects for European security. A war with China would probably be unlike the United States’ earlier wars in Asia—in Korea and Vietnam—where conflict was geographically limited.

2. Transatlantic Convergence and Divergence

There is a high degree of transatlantic asymmetry in these six scenarios. Europe is, as of now, a limited player in any of them even as NATO is considering how to respond to China’s aggressiveness. Individual NATO nations do have security interests in Asia. France has several island territories in the Indian and Pacific Oceans, French naval ships traverse the South China Sea at least twice a year, and a French Ministry of the Armed Forces report says France is developing a network of strategic partnerships in the region. The UK has small outposts in Diego Garcia, Bahrain, Brunei, Singapore, and Nepal. It also has a series of Five Power Defense Arrangements with Australia, New Zealand, Malaysia, and Singapore and there is speculation that the UK might establish a new small military base elsewhere in Southeast Asia. While the 2020 Rim of the Pacific (RIMPAC) exercises were smaller due to the COVID-19 pandemic (only ten nations participated), the 2018 exercises included twenty-five participating countries, including Canada, France, Germany, the Netherlands, and the UK. Nevertheless, none of these interests are compelling enough to expect European allies to play a significant role in a US-China conflict.

From another perspective, however, Europe’s interest in preventing any one of these scenarios from taking place is far greater than its current interests and activities in the region indicate. Should the United States and China engage in open military conflict, the United States would shift many of its major air and naval capabilities to Asia, weakening deterrence against Russia. The United States would likely engage in immediate economic warfare with China, which could include freezing China’s economic assets, halting China’s access to the dollar, stopping all bilateral trade, and seeking to interrupt Chinese electronic financial transactions through the Society for Worldwide Interbank Financial Telecommunications (SWIFT). Maritime trade in the South China Sea and air traffic in the region of conflict would be badly disrupted. The United States could be expected to ask its allies to support those efforts with their own sanctions on China. Economic chaos would ensue. Such a conflict would also probably significantly disrupt cyber and space activities upon which Europe relies, with supportive European states likely to experience direct cyber and hybrid attacks. Should China attack US territory, Article 5, the collective defense article of NATO’s founding treaty, could be triggered.

3. Possible Transatlantic Responses

NATO will have many opportunities during 2021—including the development of a new Strategic Concept; US President Joseph R. Biden, Jr.’s first NATO Summit; various ministerials; and periodic statements from the secretary general—to shape its approach to China. It should:

i. Provide a clear indication to China that military coercion or invasion of Taiwan will not be tolerated;

ii. Work actively to support freedom of navigation and to seek diplomatic solutions to contending claims in the South and East China Seas;

iii. Encourage NATO member states to participate in future US FONOPs, Passing Exercises (PASSEXs), and RIMPAC multilateral maritime exercises along with the United States’ allies in the Indo-Pacific region;

iv. Strengthen its ability to gain better intelligence on Chinese activities across the globe, including gaining even better access to intelligence sources across Asia;

v. Design a NATO-agreed proposal to rejuvenate the Intermediate-Range Nuclear Forces (INF) Treaty (limiting INF Treaty-range systems that are nuclear-armed) and seek to extend it in some way to China;529

vi. Create a new “NATO-Asia Forum” to coordinate security policies and operations with regard to China.530

528 Sanger and Schmall, “China Appears to Warn India.”
529 For example, China might be convinced to freeze such systems at current levels.
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vii. Provide Japan and South Korea with Enhanced Opportunity Partner status, the same status as Australia now has;

viii. Create a “NATO-India Commission” to enhance military cooperation;

ix. Create a NATO “Liaison Office” in Asia, located perhaps in Japan; and

x. Encourage the creation of a new “NATO Center of Excellence” on China, collocated with the “Liaison Office,” to provide thought leadership on NATO’s future engagement in the Indo-Pacific.

4. Major Recommendations

i. European nations and institutions should make clear that Chinese military conflict with the United States in Asia will result in a significant European political and economic response to China.

ii. NATO should form new partnerships with Indo-Pacific nations that share common values with the Alliance while invigorating and collectivizing current regional partnerships as a means of countering China’s assertive actions against Indo-Pacific democracies.

Section D: Military and Security Challenges in the European Area

1. The Challenges

The previous sections have assessed many of the ways that Chinese resurgence has impacted European security. The risk of Sino-US conflict in the Indo-Pacific has increased, drawing the US focus toward that region. Chinese defense cooperation with Russia improves the capabilities and determination of NATO’s principal adversary. China has extended its military reach to Europe with Sino-Russian military exercises and Chinese missile ranges that make Europe vulnerable. This section explores other ways that China’s rise is affecting European security. It will review the impact of Chinese investments and infrastructure projects in Europe as well as what might be called China’s “approaches to Europe:” the BRI and the High North. Europe is still waking up to this impact.

The terminus of both China’s BRI and its Polar Silk Road is continental Europe where China has proven highly successful at creating multiple inroads with different regional characteristics. More than half of NATO’s members have signed BRI-related agreements. In Eastern Europe, China has created Cooperation Between China and Central & Eastern Europe Countries (CEEC) that share a post-communist legacy, an arrangement commonly known as 17+1 after Greece also joined. This group includes fifteen NATO members plus Serbia, Bosnia, and China and serves as a trans-Eurasian bridgehead and transport corridor to the EU market through trade, investment, cultural exchanges, and people-to-people connectivity. China has used the 17+1 arrangement to invest in strategic areas in ways that conflict with EU regulations. China has also sold CH-92A armed drones to Serbia and is making military inroads there.

Several key NATO members, including Italy, Greece, and Portugal, have signed bilateral BRI agreements and accepted harbor investments that offer Beijing a geo-strategically important gateway to the Mediterranean and Atlantic. China has also invested in Portugal’s electricity grid, in other large infrastructure projects (primarily in non-EU countries), and in scientific research centers (e.g., the China-Belgium Technology Center in Louvain-la-Neuve). Other Chinese investments in European critical infrastructure include bridges and roads. Together, these Chinese investments can negatively impact NATO’s political and military responses in times of crisis. Investment screening that considers security implications is still nascent at both the EU and national levels.

Recent experience has highlighted two additional concerns: defense-related supply chain dependence and dependence on China’s near monopoly of rare earth minerals, both of which have implications for security and military procurement. The pandemic has especially highlighted Western dependence on Chinese exports, including equipment important for defense. In 2019, China threatened to limit exports of rare earth minerals, both of which have implications for security and military procurement. The pandemic has especially highlighted Western dependence on Chinese exports, including equipment important for defense. In 2019, China threatened to limit exports of rare earth minerals needed in modern electronics and military equipment.

---


533 June Teufel Dreyer, “China’s Monopoly on Rare Earth Elements —And Why We should Care,” Foreign Policy Research Institute, October 7, 2020, https://www.fpri.org/article/2020/10/chinas-monopoly-on-rare-earth-elements-and-why-we-should-care/.
The United States and Europe are now seeking to reduce their dependence on China for rare earth minerals.\textsuperscript{534} Maximizing diversity and resilience in these two areas is critical. However, both the United States and the EU need to guard against efforts at supply chain independence that undercut the advantages gained from transatlantic defense industrial cooperation.

China’s efforts to gain industrial and military intelligence in Europe are also causing concern. Its military-civil fusion (MCF, \textit{jun-min ronghe}) effort is designed to identify civilian sector technologies that have military applications. Europe remains a prime target of this effort. Chinese intelligence personnel are particularly focused on NATO activities in Brussels where special security precautions are needed to limit penetration.

China’s activities in Europe, then, have raised alarms around issues that include theft of military technology, intelligence gathering, political influence enabled by debt traps,\textsuperscript{535} influence on NATO decision making, and strategic supply-chain dependencies that could allow China to deny the use of spare parts, ports, and infrastructure in the event of NATO mobilization. China’s cyber capabilities, in particular, present significant challenges to the transatlantic nations and institutions, including use of espionage against military technology; intellectual property theft related to sensitive technologies, industries, and infrastructure; and disinformation, such as in the context of the COVID-19 pandemic. The cumulative impact may be more than the sum of the parts because it pervades NATO’s military capabilities, strategic decision making, and operational requirements.


As polar ice recedes, China has taken a keen interest in the northern approach to Europe. In 2013, China gained observer status on the Arctic Council. In 2015, China began to promote its “Polar Silk Road.” And in 2018, China declared itself a “near-Arctic state.” China’s focus has been fairly comprehensive, including energy, shipping, communications cables, science and technology exploration, and fisheries. It has worked with several Arctic states to secure its interests, including two large natural gas projects with Russia; port construction in several places, including Russia’s Arkhangelsk deep water port; and scientific research with Finland, Sweden, Norway (in Svalbard), and Iceland. China is now one of the largest foreign investors in Greenland. In Sweden, China built a 100 percent Chinese-owned polar satellite ground station in Kiruna north of the Arctic Circle which, due to its near-polar location, offers faster download rates for China’s military reconnaissance satellites.536 China has worked with Finland on a submarine communications cable. Thus far, China has been respectful of environmental concerns in contrast to southern BRI investments. Its comprehensive Arctic activities, however, give China important insight and data on polar conditions that could be used in a military context.537

In 2019, the United States and some European allies began sounding alarms. In May of 2019, then-US Secretary of State Michael R. Pompeo warned of the dangers of Chinese investment in the Arctic. Denmark later that year warned that the PLA was using scientific research in the Arctic for dual purposes. The US Department of Defense (DoD) is concerned about the presence of Chinese nuclear-armed submarines and Chinese Coast Guard operations in the Arctic Sea.538 Others point to Chinese acoustic and cold weather research that can be used for military purposes. There are additional apprehensions about what China’s planned Arctic Connect telecommunications cable, which runs under the Northern Sea Route, means for secure communications. This is on top of concerns about China’s defense cooperation with Moscow as Russia reinforces its military posture along its northern border.539

China’s belt (land corridors) and road (shipping lanes) along its southern approaches to Europe are having geostrategic as well as economic impacts. About sixty countries have signed up to participate in some element of this vast project, with infrastructure loans made by China in excess of $1 trillion by 2027. The BRI transits some four thousand miles with branches through Southeast Asia, South Asia, and Central Asia. The infrastructure projects include roads, railways, energy pipelines, and some fifty economic zones. The United States is not participating in the BRI and has warned of debt traps being set for participating countries. French President Emmanuel Macron similarly noted that many BRI states will become “vassals.” Chinese arms sales along the route create further dependencies. The maritime road has also included Chinese access to naval facilities along the route, such as the one in Djibouti, which have affected naval operations of US allies. The transatlantic partners share a common interest in limiting Chinese strategic influence throughout the BRI route.540

2. Transatlantic Convergence and Divergence

Chinese penetration into the European security space and the strategic approaches to Europe creates perhaps the area of greatest transatlantic convergence in the security realm. While economic interests differ among European nations, with Central Europe in particular seeing immediate benefits from Chinese investments despite potential security consequences, there is, nonetheless, a growing concern in Europe about China’s ability to undercut its security posture.

In November 2020, the NATO Reflection Group recognized this concern and made the following recommendation as to how NATO should manage security challenges emanating from China:

“The Alliance should infuse the China challenge throughout existing structures and consider establishing a consultative body to discuss all aspects of Allies’ security interests vis-à-vis China. It must expand efforts to assess the implications of China’s technological development and monitor and defend against any Chinese activities that could impact collective defense, military readiness or resilience in the Supreme Allied Commander Europe’s (SACEUR) Area of Responsibility.”
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3. Possible Transatlantic Responses

As a result of this emerging convergence between the United States, the EU, and critical non-EU states like the UK and Norway, and consistent with the general thrust of the NATO Reflection Group’s suggestions, there are several initiatives that transatlantic partners could take to safeguard their interests. These include:

i. Creating a NATO/EU joint process to evaluate the strategic impact of Chinese investments in key infrastructure and establishing stronger screening mechanisms for these investments;

ii. Maximizing reliance on trusted transatlantic partners to maintain supply chain resilience in defense products;

iii. Reducing dependence on China for rare earth minerals;

iv. Supporting the Three Seas Initiative through coordination with the EU to provide nations in Europe’s east with opportunities for investment to displace China’s 17+1 effort;

v. Limiting China’s military activity in the Arctic;

vi. Guarding against China’s MCF efforts to gain intelligence useful to the Chinese military; and

vii. Energizing security cooperation with nations along the approaches to Europe that might otherwise become Chinese client states.

In the area of cybersecurity, there are three steps that transatlantic partners might take. First, there could be a coordinated transatlantic effort for the development and implementation of cyberattack-resilient architectures, especially for governance institutions, military forces, and key critical infrastructures. Second, a common approach to active cyber defense would provide resilience even when an attacker has breached cyber protections. And third, transatlantic nations with significant cyber capabilities could work together to engage and defeat malign Chinese activities that are intended to undercut the transatlantic nations in cyberspace.542

4. Major Recommendations

i. As part of its new Strategic Concept process, NATO should develop a comprehensive strategy on how to manage China’s security challenge to Europe. Much of that strategy could focus on freedoms in the global commons, an area where there is a high degree of transatlantic convergence.

ii. NATO should add a new core task to supplement the existing three: collective defense, crisis management, and cooperative security. This new core task, which might be called “conserve stability,” could encompass managing major threats to the Alliance that are global in nature, China primary among them.

iii. A mechanism should be established to identify and reduce Chinese investments in European strategic infrastructure that could undercut NATO’s ability to act both politically and militarily, especially in times of crisis.

iv. NATO is not properly organized to deal with the many challenges posed by China and should consider steps such as establishing a “Liaison Office” and “Center of Excellence in Asia” as well as making Japan and South Korea enhanced opportunity partners.

v. NATO should offer to Beijing to stand up a “NATO-China Commission” to discuss security concerns and areas of potential cooperation, such as incident management in the NATO area.

Chapter V: Toward a Transatlantic Blueprint

By Hans Binnendijk, Franklin D. Kramer, James P. Danoy, and Connor McPartland

The five areas discussed in Chapters II, III, and IV for potential transatlantic policy coordination in response to Chinese challenges—democracy and human rights, diplomatic coercion and influence, malign economic practices, technological competition, and security risks—reveal many issues of common transatlantic interest. This chapter suggests ways in which the transatlantic partners might organize themselves better to pursue a coordinated policy, starting with efforts to align their intelligence assessments on China. Next, it makes suggestions for bringing in like-minded Indo-Pacific partners. Finally, it suggests some areas in which the transatlantic partners might cooperate with China, for example, on meeting the challenge of climate change and pandemics.

Section A: Organizing for Policy Coordination with Europe

A thorough transatlantic strategic assessment will provide greater fidelity on the degree of policy convergence. Policy coordination will be easier in some areas than in others due to differing priorities and national economic dependencies. It may be impractical to design one comprehensive transatlantic policy toward China. It may equally be impossible to create just one organizational structure to coordinate transatlantic policies.

Bilateral organizational ties between both the United States and China and the European Union (EU) and China are currently more well-developed than those between transatlantic institutions and China. That should change.

The EU and China meet periodically at the summit level, with the twenty-second summit having been held in the summer of 2020. Major topics included the signing of the EU-China Agreement on Geographical Indications, discussion of the Comprehensive Agreement on Investment (CAI) and a Strategic Agenda for Cooperation 2025, climate change, biodiversity, COVID-19 responses, and international security issues (including a call for Chinese restraint in the South China Sea). Central European states also meet with China in the 17+1 format, sometimes in apparent competition with the EU.

The United States and China have held periodic strategic talks—“senior dialogues” under the George W. Bush administration, which were upgraded in 2009 by then-US President Barack Obama. Eight sets of US-China Strategic and Economic Dialogues were held during the Obama administration. Under the Trump administration, these talks were broken down into four parts—diplomatic and security, economic, law and cyber, and social and cultural—but most of these sessions were cancelled with the emphasis being placed on trade talks. Currently, the EU-China dialogue is much more robust than its US counterpart. The new Biden administration would be well advised to restart the dialogues held by the Obama administration, making sure they are productive.

A key requirement for an effective transatlantic China policy would be the establishment of an umbrella mechanism that might be called the “Transatlantic Coordinating Council on China” as the central forum for discussion and coordination among relevant players on the multiple issues that China presents. This umbrella organization would include all members of NATO and the EU, as well as those institutions themselves. While a US-EU dialogue will be important, a US-EU-only meeting leaves out Canada, Iceland, Norway, and the United Kingdom. Moreover, in addition to the EU, these nations need to be at the table because they maintain the governmental competency for many actions. Furthermore, for a variety of security issues, there will be significant benefits from engaging NATO.

Establishment of a “Transatlantic Coordinating Council on China” will allow decision making that takes into account the full scope of the issues, including when decisions in one arena have ramifications for another. The council could be structured as a voluntary organization as has been done for important organizations such as the Financial Stability Board or the Proliferation Security Initiative. Moreover, inasmuch as a number of issues will require, or benefit from, interaction with the private sector and while the center of

---

543 This will improve European access to some Chinese markets, especially agricultural products.
the new council would be governmental, the council could be structured with sufficient flexibility to include private sector entities, both for analysis and coordination.547

To make this “Transatlantic Coordinating Council on China” effective, a secretariat might be established and all parties would need to develop small teams of Sherpas to prepare the groundwork for council meetings that might take place semiannually. The council would work closely with NATO on security issues and would serve to coordinate NATO-EU perspectives. Once the council is established, one might envision trilateral US-EU-Chinese talks on key issues.

Other mechanisms might be created to deal with specific sets of issues discussed in previous chapters. A menu of ideas for consideration might include:

i. Establish through NATO a coordinating mechanism that links US transatlantic and transpacific allies and partners to reinforce mutual security interests;

ii. Establish within NATO a new assistant secretary general to focus on challenges to global stability, including challenges posed by China;

iii. Create a permanent coordinating mechanism between NATO’s North Atlantic Council (NAC) and the Council of the European Union to deal with the various challenges posed by China;

iv. Create a D-10 grouping of major democracies (including many European nations), which might lead on human rights and the defense of democracy issues. One might envision such a group engaging China in Helsinki Accords-like discussions on human rights;

v. Energize the G-20 to discuss the negative impact of China’s “wolf warrior” diplomacy and seek to reverse it;

vi. Establish a transatlantic system to review Chinese investments in sensitive technologies and the sale of such technologies to China. An updated version of the Cold War Coordinating Committee on technology transfers (COCOM) might be considered;

vii. Create a transatlantic negotiating strategy to seek equal access to Chinese markets and to limit Chinese economic subsidies;

viii. Work with allies in the Arctic Council and through the United Nations Law of the Seas Convention (UNCLOS) to protect transatlantic interests in freedom of the seas and peaceful use of Arctic waters; and

ix. Design a coordinating mechanism to discuss nuclear weapons limitation efforts with China.

The activities of each of these other groupings might be coordinated closely with or in some cases they might even be imbedded in the “Transatlantic Coordinating Council on China” to retain a single focal point for planning.

Major Recommendation

Create a new “Transatlantic Coordinating Council on China,” consisting of all members of the EU and NATO as well as an umbrella group to coordinate transatlantic positions on China and liaise with NATO and other key organizations.

Section B: Aligning Intelligence Assessments

On April 1, 1945, in the waning days of World War II in Europe, British Prime Minister Winston Churchill is quoted as saying: “There is only one thing worse than fighting with allies, and that is fighting without them.” The formulation of a comprehensive, multilateral transatlantic strategy to address the challenge posed by China will require a common understanding among allies and partners of the current and future strategic environment and of China’s national aims and capabilities.548 In turn, the effective execution of that multilateral strategy will require the development of a common approach to China. Both the common understanding and the common approach toward China must be based on sound intelligence. This will require strengthening existing bilateral and multilateral foreign intelligence relationships, forging new intelligence partnerships, and constructing a secure and agile intelligence-sharing architecture that maximizes the unique collection and analytic capabilities of allied and partner intelligence services. The basis for multilateral intelligence cooperation on China currently exists among the so-called Five Eyes countries—Australia, Canada, New Zealand, the UK, and the United States—the long-standing intelligence-sharing alliance which has been in existence since World War II. The Five Eyes nations have reportedly agreed to increase intelligence sharing on China among their respective


intelligence services and to seek intelligence-sharing arrangements with other key countries in Europe and Asia that are concerned about the security implications associated with China’s increasingly assertive global activities.\(^{549}\)

To complement this effort, NATO and the EU should prioritize the production of respective strategic intelligence assessments on China. These agreed-upon assessments, informed by member state intelligence services’ analyses, while time-consuming, can provide a useful baseline for allied and partner states. These assessments should be supplemented by dynamic scenario-based alternative futures analysis and table-top exercises conducted among willing partners.

Associated with the production of agreed-upon strategic intelligence assessments must be a commitment for increased information sharing among allied and partner intelligence services on China’s global activities, both on a bilateral and multilateral basis. This will require the streamlining of intelligence disclosure and release procedures among the cooperative intelligence services and the development of compatible information systems architecture. Maximizing the use of open-source intelligence (OSINT) through the use of commonly accepted tradecraft practices will facilitate analytical collaboration. Enhanced intelligence cooperation on China should also include establishing agreed-upon intelligence collection priorities and the leveraging of unique national-level collection capabilities against the China problem set through proper tasking mechanisms and protocols.

Identifying suitable partners is key to building and sustaining a value-added multilateral intelligence consortium on China. While the Five Eyes alliance can serve as the nucleus for such a consortium, constructing a robust intelligence coalition will be dependent on a number of key factors, including:

i. Does the potential partner share one’s overall values and national security threat perceptions?

ii. Does the potential partner have the ability to acquire or facilitate access to desired information?

iii. What intelligence collection and/or analytic capabilities does the potential partner possess, and are they unique and/or complementary to one’s existing capabilities?

iv. Is the potential partner open to an intelligence-sharing relationship?

Seeking additional partners in Asia, in addition to Japan, South Korea, and Taiwan, will be key to increasing situational awareness on China. The US-India Basic Exchange and Cooperation Agreement (BECA), signed in October 2020, which permits the United States to share geospatial intelligence with the Indian armed forces, is a significant step in this direction.\(^{550}\) Vietnam and Malaysia share US and European concerns about Chinese assertiveness and could contribute niche intelligence capabilities to an intelligence consortium. This may involve building partnership capacity in order to enhance their intelligence collection and analytic capabilities. Another more sensitive issue to overcome is that of safeguarding shared information and assessing the operational security and counterintelligence risk posed by Chinese intelligence services.

Overcoming these challenges will require the participation not only of the foreign intelligence services but also the foreign ministries of each country and political support at the highest levels of government. The need to fill information gaps on Chinese strategic capabilities and intentions is acute and the need to establish a common understanding of the China challenge is paramount. Publicly released national-level assessments on China, such as the recent US Department of Defense’s annual report to Congress, *Military and Security Developments Involving the People’s Republic of China 2020*\(^{551}\) and the 2019 US Defense Intelligence Agency publication, *China Military Power: Modernizing a Force to Fight and Win*\(^{552}\) form the basis for a common understanding of the China challenge, but they do not substitute for a “common intelligence picture,” which can only be achieved through increased intelligence sharing that will inform allied and partner decision making on the way ahead on China.

**Major Recommendations**

i. Develop a comprehensive and dynamic allied and partner “common intelligence picture” of China’s strategic direction.

ii. Prioritize the production of NATO and EU strategic intelligence assessments on China.

---


iii. Establish a consortium of national-level allied and partner intelligence services along the Five Eyes model to enhance cooperation on analytic and collection activities on China. This consortium might be part of the “Transatlantic Coordinating Council on China” structure.

Section C: Bringing in Asian Allies

Developing a common transatlantic approach to addressing the challenge posed by China is a critical step in safeguarding the rules-based international system. However, an approach focused solely on China in the transatlantic space will not be enough to prevent China’s worst behavior or compel it to work as a responsible actor in the world. As more and more of global economic and political power shifts from the West to Asia, working with like-minded nations in the Indo-Pacific region is more important than ever before in managing China’s rise, and developing joint transatlantic-transpacific initiatives will be critical to holding China accountable.

Although finding avenues for transatlantic-transpacific cooperation could be a key factor in effectively managing China’s rise, there are obstacles that may make such cooperation difficult. First and foremost, countries in the Indo-Pacific region are not a unified bloc. Intra-regional divergences in the Indo-Pacific run much deeper than those in Europe, meaning that opportunities to create region-wide initiatives will be rare.

Second, where convergences do exist in the Indo-Pacific the priority paid to those policy areas and the degree of convergence is somewhat opposite that in the transatlantic space. Whereas there is more divergence in the transatlantic community over the Chinese security challenge, in the Indo-Pacific there is widespread concern about China’s growing military might. Conversely, the transatlantic community is in broad agreement on the importance of promoting human rights and democratic values in opposition to China’s abuses and authoritarian system. In the Indo-Pacific region, however, a reliance on values-based initiatives may push more illiberal states with questionable human rights records closer to China out of fear of Western intervention in their own countries. Close economic links between China and countries in the Indo-Pacific, such as members of the Association of Southeast Asian Nations (ASEAN), may limit willingness to pursue any economic initiatives that could damage relations with China. Finally, there is growing discontent with aggressive Chinese diplomacy such as the “wolf warrior” strategy that has emerged since the beginning of the COVID-19 pandemic.

Despite the complex web of convergences and divergences within the Indo-Pacific region and between the region and the transatlantic community, there are still a number of initiatives that could be undertaken by “minilateral” coalitions of like-minded states in the transpacific and transatlantic communities to increase pressure on China.

In the economic space, the transatlantic community has already undertaken a number of efforts to bring about more economic cooperation, albeit they have not yet been in cooperation with each other. The EU has pursued economic agreements with several countries in the region, including a partnership agreement with Japan (2017), free trade agreement with Singapore (2018), and is pursuing further agreements with other ASEAN countries as well as Australia. The United States, for its part, has pursued bilateral agreements with Indo-Pacific countries since pulling out of the multilateral Transpacific Partnership (TPP) in 2017, revising the Korea-Unites States Free Trade Agreement (KORUS FTA), and signing two new trade measures with Japan. As mentioned above, China has pursued its own trade pacts with Asian nations, concluding the Regional Comprehensive Economic Partnership (RCEP) with fourteen Indo-Pacific nations in November 2020.

Future economic initiatives could include a revitalized TPP, with the United States rejoining the structure and expanding the partnership to include the EU, creating by far the world’s largest trading bloc. Strengthening economic cooperation among this large group would put immense pressure on China, and provisions could be added to the

revised partnership to further increase pressure. For example, extra favor could be given to products manufactured in factories that have been moved out of China.

In the security space, NATO can play a more active role in building stronger connections between the transatlantic and transpacific communities. NATO already has established bilateral partnership arrangements with like-minded states such as South Korea, Japan, New Zealand, and Australia. NATO could work to integrate these bilateral relationships into a more formal “30+4” structure to better facilitate dialogue, training, intelligence sharing, and situational awareness. NATO can also increase its engagement with interested ASEAN members in areas such as capacity building and standardization. Initiatives that are focused on cooperation in emerging security areas, such as outer space and cyberspace, may also prove beneficial. The so-called Quad (the United States, Japan, Australia, and India) is seen by some as a precursor to an Asian NATO. Its Asian members have significant military capabilities, as do partners like Vietnam. In addition to its partnership relationships with Japan and Australia, NATO might find ways to connect more directly with the Quad and thus bring India into closer consultations with the Alliance.

On the technology front, there is still time to work with Indo-Pacific countries to find alternatives to Huawei Technologies Co., Ltd.’s 5G infrastructure. Australia, Japan, Taiwan, and Vietnam have already signed onto the United States’ Clean Network program in which countries agree to exclude Huawei from their 5G networks. The United States and European participants in the program can work with Indo-Pacific states still weighing their 5G options to facilitate choosing safer alternatives to Huawei, such as Ericsson or Nokia. Outside of 5G, working to develop partnerships between companies in Europe, North America, and the Indo-Pacific to innovate on emerging technologies could allow the transatlantic community and partners in the transpacific community to maintain an innovative edge over China.
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Coalitions around human rights issues may prove to be less expansive than on areas like security. Countries in Southeast Asia, such as Myanmar and Laos, which have recently drawn criticism from transatlantic countries for human rights abuses, may find coalitions built around promoting human rights and democracy threatening to their own governments and move closer to China as a result. Nevertheless, there are still powerful coalitions that can be formed. Australia, Japan, and New Zealand all signed onto an October 2020 United Nations (UN) statement with thirty-six other, mostly Western, nations condemning Chinese treatment of the Uyghurs in China’s northwestern Xinjiang region.560 Expanding this coalition to other like-minded states in the region, potentially combined with unified sanctions, could put more pressure on China to improve its behavior.

Finally, countries in the Indo-Pacific, as in the West, have been subject to coercive and aggressive Chinese diplomacy. This has included Chinese restrictions on tourists to South Korea in retaliation for South Korea’s installation of the Terminal High Altitude Area Defense (THAAD) missile system and trade restrictions on Australian agricultural products after the Australian government called for an investigation into the origins of COVID-19.561 States affected by this sort of coercion can join forces to raise awareness about these actions and support each other in diplomatic disputes with China. Joint attribution and collective pushback, or countermeasures, by coalitions of like-minded states could discourage China from targeting individual states with coercive measures.562

**Major Recommendation**

Once a “Transatlantic Coordinating Council on China” is established, it should develop close partnerships with Asian democracies.

**Section D:**

**Areas for Cooperation with China— ‘One World’ Challenges**

Despite the importance of developing a united transatlantic front to limit China’s negative activities, there are also areas of importance to the transatlantic nations where success will require productive actions by China. Such areas include addressing climate change, enhancing global health, achieving nuclear nonproliferation, supporting economic development, and making international peacekeeping more effective. Combined, the transatlantic nations and China account for a significant portion of the world’s economy. That could provide an impressive coalition with the potential to have demonstrable impact on some of the world’s most pressing challenges. However, while the concept of transatlantic-China cooperation is easily enough suggested, the reality of achieving actual results will be more difficult. The discussion below describes some of the constraints, but also sets forth areas where China may be inclined to cooperate or, if not actively cooperate, at least participate in achieving a common goal.

Preliminarily, it is important to recognize that transatlantic cooperation with China requires agreement among the transatlantic nations themselves. The advent of the Biden administration makes such agreement more likely, but it will not be automatic. For example, in certain areas the EU has already taken steps on its own. The EU-China Comprehensive Agreement on Investment (CAI) describes commitments by China, including:

i. “Commitments on environment and climate, including the commitment to implement the Paris Agreement to tackle climate change effectively.”

ii. “Commitments with regard to the ratification of the outstanding ILO fundamental Conventions, specific commitments on the ratification of the two fundamental Conventions on forced labour.”

iii. “Prohibition of lowering the standard of protection in the areas of labour and environment in order to attract investment.”

iv. “Commitment to support the uptake of corporate social responsibility and responsible business practices by EU and Chinese companies, wherever they operate.”563

These commitments, if adhered to by China, are positive, but in terms of transatlantic cooperation, they demonstrate at least a onetime willingness on the part of the EU to act absent transatlantic consultation. What that implies for the future is yet to be determined, particularly in light of statements by both the EU and the new Biden administration on 560 Edith M. Lederer, “Nearly 40 nations criticize China’s human rights policies,” Associated Press, October 6, 2020, https://apnews.com/article/virus-outbreak-race-and-ethnicity-tibet-hong-kong-united-states-a69609946705f9b1ed590e099577cb5.
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the importance of consultations. As described in the sections above, however, establishing a coordinating mechanism such as a “Transatlantic Coordinating Council on China” may be important to accomplish transatlantic cooperation.

On the substance of cooperation between China and the transatlantic nations, China generally proposes to act constructively in each of the areas identified above—addressing climate change, enhancing global health, achieving nuclear nonproliferation, supporting economic development, and making international peacekeeping effective. That, of course, is a positive. But there is a substantial difference between a positive pledge and positive behavior. China has previously made important pledges which it has broken without compunction. These include its pledges not to militarize the islands in the South China Sea, not to engage in cyber commercial espionage, and, of course, the commitment to abide by the terms of the Hong Kong treaty signed with the UK. Each of these has been violated, and, as shown in its criticism of the ruling by an independent arbitral tribunal established under the United Nations Convention on the Law of the Sea (UNCLOS) on a case brought by the Philippines, China feels entirely free to ignore international law. In short, while pledges can be worthwhile, it is results that count. The probability of achieving cooperative results with, or at least useful parallel actions by, China on these “one world” issues is discussed below.

In the climate arena, there are myriad reasons for China to take climate change seriously, starting most obviously with the harms that climate change itself can engender. Additionally, a shift away from hydrocarbon fuels to increased use of renewables and/or nuclear power would reduce China’s dependence on hydrocarbon imports, assist in resolving China’s significant air pollution challenges, and likely enhance China’s food and water security. While the relationship between Chinese Communist Party (CCP) decision making and the desires of the Chinese population is not easy to discern, success by the CCP/Chinese government in these areas would reduce grounds for dissatisfaction with the party. Moreover, the fact of the Biden administration returning the United States to the Paris Climate Agreement is potentially an opportunity for greater cooperation with China. With the Chinese population
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Europe, and China could work together to guard against future novel diseases that could have the same, or even greater, impact as COVID-19. US President Joseph R. Biden, Jr.’s decision to restore ties with the World Health Organization (WHO) might serve as an opportunity for closer cooperation. This might be particularly valuable in providing support for less-developed countries, including in managing the manufacturing, stockpiling, and provision of medical equipment, therapeutics, vaccines, and personal protective equipment (PPE). As a step in this direction, China has joined the COVID-19 Vaccines Global Access (COVAX) Facility backed by the WHO.

China, however, has not been open in its public treatment of the origins and response to COVID-19. It has objected to calls by Australia for a science-based review of the origins of the coronavirus, and its reaction has led to very significant tensions between the two countries. It has sentenced to prison or detained those who have questioned the official Chinese narrative. According to Amy Qin and Javier C. Hernandez, one “study last year by the Citizen Lab at the University of Toronto found that thousands of keywords related to the pandemic were censored on WeChat, a popular messaging app; many of the deleted posts were critical of Chinese officials.” A refusal to have open and accurate dialogue about health issues will severely undercut the prospects for effective cooperation, even as China recently allowed WHO experts to visit for a tightly controlled investigation. This does not mean that China does not care about health issues, but it does mean that cooperation may be limited and that efforts may be more in parallel than combined. The development of COVID-19 vaccines is an example of such parallel actions. China conducted clinical trials in multiple third countries and is now providing vaccines to countries.

Nonproliferation of nuclear weapons is another area of potential cooperation. China, along with several European nations, is a party to the Joint Comprehensive Plan of Action (JCPOA), the nuclear deal with Iran. The Biden administration will seek to have the United States rejoin that agreement. China also has influence with North Korea and could help restructure efforts to freeze and reverse North Korea’s nuclear programs. However, as is the case regarding climate change and global health, China’s future role in each of these matters is uncertain. China also recently negotiated a significant agreement with Iran. As described:

“Iran and China have quietly drafted a sweeping economic and security partnership that would clear the way for billions of dollars of Chinese investments in energy and other sectors, undercutting the Trump administration’s efforts to isolate the Iranian government because of its nuclear and military ambitions.

“The partnership, detailed in an 18-page proposed agreement obtained by The New York Times, would vastly expand Chinese presence in banking, telecommunications, ports, railways and dozens of other projects. In exchange, China would receive a regular — and, according to an Iranian official and an oil trader, heavily discounted — supply of Iranian oil over the next 25 years.

“The document also describes deepening military cooperation, potentially giving China a foothold in a region that has been a strategic preoccupation of the United States for decades. It calls for joint training and exercises, joint research and weapons development and intelligence sharing — all to fight ‘the lopsided battle with terrorism, drug and human trafficking and cross-border crimes.'”

Nonproliferation of nuclear weapons is another area of potential cooperation. China, along with several European nations, is a party to the Joint Comprehensive Plan of Action (JCPOA), the nuclear deal with Iran. The Biden administration will seek to have the United States rejoin that agreement. China also has influence with North Korea and could help restructure efforts to freeze and reverse North Korea’s nuclear programs. However, as is the case regarding climate change and global health, China’s future role in each of these matters is uncertain. China also recently negotiated a significant agreement with Iran. As described:

“Iran and China have quietly drafted a sweeping economic and security partnership that would clear the way for billions of dollars of Chinese investments in energy and other sectors, undercutting the Trump administration’s efforts to isolate the Iranian government because of its nuclear and military ambitions.

“The partnership, detailed in an 18-page proposed agreement obtained by The New York Times, would vastly expand Chinese presence in banking, telecommunications, ports, railways and dozens of other projects. In exchange, China would receive a regular — and, according to an Iranian official and an oil trader, heavily discounted — supply of Iranian oil over the next 25 years.

“The document also describes deepening military cooperation, potentially giving China a foothold in a region that has been a strategic preoccupation of the United States for decades. It calls for joint training and exercises, joint research and weapons development and intelligence sharing — all to fight ‘the lopsided battle with terrorism, drug and human trafficking and cross-border crimes.'”

While the China-Iran agreement, at least publicly, has not been finalized, it raises significant issues as to the willingness of China to work toward a revised JCPOA which could include constraints on Iran—such as on ballistic
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missiles—that were not present in the original agreement. Similarly, while China has been party to UN resolutions regarding North Korean nuclear weapons, its enforcement of those resolutions has been called into question.\textsuperscript{575} China’s willingness to take new steps is quite uncertain in light of such factors as China’s worsened relationship with the United States and recent increased North Korean bellicosity toward the United States.\textsuperscript{576}

International peacekeeping is another area where potential cooperation has been discussed. China currently provides about two thousand five hundred peacekeepers to UN peacekeeping missions—China is the tenth-highest troop contributor and second-largest financial supporter—but the United States (the UN’s largest financial supporter) only provides about thirty troops, limiting opportunities for cooperation.\textsuperscript{577} China has been a constructive participant in maritime activities off the east coast of Africa but has not actually joined existing task forces.\textsuperscript{578} Finally, in Afghanistan, Iraq, and Syria, where the United States has been actively engaged, there seems little prospect for Chinese peacekeeping forces.

A final area where there may be valuable opportunity for at least parallel actions by the transatlantic nations and China is that of economic development. There are multiple fora for the United States, China, and Europe to work together when it comes to international development economics. China is an active member of the major multilateral development banks and founded the Asian Infrastructure Investment Bank. These institutions offer the prospects for collaborative actions. US, European, and Chinese counterparts can work with these organizations and shared development partners to empower greater cooperation across a range of objectives, including especially infrastructure but also others such as enhancing data for decision making and statistical capacity building, improving food security, and championing education for women and girls. China also undertakes very large amounts of foreign direct investment abroad—in 2019, approximately $117 billion (down from approximately $196 billion in 2016).\textsuperscript{579} These are unilateral investments, not necessarily subject to cooperation. Moreover, as discussed above, China’s Belt and Road Initiative (BRI) (under the auspices of which many of the investments are made) has significant deficiencies, including a lack of transparency and overbearing terms. However, a transatlantic focus on ensuring that recipient nations, including developing nations in the Indo-Pacific, Africa, and elsewhere, have full understanding of the terms in the agreements being proposed by China would be significantly important to avoid the downsides of Chinese investments.\textsuperscript{580} The United States has established the Blue Dot Network to create “shared standards for global infrastructure development.” That and similar approaches would enhance the value of parallel overseas investment by China.

As transatlantic partners develop common positions to confront Chinese behavior on an array of issues described in this study, it will also be important to find opportunities for transatlantic cooperation with China. A dual approach will make it easier to gain transatlantic cooperation and may help offset China’s close relationship with Russia. Climate change, global health, nuclear nonproliferation, international peacekeeping, and global economic development are areas where some mutual interest exist that could lead to greater cooperation. But China’s track record on implementation in these areas is not good. As transatlantic partners proceed to seek cooperation in these areas, they must develop mechanisms to ensure that Chinese promises are indeed implemented.


\textsuperscript{580} It will be important to avoid European countries being overly influenced by either the BRI or the 17+1 initiative (as discussed in the economics section).
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