Different Views about the Rise of China

The Joseph Biden administration identifies China as the only competitor potentially capable of combining its economic, diplomatic, military, and technological power to mount a sustained challenge to a stable and open international system. In the Washington, DC, policy community, there is a bipartisan consensus that the single most important challenge facing the United States in the twenty-first century's international order is the rise of China. It is, therefore, less likely that US-China relations will go back to the status quo before the Donald Trump administration. There is also a debate about whether China has become a revisionist power under President Xi Jinping's increasingly authoritarian leadership. Whether Xi's leadership specifically presents a structural challenge to the US-led liberal international system remains an open question. But, it is widely accepted that the rise of China's economic and military power, as well as the speed of technological advancement, profoundly impacts every major US national interest.

This poses a fundamental question to US allies and partners in the Indo-Pacific, as it shapes the current and future trajectory of their relations with the United States and China. Do these countries, particularly China's neighboring countries, also consider the rise of China a major threat to their national interests? Or, do they consider mounting US-China tensions...
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a major threat? Some Asian countries tend to view intensifying US-China tensions as a more challenging factor than the rise of China itself. Also, it is striking that this clear gap in terms of their views on the rise of China has not been widely acknowledged and discussed in the international policy community—or at least in the Washington policy community.

Understanding this gap has important policy implications, as each country shapes and makes foreign policy decisions based on what it views as a major national security threat. First, it is important to understand that Asian countries have different approaches and assumptions about the US-China rivalry and the rise of China, depending on their national security calculations. Second, identifying major areas in which Asian countries have different approaches to China than that of the United States will help bridge the gap between the United States and Asian countries in terms of understanding policy responses to the US-China rivalry.

In order to understand how Asian countries—including US allies and partners such as the Republic of Korea (ROK)—make different policy choices with regard to the rise of China, it is also important to understand that the United States’ characterization of its relationship with China has fundamentally shifted, from viewing China as a strategic partner to seeing it as a strategic competitor. In particular, the United States and China will likely decouple, mainly in the areas of advanced and emerging technologies, as each country seeks to be self-sufficient (or, at least, not dependent on the other) in terms of technologies critical to national security.

The Biden administration is committed to increasing investment in industries that are critical to national security, in order to enhance self-sufficiency in technology and innovation. Its Interim National Security Strategy Guidance outlines a framework for the United States to “build back better” at home and abroad. To do so, the Biden administration states that the United States should break down the boundaries between domestic and foreign policy, so that the US middle class can benefit from its foreign policy. The main narrative is that the United States should strengthen its core competence at home in order to outcompete China through increasing investment from foreign companies in US domestic infrastructure.

President Biden’s actions during his first year in office have indicated that enhancing supply-chain resilience for critical technologies, as well as promoting domestic manufacturing and infrastructure, are among his top economic and political priorities. So far, the Biden administration seems to prioritize competition in crucial areas directly related to US national security. This could be translated as an approach of “targeted decoupling” on a set of key priority areas—such as in industries related to telecommunications technologies, semiconductor chips, high-capacity batteries, and pharmaceuticals that are crucial to national security—to reduce dependence on the Chinese economy. Focused competition on targeted areas could leave room for engagement with China in the areas of global issues such as climate change. However, it is unlikely that there will be any tangible action in terms of bilateral cooperation, given current US domestic politics and the timeline for the midterm elections in 2022.

Digital Connectivity

This issue brief focuses on digital connectivity efforts through a brief snapshot of Indonesia and Vietnam—the two fastest-growing economies in Southeast Asia—to show how China’s neighbors in Asia are on different trajectories in responding to US-China strategic competition. Both the United States and China have been making efforts on digital connectivity in Southeast Asia. Southeast Asia is becoming a region of strategic importance to the United States. Not only is it an engine of world economic growth facing increasing Chinese political and economic influence, but rapid industrialization, urbanization, and digitalization continue to transform the region. As the adoption of digital technologies through developing infrastructure and related networks fundamentally transforms the region, it is a top foreign policy priority for the United States to build a trusted, value-driven digital and technological ecosystem, along with communications and digital-infrastructure networks.

While in-depth case studies are beyond the scope of this issue brief, a brief snapshot explains how two countries in
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5 Secretary Antony Blinken said in his speech that “the common denominator is the need to engage China from a position of strength.” Antony J. Blinken, “A Foreign Policy for the American People,” US Department of State, March 3, 2021, https://www.state.gov/a-foreign-policy-for-the-american-people/.
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the region are taking different paths to develop digital-related infrastructure and networks in the context of US-China competition. While both the United States and China are investing heavily in Indonesia and Vietnam's telecommunications and digital infrastructure, China seems to have more influence over Indonesia's digital-related activities as part of its Digital Silk Road efforts in the region. On the other hand, Vietnam appears to be on a different trajectory from that of Indonesia, in the sense that it is moving toward Washington's orbit and trying to gain benefits from intensifying US-China competition. Where countries in the region stand with regard to their digital-connectivity efforts has policy implications for the United States and how it works with its allies and partners.7

This brief overview of how countries are taking different paths on digital connectivity in the context of US-China competition helps analyze the opportunities and challenges that South Korea's private sector faces in areas related to digital connectivity. The end of this issue brief includes policy recommendations for the United States and South Korea on digital connectivity in the Indo-Pacific.

China's Digital Silk Road vs. US Digital Connectivity and Cybersecurity Partnership

Since the Digital Silk Road (DSR) was introduced in 2015 by an official Chinese government white paper, it has served as a top policy priority for China's leadership. DSR is becoming central to the Belt and Road Initiative (BRI), President Xi Jinping's signature international initiative to support the expansion and internationalization of Chinese technology companies.

The Chinese Communist Party (CCP) Central Committee has published proposals for the formulation of the Fourteenth Five-Year Plan (2021–2025) for National Economic and Social Development and the Long-Range Objectives Through the Year 2035.8 It emphasizes information and communications technologies (ICT) as an essential driver to boost the innovation of domestic Chinese technology firms and make them more self-sufficient and competitive globally. This concept has been outlined clearly through China's "dual circulation" strategy, which will enable the DSR to more closely link countries to China via ICT and expand China's influence over Southeast Asia through Chinese-built telecommunications and digital infrastructure, as well as fiber-optic terrestrial and submarine cable networks.9

The Eurasia Group's report on DSR emphasizes that the geopolitical and technology landscape has significantly changed due to the coronavirus pandemic and intensifying US-China strategic competition; other important changes include the arrival of fifth-generation (5G) networks, as well as the development of new applications using artificial intelligence (AI), such as smart-city projects.10

In 2018, the US government announced a multiyear Digital Connectivity and Cybersecurity Partnership (DCCP) to support digital-infrastructure investment, technical assistance, and cybersecurity building in the Indo-Pacific. Since former Secretary of State Mike Pompeo announced the partnership, the State Department and the United States Agency for International Development (USAID) funded $26.5 million through DCCP as “an initial investment to improve partner countries' digital connectivity and expand opportunities for U.S. technology exports.”11 Digital connectivity is an area in which there has been more continuity than discontinuity from the Trump administration to the Biden administration. The Biden administration has been making visible efforts for DCCP in Southeast Asia to establish trusted digital infrastructure, such as through the Blue Dot Network with Japan and Australia, e-commerce, and smart cities, according to the State Department.12

Indonesia vs. Vietnam

Indonesia has been more receptive to Chinese investment, which is why some experts argue that China views
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China's Key Players in Global Digital-Connectivity Efforts
(*Table includes sources in prior reports from Eurasia Group and the Council on Foreign Relations*)

**Public Sector**
- **The National Development and Reform Commission (NDRC) of the People's Republic of China (PRC):** The NRDC is a central actor in implementing the Chinese government's policies and decisions on economic development and reform, including China's Belt and Road Initiative and Digital Silk Road. This includes projects and investments related to China's digital-connectivity efforts throughout BRI countries around the world.¹
- **Cyberspace Administration of China (CAC):** The PRC's global efforts aimed at building a new global system of data governance are driven by this specific governmental agency, which is responsible for China's digital-economy and cybersecurity initiatives domestically and abroad.²
- **Ministry of Science and Technology and the Ministry of Industry and Information Technology (MIIT):** Both ministries have played key roles in allowing Chinese companies to attain access to foreign markets, signing bilateral cooperation agreements and memoranda of understanding (MoUs) on digital-connectivity efforts with counterpart ministries across BRI member countries.³
- **The China Satellite Navigation Office** acts as China’s key driver in its efforts to promote and expand BeiDou, a Chinese global-satellite system that serves as an alternative to the US government-owned Global Positioning System (GPS).⁴ Multiple countries throughout Asia (such as Thailand, Pakistan, Brunei, and Laos) have already adopted BeiDou. This has proven to be a critical part of China’s ambitions to influence and lead digital-connectivity efforts throughout the globe.⁵

**State-Owned Enterprises (SOEs)**
- **SOEs are key players in digital-connectivity projects, building data centers or constructing digital infrastructure.** Gou Ping, an official from China's Assets Supervision and Administration Commission, announced that more than “80 centrally-administered SOEs have built group-level data centers.”⁶ Based on this data, the “net profits of China's centrally-administered SOEs expanded 2.1 percent year-on-year in 2020 to $215.77 billion USD.”⁷
- **China Unicom,** one of China's leading state-owned telecom operators, has built a new 25,000-kilometer submarine communications cable spanning from Hong Kong to France, directly connecting China’s communications infrastructure with those in countries throughout Europe, Africa, Southeast Asia, and the Middle East.⁸
- **The Export-Import Bank of China** has been a key driver of one of China's flagship BRI projects, building a modern high-speed railway running from the China-Laos border gate at Boten to Laos' capital, Vientiane. This project is planned to also connect with a railway line to Bangkok, and southward along the Malay peninsula to Singapore.⁹ Sixty percent of the Boten-Vientiane railway’s funding comes through debt financing ($3.6 billion) through the
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¹ “The Digital Silk Road.”
² Ibid.
³ Ibid.
⁵ Ibid.
⁷ Ibid.
⁸ Mochinaga, “The Digital Silk Road and China’s Technology Influence in Southeast Asia.”
Export-Import Bank of China, and the remaining 40 percent ($2.4 billion) is funded by a joint-venture company between China and Laos.\(^{10}\) China holds a majority stake in this joint venture at 70 percent, while the Lao government reimburses the remaining amount by disbursing $250 million from its national budget and borrowing $480 million from the Export-Import Bank of China.\(^{11}\)

**Private Sector**

- China's leading tech giants drive its digital-connectivity efforts both domestically and internationally. For example, three leading Chinese firms, the so-called BAT (Baidou, Alibaba, and Tencent), were involved in “35 overseas deals compared with 20 deals by US internet firms in 2015 and 2016.”\(^{12}\)

- **Huawei** is currently working with Myanmar’s Ministry of Transport and Communications to launch 5G broadband services by 2025, leapfrogging a number of generations of mobile networks (this is officially within the DSR initiative, but it is hard to tell whether this project is driven by DSR or Huawei).\(^{13}\) In addition, Thailand launched Huawei’s first 5G testbed in Southeast Asia in February 2020. The country had previously set up a $22.5-million cloud data center in the country’s Eastern Economic Corridor, in which Alibaba, JD.com, and Tencent have also expressed interest in investing. In April 2020, Huawei announced the launch of a new Cloud and AI Innovation Lab in Singapore, publicly stating its intention for this project to align with Singapore’s Smart Nation strategy, a national effort aimed at developing the city-state’s digital economy.\(^{14}\)

- **Alibaba Cloud** announced a partnership in May 2019 with Malaysia’s smart traffic-system controller Sena Traffic Systems to cooperate in building a smart traffic-management system for Malaysian cities that will “transform the traffic management infrastructure” in the country through “cloud empowered smart technologies.”\(^{15}\)

- **Tencent** has made a major investment in Go-Jek, an Indonesian startup that specializes in ride-hailing service for four-wheeled vehicles, leading a $1.2-billion round of investment funding. In addition, Tencent has also signed a joint-venture deal totaling $500 million with Thailand’s Central Group to work on e-commerce.\(^{16}\)

- **Didi Chuxing**, the world’s largest mobile transportation platform, invested $2 billion alongside Japanese firm SoftBank in Southeast Asia’s leading mobile technology platform, Grab, in 2017.\(^{17}\) In addition, Tencent and JD.com provided funding in a $1-billion investment round alongside Google in Indonesia’s leading ride-hailing company, Go-Jek, in early 2019.\(^{18}\)

- **Ant Group**, an affiliate of Alibaba Group that owns Alipay, China’s largest digital payment platform, has vastly expanded Alipay’s presence in Southeast Asian markets in recent years, including Thailand, Singapore, Indonesia, Myanmar, and the Philippines.\(^{19}\)
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\(^{11}\) Ibid.


\(^{13}\) Chan, “China’s Digital Silk Road: A Game Changer for Asian Economies.”


\(^{17}\) Mochinaga, “The Digital Silk Road and China’s Technology Influence in Southeast Asia.”


Indonesia as an anchor for its economic, digital, and political pathway to enhance its influence over Southeast Asia. In June 2019, President Xi Jinping and President Joko Widodo agreed to continue bilateral cooperation on smart cities and digital economy as new drivers for economic development. Along with the announcement of AUKUS—a trilateral security pact between Australia, the United Kingdom, and the United States—Chinese foreign officials had a meeting with the Indonesian ambassador to China to discuss strengthening cooperative partnerships between the two countries.

Major digital-connectivity efforts in Indonesia include the following. More examples are described in Table 1.

- While Indonesia has signed contracts with Huawei, Nokia, and Ericsson on 5G related infrastructure and services, Huawei is ramping up its activities through assisting with the training of one hundred thousand Indonesian workers in 5G technology, cooperating with Indosat Ooredoo (the second-largest telecom company in Indonesia) in the installation of 5G infrastructure in the capital Jakarta and other regions, and offering its equipment at a cost 20–30 percent lower than those of Nokia and Ericsson. Indonesia, for the first time, signed an agreement with Huawei on developing training human resources in digital technologies, which was renewed in September 2021.

- Tencent Cloud and Alibaba Cloud, two of China’s technology giants, also established their first data centers in Indonesia. Jakarta possesses unique abilities to convey data in Southeast Asian regions, in terms of accessibility and infrastructure. Although it is at a disadvantage in terms of proximity to end users, the announcement of the second data-center construction from Tencent indicated how Indonesia has “robust and prosperous” digital potential.

- Jakarta accelerated its partnerships not only with the Chinese private sector, but also with Beijing. Both countries signed a memorandum of understanding (MoU) on cybersecurity capacity and technology in 2021. This was the first type of MoU signed by the Indonesian government with a foreign government. The MoU covered the Internet-governance system, data security, and cyberspace order, by upholding principles of state sovereignty on cyberspace. The day after the MoU, Huawei officially launched the ASEAN Academy Engineering Institute in Jakarta. This cooperative partnership likely stemmed from the recent “emergence of digital authoritarianism in Indonesia, including the imposition of the Job Creation Law and the increase of digital attacks on critic group.” Jakarta announced a regulation to censor digital content, which was denounced by human-rights advocates.

- Microsoft announced plans to build its first local data center in Indonesia, which aims to provide a reliable local cloud service that emphasizes data security, privacy, and data-storage capacity. Microsoft plans to empower more than twenty-four million Indonesian citizens by the end of 2021 through offering training programs aimed at establishing inclusive economic opportunities.

Vietnam seems to be on a different trajectory from Indonesia, considering its recent cooperation with the United States and its allies and partners. While China’s economic presence in Vietnam is still large, such as through Tencent and Alibaba, Vietnam’s government and people are much more suspicious of Chinese intentions across the region. Both US Vice President Kamala Harris and Chinese Foreign Minister Wang Yi visited Vietnam in 2021—in August and September, respectively—which shows the strategic importance of Vietnam for both countries. However, public opinion polls show that only 25 percent of Vietnamese
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Table 1. Digital-Connectivity Efforts in Indonesia

- September 2021: Huawei Indonesia renewed an MoU on cybersecurity cooperation with the National Cyber and Crypto Agency of the Republic of Indonesia. At the same time, Indonesian authorities stated that they “uncovered no evidence” that Indonesia’s intelligence service’s computers were hacked by a Chinese hacking group.1

- September 2021: Tencent Cloud announced plans to build its second Internet data center (IDC) in Indonesia by the end of 2021, marking the first time Tencent Cloud has set out to establish two IDCs in one market within the same year (Tencent Cloud's first Internet data center in Jakarta was launched in April 2021). In addition, Alibaba Cloud launched its third data center in Indonesia in June 2021, with “offerings across database, security, network, machine learning and data analytics services.”3

- May 2021: South Korea and Indonesia signed an MoU on the creation and buildup of new e-government platforms. This MoU is a follow-up to past negotiations in 2019, which sought to establish a digital government-cooperation center and convey e-governance knowledge until December 2023, starting in July 2021.4

- November 2020: Google, alongside Singapore’s Temasek, invested $350 million in Tokopedia, a leading Indonesian e-commerce platform. This investment came immediately following Microsoft’s investment in Tokopedia’s rival, Bukalapak, highlighting the significant interest US tech giants have in developing Indonesia’s booming e-commerce sector and in Indonesian tech companies valued at more than $1 billion.5

- July 2020: Indonesia’s minister of communications and informatics, Johnny G. Plate, met with the French ambassador to Indonesia to discuss bilateral cooperation on the country’s digital transformation.6

- February–June 2019: Chinese telecommunication vendors expanded their cooperation with Jakarta in developing Indonesia’s digital sectors. ZTE Corporation signed an MoU on 5G cooperation with PT Telkom Indonesia (Persero) Tbk (also referred to as Telkom), the largest digital-telecommunication operator in Indonesia.7 At the same time, Huawei signed an MoU with Indonesian mobile operator Telkomsel in February 2019 “to accelerate ecosystem and infrastructure development” in Indonesia’s digital economy.8

- June 2018: Indonesian conglomerate Lippo Group received a $43.9 million investment from Tencent Holdings, and stated that the investment highlights the group’s “continued digital transformation and investment into the fourth industrial revolution.”9

- August 2017: Alibaba announced an initial $1.1 billion investment in Tokopedia, Indonesia’s leading e-commerce platform.10 Founded in 2009, Tokopedia operates an online platform that allows small retailers and large brands throughout the world to sell to consumers based in Indonesia. Previously, Tokopedia raised $100 million from SoftBank and Sequoia in 2014, and additional investors in the firm include East Ventures, CyberAgent, and Beenos Partners. Tokopedia also announced that a number of undisclosed existing investors also took part in this newest round of funding.11


11 Ibid.
respondents believe that China has exerted “a positive impact on their country,” whereas the poll shows that 85 percent of respondents feel that way about the United States, according to the latest Vietnam Asian Barometer Survey (ABS) data.20

Major digital-connectivity efforts in Vietnam include the following. More examples are described in Table 2. 

- Providing investment capital of $220 million, Samsung Electronics plans to build its first R&D center outside South Korea, and also the largest of its kind by a foreign-invested business in Vietnam, by the end of 2022.21

- In August 2020, the Japan-Viet Nam Joint Committee on Cooperation in Industry, Trade and Energy Facilitating Digital Transformation and Industry 4.0 confirmed the importance of promoting further cooperation in digital-technology application and transfer, as well as smart production, between Vietnamese and Japanese enterprises.22

- USAID and Vietnam’s Office of the Government (OOG) signed an MoU on October 13, 2020, to help Vietnam “accelerate administrative reforms, enhance national inter-agency coordination and transparency, and further develop its e-government platform—the National Public Service Portal,” which will provide benefits for Vietnamese businesses and citizens.23

- On December 1, 2020, Japan’s Ministry of Internal Affairs and Communications and the Ministry of Information and Communications of Viet Nam discussed their further cooperation in the cybersecurity, 5G, digital-transformation, and postal fields at the fourth meeting of the Japan-Viet Nam Joint ICT Working Group.24

- In January 2020, the industrial zone and high-tech park authority in Danang approved an investment license for a Silicon-Valley based company, Hayward Quartz, for a $110-million semiconductor project. The plant will specialize in the production of semiconductor materials.25

- Intel, a US company, has invested $475 million in its Vietnamese assembly and test facility, pushing its overall investment in the local site to $1.5 billion, aiming to enhance the production of Intel’s 5G product line.26

- On April 7, 2021, as part of its national strategy to become a major player in artificial intelligence in the next decade, Vietnam signed a partnership agreement with NAVER, a leading South Korean ICT firm. This agreement aims to launch NAVER’s first AI research center in Hanoi, in collaboration with the Hanoi University of Science and Technology.27

- On August 25, 2021, the US government announced the Workforce for an Innovation and Startup Ecosystem (WISE), a USAID project that provides a $2-million grant to “support efforts to transform Vietnam’s labor intensive, low-skilled industries to a workforce better equipped to engage in the global digital economy.”28

- A cooperation agreement between the Vietnam Posts and Telecommunications Group (VNPT) and Nokia Corporation on the upgrade and development of
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October 2021: The Military Industry and Telecommunications Group (Viettel) and Samsung Vina Electronics Company signed a strategic-cooperation agreement with the Vietnamese government on the comprehensive development of 5G telecommunications equipment and information-technology solutions to “accelerate the digital transformation process for individuals and organizations” in Vietnam.1

April 2021: Amazon announced plans to strengthen collaboration with Vietnam’s E-commerce and Digital Economy Agency (iDEA) under the Ministry of Industry and Trade, and launched the “Win Global with Local Product in New Trade Era” campaign to assist Vietnamese online sellers. The joint program aims to provide relevant skills and knowledge on the cross-border e-commerce market, and to support and educate Vietnamese sellers through workshops and training sessions.2

April 2021: Aus4Innovation, an Australian development-assistance program, provided a $1.13 million fund to facilitate innovation in Vietnam’s digital economy. The program selected future digital economy and resilient agriculture and food systems as focus areas in its first phase. The first half of the program has achieved success in “testing collaborative models to scale up” and building productive relationships.3 In 2020, both Australia and Vietnam agreed to plan for a second phase of work (up until 2025), and to fund transitional initiatives in 2021 and 2022 that respond to COVID-19 recovery priorities. Artificial-intelligence activities, under the future digital economy theme, were the first to be supported.4 In addition, the Australian government has signed a new MoU with Vietnam furthering its “commitment to regional collaboration on e-government and digital transformation” in August 2019.5

January 2021: Vietnam requested a cooperative partnership with Germany at the first Vietnamese–German Joint Economic Committee.6 In December 2020, Japan’s Ministry of Internal Affairs and Communications and the Ministry of Information and Communications of Viet Nam discussed their further cooperation in the cybersecurity, 5G, digital-transformation, and postal fields at the fourth meeting of the Japan-Viet Nam Joint ICT Working Group.7

October 2019: A Chinese financial firm, Ant Group, acquired a “sizable stake” in Vietnamese e-wallet firm eMonkey. Given increased anti-China sentiment in Vietnam, details surrounding the investment were hidden from the public until recently. This investment would provide Ant Group access to Vietnam’s “booming e-commerce market of nearly 100 million people,” where a quarter of the population is also under the age of twenty-five.8

September 2019: Vietnam’s largest mobile carrier, Viettel Group, announced its decision to ban Huawei equipment in the development of its 5G wireless network, citing security concerns with the Chinese company.9 The military-run telecom will rely mainly on hardware supplied by Finland’s Nokia and Sweden’s Ericsson, according to local media reports.10

March 2019: Vietnam reached out to foreign partners to enhance its digital capacities. Vietnam and Singapore announced an agreement in March 2019, highlighting that both countries “will prioritize cooperation in innovation and technology.”11 In July 2018, Estonia’s e-Governance Academy and Vietnam’s Telecommunications Institute of Technology, housed within its Ministry of Information and Communication, signed an MoU on cooperation in designing training courses on digital transformation and e-governance for Vietnamese government officials.12

---

4 Ibid.
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On October 1, 2021, USAID announced it would help Vietnam to launch its first guidebook on digital transformation for businesses—as well as to link USAID’s Small and Medium Enterprises (LinkSME) project with that of Vietnam’s Ministry of Planning and Investment (MPI) in carrying out its “Supporting Enterprises’ Digital Transformation from 2021 to 2025”—as part of its efforts to help Vietnamese enterprises boost productivity, resilience, and global reach.30

Indonesia’s commercial AI market is the area in which both the United States and China are primarily interested. China views Indonesia as “an anchor for its economic, digital, and political pathway” to enhance its influence over Southeast Asia.31 China’s efforts in Indonesia focus on strengthening educational partnerships, investing in Indonesia’s AI startups, and advancing bilateral cybersecurity cooperation with the Indonesian government. In contrast, the United States has pursued a private-sector-based approach in terms of investment in Indonesia’s AI capabilities, through existing educational-exchange programs and venture-capital-driven investments.32

Vietnam’s trajectory, in terms of its position with regard to the US-China rivalry and its digital-connectivity efforts, seems to be different from that of Indonesia. As noted from recent activities on digital connectivity, Vietnam is seeking cooperation with the United States and its allies and partners in terms of infrastructure development and trying to benefit from the US-China rivalry in areas such as supply chains, as Vietnam can be a substitute country for China to diversify global supply chains for technology-related industries. How countries respond to the US-China competition has important policy implications for US policymakers. In his first speech at the State Department, Secretary of State Antony Blinken said, “the US relationship with China will be competitive when it should be, collaborative when it can be, and adversarial when it must be. The common denominator is the need to engage China from a position of strength.”33 As has been seen from the Quad, AUKUS, and the Summit for Democracy, the United States is trying to form different types of informal frameworks of multilateral cooperation to manage the rise of China through a coordinated response. The Biden administration aims to achieve the end state, which the author believes would be coexistence of the US and Chinese economies in a single international system, through treating its relationship with China differently depending on the three baskets of issues mentioned above. In order to better engage with likeminded countries, the Biden administration is also seeking different approaches for different countries and different issue areas.

US-ROK Cooperation in Southeast Asia on Digital Connectivity

In the leaders’ joint statement from a May 2021 summit, President Biden and the Republic of Korea’s President Moon Jae-in have agreed to work together to develop open, transparent, and efficient 5G and sixth-generation (6G) network architectures using open radio-access network (Open-RAN) technology.34 The two leaders are committed to working together to develop a future-oriented partnership in areas of emerging technologies, including AI, 5G and 6G, open-RAN technology, quantum technology, and biotechnology. The two leaders also agreed to expand regional coordination in Southeast Asia to promote greater connectivity and foster digital innovation, by aligning South Korea’s New Southern Policy and the United States’ vision for a free and open Indo-Pacific.

This could be developed into a major policy change from the ROK government’s previous position on its cooperation with the United States in digital connectivity. South Korea’s...
2020 Senior Economic Dialogue (SED) stated that embracing the US-led Clean Network Initiative, particularly joining the 5G Clean Path, is a matter that private businesses must decide based on the relevant local law. The diversion in terms of US-South Korea cooperation on 5G in Southeast Asia has stemmed from the predominant question of how to respond to China’s efforts to lead the regional development of digital infrastructure and networks for 5G and ICT. First, all the US and South Korean governments should articulate a specific vision for cooperation on technology and digital connectivity—particularly in terms of how to link South Korean investment in US technology industries with bilateral cooperation on digital connectivity in Southeast Asia. The issue of emerging technologies—such as AI, 5G, and open-RAN—has presented South Korea with growing dilemmas, particularly for private companies in terms of intensifying US-China competition. South Korean companies should determine how to balance the beneficial market opportunities that they can gain from closer US-ROK cooperation with the reality that restrictions on their tech exports to Chinese companies and customers could create a major economic disruption.

The United States and South Korea should work together to present a specific and clear roadmap for follow-up policies, building on their leaders’ joint statement from the May 2021 summit. The following policy recommendations are further developed from the author’s report, Beyond the Peninsula: Prospects for US-ROK Regional Cooperation in the Indo-Pacific.

First, the two governments should establish a mechanism for public-private partnerships for bilateral cooperation on digital connectivity, which can provide a platform through which US and South Korean companies can actively participate in Southeast Asia. The United States and South Korea should leverage both countries’ strong track records of investment in Southeast Asia to facilitate the expansion of regional coordination, promote greater connectivity, and foster digital innovation. Vietnam is a strong case for the two countries to set up a mechanism for public-private partnerships, given the strong track record of US development-assistance efforts, as well as the strong presence of South Korean companies.

Second, the United States and South Korea should consider a country-specific, tailored approach when it comes to developing digital infrastructure and networks. For instance, as discussed above, the two countries should develop a tailored strategy on Indonesia, with a focus on AI. China has heavily invested in Indonesia’s commercial AI sector through educational partnerships and startups, as well as advancing bilateral cybersecurity cooperation with the Indonesian government. US and South Korean approaches to Vietnam or Singapore should be different from the approach to Indonesia.

Third, the United States and South Korea should establish sector-specific working groups to engage directly with the private sectors of the two countries that already have business, or are seeking business opportunities, with Southeast Asian countries. The sector-specific working groups (e.g., a working group on 5G) could develop specific measures that facilitate bilateral coordination on enhancing digital connectivity that is more aligned with global standards and norms.

Fourth, the United States and South Korea should expand bilateral cooperation into multilateral cooperative efforts whose frameworks should be adaptable and open to structural adjustments. On a bilateral level, the two countries could consider implementing a policy platform similar to the Japan-United States Strategic Digital Economy Partnership (JUSDEP) to offer “the continued cooperation between both countries in areas such as smart cities, network infrastructure, and cybersecurity in support of a free and open Indo-Pacific.” On a multilateral level, the two countries could consider joining the Blue Dot Network or implementing a similar mechanism to promote quality infrastructure investment that is transparent, open, and economically viable.
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*Richard R. Burt
Teresa Carlson
James E. Cartwright
John E. Chapoton
Ahmed Charai
Melanie Chen
Michael Chertoff
*George Chapivsky
Wesley K. Clark
*Helima Croft
Ralph D. Crosby, Jr.
*Ankit N. Desai
Dario Deste
*Paula J. Dobriansky
Joseph F. Dunford, Jr.
Thomas J. Egan, Jr.
Stuart E. Eizenstat
Thomas R. Eldridge
Mark T. Esper
*Alan H. Fleischmann
Jendayi E. Frazer
Courtney Geduldig
Meg Gentle
Thomas H. Glover
John B. Goodman
*Sherri W. Goodman
Murathan Günl
Amir A. Handjani
Frank Haun
Michael V. Hayden
Tim Holt
*Karl V. Hopkins
Andrew Hove
Mary L. Howell
Ian Ihnatowycz
Mark Isakowitz
Wolfgang F. Ischinger
Deborah Lee James
Joia M. Johnson
*Maria Pica Karp
Andre Kelleners
Henry A. Kissinger
*C. Jeffrey Knittel
Franklin D. Kramer
Laura Lane
Jan M. Lodal
Douglas Lute
Jane Holl Lute
William J. Lynn
Mark Machin
*Mian M. Mansha
Marco Margheri
Michael Margolis
Chris Marlin
William Marron
Gerardo Mato
Timothy McBride
Erin McGrain
John M. McHugh
Eric D.K. Melby
*Judith A. Miller
Dariusz Mioduski
*Michael J. Morell
*Richard Morningstar
Georgette Mosbacher
Dambisa F. Moyo
Virginia A. Mulberger
Mary Claire Murphy
Edward J. Newberry
Franco Nuschese
Joseph S. Nye
Ahmet M. Ören
Sally A. Painter
Anna I. Palacio
*Kostas Patsalosopoulos
Alain Pellegrini
David H. Petraeus
W. DeVier Pierson
Lisa Pollina
Daniel B. Poneman
*Dina H. Powell McCormick
Ashraf Qazi
Robert Rangel
Thomas J. Ridge
Gary Rieschel
Lawrence Di Rita
Michael J. Rogers
Charles O. Rossotti
Harry Sachinis
C. Michael Scaparrotti
Ivan A. Schlagar
Rajiv Shah
Gregg Sherrill
Ali Jehangir Siddiqui
Kris Singh
Walter Slocombe
Christopher Smith
Clifford M. Sobel
James G. Stavridis
Michael S. Steele
Richard J.A. Steele
Mary Streett
*Frances M. Townsend
Clyde C. Tuggle
Melanne Verveer
Charles F. Wald
Michael F. Walsh
Ronald Weiser
Olin Wethington
Maciej Witucki
Neal S. Wolin
*Jenny Wood
Guang Yang
Mary C. Yates
Dov S. Zakheim

HONORARY DIRECTORS

James A. Baker, III
Ashton B. Carter
Robert M. Gates
James N. Mattis
Michael G. Mullen
Leon E. Panetta
William J. Perry
Condoleezza Rice
Horst Teitschek
William H. Webster

List as of November 15, 2021

*Executive Committee
Members