Biometrics at the Border: Balancing Security, Convenience, and Civil Liberties

We are all individuals—“one, but not the same,” according to U2’s classic song. We each have our own faces, DNA, fingerprints, and iris patterns, all of which can be recorded objectively and individually. Often referred to as “biometrics,” these attributes can be used to prove we are who we say we are. They can also track where we have been or where we may be going.

The use of fingerprints for identification dates back more than two thousand years, and their use by law enforcement to solve crimes dates back to the 1880s. The predecessor of the Federal Bureau of Investigation (FBI) set up its first fingerprint database, on paper cards, in 1924. Ever since then, the analysis of fingerprints, facial images, and other biometric identifiers has been a key tool relied upon by police officers around the world. Border agencies also collect biometrics from people they encounter, analyzing them to confirm the identity and admissibility of those seeking to enter or exit a country. US laws passed in 2002 and 2004—after the September 11, 2001, terrorist attacks—required the US Departments of State (DOS) and Homeland Security (DHS) to fingerprint all foreign travelers to the United States.4

3 Ibid.
In 2022, however, border agencies around the world are using biometrics in a different way. Working in partnership with airlines, airports, cruise ships, and individual travelers, agencies like US Customs and Border Protection (CBP) and the UK Border Force have realized that biometrics—in particular, facial recognition—can be used not only for screening and enforcement, but also to expedite the secure, lawful movement of people and goods across borders, through airports, and throughout global transport networks. Government agencies and private industry are beginning to use this technology to develop and deploy “smart borders,” to both increase security and process lawful trade and travel faster than before.

But, these advances do not come without risk. Facial recognition enables convenience, but it can also unlock the door to the type of persistent surveillance that autocratic states like China and Russia regularly employ to repress dissent. In the United States, this triggers images of nightmarish science-fiction dystopias like that seen in Minority Report.5 Also, the more data the government collects, the more everyone’s personal lives become vulnerable to cyber hackers and identity theft. And, what if the facial matching algorithms get it wrong? Are people stuck like Walter Child in Gordon Dickson’s Computers Don’t Argue or Archibald Buttle in the movie Brazil, unable to prove to skeptical government officers that they are who they say they are?6 Given the documented racial, ethnic, and gender biases in many facial-recognition systems, how often do mistakes happen, and are they systematic rather than random—effectively prejudiced against communities of color?7

This Issue Brief provides a primer on these questions, summarizing how biometrics are currently being used at the borders, addressing the risks, and recommending a path forward.

**BIOMETRICS AND THE BORDERS—1.0**

Since 1994, the US Border Patrol—now part of CBP within DHS—has collected fingerprints from the migrants it apprehends, entering them into the Automated Biometric Identification System (IDENT). The IDENT system allows Border Patrol agents to identify migrants previously encountered or apprehended. By running the fingerprints through the FBI’s Next Generation Identification (NGI) system, CBP can also quickly determine whether encountered individuals have criminal records. More recently, CBP and Homeland Security Investigations (HSI), part of US Immigration and Customs Enforcement (ICE), have begun to use DNA analysis to determine whether migrant children are actually related to the adults who claim to be their parents when crossing the border, or whether the kids are in fact victims of human trafficking—an effort ICE has called “Operation Double Helix.”8

CBP also collects fingerprints and photographs of non-US persons entering the United States at official Ports of Entry—in fiscal year 2019 alone, from approximately seventy-nine million foreign nationals. CBP initially compares a traveler’s identity to existing US government photo and fingerprint holdings. If the person is a first-time Visa Waiver Program (VWP) traveler (i.e., someone with no prior entry or visa, so no prior fingerprint or

---


photo capture by the US government), CBP will collect biometrics for the traveler, and will also do a one-to-one match of the traveler to the photo in their passport.

Many other countries also collect biometrics at the borders, or are developing systems to do so. For example, the European Union (EU) this year will begin deploying its new Entry/Exit System (EES) to collect fingerprints and facial images from non-EU nationals crossing the external borders of the Schengen Area, and Canada is also quickly developing a similar system for its borders. Many Middle Eastern countries currently collect iris scans, an increasing number also collect fingerprints and photographs, and Israel recently approved a law that would require collection of fingerprints and photos of all non-Israelis arriving in the country. In short, biometric collection and verification are becoming as routine as checking a government-issued passport.

**BIOMETRICS 2.0: ADVANCING SECURITY WHILE SPEEDING UP LEGITIMATE TRADE AND TRAVEL**

Biometrics are useful not only for security—advancing society’s interest in protecting itself from threats—but also for significantly increasing the speed through which people and goods cross the border. Everyday life illustrates this convenience: look into the camera of your iPhone or computer, and it recognizes your face and unlocks itself. The convenience factor is multiplied manyfold at the border, where—given the huge volume of travel and trade—even the shortest delays spent with an officer manually checking documents can quickly multiply into seemingly endless lines of grumpy, dehydrated, and exhausted travelers snaking deeply back into the corridors of a crowded international air terminal—an irritating situation made dangerous in the era of COVID-19 and other airborne pathogens. Biometrics are helping cut these lines and, in the process, are transforming how travelers move through checkpoints and board planes—getting people where they want to go faster and with less hassle, while also improving security by better detecting imposters and others whose entry or exit must be controlled.

Two decades ago, the first commissioner of CBP after its creation, Robert Bonner, spoke of the need to achieve the “twin goals” of *security* and the *facilitation* of lawful travel and trade. This vision arose from the searing experience of the days after 9/11, when strict border security measures resulted in massive twelve-to-fourteen-hour traffic jams at both the US-Canada and US-Mexico borders, disrupting “just-in-time” supply chains, shutting down cross-border trade, and disrupting other parts of the North American economy that depended on cross-border trade. Bonner’s challenge was to work with foreign partners and the private sector to quickly reinvent processes at the borders to achieve the necessary security without impeding the swift flow of lawful travel and commerce so vital to the US economy.

CBP adopted an integrated strategy of risk management, consisting of three core elements: the collection and analysis of information on travelers and trade to assess risks and spot the “needles” in the vast “haystack” of cross-border travel and trade; the deployment of scanning technology to spot hidden weapons or other dangerous things; and close collaboration with foreign partners and the global private sector to secure shared borders and, more importantly, the global systems of transportation and trade—in essence, making the entry and exit points into and out of global transportation and trade networks effectively the “borders” that CBP and its foreign and private-sector counterparts needed to secure.

This post-9/11 risk-management strategy succeeded dramatically in reducing the threat from global terrorist groups, through such US initiatives as the Customs-Trade Partnership Against Terrorism (C-TPAT), the creation of the National Targeting Center (NTC) to analyze data on travelers and cargo in order to assess risk, and the Smart Border Accords with Mexico and Canada, among others. These efforts were supplemented by global initiatives like the World Customs Organization’s SAFE Framework of Standards to Secure and Facilitate Trade and the United Nations (UN) Security Council’s Resolution 2178 (2014), which then-President Barack Obama pushed the world to adopt in response to the rise of the Islamic State of Iraq.
and al-Sham (ISIS) and the threat presented by foreign terrorist fighters. UN Security Council Resolution 2396 (2017) advanced these standards further during the Donald Trump administration. Because of these and other national and global measures, international travel and trade are now demonstrably safer than they were in 2001.

But, crucially, the risk-management strategy has also resulted in the more efficient movement of lawful travelers and commerce across national borders. For example, because CBP collects and analyzes Advance Passenger Information (API) and Passenger Name Record (PNR) data on air passengers before a plane overseas departs for the United States, CBP can perform security checks and assess whether individual travelers present any risk well before the travelers depart a foreign location. Because the vast majority of travelers present little or no risk, most pass relatively unimpeded through border checkpoints and are quickly sent on their way. Millions of travelers also voluntarily participate in CBP’s Global Entry, the Transportation Security Administration’s (TSA) PreCheck, or similar “trusted traveler” programs of other countries, which permit a traveler to provide information well in advance to the government agency, allowing it to perform a thorough background check to determine if the traveler is sufficiently low risk that they become eligible for a “fast lane” through immigration, customs, or security formalities. Biometrics—both fingerprints and digital photo images—are key to these trusted-traveler programs, verifying that travelers are who they and their travel documents say they are.

**BIOMETRICS 3.0: THE NEXT STEP—FACIAL BIOMETRIC TECHNOLOGY**

Technological advancements in biometrics—in particular, automated facial biometric comparison—have the potential to make international travel and trade even easier. CBP and its counterparts elsewhere are today working in partnership with airlines and airports (as well as cruise-ship operators and seaports) to employ facial-comparison capabilities to make cross-border travel and trade more seamless, efficient, and secure.

In the United States, this started, in large part, because of the need to implement the long-standing congressional mandate to collect biometrics on all foreign nationals exiting the United States. But, of course, talk was cheap. While Congress mandated “biometric exit,” for many years it did not appropriate the billions of dollars needed to redesign US international air terminals to accommodate the necessary checkpoints, equipment, and security personnel. And, DHS was given no magic wand. Biometric exit became a looming logistical and financial nightmare hanging over state and local airport authorities, with no particular plan for how it would happen. This began to change, however, in Fiscal Year 2016, when Congress finally gave CBP up to $100 million a year for ten years to establish biometric exit, and CBP launched a pilot version of what would become the Traveler Verification System (TVS). In 2017, then President Donald Trump issued an executive order directing DHS to expedite implementation. In the process of carrying out President Trump’s direction, though, CBP quickly realized its TVS pilot was more than just the grudging implementation of a congressional mandate—it was the future of cross-border travel. CBP realized it could offer “identity as a service” to its air-travel stakeholders (and, ultimately, to TSA) wherever identity verification is required, including at check-in, bag drop, security checkpoint, and departure.

Under the traditional system, travelers boarding a plane departing the United States show their passports to airline personnel, who then look at them and electronically scan the documents before allowing the travelers on board. TVS automates that process by, instead, taking a digital photo of the traveler before boarding and using a high-performing facial-recognition algorithm to instantaneously compare it to a database of existing passport or visa photos of all travelers on that flight’s manifest. In some airports (those where airlines employ an “e-gate”), if a traveler’s photo matches, the boarding gate opens automatically. In others, the traveler gets the green light from a totem camera, which signals the traveler to walk onto the plane. Either way, the identity comparison and verification are automated and instantaneous—and some airlines have chosen to expedite things even further by using the TVS process not only to obviate the need for manual passport checks, but to do the same for boarding passes. If the photo does not match, however, things revert to the old system, with CBP or airline personnel performing a manual identity check of the traveler’s passport. For US citizens, the TVS process is entirely voluntary; they can always choose to have their passports reviewed manually, in the old-school style.

For travelers entering the United States, CBP utilizes “Simplified Arrival,” a primary processing application that leverages the TVS facial-comparison system. Photos are taken when the traveler reaches primary inspection, and the process is similarly voluntary for US citizens and some categories of non-US
citizens. Thus, the computerized checks at departure and arrival generate the necessary biometric photographic match to satisfy the long-standing requirements of biometric entry and exit for most non-US travelers. While there is a cost to installing and operating the system, it is small compared to redesigning all US-based international air terminals—and it is done in full partnership with private-sector stakeholders. Years of testing have demonstrated that the expansion of biometric facial-comparison technology through these kinds of public-private partnerships is the most secure, efficient, and cost-effective way to fulfill the congressional mandate while protecting the privacy of all travelers.

The TVS system is now utilized at two hundred and five US entry airports, thirty-two US departure airports, thirteen seaports, all CBP preclearance stations overseas, and almost all pedestrian- and bus-processing facilities on the land borders. CBP is also piloting the system for land-border vehicle traffic, and is also working with TSA to pilot the system for PreCheck. CBP says that, from the launch of the TVS tool in June 2017 to January 2022, it has processed more than one hundred and thirty million passengers with the biometric facial-comparison technology across all modes of travel, which has proven 98 to 99 percent accurate in terms of verifying identity. As a result, CBP has intercepted more than two thousand imposters seeking to enter the United States under false pretenses.

The new system has proven extremely popular with airlines, airports, and travelers, for the simple reason that it makes traveling through airports so much easier and faster. By eliminating the need for manual document checks, the use of facial biometrics for identity verification shortens the time it takes to board a plane or clear traditional processing. Travelers can, therefore, choose whether to arrive later, spend more time shopping, or get to their airline seats faster, with less time waiting in long immigration-processing lines.

Similar systems are being deployed around the world. As noted previously, the EU is deploying its similar Entry/Exit System this year. The United Kingdom has gone further, using facial recognition at multiple points at Heathrow Airport—check-in, baggage drop, security, and boarding—to provide a “seamless experience for passengers” by allowing them to move unhindered through the airport. Other countries, including France and Australia, are also walking down the same path.

CONCERNS RAISED ABOUT THE USE OF BIOMETRICS AT THE BORDER

In November 2020, CBP published a proposed rule to expand biometric processing to all non-US citizens and remove port limitations on the use of biometrics in the exit environment. The proposal has drawn a flurry of comments, both pro and con, and the Joseph Biden administration—after extending the comment period to March 2021—is still considering whether to issue a final rule. A number of privacy and immigrant-advocacy organizations—including the Electronic Privacy Information Center (EPIC), the Center for Democracy and Technology (CDT), the American Civil Liberties Union (ACLU), and others—have raised objections to the continuation of CBP’s use of facial biometrics.

1 Fear of a Surveillance State

The broadest objection is that facial recognition is an “inherently dangerous technology,” and that CBP’s use of it could be the beginning of a slippery slope that could lead to more generalized tracking of both Americans and non-US persons, not only at the borders, but also within the United States—rais-
ing the specter of a Minority Report-style surveillance state. Some also say that the use of such technology at the border dangerously singles out immigrants, given that most non-US persons cannot opt out of CBP using it to process their entry. Photos of in-scope non-US travelers are enrolled and retained in IDENT for up to seventy-five years. (CBP deletes its copies of all photos, within twelve hours for US citizens and fourteen days for all others.) Objectors express the fear that such images might be shared with US or foreign law enforcement.

These are serious concerns, but CBP is utilizing this technology in relation to crossings of the US border, where the US Supreme Court has consistently recognized that “the Government’s interest in preventing the entry of unwanted persons and effects is at its zenith,” that the government has “plenary power to make rules for the admission of aliens,” and that CBP has broad authority under the Fourth Amendment to search and question all seeking admission or return to the United States. Moreover, DHS has been collecting biometrics—both fingerprints and photographs—from non-US persons for many years through the US-VISIT system. The State Department already issues passports to US citizens and machine-readable visas for non-US citizens, both of which now include biometric photographs. And, all federal law-enforcement agencies, including CBP, regularly cooperate with foreign, state, local, and tribal authorities by sharing biographic and biometric data on individuals—including photos—where there is good cause and it is permitted by law. Fundamentally, the use of TVS does not change or add much to the information already possessed by the government. TVS takes one additional photo and compares it to information that already exists in government databases, all pursuant to law enforcement purposes. As required by law, CBP has published a Privacy Impact Assessment discussing the program in great detail, and it has provided notice of how it shares data in the various System of Records Notices (SORNs) it also publishes, as well as in the proposed rule. Additionally, CBP provides notice to travelers through message boards or signs, as well as verbal announcements in some cases, to inform the public that CBP or a stakeholder will be taking photos for identity-verification purposes. In addition to CBP’s own internal oversight and officer-training protocols, DHS also provides oversight through its Offices of Civil Rights and Civil Liberties (CRCL) and Privacy, as does the Privacy and Civil Liberties Oversight Board (PCLOB). That said, more safeguards could and should be put in place. In 2020, the Biometrics Subcommittee of the Homeland Security Advisory Council (HSAC) issued a report analyzing DHS biometrics programs and recommending the creation of a DHS Biometrics Oversight and Coordination Council (BOCC), chaired by the DHS deputy secretary, as well as empowering the DHS Office of Strategy, Policy and Plans to lead the development of DHS-wide policies on biometrics, including on such issues as retention and sharing. The HSAC’s recommendations regarding additional oversight structures are sensible, and should be implemented.

Ideally, current limits on CBP broadening use of the technology or sharing facial-biometric data should not be waivable by executive action alone. This is an area in which congressional action can provide additional checks against the misuse of data or technology.

2 Data Protection

Others have argued that CBP’s use of facial biometrics should be terminated because CBP will be unable to protect the biometric data from cyber hacks—citing the 2015 example of the Office of Personnel Management being unable to protect its
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information from Chinese exfiltration.₂⁵ But, for the most part, this argument is not specific to CBP. Instead, it argues that the federal government should not collect personal data at all because it cannot protect it with certainty. Protecting databases from cyber hacks requires adequate resources, oversight, accountability, and expertise, but it is not an impossible task—and restricting government agencies (or private-sector entities) from collecting personal data required to perform their functions is an obvious non-starter. Strong governance and oversight are a more sensible position, and the HSAC report’s recommendation of a DHS BOCC providing strong, senior-level oversight for TVS and other DHS biometrics programs is a good one, as is the HSAC’s additional recommendation that the Cybersecurity and Infrastructure Security Agency (CISA) play a key role in the protection of data. Furthermore, nothing comes for free, so Congress needs to ensure that federal agencies have the cybersecurity resources, personnel, and authorities to do the job.

3 Accuracy and Bias

Finally, some assert that the 98–99-percent accuracy rate for CBP’s Biometric Facial Comparison Technology is not good enough, and that—given the huge volume of travelers—many people will suffer from erroneous “no-match” determinations. But, the obvious answer to this is that, at an airport, the consequence of a no-match decision is simply that a CBP officer or airline official will need to perform an old-school manual check of the traveler’s passport or visa. This may cause a minute’s inconvenience, but automated checks that work 98 to 99 percent of the time will significantly reduce the number of travelers whose documents need a manual check. Moreover, CBP has processed more than one hundred and thirty million people through the system since 2017 and, thus far, mistaken “no-match” incidents have not arisen as a major issue. On the contrary, facial-comparison technology has proven more accurate than manual document checks, as evidenced by the more than two thousand imosters the system has enabled CBP to catch

A related objection is that the use of some facial-recognition technology algorithms has resulted in bias against persons of color. But, the National Institute of Standards and Technology (NIST), which performed the much-reported study indicating that some facial-recognition algorithms can produce biased results, actually found that the facial-recognition algorithm specifically used by CBP for facial comparison in TVS—NEC-3 (developed by NEC Corporation)—is highly accurate.₂₆ As noted in the NIST study, some facial-recognition algorithms are better than others, and the bad ones are indeed more likely to produce demographically biased results.₂₇ But, the best ones—like the NEC-3 algorithm used by CBP—are highly accurate and do not “display a significant demographic bias.”₂₈ CBP officials have also told Congress that “CBP’s operational data demonstrates that there is virtually no measurable differential performance in matching based on demographic factors.”₂₉ CBP continues to conduct analysis, as well as monitor algorithm performance and technology enhancements, to ensure a high biometric performance.

Nevertheless, CBP is focused on this issue, as it must be, and careful oversight by existing bodies like the Office of Civil Rights and Civil Liberties, and by the new DHS BOCC recommended by the HSAC Biometrics Subcommittee, is vital here, as is full transparency to these institutions, Congress, and the general public.₃₀ This should provide a measure of confidence that CBP’s algorithms will continue to improve, avoid any appearance of unfair bias, and will become even more accurate over time.
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₂₇ “Face Recognition Vendor Test Part 3.” 2. Note that error rates vary depending on the algorithm, “with the most accurate algorithms producing many fewer errors,” with these more accurate algorithms “expected to have smaller demographic differentials.”
₂₈ Michael McLaughlin and Daniel Castro, “The Critics Were Wrong: NIST Data Shows the Best Facial Recognition Algorithms Are Neither Racist nor Sexist,” Information Technology & Innovation Foundation, January 27, 2020. See also: “Face Recognition Vendor Test Part 3,” 6. “More accurate algorithms produce fewer errors, and will be expected therefore to have smaller demographic differentials.”
₂₉ Boyd, “CBP is Upgrading to a New Facial Recognition Algorithm in March.”
RECOMMENDATIONS AND NEXT STEPS

CBP’s use of biometrics at the border has proven to be an essential tool in achieving the “twin goals” of security and the facilitation of lawful travel and trade. Accordingly, the following steps are recommended.

Recommendation #1: The Biden administration should continue with CBP’s facial-biometrics program and, after fully considering the various public comments, move to finalize the CBP proposed rule close to the form in which it was issued in November 2020.

Recommendation #2: CBP should work to continue improving its facial-comparison service, and continue working with TSA to utilize facial-comparison technology for TSA’s PreCheck program. CBP should continue its technical demonstration of Simplified Arrival for vehicle traffic entry at land borders.

Recommendation #3: DHS should carefully consider and adopt most of the recommendations of the HSAC Biometrics Subcommittee, particularly the creation of the DHS BOCC, which should be chaired by the DHS deputy secretary. DHS should empower the DHS Office of Strategy, Policy, and Plans to lead the development of DHS-wide policies on biometrics, including on such issues as retention, sharing, and—in conjunction with the DHS Office of Civil Rights and Civil Liberties—the avoidance of unfair bias against communities of color and others.

Recommendation #4: DHS and CBP should expeditiously move to spend the funds appropriated in the bipartisan Infrastructure Investment and Jobs Act, which will allow for expansion of biometrics capabilities at the borders. Congress should also appropriate sufficient funds for operations of biometrics systems, which is a major concern today, given the huge operational challenges CBP currently faces at the border.

ABOUT THE AUTHORS

Seth Stodder is a nonresident senior fellow in the Forward Defense practice of the Atlantic Council’s Scowcroft Center for Strategy and Security. Stodder served in the Obama administration as assistant secretary of homeland security for borders, immigration, and trade policy, as well as assistant secretary of homeland security for threat prevention and security policy.

Thomas S. Warrick is a nonresident senior fellow in the Forward Defense practice of the Atlantic Council’s Scowcroft Center for Strategy and Security and director of its Future of DHS Project, as well as a senior advisor with the Council’s Middle East Programs. Warrick worked for the Department of Homeland Security for more than ten years, concluding his service as deputy assistant secretary for counterterrorism policy in June 2019.

ACKNOWLEDGMENTS

This issue brief was made possible with the generous support of SAIC.

Atlantic Council Board of Directors

CHAIRMAN
*John F.W. Rogers

EXECUTIVE CHAIRMAN EMERITUS
*James L. Jones

PRESIDENT AND CEO
*Frederick Kempe

EXECUTIVE VICE CHAIRS
*Adrienne Arsht
*Stephen J. Hadley

VICE CHAIRS
*Robert J. Abernethy
*C. Boyden Gray
*Alexander V. Mirtchev

TREASURER
*George Lund

DIRECTORS
Stéphane Abrial
Todd Achilles
*Peter Ackerman
Timothy D. Adams
*Michael Andersson
David D. Aufhauser
Barbara Barrett
Colleen Bell
Stephen Biegun
John Bonsell
*Rafic A. Bizri
*Linden P. Blue
Adam Boehler
Philip M. Breedlove
Myron Brilliant
*Esther Brimmer
Richard R. Burt
*Teresa Carlson
*James E. Cartwright
John E. Chapoton
Ahmed Charai
Melanie Chen
Michael Chertoff
*George Chopivsky
Wesley K. Clark
*Helima Croft
*Ankit N. Desai
Dario De Ste
*Paula J. Dobriansky
Joseph F. Dunford, Jr.
Richard Edelman
Thomas J. Egan, Jr.
Stuart E. Eizenstat
Mark T. Esper
*Alan H. Fleischmann
*Michael Fisch
Jendayi E. Frazer
Meg Gentle
Thomas H. Glocer
John B. Goodman
*Sherri W. Goodman
Murathan Gündal
Frank Haun
Michael V. Hayden
Tim Holt
*Karl V. Hopkins
Andrew Hove
Ian Ihnatowycz
Mark Isakowitz
Wolfgang F. Ischinger
Deborah Lee James
*Joia M. Johnson
*Maria Pica Karp
Andre Kelleners
Henry A. Kissinger
*C. Jeffrey Knittel
Franklin D. Kramer
Laura Lane
Yann Le Pallec
Jan M. Lodal
Douglas Lute
Jane Holl Lute
William J. Lynn
Mian M. Mansha
Marco Margheri
Michael Margolis
Chris Marlin
William Marron
Christian Marrone
Gerardo Mato
Timothy McBride
Erin McGrain
John M. McHugh
Eric D.K. Melby
*Judith A. Miller
Dariusz Mioduski
*Michael J. Morell
*Richard Morningstar
Georgette Mosbacher
Dambisa F. Moyo
Virginia A. Mulberger
Mary Claire Murphy
Edward J. Newberry
Franco Nuschese
Joseph S. Nye
Ahemt M. Ören
Sally A. Painter
Ana I. Palacio
*Kostas Pantazopoulos
Alan Pellegrini
David H. Petraeus
W. DeVier Pierson
*Lisa Pollina
Daniel B. Poneman
*Dina H. Powell McCormick
Michael Punke
Ashraf Qazi
Thomas J. Ridge
Gary Rieschel
Lawrence Di Rita
Michael J. Rogers
Charles O. Rossotti
Harry Sachinis
C. Michael Scaparrotti
Ivan A. Schlagter
Rajiv Shah
Gregg Sherrill
Ali Jehangir Siddiqui
Kris Singh
Walter Slocombe
Christopher Smith
Clifford M. Sobel
James G. Stavridis
Michael S. Steele
Richard J.A. Steele
Mary Streett
Gil Tenzer
*Frances M. Townsend
Clyde C. Tuggle
Melanne Verveer
Charles F. Wald
Michael F. Walsh
Ronald Weiser
Olin Wethington
Maciej Witucki
Neil S. Wolin
Jenny Wood
Guang Yang
Mary C. Yates
Dov S. Zakheim

HONORARY DIRECTORS
James A. Baker, III
Ashton B. Carter
Robert M. Gates
James N. Mattis
Michael G. Mullen
Leon E. Panetta
William J. Perry
Condoleezza Rice
Horst Teltschik
William H. Webster

*Executive Committee Members

List as of January 28 2022