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INTRODUCTION

Economic statecraft, or leveraging economic power to achieve foreign policy and national security objectives, dates back to Greco-Roman times. Modern economic statecraft and its associated tools, including financial sanctions and export controls, as well as positive inducements, were born out of World War I and refined by the Allies during World War II to protect their assets held in Nazi-occupied territory and eventually to bolster European economies that were devastated during the war. Since then, governments and multilateral organizations have expanded their authorities and capabilities to leverage economic statecraft tools to protect their nation’s security, advance foreign policy and economic objectives, and stabilize partners and allies’ governments and economies.

Viewed as more than diplomacy, but short of military intervention, economic statecraft has become the West’s tool of first resort to address national security threats and change an adversary’s behavior. Sanctions are used to disrupt terrorist groups, transnational criminal organizations, and illegal traffickers as well as deny regimes access to the international financial system and restrict their ability to move funds. Economic statecraft has gained significant attention over the past year and a half as a result of the Group of Seven (G7) and broader coalition’s economic response to Russia’s invasion of Ukraine. G7 and coalition partners levied significant coordinated sanctions and export controls on Russia to freeze Russian assets, reduce their economic dependency on Russia, and degrade Russia’s ability to import military grade components needed to pursue its war.

The economic statecraft landscape is becoming more complex as transatlantic partners increasingly leverage the tools to counter transnational threats. There is a growing need to understand how these tools are used, by whom, and when, as well as their intended and real impacts worldwide.

This report offers the first step in developing a common operating picture on economic statecraft and how it is used in practice by transatlantic partners. The first half of the report focuses on coercive and
positive tools of economic statecraft. The second half is organized around the effects and potential implications of export controls and financial sanctions.

In chapter one, "Building Common Ground: Assessing US and European Tools of Economic Statecraft," Kimberly Donovan and Maia Nikoladze examine how the United States, the United Kingdom, and the European Union (EU) are organized to develop sanctions and export controls and identify critical aspects that are needed for successful coordination and implementation of statecraft tools.

In chapter two, "Positive Economic Statecraft: Wielding Hard Outcomes with Soft Money," Nicole Goldin and Mrugank Bhusari define positive economic statecraft (PES) from the US and EU perspectives and offer a way forward to leverage PES as an approach for achieving foreign policy, national security, and economic objectives.

Sarah Bauerle Danzman and Ambuj Sahu use network analysis techniques to assess the effect of export controls and related tools on the global semiconductor supply chain in chapter three, "Networked Power: Export Control Policy Across the G7."

And, in chapter four, "New Era of Financial Sanctions: Adapting to Anti-Dollar Policies," Daniel McDowell examines anti-dollar policies and encourages Washington to reconsider when and how it uses financial sanctions to avoid weakening the coercive capabilities that the US derives from the preeminence of the dollar in the global economy.

Transatlantic partners will continue to use economic statecraft tools to advance foreign policy and economic objectives and counter transnational threats. We must understand these tools, their impact, and potential risks so we may anticipate how they may be applied in the future.
Within days of invading Ukraine, Russia was locked out of the global financial system in an unprece-
dented act of coordinated economic statecraft. The European Union (EU), the United Kingdom, and the
United States, in collaboration with their Group of Seven (G7) allies, executed major multilateral sanctions
against Russia to try and change Vladimir Putin’s behavior and drain Russia’s war chest. As a result of
these sanctions, Russian sovereign assets were immobilized and Russian companies and individuals
facilitating Russia’s war effort were denied access to the global financial system. These wide-ranging
economic measures would not have been possible without Western allies’ alignment on foreign policy
objectives, their dominant role in the international financial system, and the preeminence of their cur-
currencies in the global economy. However, transatlantic alignment is not a foregone conclusion: Success
going forward requires careful consideration of the legal and political constraints that limit policy makers
and which could undermine future coordination.

A successful transatlantic approach to economic statecraft depends on three critical pillars: (1) the author-
ities, capabilities, and organizational structure of the competent authorities within each jurisdiction to levy
Table 1: Major US, UK, and EU Sectoral Sanctions and Export Controls Against Russia

<table>
<thead>
<tr>
<th>Restriction</th>
<th>United States</th>
<th>United Kingdom</th>
<th>European Union</th>
</tr>
</thead>
<tbody>
<tr>
<td>Russian oil imports, oil price cap</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Maritime services for Russian oil exports</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Russian gas imports</td>
<td>Yes</td>
<td>Yes</td>
<td>No</td>
</tr>
<tr>
<td>Russian coal imports</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Russian gold imports</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Russian metals imports (iron and steel)</td>
<td>No</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Export of metals to Russia</td>
<td>No</td>
<td>No</td>
<td>No</td>
</tr>
<tr>
<td>Export of luxury goods to Russia</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Import of luxury goods to Russia</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Export of technology to Russia</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Broadcasts by Russian state-owned media</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Export of professional services to Russia</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Russian access to IMF/World Bank Funds</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Restrictions on Sovereign Debt</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Russian banks’ correspondent banking accounts</td>
<td>Yes</td>
<td>Yes</td>
<td>No</td>
</tr>
<tr>
<td>Russian banks’ access to SWIFT</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Revocation of Most Favored Nation status</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
</tbody>
</table>

NOTES: The table reflects restrictions in place as of April 11, 2023.


and enforce economic tools, (2) an understanding and recognition of transatlantic partners’ equities and vulnerabilities associated with implementing economic measures, and, most importantly, (3) a common narrative or shared understanding of transnational threats and alignment in the foreign policy objectives to address them.

All three pillars will be required to reduce the risk of sanctions evasion. While sanctions evasion persists, officials on both sides of the Atlantic have lauded the development and implementation of multilateral sanctions to counter Russia’s invasion of Ukraine as a successful example of economic statecraft—the use of economic power for achieving foreign policy objectives.

This chapter provides an overview of the US, the EU, and the UK’s organizational approaches to economic statecraft, focusing on financial sanctions and export controls. This is a first step in identifying where and when approaches diverge and align so that we may level set expectations and continue building common ground on what may be achievable through the multilateral use of economic statecraft going forward.
Capabilities and Organizational Structures of the US, EU, and UK’s Sanctions Authorities

The United States’ approach to economic statecraft

Economic statecraft is the means by which a government can apply economic measures to protect national security and advance foreign policy goals. In the United States, the economic statecraft toolkit includes restrictive measures pursuant to legislation, executive orders, and regulation, that are generally applied to change an actor’s behavior. These mechanisms include, but are not limited to, financial and economic sanctions, export controls, investment screening, trade agreements and embargoes, and regulatory and law enforcement action. The US toolkit also includes positive measures and inducements, such as foreign aid and capacity building to bolster partners’ capabilities, develop their economies, and promote democratic ideals.¹

Through legislative action, the US Congress can create new sanctions authorities or issue exemptions on existing sanctions designations.² As an example, the International Emergency Economic Powers Act (IEEPA) provides the president of the United States the authority to declare a national emergency and direct the Department of the Treasury, in consultation with the Departments of State and Justice, to issue sanctions to block property and freeze assets to disrupt, deter, or degrade the national security threat.³ The IEEPA, and other US laws, provided the president the authority to issue Executive Order 13660 on March 6, 2014, from which Treasury’s Office of Foreign Assets Control derived powers to designate foreign entities and individuals involved in violating the sovereignty and territorial integrity of Ukraine.⁴ Meanwhile, in addition to its Bank Secrecy Act regulatory responsibilities, Treasury’s Financial Crimes Enforcement Network exercises regulatory powers under the USA Patriot Act to identify money-laundering threats to the US financial system.⁵ The Department of Commerce administers US laws and regulations, such as the Export Administration Regulations on the export of goods and technology, to protect national security interests and advance US foreign policy.⁶ The authority to enforce these actions resides within components of the Departments of the Treasury, Commerce, and Justice, among others.

The US’ approach to financial sanctions

While the United States has leveraged its economic power to advance foreign policy objectives and protect its national security for decades, the US sanctions regime, specifically economic and financial sanctions as we know them today, were developed out of the US response to the September 11, 2001, terrorist attacks and the creation of the Office of Terrorism and Financial Intelligence within the Treasury. Following the money and disrupting the financing and financial ties of terrorist groups, such as al-Qaeda, the Islamic State of Iraq and al-Sham, and Lebanese Hezbollah, and their facilitators became a primary objective within the US counterterrorism strategy. Targeting these individuals and networks with financial sanctions denied them access to the international financial system and disrupted their ability to raise, move, and use funds, which degraded their ability to carry out attacks and recruit fighters.

Targeted financial designations, as part of broader, whole-of-government strategies, proved to be an effective measure by which to counter terrorism as well as proliferation networks, narcotic traffickers,
transnational criminal organizations, cyber criminals, and adversarial regimes that posed a threat to US national security. These tools expanded over the years and became more sophisticated as illicit actors developed ways to circumvent and evade sanctions. New tools were developed and old tools were applied in new ways to use the power of the US financial system and strength of the US dollar and economy to advance US foreign policy and national security objectives.

The United States promotes and implements United Nations (UN) sanctions and issues unilateral sanctions to disrupt illicit actors that pose a threat to its national security and to protect the US financial system from abuse by these actors. Recognizing the success of sanctions in denying illicit actors access to the financial system, the United States often encourages its partners to join in US sanctions or issue their own restrictive economic measures when foreign policy objectives align. In several instances, the United States helped partner nations create the tools and authorities they needed to issue sanctions of their own.

Short of military engagement but more than diplomacy, financial sanctions have been most successful in cases where objectives were clearly and narrowly defined. According to the Treasury’s assessment, sanctions succeeded in bringing Iran to the negotiating table on its nuclear program in 2015, dismantling the Cali Cartel, protecting Libyan assets from misappropriation by government officials after Moammar Gadhafi’s fall in 2011, and disrupting Lebanese Hezbollah’s funding streams.

President of the European Commission Ursula von der Leyen speaks with US President Joe Biden at the meeting of G20 leaders on November 15, 2022, in Bali, Indonesia. Leon Neal/Pool via REUTERS
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The US’ approach to export controls

Export controls became more prominent in the US economic statecraft toolkit following Russia’s invasion of Ukraine in 2022 and the US technology competition with China. While financial sanctions cut off designated entities and individuals from the global financial system, export controls aim to prevent adversaries or competitors from physically acquiring components. The United States and its G7 allies leveraged multilateral export controls to restrict the flow of dual-use technology to Russia and curb Russia’s military production. Further, the United States, the Netherlands, and Japan have levied export controls to prevent sophisticated technology that could be used for military purposes from getting to China.9

Apart from being a member of multilateral export control regimes, such as the Wassenaar Arrangement, the Nuclear Suppliers Group, the Australia Group, and the Missile Technology Control Regime, the United States also maintains autonomous export control authorities:10 The Commerce Department’s Bureau of Industry and Security (BIS) administers US regulations governing the export of dual-use technologies and other commodities. It maintains a list of items that should not be exported without obtaining a license, also known as the Commerce Control List.9 BIS also maintains an Entity List, which includes the names of entities and individuals that are subject to specific license requirements for the export of specified items.12

Against the backdrop of escalating technological competition between the United States and China, the Commerce Department has come under scrutiny for its ability to enforce its authority and for being unsuccessful in tightening the export of foundational technologies to the countries of concern.13 Some members of Congress have gone as far as to suggest shifting export control authorities to the Department of Defense. Admittedly, BIS’ budget has not increased commensurate with its role in national security.14 Nevertheless, the Commerce Department has taken action to address some of these concerns. For example, it recently launched the Disruptive Technology Strike Force jointly with the Department of Justice to prevent adversarial states such as Russia and China from getting their hands on advanced US technology.15

Export control is a powerful tool, capable of degrading an entire nation’s technological progress. The US government should ensure that this tool evolves in conjunction with European and British allies while taking into account their perspectives and concerns.

The European Union’s approach to economic statecraft

The European approach to economic statecraft is dominated by the EU’s position on a free market and fair competition, but it also acknowledges that the current rules-based order is being challenged by the weaponization of energy and supply chains by countries like Russia and China.15 While the conversation on US economic statecraft tends to be dominated by sanctions and coercive measures, the EU has historically put more emphasis on open trade as a key element of its foreign policy and has not leveraged financial sanctions to the extent that Washington has for advancing foreign policy objectives. However, over the course of developing sanctions and other economic measures in response to Russia’s invasion of Ukraine, the EU has shown a willingness to leverage its economic power to address transnational threats and also an appreciation of economic statecraft as necessary tool if the EU is to play a greater role as a global strategic actor.
The EU’s doctrine of economic statecraft is based on four pillars: (1) protecting the level playing field between the internal market and third countries, (2) ensuring reciprocity, (3) deploying assertive instruments against coercion and aggression, and (4) developing partnerships. The first pillar is focused on trade defense instruments. The EU, in fact, launched one hundred and sixty anti-dumping and twenty anti-subsidy measures just in 2021. The second pillar of the doctrine establishes that just as the EU gives foreign companies access to its public procurement, third countries should also open their procurement markets to European companies. The third pillar, which is perhaps most similar to US economic statecraft, focuses on assertive measures such as sanctions and strong industrial policy. Meanwhile, the fourth pillar focuses on developing partnerships and increasing development aid to third countries, which is an area the United States also needs to work more on, and thus presents an opportunity for collaboration between Washington and Brussels.

While the United States can be quick to take action and impose restrictive measures to address national security threats, the nature of the EU and its twenty-seven member states generally requires that it take a more strategic and thoughtful approach to economic statecraft and prioritize developing solid frameworks that account for member state equities before taking action. That said, the EU, rather uncharacteristically, acted quickly in response to Russia’s invasion of Ukraine on February 24, 2022, and executed substantial restrictive economic measures to freeze and block Russian assets within the EU’s jurisdiction. The EU’s actions toward Russia demonstrated its willingness and ability to move fast when there is common view of the threat and foreign policy alignment.

The EU’s approach to financial sanctions

The EU’s process of developing sanctions packages and enforcing them is more complex than that of the United States. In the United States, although the legislative branch passes laws from which the executive branch derives authorities, designation, implementation, and enforcement of sanctions packages is the responsibility of the executive branch. The EU’s process is legislative—member states must unanimously agree on a designation, then the states’ domestic agencies have to implement it. As a result, any policy divergences among the twenty-seven EU member states can lead to delays in sanctions designations and implementation or refraining from sanctions altogether.

Similar to the United States, the EU’s financial sanctions primarily developed as a means to counter the financing of terrorism. In December 2001, the EU adopted Common Council Position 2001/931/CFSP outlining criteria for designating those involved in terrorism and adopted Council Regulation (EC) No 2580/2001 to freeze terrorist assets within the EU’s jurisdiction in order to implement UN Security Council Resolution 1373. Since then, EU sanctions programs have expanded and currently count forty different sanctions regimes, including those mandated by the UN as well as the EU’s autonomous lists.

Officially, several steps are necessary for the EU to impose an “Autonomous Restrictive Measure” independent of the UN. The EU’s Common Foreign and Security Policy procedure demands that the measure be proposed by the high representative for foreign affairs, then examined by member states’ representatives in several working groups, and then adopted unanimously by the European Council. The unanimity requirement can make the sanctions designation process especially challenging for the council.
In addition to the EU-level approach, some EU member states, including, but not limited to, France, Poland, and the Czech Republic, are individually taking steps to develop unilateral economic statecraft capabilities to further protect their national interests and financial systems and address areas where they deem the EU process to be insufficient.

While EU sanctions regulations leave little room for interpretation, member states are still responsible for their implementation. This creates discrepancies in sanctions enforcement across the EU member states’ jurisdictions. The European Commission is currently working on making sanctions evasion an EU crime with a harmonized penalty structure and a new mandate for the European Public Prosecutor’s Office.22

**The EU’s approach to export controls**

Similar to the United States, the EU is a member of multilateral export controls regimes, such as the Wassenaar Arrangement. EU member states can volunteer to implement export controls on items agreed upon by the Wassenaar Arrangement. They also have a competency to impose additional controls on items not covered by the arrangement. Unlike the United States, the EU has maintained a country-agnostic approach to export controls and has not created EU-level authorities to impose export controls against specific countries like Russia and China.23 This is why the EU leveraged its Russia sanctions regime to impose controls on technology exports to Russia in 2022 instead of using export control authorities.
While the United States continues to leverage export controls as a means to ensure fair competition with China over technology innovations, the EU is concerned about being dominated by Washington’s tech export control policy vis-à-vis China. Hence, the EU acknowledges that being part of multilateral regimes such as the Wassenaar Arrangement, where Russia is a member state with veto power, is no longer adequate for dealing with the potential threat of being caught in the cross fire between Washington and Beijing. Brussels needs to develop a doctrine to identify which technologies it is willing to export and where, as well as legal and administrative capacities for export controls implementation. To this point, the EU’s most recent Economic Security Strategy states that the member states and the European Commission will deepen their analysis of the resilience of supply chains and emerging technology security threats.

**The United Kingdom’s approach to economic statecraft**

The UK’s economic statecraft system is similar to that of the United States. A legislative framework, the Sanctions and Anti-Money Laundering Act of 2018 (SAMLA), provides government ministries with authorities to leverage sanctions and protect the UK’s financial system. Before Brexit, the UK developed sanctions through the EU’s process and implemented EU sanctions regimes. After Brexit, the UK leveraged its domestic authorities to develop its own sanctions lists and processes for issuing sanctions.

Although its unilateral sanctions process is relatively new, the UK has leveraged its experience in developing and implementing EU sanctions to create a new economic statecraft structure and refine its approach. As part of its 2023 Integrated Review, the UK outlined its goals related to economic statecraft, seeking an approach to deterrence and defense against transnational threats and economic coercion, while managing systemic competition, ensuring economic resilience, and shaping an open global economy and free trade.

**The UK’s approach to financial sanctions**

SAMLA provides UK government ministries the authority to develop country-specific or thematic, such as counterterrorism or anti-corruption, sanctions regulations and designations, which may include financial, immigration, and trade sanctions. The UK’s financial sanctions authority resides in the Sanctions Unit in the Foreign, Commonwealth and Development Office (FCDO). The Sanctions Unit holds primary responsibility for the use of sanctions as part of British foreign policy and maintains the UK Sanctions List. The UK Sanctions List includes unilateral sanctions issued by the UK as well as UN sanctions and the sanctions it implemented when the UK was part of the EU.

Meanwhile, the Office of Financial Sanctions Implementation (OFSI) within His Majesty’s Treasury is responsible for designing, implementing, and enforcing asset freezes and capital market restrictions using civil enforcement procedures. Individuals and entities subject to these restrictions are included in OFSI’s Consolidated List. Further, enforcement of financial sanctions within the UK is managed through investigative and prosecutorial agencies, including the National Crime Agency, the Serious Fraud Office, and the Crown Prosecution Service, among others.

In designing SAMLA, the UK accounted for lessons learned from its experience developing and implementing EU sanctions and created efficiencies for its own system. For example, SAMLA provides a lower threshold for imposing sanctions than EU law. The UK can issue sanctions, including asset freezes and
travel bans, when there are “reasonable grounds to suspect” that an individual is involved in a sanctioned activity.31

The UK continues to refine its sanctions authorities to create flexibility and efficiencies in how it leverages and enforces its tools. For example, the UK passed the Economic Crime (Transparency and Enforcement) Act of 2022 (ECA) to provide OFSI the authority to issue civil monetary penalties for sanctions violations, similar to the US approach. The ECA also created the ability for the UK to sanction individuals and entities if they have already been designated by another government, such as the United States, the EU, Australia, or Canada, on a temporary basis and until the relevant ministry can follow its standard process to issue a designation. Further, in the 2023 Integrated Review, the UK announced a new Economic Deterrence Initiative (EDI) to advance the impact of its economic statecraft toolkit by expanding resources and capabilities to implement and enforce UK trade, transport, and financial sanctions.

The UK’s approach to export controls

The legal framework for the UK’s export control regime is primarily derived from the Export Control Act 2002 and Export Control Order 2008.32 In 2016, the UK established the Export Control Joint Unit under the Department for International Trade, now the Department for Business and Trade (DBT). The DBT, in coordination with the Ministry of Defence and the FCDO, maintains the authority to implement prohibitions on the export of certain goods or technologies and issue export licenses consistent with the Strategic Export Licensing Criteria.33 His Majesty’s Revenue and Customs is responsible for enforcing the export and trade controls.

British Prime Minister Rishi Sunak and European Commission President Ursula von der Leyen shake hands as they hold a news conference at Windsor Guildhall, Britain, February 27, 2023. Dan Kitwood/Pool via REUTERS
The UK recognizes more can be done to improve its export controls toolkit and through the EDI is seeking to update its regime to address sensitive technology and increase collaboration with international partners to ensure multilateral controls are effective.

**Equities and Vulnerabilities: When Transatlantic Economic Statecraft Approaches May Not Align**

Transatlantic partners frequently find ways to work together on economic statecraft initiatives when policies and goals align. However, recent history provides examples when transatlantic approaches to economic statecraft have diverged and created or exposed partners’ economic vulnerabilities, potentially harming their equities.

In some cases, friction has emerged between the EU and the United States over Washington’s use of economic tools that have adversely impacted European businesses. For example, after the Trump administration withdrew from the Iran nuclear deal, formally known as the Joint Comprehensive Plan of Action, in 2018, and the United States imposed secondary sanctions on Iran, European businesses operating in Iran were given a choice of either staying in Iran and risk sanctions or maintain access to the dollar-dominated financial system. Since losing access to the dollar was more harmful than losing access to the Iranian market, European companies complied with US sanctions. However, this created anti-dollar sentiment in Europe and in 2019, the EU agreed to be invoiced by the Russian energy giant Gazprom in euros instead of dollars.

**Figure 1: US-UK-EU Sanctions against Russia and Iran**

![Bar chart showing sanctions against Russia and Iran for the United Kingdom, European Union, and United States.](https://www.castellum.ai)

**Notes:** The chart reflects the number of designations of Russian and Iranian entities and individuals on June 30th, 2023. **Source:** Castellum.AI. Accessed August 18, 2023. [https://www.castellum.ai](https://www.castellum.ai)
More recently, in October 2022, the United States invoked the extraterritorial Foreign Direct Product Rule (FDPR) to limit the export of highly advanced semiconductors to China. The FDPR requires companies, even those outside the United States, to obtain a license before exporting high-end semiconductors to China if they used US software or hardware in the production process. The FDPR affected European companies that had to comply with US export controls and created tension among the United States and its European allies. The EU became concerned that Washington would increasingly use extraterritorial measures to pressure allies into aligning with its China policy.

Also in 2022, the United States adopted the Inflation Reduction Act (IRA), which includes elements that are concerning to the EU and the UK, such as local-content requirements prohibited under the World Trade Organization’s rules. The EU is vehemently opposed to the IRA’s protectionist elements, such as subsidies that discriminate against foreign companies, and it worries that it will trigger protectionism among other countries, countering the EU’s strategy of trade openness and reciprocity among countries.

Meanwhile, the EU’s Anti-Coercion Instrument (ACI), which will enter into force this fall, could be used against the United States and the UK, in addition to China. The ACI enables the European Commission to impose tariffs and restrictions on foreign direct investment and procurement in response to third countries’ coercive measures after diplomatic means have been exhausted. The commission will be in charge of determining whether a third country’s behavior is coercive. Once member states agree with the determination, the commission, the European Parliament, and member states will prepare a package of countermeasures against the coercing country.

The lack of transparency over the criteria for the ACI’s application, along with the EU’s new unilateral approach to economic statecraft, was criticized by scholars in the UK as a potential harm to the rules-based global trading order. Also, the EU could use the ACI against the United States if Washington continues threatening it with tariffs. For example, in 2021, Washington threatened to impose tariffs against France, Italy, Spain, Austria, and the UK if they refused to withdraw newly introduced digital taxes on US tech giants. The European states eventually agreed to end taxes. Although the goal of the ACI is to deter the United States and third countries from making such threats, application of the instrument could quickly turn into a cascade of tit-for-tat measures imposed by Western allies against one another.

Concerns about the EU’s unilateral approach to economic statecraft are valid; however, the EU could argue that no event has shaken the foundations of transatlantic unity as Brexit has. Brexit reduced bilateral trade between the EU and the UK by an estimated 20 percent as of October 2022 and took out the UK, a major influencer, from the EU’s sanctions designation and implementation process. The UK helped shape the EU’s cyber and chemical weapons sanctions regimes. It also played a major role in developing the EU’s sanctions response to Russia after Russia annexed Crimea in 2014. After Brexit, the UK created autonomous sanctions authorities while the EU lost a significant contributor to the sanctions designation and implementation process. In the future, as the UK develops its sanctions enforcement framework independently from the EU, UK-EU cooperation on enforcement may become even more challenging.
A Common Narrative: Areas of Foreign Policy and Sanctions Regime Alignment

Despite divergences and frictions, Washington, Brussels, and London have been successful in developing and implementing well-coordinated, multilateral economic measures when they have shared a common narrative and their foreign policy objectives were fully aligned. The most recent example is Russia, where both sides of the Atlantic came together to levy unprecedented financial sanctions to deny Russia access to the funds it needs to pursue its war in Ukraine and imposed export controls to curb Russia’s access to the materials and weapon components it needs for waging the war.

Transatlantic partners were able to take fast, coordinated action against Russia because they had a common narrative and understanding of the transnational threat Russia’s actions posed to the accepted international rules-based order. They also agreed that something had to be done. Partners used existing mechanisms to share information on Putin’s intentions and expanded or created new channels for sharing actionable financial information to develop and implement coordinated economic measures.57

Partners used their financial sanctions authorities to target Russian assets within their jurisdictions and made it more difficult for designated individuals and entities to move or transfer funds. Partners also worked together to share best practices and build capacity for implementing sanctions and export controls. Importantly, partners took their time and strategically approached actions that exposed their countries’ vulnerabilities. For example, the oil price cap was rolled out over several months to prevent spikes in oil prices and provide countries time to develop alternative solutions to Russian oil.

Beyond Russia, the United States, the UK, and the EU have a history of collaborating on countering illicit finance and financial crime such as ransomware, human trafficking, and transnational organized crime—areas where their policies happen to be fully aligned. All sides agree that the threats emanating from letting illicit actors abuse the global financial system are substantial and require coordination in sanctions designation and implementation.

Interagency coordination on implementing sanctions against terrorists, cybercriminals, narcotics traffickers, and transnational criminal organizations has built a strong framework of cooperation on sanctions enforcement across the Atlantic. For example, in 2022, the US Treasury designated Russia-based Hydra, the world’s largest darknet market, and Garantex, a ransomware-enabling digital currency exchange. US agencies, including the US Treasury, Departments of Justice and Homeland Security, teamed up with German Federal Criminal Police to shut down Hydra servers in Germany and seize their $25 million in Bitcoin. Similarly, the Treasury coordinated with Estonia’s Financial Intelligence Unit to reveal connections between Garantex and digital wallets used by criminals and designated the exchange for operating in Russia’s financial services sector.48 The history of cooperation on sanctions against transnational threat actors has built a strong foundation for transatlantic partners to cooperate on sanctions designations and enforcement in the future.
Building Common Ground: The Need for Multilateralism in Economic Statecraft

Economic statecraft as a means to advance foreign policy and protect national security below the threshold of armed conflict continues to evolve as transnational threats arise. Although transatlantic partners’ economic statecraft tools and procedures are in different stages of development and are built and executed in very different structures, the G7 and allies’ response to Russia’s invasion of Ukraine demonstrated how multilateral economic statecraft can be leveraged against transnational threats when there is a common narrative, partners’ equities and vulnerabilities are accounted for, and foreign policy objectives align.

The interconnectedness of the global economy and financial system require coordinated multilateral action if economic tools continue to be leveraged for advancing foreign policy objectives. However, this multilateral action cannot be meaningfully developed and implemented without greater transatlantic coordination on the strategic use of these tools and mechanisms to deconflict equities and objectives.

A common narrative and shared understanding of the transnational threat and how transatlantic partners will address it is integral for the successful development and execution of economic statecraft tools. Developing this common ground requires greater information sharing among partners and ensuring appropriate channels exist to enable the consistent and real-time sharing of actionable information with the relevant authorities in each jurisdiction.

In addition to greater coordination on strategy and information sharing, transatlantic partners must understand and consider their unique and shared vulnerabilities associated with the implementation of economic statecraft tools. Partners must develop the capabilities to assess the potential impact of economic statecraft tools on themselves, allies, the broader international community, and the global economy. Otherwise, they run the risk of overextending these tools, unintentionally damaging their own or partners’ economies and populations, and potentially degrading the strength of the US dollar, the British pound sterling, and the euro.49

Further, greater coordination on sanctions and export controls enforcement is needed to ensure these actions are consistently implemented and carry consistent penalties so illicit actors cannot abuse individual jurisdictions to evade or circumvent multilateral sanctions.
Positive Economic Statecraft: Wielding Hard Outcomes with Soft Money
by Nicole Goldin and Mrugank Bhusari

As discussed across the chapters of this volume, economic statecraft is the use of economic instruments in foreign policy and national security. Though not new, it has been gaining traction as a framework for analysis and policymaking in international relations discourse and practice since the 1970s. However, as economic statecraft has come of age, it has largely focused on sanctions, controls, and tariffs. While such “sticks” may necessarily take prominence, the global landscape and nature of strategic competition calls for more “carrots.” Punishment tends to inspire resentment, resistance, and a “rally around the flag” effect within the target state, particularly in authoritarian regimes, while rewards are unlikely to produce defensive reactions. Positive economic statecraft (PES) aggregates diverse economic techniques and instruments of statecraft associated with rewards and incentives under one umbrella. This chapter suggests fundamentals of PES from the perspectives of the United States and the European Union (EU) and offers a way forward to amplify such statecraft as an approach to achieving foreign policy, national security, and economic objectives.
What is (and What is Not) Positive Economic Statecraft

PES is the deployment of economic tools by a government to influence the actual or potential behavior of another government by providing or promising it rewards and benefits. In essence, PES aims to alter the cost-benefit calculations of another state’s given policy option by augmenting the benefits of that policy option. Common instruments of PES come from official international assistance or humanitarian aid (grants, capacity building, technical, budget support); development finance (loans, credit or guarantees, public-private partnerships); providing access to currency, trade, preferential tariffs, and subsidies. These tools can be used to impact both the intentions and the capabilities of the target state. Most commonly, one state seeks a behavior or policy change in another, though PES can be deployed multilaterally as well.

This conceptualization of PES emphasizes both means and ends, and there are limiting factors of the approach. Only economic or financial policy instruments (means) are considered, and they must be applied to either provide or promise inducements (ends).

Similarly, in the context of “statecraft,” only government actors wield PES in an effort to elicit a particular response or behavior from another government. Non-state actors, including individuals, multinational corporations, international organizations, and nongovernmental organizations, are not the direct subject of influence under PES but can be both contributors to or indirect beneficiaries of such statecraft. This conception is broad so that it can capture the myriad of ways a state may attempt to use economic incentives to influence the actual or potential behavior of another state.

Another limitation on PES is that the reversal or withdrawal of punitive measures does not constitute such statecraft, even when it is framed as the bestowal of a reward because withdrawal of punitive measures is part of the logic of those measures. The imposition of costs is not intended to be permanent. Once an undesired policy option is dropped by the target, the costs imposed in association with the (potential) adoption of the undesired policy are also to be withdrawn. Hence, such reversals do not fit within the parameters of PES.

Many of these tools have traditionally been analyzed through the lens of soft power, and there is indeed overlap. A key difference between soft power and PES, however, is that under the latter paradigm, such endeavors must be actively undertaken by a government and with the intention of achieving a specific behavior or outcome. Soft power, in contrast, includes actions undertaken by non-government actors. It does not require intentionality in achieving particular policy, behavioral, or attitudinal outcomes.

Why it Matters Now

Responding to polycrisis and mitigating global risks: The full fallout in terms of economic and societal upheaval as a result of the COVID-19 pandemic and conflict is only starting to become clear. Inflation is just starting to cool from record highs that undermined inclusive growth in advanced and developing economies alike and historically declining global poverty has been reversed as more than seventy million people were pushed into extreme poverty in 2020. Russia’s full-scale invasion of Ukraine in 2022 then sent global prices of food, fuel, and fertilizer skyrocketing. Extreme weather events, such as droughts, floods, heat, and dryness, are leaving a deep impact on agriculture, livelihoods, and physical infrastructure. Inequality within and between countries has worsened and existing socioeconomic divides have been exacerbated. Youth and women disproportionately bear the costs of the crisis.
eased the crises through stimulus and subsidies resulting in the diversion of resources needed to fulfill domestic development goals and to hedge against other global public risks and megatrends, such as migration, digitization, and urbanization. The resources for these concurrent priorities are simply insufficient now and the need to align foreign and domestic interests is pressing. Reflecting a “foreign policy for the middle class,” the US’ 2022 National Security Strategy articulates “the United States must once again rally partners around rules for creating a level playing field that will enable American workers and businesses—and those of partners and allies around the world—to thrive.”

**Emerging economic competitors:** The United States and European countries collectively accounted for dominant shares of global gross domestic product, trade, and capital stock in the decades following World War II. They promoted economic recovery and international development worldwide to prevent the spread of communism and channeled aid and concessional loans primarily through the World Bank Group’s International Bank of Reconstruction and Development and later its International Development Association. The resources provided through the World Bank were often the only, if not the easiest, available and accessible at the time, at least until the United States Agency for International Development (USAID) was established in 1961 and a new era and channel for international assistance commenced. Less-developed or transitioning countries were hence eager to partner with the United States and Europe to secure large-scale development or humanitarian assistance and finance, sell debt securities, and access larger markets. There are, however, new donors and more financing options now available to support countries since the turn of the twenty-first century. Brazil, China, India, Indonesia, Mexico, and Russia have become prominent actors in the global economy, with China emerging as the world’s largest official bilateral creditor. Remittance flows dwarf official development assistance. The $5 billion in new commitments of the BRICS’ New Development Bank in 2021, the China-led Asian Infrastructure Investment Bank’s $10 billion, and the Asian Development Bank’s $22 billion are individually far smaller than the World Bank’s $100 billion that year; yet the operations and membership of these newer institutions are expanding rapidly. Sovereign wealth funds, pension funds, and impact investors also provide alternate sources of financing. The United States and the EU are thus no longer automatic partners for achieving economic advancement; they now need to show countries that they remain valuable partners.

**Countering China and malign influence:** China has already developed a far-reaching web of geopolitical and geo-economic access and levers of influence by offering economic inducements through its Belt and Road Initiative (BRI). The BRI has offered its partners assistance with financing and construction of dual-use hard infrastructure, such as ports, roads, and railways; soft infrastructure, such as economic institutions; and digital infrastructure on a massive scale: projects that drive employment and economic growth (though not necessarily in an inclusive or sustainable manner as discussed further below). The United States, the EU, and their allies must provide an alternative at scale to the BRI for developing countries. Competition will complicate China’s ability to use the BRI as a geopolitical instrument, as countries needing large development finance and capital will have alternatives. Lacking an explicit blending of strategic interests with international commerce and aid promoting mutual benefits, US and EU efforts to compete in infrastructure development programs so far have failed to generate a strategic impact comparable to the BRI for China. At the same time, China has slowed the pace of new projects to hedge against warnings that several countries may default on its debt. Countries are also becoming wary of turning over-reliant on China, seeing how it failed in Pakistan and Sri Lanka among other BRI participants, and thus could be more receptive to deeper and positive economic engagement with the United States and the EU.
PES provides a framework to align these urgent foreign policy goals with the flows of international trade and finance. Moreover, within the context of the current global economy and polycrisis, countries will be eager to partner on large economic projects, providing fertile ground for PES to have a real impact.

**Figure 2: New Players in the Game: BRIC Economies Constitute an Increasing Share of Global Economic Activity**

![Graph showing GDP, Trade, and Capital Stock shares for US, EU, and BRIC countries from 1950 to 2019.](image)

**Notes:** The “BRIC” grouping includes Brazil, Russia, India, and China. Values for GDP measure real gross domestic product at purchasing power parity (PPP) as a share of the global total. Values for trade measure the value of annual merchandise exports as a share of the global total. Values for capital stock measure capital stock in constant 2017 USD as a share of the global total. Data from 1952 following the founding of the People’s Republic of China is used instead of 1950 data for China. Data for Russia not included prior to 1990.  

**How is Positive Economic Statecraft Operationalized?**

**Comparative institutional architectures:** Divergent institutional architectures are apparent in how the United States and the EU go about applying PES in practice. PES tools and instruments in the United States are dispersed among numerous agencies in a web of budgets, authorizing legislation, procurement mechanisms, and governance arrangements. ForeignAssistance.gov, for example, lists US aid spending across more than twenty agencies, though dominated by USAID. At least fifteen different agencies are included on the US Trade Representative’s (USTR’s) list. And the still new US International Development Finance Corporation (USDFC) gets its funding from US Department of the Treasury authorization but is also under State Department governance in that the secretary of state is chair of its board. While individual agencies are seeing success with PES (see Table 2), PES-based interagency or “whole-of-government” initiatives are not routine and have a mixed track record (see discussion of Partnerships for Growth, for example, below).

PES in the EU manifests by the membership as a whole alongside individual member’s bilateral or multilateral efforts (this essay focuses on the EU as an actor). In the EU, each of the principal governing institutions has PES equities and tools in their purview. The European Council and the European Parliament have
principal policy and budgetary authority, while the European Commission helps to shape the EU’s overall strategy, monitors policy and legislative implementation, and manages the EU budget, thus also having a key role in supporting international development and delivering aid through a variety of instruments, such as the Neighbourhood, Development, and International Cooperation Instrument and the European Fund for Sustainable Development Plus. While there are divisions of labor within institutions, the authorities are arguably clearer, with less fragmentation than the United States, enabling a more coherent platform for PES. Both the United States and the EU utilize the common set of PES tools described above. Contrary to the United States, however, the EU offers direct budget support in its development aid and makes use of trust funds among its member nations. Both also continue to wield PES activities through their budget allocations to and votes in multilateral fora and multilateral development banks.

Tools and mechanisms: Across institutions and instruments, both the EU and the United States seek to achieve PES goals through two mechanisms: tactical and structural. Tactical linkages operate at a more immediate level, where a reward for the target state is tied to particular desired policy outcomes. For instance, in July 2023, the EU agreed to provide Tunisia with more than €1 billion in trade, investment, and energy cooperation as long as Tunis stepped up efforts to stem migrant departures from the country toward Europe. With its strict compact eligibility requirements, the US Millennium Challenge Corporation (MCC) can point to specific “MCC Effect” reforms. For example, in 2006, when the MCC’s first compact for $320 million was on the line in Lesotho, adult married women were considered legal minors, restricting their economic rights and participation—also undermining economic growth. To ensure more equal reach and benefit, as well as impact, the MCC and the government of Lesotho came to agree, with civil society support, that compact signing would be contingent upon the government guaranteeing gender equality in economic rights. As such, the Legal Capacity of Married Persons Act 9 of 2006 was passed which untied minority status from marital status. The compact was signed in July 2007.

Over the longer term, structural PES aims to better align dominant domestic political interests, capabilities, and actions with those of the PES-wielding country through ongoing rewards for particular activities and actors. The Marshall Plan, which incentivized the removal of trade barriers and prevented the expansion of communism in Europe through the provision of $13 billion in assistance, is perhaps the earliest post-World War II instance of an attempt to reorient political and economic policy abroad. Often less qualified in nature, structural and tactical mechanisms are complementary and can be applied simultaneously in an integrated PES approach. The EU’s Global Gateway initiative, launched in 2021 and set to run through 2027, brings together EU-wide institutions and members to jointly mobilize up to €300 billion in investments for values-driven, sustainable, and high-quality infrastructure projects. While promoting markets and investment opportunities for the EU, Global Gateway is also based on and seeks to advance EU interests in cooperating countries: rule of law, human rights, and international norms and standards. Since 2000, the US’ African Growth and Opportunity Act (AGOA) has been led by USTR, with capacity-building support from USAID and other agency engagement. AGOA was enacted by Congress in 2000 to allow duty-free goods entry from eligible countries in sub-Saharan Africa, driving numerous policy reforms and mutual benefits that have led to reauthorization in 2015. The act authorizes the president to designate countries as eligible to receive the benefits of AGOA if they are determined to have established, or are making continual progress toward establishing, the rule of law and political pluralism; protection of intellectual property; efforts to combat corruption; policies to reduce poverty, increasing availability of healthcare and educational opportunities; protection of human rights and worker rights; and elimination of certain child labor practices in addition to other external policies. Table 2 provides additional examples of how the United States and the EU have deployed a variety of PES instruments across the globe to achieve a wide range of foreign policy goals.
Table 2: Examples of PES initiatives taken by the US and the EU

<table>
<thead>
<tr>
<th>Grants, technical assistance, and aid</th>
<th>Tactical linkage</th>
<th>Structural linkage</th>
</tr>
</thead>
<tbody>
<tr>
<td>• From 2016 to 2021, the EU provided budget support to the government of Colombia to promote conservation and sustainable management agreements between the authorities and rural communities of protected areas—contributing to the rehabilitation or recovery of nearly twenty-eight thousand hectares of forest—and incentivized the Colombian government to increase its own financial support to parks and land preservation.73</td>
<td></td>
<td></td>
</tr>
<tr>
<td>• Nonmilitary US aid to Pakistan in the early 2010s was explicitly and legally conditioned on Pakistan’s cooperation with the United States on counterterrorism efforts.74</td>
<td></td>
<td></td>
</tr>
<tr>
<td>• In 2016, the EU provided Turkey with €6 billion in grants to support refugees conditional on increased border security along Turkey’s maritime borders with Greece.75</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Credit, investment, and finance</th>
<th>Tactical linkage</th>
<th>Structural linkage</th>
</tr>
</thead>
<tbody>
<tr>
<td>• The US authorized in 2003 a sovereign bond guarantee to Turkey of up to $8.5 billion as long as it cooperated with the US on Operation Iraqi Freedom and did not unilaterally deploy troops into northern Iraq.76</td>
<td></td>
<td></td>
</tr>
<tr>
<td>• After Moldova joined the EU’s sanctions against Russia in 2023, the European Commission announced a support package for Moldova which included finance for small and medium-sized enterprises, trade, and human capital development.79</td>
<td></td>
<td></td>
</tr>
<tr>
<td>• In 2021, the Export-Import Bank of the United States signed a contract with Lithuania’s Ministry of Foreign Affairs for export guarantees or direct loans worth up to $600 million after China blocked Lithuanian imports in response to the opening of a Taiwanese representative office in Vilnius, thus allowing Lithuania to persist with its policy despite steep costs.80</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

| • Since 2015, the EU Emergency Trust Fund (EUTF) for Africa has been providing a coordinated and integrated response to the diverse causes of instability, irregular migration, and forced displacement. The EUTF for Africa provides a new impetus for EU cooperation on migration by creating a platform to reinforce political engagement and dialogue with partner countries and encouraging governments’ own efforts to improve security.77 |
| • Since 2010, the European Investment Bank’s Eastern Partnership Technical Assistance Trust Fund has provided investment financing alongside advisory services to advance shared objectives for private sector development, social and economic infrastructure development, and climate change mitigation and adaptation.81 |
| • The USDFC aims to incentivize governments and the private sector to improve technology infrastructure development practices and is leading the US’ participation in the Blue Dot Network, which will evaluate and certify infrastructure projects based upon adherence to commonly accepted principles and standards. Over time, the network will aim to raise standards in global infrastructure development, serve as a market signal for quality, and promote policy and practices to obtain Blue Dot Network certification.82 |
Both the EU and the US generally apply and implement PES in a manner distinct from China’s oft criticized, self-interested, and relatively opaque model of exploitive contracting, offering grants or concessional finance rather than contracts, engaging and employing local communities, and tending (or at least aspiring) to be more inclusive, sustainable, and people and planet friendly, while increasingly aligned with domestic interests as well.

Path Forward for Positive Economic Statecraft

Increase and improve coordination on PES within and across governments. A failure to coordinate frequently plagues governance effectiveness. Improving the application of PES can, for example, strengthen interagency policy coherence; align short- and long-term objectives; and streamline communications, procurement, consultation, co-finance, and other processes within and between agencies as well as with other allies and partners. This includes employing “whole-of-government” approaches that utilize best practices and avoid past mistakes. In the United States, for example, the Obama administration’s Partnership for Growth (PFG) initiative sought to unite tools of economic assistance and development from various agencies to forge new, mature economic cooperation relationships with good-governed states and committed leaders. While many view PFG to be successful in several respects—advancing transparency, analytical rigor, and cooperating country participation—there were also coordination challenges that undermined effectiveness, such as aligning budgets and implementation mechanisms. In April 2022, US Sen. Bob Menendez (D-NJ) introduced the Economic Statecraft
for the Twenty-First Century Act that expressly seeks to improve coordination. PES coordination and cooperation can also be amplified with geographic focus. The EU’s immediate neighborhood, for example, is fertile ground for PES to counter Russian influence, while the United States has natural advantages and critical goals in Latin America and the Caribbean.

Advance PES in multilateral fora. PES experience to date has not optimized or relied on multilateral coordination to be effective. European states had an inherent advantage in pursuing such unilateral economic statecraft through the deep trade, finance, and aid networks they developed over centuries of colonization in Asia and Africa—for example, France in Africa. The former colonies of Belgium, France, Germany, Portugal, Spain, and the United Kingdom remain the largest recipients of their official development aid which in turn allows the former imperial powers to maintain influence over governments that rely on the aid for achieving development goals. At the same time, the scale and potential impact of PES could be significantly expanded when the collective reach and resources of multilaterals are brought to bear. Given their influence and leadership in the global multilateral financial institutions and diplomatic systems—the UN, Bretton Woods institutions, the Group of Seven, the Organisation for
Economic Co-operation and Development—the EU and the United States are well positioned to promote PES approaches toward shared objectives, such as preserving democracy in and rebuilding Ukraine, reducing food insecurity, mitigating inequality, or adapting to climate change. For example, together, the EU and the United States comprise a significant share—approximately 40 percent—of votes in the World Bank and the International Monetary Fund, as well as in the regional development banks. With reform agenda and “evolution” underway, this is an opportune time to elevate and advance new approaches in the Bretton Woods institutions and beyond.92

**Develop sectoral PES strategies.** While PES can be applied in a sector-neutral manner, there may be additional benefit from targeting certain sectors, complementing industrial policy objectives as well economic and national security goals. For example, amid supply chain disruptions caused by the COVID-19 pandemic, critical minerals have emerged in the United States as pivotal to economic and national security.93 Similarly, driven higher by Russia’s war in Ukraine and climate-change-induced droughts and heatwaves, food, fuel, and fertilizer inflation surged and created even more urgency among US and EU leaders and organizations worldwide around food security and the need to promote a resilient agriculture and food sector.94

While PES is primarily the realm of the state, private sector partnership and engagement to induce investment, capital mobilization, or blended finance will be important elements of sectoral PES strategies to ensure alignment with, rather than distortion of, market dynamics.

**Advance a PES research and learning agenda to build the evidence base.** As with many “new” approaches or theories, there may be more questions than answers when it comes to PES. While PES is not necessarily “new,” it is not commonplace in the development and diplomacy discourse and arguably underutilized. Researchers and policy practitioners should collect more case studies, data, and best practice evidence to improve the “business” and “geo-economic” cases for PES. Outstanding questions for research include, for example:

1. What are the biggest hurdles in implementing PES, and how can those hurdles be overcome?

2. How can subnational or local governance actors apply PES?

3. While they are not direct players in formal statecraft, how should non-state actors—corporations, philanthropies, nongovernmental organizations/international nongovernmental organizations—be engaged in PES?

4. How can PES be used to support the Just Transition?95

5. How can PES be used to target and mitigate inequality, especially along gender, generational, or geographic lines and promote inclusive growth?

6. How does PES deployed by the BRICS+ economies—an expanded grouping which now includes Brazil, Russia, India, China, South Africa, Argentina, Egypt, Ethiopia, Iran, Saudi Arabia, and the United Arab Emirates—and other emerging Global South nations compare/differ to that of the United States and the EU (or individual EU member countries)?
In September 2022, US National Security Advisor Jake Sullivan delivered a speech at the Global Emerging Technologies Summit in which he articulated a new, bold policy framework for maintaining US technological supremacy in the twenty-first century. One component of this strategy is protecting US technology advantages, largely through a more assertive use of export controls. In particular, Sullivan announced that the United States would move beyond a strategy of using export controls to maintain relative advantages in advanced dual-use technologies over strategic competitors to instead using such tools to “maintain as large of a lead as possible.” In doing so, he pointed to the unprecedented, multilateral semiconductor export controls that the United States, the European Union (EU), and other major partners imposed on Russia after its invasion of Ukraine as an example of how export controls on key technologies can not only work to impede the technological capabilities of competitors, but also as “strategic asset(s) in the U.S. and allied toolkit to impose costs on adversaries, and even over time degrade their battlefield capabilities.”
Less than a month later, the United States announced a sweeping set of export controls designed to cut off China-based entities’ access to advanced semiconductors, technologies necessary to manufacture these high-end microelectronics, and supercomputers to the extent that any of these items rely on US technology. The rules also prevented US persons from aiding Chinese companies in their pursuit of these kinds of technologies. After several months of negotiations, Japan and the Netherlands—the other two countries that produce most advanced semiconductor manufacturing equipment (SME) technologies—introduced similar, though perhaps less stringent, controls.

These export controls are only one component of a multifaceted policy to deny China the ability to develop indigenous advanced semiconductor technology capabilities. The US government has also strengthened oversight and prohibition authority over Chinese investment into US critical technology companies, provided subsidies to re-shore semiconductor fabrication and catalyze further research and development investments in frontier technologies through the CHIPS and Science Act, and placed new regulations on outbound investment to China in activities involving advanced, dual-use technology. And it has sought to convince allies and partners to implement similar measures, whether through the US-EU Trade and Technology Council or the Chip 4 alliance between the United States, Taiwan, South Korea, and Japan. Given its status as a relatively minor player in the semiconductor supply chain, the EU has been especially keen to reduce its dependency on foreign suppliers, most notably through the $47 billion European Chips Act, which seeks to double EU market share in the industry from 10 percent to 20 percent by 2030 (for comparison, US market share is 46 percent, South Korea’s is 19 percent, and China’s is 7 percent).

The Biden administration’s willingness to develop these increasingly complex authorities is striking for two reasons. First, it illustrates how rapidly core beliefs have changed over the wisdom of market fundamentalism versus greater government intervention in markets that may generate security externalities. These shifting attitudes have led to a greater willingness to embrace increasingly restrictive forms of economic statecraft. Second, the novelty of these regulations makes it challenging to assess their benefits and costs. Even if commentators agree that China presents a security threat to the United States and its allies, there are substantial concerns about the enforceability of sanctions, whether and when they can effectively slow down the technological development of competitors, their costs to home-country innovation and economic growth, and whether such controls may actually diminish the home country’s technological advantages over time by encouraging targets to more quickly develop their own technologies or shift their consumption to items produced in third countries. This has led to an increasingly fierce debate over whether the United States—individually or working in concert with its partners and allies—can “weaponize” choke-point technology in the semiconductor supply chain and, relatedly, whether the United States, the EU, and other advanced democracies can effectively diversify their semiconductor supply chains out of China. After all, a new semiconductor fabrication plant can cost between $10 billion and $20 billion and take two to five years to build.

In this chapter, we use network analysis techniques to provide an initial assessment of the effect of the increasing imposition of export controls and related tools on the global semiconductor supply chain. Key findings from our analysis include:

- Semiconductor supply chains are hierarchical networks, with a few key producers holding central positions. This is important because the United States and its allies’ export controls are more likely to successfully slow China’s dual-use technological advances when they are imposed on hierarchical networks in which they hold central producer positions.
China’s role as the predominant buyer in several segments of the semiconductor production network makes the politics of building and maintaining a strong export control alliance more challenging because consumers have more power when producers rely on one primary buyer rather than multiple, roughly equal consumers. The United States and its allies’ export controls will be more effective in networks where China’s consumer centrality is less pronounced.

The United States does not occupy an overwhelmingly central role in these supply chains but shares its powerful position with other key countries, including Japan, South Korea, Taiwan, and the Netherlands. These countries all occupy central producer roles in at least one major facet of the global semiconductor production network. This, combined with the fact that in some market segments—notably SMEs for assembling, testing, and packaging (ATP)—China is the overwhelmingly dominant buyer, means that the United States will need to choose technologies to control carefully, and will need to act in concert with other major producers to be effective.

The network structures of these supply chains have been surprisingly resilient in the face of substantial upheaval over the past five years—a period that includes trade wars, escalating use of list-based sanctions and export controls on semiconductor technologies, a global pandemic, and the fallout of a land war in Europe.

Preliminary evidence suggests that the United States’ most recent round of semiconductor export controls have led to a steep decline in China’s position as a buyer in these global markets.
From this analysis, the following key policy recommendations emerge:

- Export controls on advanced semiconductors and the components needed to fabricate them are likely to effectively limit Chinese access to these technologies with little risk of backfilling by other countries—provided that Japan and the Netherlands impose and enforce similar and complementary controls.

- However, the United States does not have a powerful centrality position in all critical supply chain networks, and the Chinese government can similarly use its position in other important supply chains, such as some critical minerals, to impose short- to medium-term costs on the United States and its allies in the export control alliance. These tactics will likely be used to try to break the resolve of the control coalition.

- As the United States and its allies consider more assertive use of network positions in the supply chains and technology systems they do control, they will simultaneously need to consider their own vulnerabilities in other critical supply chains. Policy makers will need to balance these risks and continue to pursue strategies to restructure critical networks away from China if they wish to continue the assertive use of export controls with minimal blowback. In the future, policy makers should continue to monitor not the overall value of trade flows between countries, but how these trade systems create, maintain, and revise network structures, as it is the network structures—rather than bilateral economic flows—that confer power and signify vulnerabilities in global supply chains.

How Networks Model Power and Dependency

Most research and commentary on trade focuses either on unilateral or bilateral metrics. That is, they assess how much an individual country imports and exports to the world or how much two countries import and export to and from each other. Such analysis provides a useful first approximation of a country’s trade dependencies and points of potential leverage.

However, to understand the nature of power and interdependence in complex supply chains, we need to model trade flows as a network. We do this by constructing mathematical relationships of "nodes" and how they connect to each other through network "ties" or "edges." In our case, countries are our nodes, and they are tied through trade of specific items that comprise the semiconductor supply chain. This approach allows us to understand not just a country’s overall share of the market (either as buyer or seller), or how much it depends on trade from a particular third country, but also the structure of the supply chain as a whole, the role each country plays in stitching together the global supply chain, and what would happen to the system structure if a country was removed: Would the network collapse? Would other countries quickly backfill the role previously performed by the removed country?

We can uncover how network structure, and countries’ positions in them, impact whether and how export controls influence outcomes by examining three things:

1. Network structure
2. Country positions within these networks
3. Whether specific events dislodge countries’ structural positions
Hierarchical Networks are Easier to Leverage

First, we can analyze the shape and performance of each network as a whole by inspecting patterns of trade ties between countries. The “typology” of a network helps explain how resilient it is to disturbances, or, conversely, how easily networks can adapt and change as ties are broken. Resilience and adaptation are functions of how hierarchical the network is.

The term “resilience” operates slightly differently in network theory than in common parlance. While the word “resilience” might sometimes refer to a person who is adaptable, “resilience” in a network means that the network does not change easily. Resilience for a network is more like the resilience of a building that stays standing during a storm: Resilient networks withstand disturbances and still look the same. And a network’s resilience is a function of how hierarchical the network is.

Hierarchical networks are ones in which most hubs have very few connections, but they all tend to connect to the same small set of actors. For example, the international banking system is highly hierarchical because most countries are connected to few other countries through cross-border financial obligations, but almost all countries are connected to the United States. These networks have become hierarchical because actors in these systems are motivated by “preferential attachment.” That is, part of the value of connecting to the US banking system is that lots of other countries are connected to the US banking system as well. That means that the US system is large and liquid, and the costs of connection are small because there is ample infrastructure to connect to it. The currency network is also a hierarchical system (with the US dollar at its core) as are most social media networks. Indeed, the resiliency of X, formerly known as Twitter, to retain users and resist being overthrown by startup microblogging alternatives, despite widespread frustration with the site, is an illustration of preferential attachment and network resiliency.

In contrast, other networks are much less hierarchical. Here, the average number of connections per node is closer to the maximum number of connections the most highly connected node has formed. These are random, or flat, networks. Flat networks are more able to adapt quickly to perturbations in the system because there are no huge positive externalities associated with connecting to any particular node, and so actors can more easily find substitute nodes to connect to if one node is no longer available to them. Many commodity markets function closer to flat networks because commodities are undifferentiated and interchangeable, so it is less costly to switch to a different supplier.

Our statistical analysis finds that all seven semiconductor networks we examined display hierarchical tendencies—they have a few countries that are highly connected while most countries do not sell semiconductor items to other countries. Across each of these networks, we see that only a small number of countries are highly connected as producers. These producers, then, have substantial power in the network, particularly if they work in coordination. This is because their dominant position within a hierarchical network makes it more possible for them to control access to these semiconductor technologies without fear that subordinate actors within the network could find alternative sources of these technologies.
The US, Japan, and the Netherlands Jointly Have Supplier Centrality

If hierarchical networks provide opportunities to assert leverage, the question then is for whose benefit? To evaluate which actors can exert control over a particular network, we need to calculate measures that assess the centrality of each actor in the network. Conceptually, centrality helps identify which nodes are most important to the functioning of the entire system. For example, in the case of the global banking network, the United States has high centrality because most countries in the network connect to it. Most other countries have very low centrality because hardly any other actors connect to them. This confers enormous power on the United States—as the central node in the global banking system it can use access to its banks, and US dollars, as leverage. Because the hierarchical structure of the network renders it highly resilient to disturbances, the United States can freeze individuals or more isolated states from the system without worrying that the network could reorganize around other nodes, reducing its importance. Of course, there are limits to how far the United States can use its central position in this way, but the logic of preferential attachment makes it challenging for actors to develop rival systems.

Because centrality measures importance, and because there are many ways to conceptualize what makes an actor important, there are also many ways to measure centrality. In this analysis, we focus on parameters that capture whether a country is a central supplier and/or whether it is a central buyer in the network. A country is a central supplier if it sells many of its semiconductor products to countries that are central buyers of those products. Similarly, a country is a central buyer if it obtains many of the semiconductor products in imports from countries that are central suppliers in the network. Because we are able to model the supply chains of multiple components of the semiconductor supply chain, we can measure countries’ supplier and buyer centrality across each of these supply chain segments.10

Determining countries’ supplier and buyer centrality provides important insight into their structural position in specific semiconductor component networks. This allows us to understand when and how countries have the power to use these network positions to exert influence over others. Countries’ ability to engage tools of economic statecraft such as export controls to coerce or control the behavior or capabilities of others is higher when they are more central, and higher still when the network is hierarchical. In such systems, it is harder for targeted countries to defeat export controls by finding alternative countries with which to trade, and network resiliency means central countries can control access to their technologies without the system easily reorienting away from these central countries.

Conceptually, countries with high supplier centrality are greatly influential as producers of semiconductor items. They control the underlying technology and know-how to produce these goods for export, and others are reliant on them. Countries with high buyer centrality are influential consumers of semiconductor items. They are dependent on others for these goods, but they also may have substantial power to set standards if sellers are dependent on exporting to their markets. When a country has high buyer centrality, it will have the most power in that network if no individual country simultaneously has high supplier centrality. In that case, the country is a dominant buyer that has many options for sellers. Conversely, when a country is a central supplier, it will have the most power in a network when no individual country simultaneously has high buyer centrality. In that case, the country is a dominant seller and has many options for buyers.
Figure 3 plots the network positions of China, Japan, the Netherlands, South Korea, Taiwan, and the United States in the global trade networks for seven semiconductor supply chain items, measured annually from 2017 to 2021.\textsuperscript{111} The x-axis plots countries’ supplier centrality and the y-axis plots their buyer centrality.
Clear patterns quickly emerge. China stands out as a central buyer for chips and ATP SMEs. This position could confer China a great deal of leverage as a buyer, as their continued consumption of these products is essential to producer profits. In other contexts, governments can use their market power as consumers to influence regulatory standards.112

But the effectiveness of such tactics also depends on the structural positions of major producers. The logic chip networks are a highly diversified producer market, with no one country dominating. In these networks, we can expect that consumer power has greater potential to be effective. It also means that China’s position in these networks may be particularly threatening to the United States and its allies precisely because its market position generated so much power. In contrast, South Korea’s dominant hub position in memory chips, and its position along with Japan as a broker in the network for SMEs for ATP, dulls China’s ability to exploit its network position because producer concentration shifts more power to dominant supplier countries.

Inspection of network positions across other components of the supply chain further reveals where countries have, either individually or jointly, latent power capabilities. In the networks for integrated circuit (IC)-making SMEs and miscellaneous SMEs, Japan, the Netherlands, and the United States are jointly dominant suppliers, with the United States especially occupying a central position as both a producer and a consumer of miscellaneous SME items. These positions have largely strengthened over time. No one country dominates as a consumer, meaning the United States, Japan, and the Netherlands have the most opportunity to control these supply chains with minimum network adaptation, as long as they act in concert. Japan and the United States similarly enjoy a dominant producer position in photomasks. The process chemicals network is the only supply chain where China operates a brokering position as both a central producer and consumer, but Japan’s dominant producer position means China would likely only be able to successfully leverage this central position if it were able to do so in coordination with Japan.

**No Evidence that Export Controls Have Eroded the US’ Central Position**

The above exercise provides insight into which parts of the semiconductor supply chains are more conducive to control, and by whom. But that exercise only provides insight into latent power capabilities. In this section, we study the monthly trade data to show the persistence or change in producer and buyer centrality from January 2017 to March 2023. In doing so, we examine whether there are any structural breaks in these time series and map the structural breaks we find to real-world events.

A structural break can be defined as a sudden change in time series data because of an arbitrary interruptive event.113 After calculating the structural breaks in the time series, we were able to correlate the time stamps with global and domestic developments that affected the global semiconductor supply chain. Table 3 lists all such events.
<table>
<thead>
<tr>
<th>Event No.</th>
<th>Event</th>
<th>Date</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Trump administration announces Section 301 investigation against China</td>
<td>August 18, 2017</td>
</tr>
<tr>
<td>2</td>
<td>Section 301 tariffs on China (List – 1): Tariffs on select electrical and electronic machinery</td>
<td>July 6, 2018</td>
</tr>
<tr>
<td>3</td>
<td>Section 301 tariffs on China (List – 2): Tariffs on IC chips and SMEs</td>
<td>August 23, 2018</td>
</tr>
<tr>
<td>4</td>
<td>Section 301 tariffs on China (List – 3): Tariffs on process chemicals</td>
<td>September 24, 2018</td>
</tr>
<tr>
<td>5</td>
<td>US Department of Commerce’s Bureau of Industry and Security (BIS) puts Huawei on Entity List</td>
<td>May 21, 2019</td>
</tr>
<tr>
<td>6</td>
<td>Section 301 tariffs on China (List – 4A)</td>
<td>July 21, 2019</td>
</tr>
<tr>
<td>7</td>
<td>Global onset of COVID-19</td>
<td>March 2020</td>
</tr>
<tr>
<td>8</td>
<td>US BIS puts the Chinese chipmaker SMIC on Entity List</td>
<td>December 22, 2020</td>
</tr>
<tr>
<td>9</td>
<td>China relapses into COVID-19 lockdown</td>
<td>April 2021</td>
</tr>
<tr>
<td>10</td>
<td>First round of sanctions on Russia after invasion of Ukraine</td>
<td>February 27, 2022</td>
</tr>
<tr>
<td>11</td>
<td>US BIS implements additional export controls and modifies Entity Lists on semiconductor-related products against China</td>
<td>October 7, 2022</td>
</tr>
</tbody>
</table>
Overall, we see that producer and buyer centrality is relatively stable across this time, even though it is quite a tumultuous period. This period includes a US-China trade war that imposed additional tariffs on all seven semiconductor networks we analyzed, the initial onset of COVID-19 and subsequent relapse of COVID Zero policies in China, entity listings of the Chinese telecommunications firm Huawei and Chinese chipmaker SMIC, and the multilateral export controls on semiconductor chips to Russia following its invasion of Ukraine in 2022. Monthly data are a bit noisy due to cyclical fluctuations in quarterly trade invoicing in many transactions, but relative positions in most networks stay stable, except in SMEs for IC and miscellaneous SMEs. Here the United States, Japan, and the Netherlands maintain rough parity through the period. The relative stability of these scores over time reflects the fact that these networks display high levels of resiliency.

The most interesting shifts in the time series appear in early 2023, after the announcement of the October 7 controls and reports that Japan and the Netherlands would implement their own complementary controls. Because the time series ends in March 2023, we do not have enough data to determine if these structural breaks are statistically significant. However, in the first quarter of 2023, Japan’s producer centrality for ATP and IC SMEs shoots up. The United States registers a significant jump in its producer centrality for logic chips. These changes indicate that the United States and Japan became more central producers after the imposition of controls.

The effect on buyer centrality—that is, the central consumers in the network—is even more interesting. China’s consumer position in logic chips plummets. This is exactly what we would expect would result from the October 7 controls, which created a presumption of denial for logic chips to China. However, China’s buyer centrality scores for IC and ATP SMEs increased, meaning it became a more central consumer after the imposition of export controls. The October 7 controls do not involve SMEs for ATP, so we had no prior expectation about how this supply chain would react to the controls. However, advanced IC SMEs are covered by these controls. We will need more months of data to determine the longer-term trend. It may be that this increase in SMEs for IC is only for tooling equipment for trailing-edge chips. Conversely, it could be indicative of some backfilling by other producers before their own controls were implemented along with stockpiling by the Chinese. This is a component supply chain that is important to monitor closely as technological breakthroughs in IC SMEs would be necessary if China were to develop indigenous advanced semiconductor manufacturing capabilities.

**Conclusion**

The increased use of export controls has raised questions about whether more aggressive attempts to deny China access to dual-use advanced semiconductor technology can effectively stymie its indigenous capabilities or backfire by providing Chinese firms and China’s government with incentives to redouble research and development efforts to achieve technological autonomy. Such assessments are complicated by the novelty of the current US approach and a lack of useful historical examples on which to evaluate the benefits and costs of such controls.

By modeling the semiconductor supply chain as a multilayered network, we can better understand the structures of these systems and, therefore, their relative resilience versus adaptive capacity. The United States and its allies are more likely to achieve success when they occupy positions of producer centrality within networks characterized by substantial hierarchy. In these contexts, they have ownership over narrowly held technology within networks that are resilient and, therefore, unlikely to provide countries
denied access to these technologies with reasonable alternatives to their procurement. In contrast, flatter networks are harder to control because imposing export controls is much more likely to only lead to the network reorienting around alternative producers, pushing US producers and US-controlled technology to obsolescence.

Overall, we find that semiconductor supply chains are hierarchical networks that display surprising resilience despite the tumult of policy and exogenous shocks in recent years. The structure of these networks makes it possible for central producers to impose controls on their technology with little immediate reorientation and backfilling of these networks. However, many of these supply chains are not organized around one central node (as is the global financial system around the US dollar). Instead, the Netherlands, Japan, South Korea, and Taiwan all hold important producer positions in various parts of these supply chains. This means that US efforts to limit leakage of advanced semiconductor technology to China will need to be coordinated with these other central actors to be effective.

While the United States and a handful of allies are central players in these particular supply chains, other countries, including China, are central in other important supply chains, such as processing of critical minerals that are used in the production of certain kinds of advanced chips and electric vehicle batteries. As the United States and its allies consider more assertive use of network positions in the supply chains and technology systems they do control, they will simultaneously need to consider their own vulnerabilities in other critical supply chains. The Chinese government’s recent announcement that it will require licenses for export of two key critical metals—gallium and germanium—is an illustration of this risk. So long as the United States can maintain a coalition among key advanced semiconductor producers, it is unlikely that the Chinese will be able to quickly, or easily, restructure these supply networks in their favor. However, it is more likely that the short- to medium-term costs of US policies to limit China’s access to advanced technology will be in Beijing’s retaliatory, reciprocal actions to leverage supply chains in which it has a dominant position.

In the future, policy makers should continue to monitor not the overall value of trade flows between countries, but how these trade systems create, maintain, and revise network structures. Doing so will provide insight into when export controls are more likely to achieve strategic objectives, when they are likely to be counterproductive, and when they must be applied only within a cooperative framework with partners and allies to be able to effectively prevent strategic competitors and military adversaries from gaining access to dual-use technological capabilities.

Appendix: Data and Methodology

This paper uses trade data from the United Nations’ Comtrade database to create directed and weighted networks, decomposed across five different segments of the semiconductor supply chain and two categories of finished chips: process chemicals; SMEs used for manufacturing integrated circuits (IC SMEs); assembling, testing, and packaging (ATP SMEs); and miscellaneous SMEs (typically, parts and servicing of SME equipment); photomasks; logic chips; and memory chips. For most countries, we use the values of imports and exports they report to the UN. Because of concerns about the veracity of China’s data reporting, we use mirror data for China, meaning that we construct their imports by summing all exports to China that third countries report and their exports by summing all of the imports from China that third countries report. China reports data separately for the mainland, Hong Kong Special Administrative Region (SAR), and Macau SAR; we aggregate the values of these three entities. In the case of Taiwan,
the database does not explicitly report data as a distinct country for political reasons. Instead, Taiwan is included in the category “Other Asia, not elsewhere specified.”

We calculate hub and authority scores, which we refer to as supplier centrality and buyer centrality in the chapter, to increase accessibility for non-technical readers. In network terms, the hub score of a node is directly proportional to the authority scores of its outgoing connections. Similarly, the authority score of a country is proportional to the hub scores of its incoming connections.

Complete annual data is not yet available for 2022. Ending analysis in 2021 allows us to examine the structure of these supply chains prior to Russia’s invasion of Ukraine in February 2022 and the Biden administration’s imposition of increasingly restrictive export controls on chips in October of that year.

For analysis requiring monthly data, we only include the United States, China, Japan, and the Netherlands. Unfortunately, South Korea and Taiwan have not reported monthly data for the entirety of the studied period, so we must exclude them from analysis. This makes our empirical exercise a less accurate reflection of the actual supply chain. However, we focus particularly on the relative positions of the United States, China, Japan, and the Netherlands over time. Our interest in the effect of export controls on centrality means that the focus on these four countries is justified.
NEW ERA OF FINANCIAL SANCTIONS: ADAPTING TO ANTI-DOLLAR POLICIES

by Daniel McDowell

According to a popular legend in US history, George Washington refused an offer to become the United States’ first king as the Continental Army was poised to defeat British forces in the American Revolutionary War. Though Washington never assumed the throne as a monarch, his appearance on the US one-dollar bill has made him a powerful symbol of US financial royalty. Indeed, the dollar is often described as the “king” of all currencies, and rightly so.

Across the full spectrum of international roles that a national currency can play—the reserve currency role, cross-border payments and trade settlement, turnover in foreign exchange markets, and so on—the US’ currency outcompetes all comers and lacks a true rival.

Dollar preeminence means that the US banking system is at the center of the global economy, giving the US government legal control over the financial plumbing that the world economy depends on to function.

Through the simple issuance of a presidential executive order, or by congressional action, Washington can employ financial sanctions to impose enormous economic costs on targeted foreign entities—including individuals, firms, and state institutions—by freezing their dollar-denominated assets or cutting...
them out of the banking network through which dollars flow. The costs for individual targets, known as Specially Designated Nationals (SDNs), are immense, greatly curtailing a target’s ability to participate in international trade, investment, debt repayment, and depriving them of access to their wealth.

Since the turn of the century, in response to a long list of international issues—including human rights violations, democratic backsliding, and threats to US national security—the US government has steadily increased the frequency with which it reaches for the tool of financial sanctions.

Washington’s growing reliance on the tool has provoked US adversaries—as well as some of its friends—to pursue anti-dollar policies in response. Often, these efforts to reduce reliance on the dollar have failed; however, in other instances, policies produced modest levels of de-dollarization. Recent responses by China and Russia in this space, described below, are especially notable. While the dollar’s position as top international currency is unlikely to be upended by these steps, over time such policies could weaken the coercive capabilities that the United States derives from dollar centrality.

In response, policy makers in Washington should rethink the guidelines around when, and how, financial sanctions are deployed. Those new guidelines should emphasize coordination with allies, reconsider the use of so-called symbolic sanctions, and insist on a higher bar of scrutiny for financial sanctions against issuers of potential rival currencies.

The Sanctions Obsession

Financial sanctions emerged as a popular new tool of economic statecraft around the turn of the century as policy makers were growing disillusioned with traditional economic sanctions, like trade embargoes, which often harmed civilians while leaving dictators unscathed. In contrast, financial sanctions could impose economic costs on specific targets with great precision. In the same way that smart bombs were changing the dynamics of military combat, “smart” sanctions were revolutionizing economic warfare.

Policy makers’ emergent enthusiasm for financial sanctions also reflected the fact that traditional commercial sanctions were not usable against terrorist organizations which, in the post-9/11 moment, represented the security threat that posed the greatest concern for many in government.

Finally, the appeal of financial sanctions increased because they are precise yet scalable. At the low end of the spectrum, they can be used to punish a single individual, while at the other extreme, entire financial systems can be isolated through the imposition of blocking sanctions. If US policy makers wish to obtain maximum effect, secondary sanctions, which compel financial institutions from third countries to enforce US sanctions law, allow for the further ramping up of a coercive program.

The primary way that the United States initiates a new round of financial sanctions is through a presidential executive order directing the Office of Foreign Assets Control (OFAC) at the US Department of the Treasury to add additional SDNs to its “blacklist.” In response, all banks operating in the US market are required to end financial services on behalf of listed individuals and entities.

Over the last two decades, the United States has used financial sanctions with increasing frequency. In 2000, there were just twenty-two active sanctions-related executive orders; by 2022, this had increased to 109, a nearly fivefold increase. In 2000, just four foreign governments were targeted under a Treasury country program. Today, that number is greater than twenty—meaning almost one in ten sovereign states is presently under a US financial sanctions program.
The more the United States has reached for financial sanctions, the more it introduces “political risk” into the international currency system. That is, it has made adversaries in foreign capitals (and, sometimes, friends and allies) more aware of the strategic vulnerability that stems from dependence on the dollar.

Some governments have responded by implementing anti-dollar policies—measures that are designed to reduce an economy’s reliance on the US currency for investment and cross-border transactions. Russia’s response to years of increasing US sanctions pressure illustrates this point well.

Russia’s Anti-Dollar Strategy

For the last year and a half, observers have watched to see how Vladimir Putin’s Russia is adapting to Western economic sanctions imposed following its unprovoked invasion of Ukraine on February 24, 2022. Though the West’s response has included a variety of economic penalties, financial sanctions have played an outsized role. Russia’s biggest commercial banks, its wealthiest oligarchs, its highest-ranking government officials (including Putin himself), and even the Central Bank of the Russian Federation (CBR) have been blacklisted by US Treasury as well as the US’ key allies in Europe and Asia.10

While the world’s attention to the Russian economy’s struggle under sanctions is of recent vintage, in Moscow, concern about a weaponized dollar is fast approaching the ten-year mark.
Russia’s experience with US financial sanctions is both long and layered. First targeted in 2014, following its illegal annexation of Crimea, the Kremlin watched as the Obama and Trump administrations continued to pile on Treasury-backed sanctions programs. Penalties were levied in response to a variety of offenses, including Russia’s meddling in the 2016 US presidential election, cyberattacks against US businesses, human rights violations, and ongoing destabilizing actions in eastern Ukraine.¹²¹

Moscow reacted by launching an ambitious anti-dollar policy agenda. The first observable steps came in 2014 when, following the Crimea sanctions, CBR immediately increased its pace of physical gold purchases.¹²² As a store of value, what gold lacks in liquidity it makes up for in security—short of a military invasion, bullion in Russian vaults is safe from Western confiscation.

**Figure 5: Russian Central Bank Gold Reserves, Metric Tons, Q1 2000-Q4 2021**

Russia’s biggest moves came in 2018, following the harshest round of US financial sanctions to date. That tranche targeted seven oligarchs, seventeen Russian state officials, and twelve major firms, including some in key export sectors.¹²³ Following the Trump administration’s move, CBR again adjusted its foreign exchange reserves, cutting its dollar holdings from roughly 44 percent to 23 percent over the course of 2018. In place of dollars, the monetary authority shifted assets into euros and Chinese yuan.

While central banks often adjust the currency composition of their reserves over time, such a dramatic move in such a short period is unprecedented.

---

Russia’s response was not limited to shifts in reserve allocations. Moscow also cut its reliance on the dollar as a trade settlement currency with key trading partners in the years before its invasion of Ukraine in 2022. In 2014, over 90 percent of Russian exports to China and India were paid for in the US currency; by 2021, the dollar’s share had fallen to below 40 percent in each case, as euros and rubles replaced the greenback’s once dominant role. The currency composition of Russian export settlement with the European Union (EU) underwent a similar transformation, with the dollar’s role falling from over 70 percent to around 40 percent over the same period, supplanted by the euro.

**Figure 6: Currency Share of Russian Central Bank Reserves, Q4 2016-Q2 2021**

*Notes: Currency share of reserves measured as percent of market value. The data takes into account unsettled currency transactions as of reporting date.*


https://www.cbr.ru/eng/analytics/oper_br/.
Figure 7: Currency Structure of Settlements, Goods and Services, Russian Exports to India, Q1 2013-Q4 2021


Figure 8: Currency Structure of Settlements, Goods and Services, Russian Exports to the EU, Q1 2013-Q4 2021

Russian de-dollarization has only intensified since the start of the war.\textsuperscript{124} Indeed, the severity of the sanctions levied against Russia has left it little choice. Moreover, because the EU joined the United States in 2022 by blacklisting key Russian state and economic targets, the Kremlin has given up on the notion that the euro could act as a sanctions safe haven.

Because of the multilateral nature of the most recent wave of sanctions, the dollar, along with the euro, yen, and pound sterling, comprise what Moscow now labels “toxic currencies.”\textsuperscript{125} With few remaining options, Russia is growing more dependent on the Chinese yuan.\textsuperscript{126}

In April 2023, the yuan supplanted the dollar to become the most traded currency on the Moscow Exchange.\textsuperscript{127} Russian citizens are increasingly opening savings accounts in the currency. The yuan has also assumed a larger role in Russian cross-border trade settlement, accounting for 16 percent of Russia’s exports and 23 percent of imports at the end of 2022, up from 0.5 and 4 percent, respectively, before the war.\textsuperscript{128} The lion’s share of this is taking place in direct trade with China, where the yuan now accounts for roughly 60 percent of commercial payments between the countries, according to recent remarks from Russian Finance Minister Anton Siluanov.\textsuperscript{129} However, there is growing evidence that Russia is using the yuan as a cross-border payment currency with third countries, including Bangladesh, India, and even Japan.\textsuperscript{130}

\textbf{Figure 9: Currency Structure of Settlements, Goods and Services, Russian Exports to China, Q1 2013-Q4 2021}
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On one hand, these trends are evidence that Western sanctions are working: Large portions of the Russian economy have been forced out of the dollar and euro systems, complicating Moscow’s ability to participate in the world economy. On the other hand, these moves also signal that Russia is working with partners, China in particular, to develop sanctions workarounds. Moreover, as sanctions force an increasing amount of economic activity in the yuan, this contributes to building economies of scale and experience in alternative financial systems. The development of such alternatives poses risks to sanctions efficacy in the medium term. In time, this could frustrate Western attempts to use the threat of financial sanctions to deter Chinese aggression in the Asia-Pacific.

China Seeks to Internationalize its Yuan

The notion that the US’ use of sanctions will provoke a global shift away from the dollar into the yuan reached a fever pitch in the spring of 2023, when Brazil and China inked a deal aimed at increasing the use “local” currencies in transactions between the two BRICS economies. (Brazil and China are part of a grouping that includes Russia, India, and South Africa, together known as the BRICS.) Shortly thereafter, during an official visit to China, Brazilian President Luiz Inácio Lula da Silva provocatively asked, “Why should every country have to be tied to the dollar for trade?... Who decided the dollar would be the [world’s] currency?”

In truth, China’s interest in internationalizing the yuan long predates the Russo-Ukraine war. Following the 2007–08 Global Financial Crisis, Beijing began to (slowly) implement a series of policies and financial reforms aimed at enhancing its currency’s international use. At that time, Beijing’s efforts were motivated by concerns about economic vulnerabilities stemming from dollar dependence. In recent years, though, geopolitical risks have become the dominant force propelling China’s internationalization efforts forward.

Officials in Beijing have carefully watched and learned from Washington’s growing use of the dollar as a weapon against the US’ adversaries. For instance, when the Trump administration pulled out of the Iran nuclear deal in 2018 and reinstated sweeping financial sanctions on the country, financial elites in China characterized it as a moment of opportunity for the yuan. With more countries openly complaining about the misuse of dollar dominance—including US allies in Europe—Beijing could capitalize on growing anti-dollar sentiment by floating the yuan as an alternative.

In 2020, in response to Beijing’s crackdown on pro-democracy protests in Hong Kong, the Trump administration sanctioned then Hong Kong chief executive Carrie Lam and ten other Chinese Communist Party officials in the special administrative region. Following this move, officials and elites in China began to see US sanctions as a direct threat to China. Former People’s Bank of China (PBOC) governor Zhou Xiaochuan noted in public remarks that promoting the international use of China’s own currency was the only way that the country could “effectively resist” US sanctions pressure. Elsewhere, Shuang Ding, a former PBOC economist, summed it up this way: “[Yuan] internationalization was a good-to-have. It’s now becoming a must have.”

Though there is limited appetite in China to greatly increase the yuan’s role as a reserve currency because of the (potentially destabilizing) financial market reforms this would require, developing the yuan’s use as a cross-border payments currency has fast become a priority of the central government.
Most worrisome for China’s leadership is the prospect that Washington could cut off core export sectors from access to the banks that finance its firms’ involvement in international trade or disrupt its ability to pay for energy and other raw material imports. Beijing is keenly aware of how dollar dependence left vulnerable the commercial relations of Iran, Russia, and Venezuela, and it wishes to avoid a similar fate.

To do so, China is working to stitch together an alternative financial network, based on its own currency with Chinese banks at the core. Launched in 2015 to little fanfare, the Cross-Border Interbank Payment System (CIPS) is a critical element of China’s play for enhanced financial autonomy and resilience. Today, more than eighty Chinese banks are “direct participants” in the scheme, serving as the financial hubs to which nearly one thousand four hundred “indirect participant” banks in over one hundred countries are connected through shared accounts. The system is designed to move yuan across borders without touching the dollar or the US financial system, making it difficult for Washington to monitor and disrupt.

Though CIPS remains far smaller than its dollar-based counterpart (known as CHIPS, the Clearing House Interbank Payments System), the daily volume of yuan cleared on the system has more than doubled since the first quarter of 2020. Foreign interest seems high, too, as nearly five hundred new banks joined as indirect participants during that span.

Figure 10: CIPS Transaction Volume and Value (Quarterly Totals), Q1 2020-Q1 2023

Notes: Bars represent number of transactions, line represents value of transactions (quarterly totals).
**Figure 11: CIPS Transaction Volume and Value (Quarterly Daily Averages), Q1 2020-Q1 2023**

Notes: Bars represent number of transactions, line represents value of transactions (quarterly daily averages).

**Figure 12: CHIPS (USD) vs CIPS (RMB): Transaction Volume and Value (Daily Averages), 2019-2022**

Notes: Bars represent number of transactions, lines represent value of transactions (daily averages).
The critical point is this: For CIPS to be a success, China need not topple the dollar’s global dominance as the world’s preferred cross-border payment currency, it need only extricate itself from the dollar’s grip on its bilateral cross-border payments.

Here there are signs of progress. The share of China’s trade settled in its own currency has risen from 10 percent in 2017 to nearly 25 percent in 2023.\textsuperscript{138} Assuming the system continues to develop over the next decade, its existence will diminish the deterrent effect that the threat of US financial sanctions has on Chinese behavior.

### Adjusting Sanctions Policy to the Anti-Dollar Era

Despite click-baiting predictions of its imminent demise, the dollar remains the world economy’s indispensable currency and maintains economic and political advantages over all alternatives. Still, the number of states espousing anti-dollar viewpoints or adopting anti-dollar policies is growing and extends beyond the actions of China and Russia alone.

For instance, sanctions have played a key role in the revival of gold, that old “barbarous relic,” as a monetary asset.\textsuperscript{139} Central banks, which have been net buyers every year since 2010, bought more yellow metal in 2022 than any year on record.\textsuperscript{140} A recent World Gold Council survey found that “geopolitical concerns” and “concerns about sanctions” were important factors driving interest in the commodity.\textsuperscript{141}

Meanwhile, Europe’s trust in the dollar still carries the scars of the Trump administration’s 2018 decision to withdraw from the Iran deal. The move, which reinstated secondary sanctions and forced European banks and businesses to cut ties with Iran, led many policy makers and elites on the continent to advocate for a more internationalized, muscular euro system. Multilateral cooperation on Russia sanctions has functioned as a salve on the Iran wound, yet French President Emmanuel Macron’s April 2023 pledge—that Europe should pursue “strategic autonomy” from the United States by reducing dependence on the “extraterritoriality of the US dollar” suggests that all is not forgiven or forgotten.\textsuperscript{142}

Financial sanctions remain a potent coercive tool and should retain an important place in Washington’s foreign policy toolkit. However, the significance of these anti-dollar reactions should not be lost on US policy makers. This moment presents US officials with an important opportunity to develop improved guidelines for when, and how, to employ financial sanctions. Such guidelines should be developed with an eye toward protecting the dollar’s status and preserving the tool’s effectiveness for moments when the interests of the United States and its allies are most gravely threatened.

First, whenever possible, leaders in Washington should work to coordinate the use of financial sanctions with US allies in Europe and Asia. The US’ partners should feel as if they are critical stakeholders in the dollar system, not vassals to it. Coordinating efforts will reduce the chances that the US’ allies feel victimized by the dollar and seek to conduct business with US adversaries outside of the dollar system.

Just as importantly, multilateral responses also send a strong message to the world that moving activities into secondary currencies like the euro or yen is not a safe haven from sanctions.

Second, the United States should approach the use of so-called symbolic financial sanctions with great caution. If the main objective of a tranche of sanctions is to send a political message to the world or a
domestic audience that Washington condemns a foreign government’s policy choices, other measures that send a similar signal but do not politicize the dollar system ought to be utilized first.

Finally, employing financial sanctions against issuers of potential rival currencies—in particular China and its yuan—should face a higher bar of scrutiny. In such cases, even small, targeted sanctions programs provide information to US adversaries about their vulnerabilities, giving them time to prepare for a future event when a comprehensive financial sanctions program may be called upon as part of a major security crisis, when such measures will be critically important.
CONCLUSION

The Group of Seven (G7) and broader coalition’s response to Russia’s invasion of Ukraine demonstrates a new dimension of transatlantic economic statecraft coordination. The levers of sanctions, export controls, and asset freezes have been pulled to pursue foreign policy and national security objectives. The economic statecraft landscape is becoming increasingly complex as these tools are used unilaterally and multilaterally by transatlantic partners and the targets of these actions come up with new and sophisticated ways to evade and circumvent them.

While the chapters of this report focus on different aspects of economic statecraft, two common themes present themselves: (1) there is a need for greater coordination among transatlantic partners on the strategic use of economic statecraft tools, and (2) there is a need for greater understanding of partners’ vulnerabilities as they relate to the coercive application of economic power. The authors call on policy makers to balance the risks of economic statecraft as they continue to depend on these tools and develop coordinated, multilateral strategies to address transnational threats.

This report is the first step in understanding how economic statecraft is used by transatlantic partners and the impact these actions have on the global economy and the US dollar. As transatlantic partners consider how to leverage economic statecraft in the future, more work is needed to better understand the benefits, risks, and vulnerabilities associated with the coercive and positive aspects of these tools.
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